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[bookmark: _Toc340224906]Executive summary
This new ECC Report deals with Emergency Calls in VoIP Environment, and it compiles both earlier finalised Reports and new work item. These work items have been now brought together for the benefit of the reader; now all related documents can be found as one Report.
The earlier ECC Reports
ECC Report 74, “Access to Emergency Calls Based On Voice Over IP” (Vilnius, October 2005); and
ECC Report 143, “Practical Improvements in Handling 112 Emergency Calls: Caller Location Information (Lisbon, April 2010)

have been embedded to this document as such, i.e. without amendments.
The recent and new work item
Survey on 112 Emergency Caller Location in VoIP Based Networks in Europe (Stockholm, November 2012)

brings new information on the topic based on questionnaire amongst European Countries.
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ECC Report 74, “Access to Emergency Calls Based On Voice Over IP” (Vilnius, October 2005)


Executive Summary
VoIP is a new technology for voice communication with far reaching impact on today's private and public telephony networks and services. Based on the fundamental changed service building options there are very different VoIP realisations already in place in the world out there ranging from pure internet based end to end applications without centralised control to centralised emulation of PSTN POTS service.
This TRIS report describes the main technical problems arising in the context of emergency access from VoIP terminals. Although it focuses on technical aspects it also examines how the new technology might affect regulations and points to regulatory areas where changes should be considered for the near to mid-term future.
There is a broad on-going discussion all over the world on the regulatory treatment of VoIP, with one of the key questions being if at least certain VoIP scenarios fall within PATS regulation comprising (national specific) obligations for access to emergency services.
Disregarding the final outcome of this discussion and formal legal regulations there is widespread acceptance that from the customers’ point of view it would be most appropriate if voice enabled IP devices with national or global connectivity would also provide access to emergency services.
The main obstacle to reach this goal is the missing location information of the calling VoIP user. Whereas at present in telephone network solutions all necessary emergency routing elements are network based, in the IP based solution the terminal has a significantly more important role and may have to provide location information in the general case. This could be done either by local means (e.g. GPS receiver) or information obtained from the local access network. For the latter case it has to be emphasized that in the public internet access typically is completely decoupled from VoIP service provision and obligations on access networks (ISPs) that help global third party VoIP providers might be only achieved in a controversial process if there is no extra funding and ISP will have to bear these costs though they may not be able to benefit from the investments if they do not provide a VoIP service themselves.  
Generally two stages might be differentiated:
In the first stage there is no impact on infrastructure and basic processes at emergency centres, i.e. only changes outside the emergency centre responsibilities are considered. 
In the second stage there is an all IP infrastructure including IP connectivity of emergency response centers. 

In absence of unavoidable national PSTN peculiarities the latter scenario is in the focus of international standardisation activities at IETF, nevertheless it is clear that in reality a long overlapping period of stage one in parallel with stage two will have to be considered at the national level. During this time period national Emergency Service Routing Proxies (ESRP) could help VoIP Service Providers without national gateways and access to the national emergency systems to provide access to emergency services.
One important medium to long term option is that emergency calls could end up as a stand-alone services that no longer are integrated in general VoIP services and maybe registered by the users independently from other VoIP service registrations. 
IETF WG ECRIT is currently working on standards to provide direct access to Emergency Response Centres from the device without the need of a VoIP Service provider.
To summarize it turns out that, compared with current regulations, future regulations on emergency access might have  to widen their scope compared with current emergency regulation on telephone networks and services and might include also the terminals and public IP / internet access networks and internet service providers.
[bookmark: _GoBack]It must be stressed that this report is dealing only with the communications access to emergency services. In practice the emergency services themselves will need to adapt to be more readily accessible and to receive and handle new forms of communication (eg SMS, MMS photos and video), and these changes are equally important.
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ECC Report 143, “Practical Improvements in Handling 112 Emergency Calls: Caller Location Information (Lisbon, April 2010)


Executive Summary
Each year in the European Union several millions of citizens dial the emergency call number to access emergency services. Due to increasing penetration of mobile telephony in the society, the share of emergency calls emanating from mobile networks is rapidly outgrowing emergency calls for fixed networks; this causes that an emergency situation mobile callers are increasingly not able to indicate the precise location for an optimum response. Similarly, VoIP services are substituting voice calls over traditional networks, customers increasingly use VoIP for emergency calls and expecting the same reliability and completeness of the emergency calls service.
Location information is normally represented by data indicating the geographic position of the terminal equipment of a user. These data vary in range, indicating in a general way where the user is or very precise, pinpointing the user’s whereabouts to within a few meters. Some location data are effectively a subset of signalling data as they are necessary for setting up a telephone connection.
In the framework of Enhanced emergency call services, the availability of location information must serve three main goals:
Route the calls to the right emergency call centre;
Locate the caller and/or the incident site.
Dispatch the most appropriate emergency response team(s);

The Report identify the most relevant regulatory principles applicable to caller location requirements in the context of emergency calls and analyses the location information standards produced by ETSI as a Standard Development Organization for fixed, mobile and IP communications networks.
In the end, the Report also includes the best European practices on the basis of the latest implementation report concerning treatment by each Member State of the caller location information for 112 activities.
[bookmark: _Toc340224909]Survey on 112 Emergency Caller Location in VoIP Based Networks in Europe
Survey on 112 Emergency Caller Location in VoIP Based Networks in Europe (Stockholm, November 2012)


Executive Summary
Related to the countries, which provide a response to the questionnaire, the provision of access to emergency call for 112 is mandatory for all PATS providers and in 11 countries for all VoIP operators providing access to E.164 numbers.
In most countries there are more than 10 PSAPs with regional responsibilities, thus routing to the regional responsible PSAP is necessary and even legally required. In the majority of countries all service provider are obliged to route the emergency call correctly, which means to the PSAP responsible for the area, where the emergency caller is located.
In most countries the provision of caller location information is based on data like the registered subscriber address and in case of VoIP services with potential nomadic use this is the only information available. The emergency call can only be flagged as potentially incorrectly routed, which it is done in some few countries.
In only a few countries there is a dedicated emergency network, which helps for correct routing and may simplify the efforts of the VoIP service provider.
Disclaimer:
The answers presented were submitted in the time frame from August 2010 to June 2011 and might be not valid any more when this report is published, due to the application of the new Directive 2009/136/EC and its consequent transpose to national laws.
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EXECUTIVE SUMMARY


VoIP is a new technology for voice communication with far reaching impact on today's private and public telephony networks and services. Based on the fundamental changed service building options there are very different VoIP realisations already in place in the world out there ranging from pure internet based end to end applications without centralised control to centralised emulation of PSTN POTS service.


This TRIS report describes the main technical problems arising in the context of emergency access from VoIP terminals. Although it focuses on technical aspects it also examines how the new technology might affect regulations and points to regulatory areas where changes should be considered for the near to mid-term future.


There is a broad ongoing discussion all over the world on the regulatory treatment of VoIP, with one of the key questions being if at least certain VoIP scenarios fall within PATS regulation comprising (national specific) obligations for access to emergency services.


Disregarding the final outcome of this discussion and formal legal regulations there is widespread acceptance that from the customers point of view it would be most appropriate if voice enabled IP devices with national or global connectivity would also provide access to emergency services.


The main obstacle to reach this goal is the missing location information of the calling VoIP user. Whereas at present in telephone network solutions all necessary emergency routing elements are network based, in the IP based solution the terminal has a significantly more important role and may have to provide location information in the general case. This could be done either by local means (e.g. GPS receiver) or information obtained from the local access network. For the latter case it has to be emphasized that in the public internet access typically is completely decoupled from VoIP service provision and obligations on access networks (ISPs) that help global third party VoIP providers might be only achieved in a controversial process if there is no extra funding and ISP will have to bear these costs though they may not be able to benefit from the investments if they do not provide a VoIP service themselves.  


Generally two stages might be differentiated:


· In the first stage there is no impact on infrastructure and basic processes at emergency centres, i.e. only changes outside the emergency centre responsibilities are considered. 


· In the second stage there is an all IP infrastructure including IP connectivity of emergency response centers. 


In absence of unavoidable national PSTN peculiarities the latter scenario is in the focus of international standardisation activities at IETF, nevertheless it is clear that in reality a long overlapping period of stage one in parallel with stage two will have to be considered at the national level. During this time period national Emergency Service Routing Proxies (ESRP) could help VoIP Service Providers without national gateways and access to the national emergency systems to provide access to emergency services.


One important medium to long term option is that emergency calls could end up as a stand alone services that no longer are integrated in general VoIP services and maybe registered by the users independently from other VoIP service registrations. 
IETF WG ECRIT is currently working on standards to provide direct access to Emergency Response Centres from the device without the need of a VoIP Service provider.


To summarize it turns out that, compared with current regulations, future regulations on emergency access might have  to widen their scope compared with current emergency regulation on telephone networks and services and might include also the terminals and public IP / internet access networks and internet service providers.


It must be stressed that this report is dealing only with the communications access to emergency services. In practice the emergency services themselves will need to adapt to be more readily accessible and to receive and handle new forms of communication (eg SMS, MMS photos and video), and these changes are equally important.
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Access to emergency calls based on voice over IP


1 Introduction


VoIP is a new technology for voice communication with far reaching impact on today's private and public telephony networks and services. Based on the fundamental changed service building options there are very different VoIP realisations already in place in the world out there ranging from pure internet based end to end applications without centralised control to centralised emulation of PSTN POTS service.


There is a broad ongoing discussion all over the world on the regulatory treatment of VoIP, with one of the key questions being if at least certain VoIP scenarios fall within PATS regulation comprising (national specific) obligations for access to emergency services.


Disregarding the final outcome of this discussion and formal legal regulations there is widespread acceptance that from the customers point of view it would be most appropriate if voice enabled IP devices with national or global connectivity would also provide access to emergency services. Future access to emergency services will also allow other means of communication, which will be very important for some users with disabilities (eg the deaf). Text based is already a requirement in some countries. Video will be very helpful with new 3G/UMTS devices. IM and SMS/MMS can be supported. Automatic devices (eCall) will also require text messages. Emergency services and call centres will need to adapt to be able to receive these new forms of communication and will also need to develop new procedures for the best way to handle them.


This TRIS report describes the main technical problems arising in the context of emergency access from VoIP terminals. Although it focuses on technical aspects it also examines how the new technology might affect regulations and points to regulatory areas where changes should be considered for the near to mid-term future.


This report will:


· Investigate on the main impacts of VoIP services on access to emergency services


· Define the basic requirements for providing access to emergency calls from VoIP services, and identify the key short- to medium-term obstacles to providing access to emergency calls from VoIP services


· Summarise activities related to finding solutions to these problems, in the Internet Engineering Taskforce (IETF) and in other forums


· Identify the key stakeholders in implementing these solutions, and suggest where the responsibilities for implementing the solutions might lie


· Make some conclusions regarding the status of work to find solutions to accessing emergency calls from VoIP services and the next steps that are required, and propose some high-level principles that should be followed by regulators in addressing these issues.


In the context of access to emergency services the report identifies some issues where there are differences or different levels of relevance depending on the national or international usage scenario. One example is the recognition of a dialled number as emergency number by the terminal and the involved VoIP providers. Another is international interconnection regarding emergency numbers because in many cases emergency numbers of foreign countries cannot be reached via international interconnection. Such issues are mentioned where relevant, nevertheless a more in depth evaluation might be considered for a follow up report. 

1.1 Abbreviations


BCP 

Best Current Practice 


BT

British Telecom


CEN

European Committee for Standardisation


CENELEC
European Committee for Electrotechnical Standardisation


CEPT

Conférence Européenne des Postes et des Telecommunications 
(in English: European Conference of Posts and Telecommunications)


CLI

Calling Line Identification


DECT

Digital European Cordless Telecommunications


DHCP

Dynamic Host Configuration Protocol 


DNS

Domain Name Server 


E.164

ITU-T Recommendation - “The international public telecommunication numbering 


plan”


ECC

Electronic Communications Committee (of the CEPT)


ECRIT

Emergency Context Resolution with Internet Technologies 


EFTA

European Free Trade Association


EMTEL

Emergency Telecommunications


ERC

Emergency Response Centre (this term includes the PSAP)

ESRP

Emergency Service Routing Proxies


ETSI

European Telecommunications Standards Institute


GPRS

General Packet Radio Service


GPS

Global Positioning System


IETF

Internet Engineering Task Force


IM

Instant Message


IP

Internet Protocol


ISP

Internet Service Provider


ITU

International Telecommunication Union


LAN

Local Area Network


MMS

Multimedia Message System


MSN

Microsoft Network


NATO

North Atlantic Treaty Organisation


NDC

National Destination Code


NENA

National Emergency Number Association


NGN

Next Generation Network


NRA

National Regulatory Authority (or Agency)


PATS

Publicly Available Telephone Service


PBX

Private Branch Exchange


PoI

Point of Interconnection


POTS

Plain Old Telephone Service


PSAP

Public Safety Answering Point


PSTN

Public Switched Telephone Network


RFC

Request For Comments


SIP

Session Initiation Protocol


SMS

Short Message System


TB

Technical Body


TDM

Time Division Multiplexing


UMTS

Universal Mobile Telecommunications System


URI

Uniform Resource Identifier


VoIP

Voice over IP


WiFi

Wireless Fidelity


WiMax

IEEE 802.16 standard


2 Main Impact of VoIP services on access to emergency services


What are the reasons for access to emergency services currently being one of the biggest issues associated with VoIP in the regulatory area and inter alia in IETF VoIP standardization activities? 


The main answer is a rather short one: the location of the calling user is not known in many of today’s VoIP implementations and this is mainly due to complete separation of VOIP services and (IP-)access & transport. Depending on the scenario there may be additional drawbacks compared with the current emergency situation in the POTS case. Examples are missing call back opportunities and missing means to identify the calling user. 


Why is the missing information on the location of the calling user (with different levels of accuracy required depending on application) so critical in the context of access to emergency calls?


The answer is twofold: 


First, the location information of the calling user is used for routing such calls to the nearest Emergency Response Centre for the emergency service identified by the call emergency number. A solution for this problem is the main task of IETF WG ECRIT.


In the POTS case the location of the calling user is directly related (fixed) with the (geographic) number of the calling access. In the VoIP case no location information therefore means completely wrong routing in the worst case. The accuracy of  the location information for routing purposes is not required to be very high, in mobile networks the cell information of the calling user is typically taken in mobile networks. 


Second – and here the accuracy requirement are much higher –  the information on the location of the calling user should enable emergency services to find a calling user in case of emergency in scenarios where this user for various reasons is not able to tell the Emergency Response Centre his current location / address personally. Based on the street address associated with a geographic number there is no basic problem in case of fixed POTS. Nevertheless, despite partly intense efforts to provide such information in mobile networks also, no major results are operationally available in most European countries. So with respect to the second usage of (accurate) location information the situation in VoIP is not that different from today’s state of the art mobile services. 


Are there fundamental reasons behind this situation?


Yes, in current telephone networks telephone service provision and the pure (switched) transport of voice data typically is vertically integrated in the same company.


In voice communications based on IP technology, especially in case of voice communication over the internet, there often is a complete technical and commercial separation between provision of the voice service (“VoIP provider”) and the pure (packet) transport of the voice data provided by the ISP’s. At least in VoIP scenarios using fixed internet access the location of the “calling” user is known by the access provider, but due to the technical and commercial separation there is – at least currently - no way of conveying this  information between ISP’s and “VoIP providers”. 


The above emphasis on location information should not lead to the impression that all other issues are minor ones. Nevertheless that from a technical perspective it seems to be the most difficult to solve.


3 Emergency call scenarios


From a consumer point of view it would be desirable that it is possible to make an emergency call from all IP devices. Therefore also for non PATS classified VoIP services some form of regulatory requirement for emergency calls might be introduced in the future as the likelihood of a VoIP service being used for an emergency call increases. In applying regulatory requirements relating to access to emergency calls based on VoIP one may differentiate two scenarios where VoIP is involved in an emergency call. VoIP being:


· the only option for making an emergency call


· a natural choice for making an emergency call.

3.1 VoIP service is only option for making emergency call


In the short- to medium-term, a VoIP service may be the only option for making an emergency call if a VoIP service is implemented as a primary line residential service or operates across a corporate network.


A VoIP service would not be regarded as the only choice for making an emergency call if it is used in a home or office environment in which a PSTN-connected phone or a mobile phone is readily available. However, VoIP services have started to be marketed in some European countries as a primary line service; that is, as a replacement for a PSTN-connected phone; for example, A VoIP provider in the UK, markets its VoIP service with the message, “Get rid of your BT line and enjoy free broadband calls with multiple lines and advanced calling features.”  In these circumstances, users may rely only on a VoIP service running over a broadband connection and dispense entirely with their PSTN connection.


Additionally, some industry observers are predicting that VoIP services running over WiFi or Wimax may become a replacement for mobile services.  Although the functionality available via WiFi or Wimax networks may be quite different to that available via a mobile network – for example, WiFi and Wimax networks do not offer cell handover functionality – it is plausible that some users will find the functionality available via a WiFi or Wimax network is an adequate replacement for their mobile service. The first generation of voice over WiFi handsets are already available, and as their functionality improves, it is feasible that large numbers of users will use these handsets instead of mobile services.


It should be noted that currently most people already consider mobile phones as the natural choice of making emergency calls. More than 50% of emergency calls are already placed from mobile phones.


3.2 VoIP service is natural choice for making emergency call


A VoIP service will, in the short- to medium-term, be a natural choice for making an emergency call if it appears to be identical to a PSTN (or mobile) service, or is used in a similar way to a PSTN (or mobile) service.


This would appear to rule out the likelihood of devices such as gaming consoles or applications such as MSN Messenger being used to make emergency calls; the addition of call functionality to such devices and applications would mostly be perceived as non-core features. . On the other hand, a normal PSTN phone connected to an analogue terminal adaptor, or an IP phone, could be a natural choice for making any call, including an emergency call.  It is possible that even a softphone may be a natural choice if it is used via a handset attached to a computer that is similar in style to a PSTN phone.


It needs to be recognised, however, that a user making an emergency call is often under severe stress, and it is possible that such a user may attempt to make an emergency call via whichever method appears to be most accessible, even if this would not normally be a natural choice.


4 Requirements for providing access to emergency calls


The basic requirements for providing access to emergency calls are the following:


1. An emergency call must be identified as such by  the device and/or the originating service provider


2. Given that a VoIP service may be used nomadically or may be provided across multiple countries, the country in which the emergency call is made must be determined and the call routed to an Emergency Response Centre or at least a Gateway in that country


3. The particular emergency call centre which is responsible for handling emergency calls for the area in which a call is made must be determined and the call routed to this Emergency Response Centre. It should explicitly be stressed that for this purpose the caller location has to be known in a far less accurate manner as for dispatching the emergency response service vehicles (see next point) – in the ongoing discussion there seems to be a lot of confusion on this point. As routing is done without real time interaction with emergency response centres this kind of caller location and the according routing information from a mapping database has only to be known at the originating device or service provider to enable call establishment to the responsible Emergency Response Centre or at least a gateway to the national emergency system. .


4. The specific location of the user making the emergency call must be available to the emergency call centre, so that an emergency service response vehicle can be dispatched to that location; in practical terms this address is usually provided by the calling user himself but there should be alternatives for special cases where this is not possible (remark: the same problem  as in nomadic VoIP cases occurs in current mobile networks, where typically at best the current cell information of the calling user is known). The location information available at the device may be transmitted directly to the Emergency Response Centre, if appropriate signalling exists), or it may be stored temporarily in a database to be retrieved by a certain key (e.g. the CLI).


5. A correct and meaningful number corresponding to the user making the emergency call must be available to the emergency call centre so that, if necessary, it can call back (e.g. given address cannot be found by emergency personal due to local particularities). This means that VoIP gateways that handle emergency calls from users who do not have an E.164 number for incoming calls will have to allocate a number temporarily when the user makes an emergency call.


6. Calls to emergency services from VoIP gateways may cross several circuit switched networks to reach the emergency centre. Some circuit switched networks suppress CLI as part of their commercial arrangements. If possible this suppression should not be applied to calls to emergency centres but if geographic numbers have to be used this may be difficult.


It may not be necessary for all of these requirements to be met in all countries; in respect of emergency calls from mobile phones, for example, the specific location of the caller. 


5 Obstacles to providing access to emergency calling


This section describes the main problems to be overcome in meeting the requirements listed in the previous section. For the purpose of this discussion, it is assumed that most emergency call centres in European countries will, for the foreseeable future, be connected to the PSTN only for receiving emergency calls; that is, a capability to receive native IP emergency calls will not exist for some time.


5.1 Identifying emergency calls


The number used to make emergency calls varies from one country to another; it is estimated there exist approximately 60 national emergency numbers worldwide. For VoIP services that can be used nomadically, it may be difficult for VoIP client software to recognise that the number dialled for a particular call is an emergency number.


Even where a number is recognised as an emergency number, it may be difficult to guarantee that each server involved in handling a VoIP call can recognise that a particular call is an emergency call.  The recognition of an emergency number may be further complicated if any servers are located outside the country in which an emergency call originates, and a different emergency number is in use in that country.


The relevance of the above depends strongly on the implemented solution. As long as the users terminal or client SW for all calls always - i.e. also in case of international usage - connects to the “home” server, the task of emergency number recognition should be no serious problem. On the contrary if in the future terminals should provide location information (e.g. gathered from the network at startup/login) internationally supplied terminals and client SW would be required to have full knowledge on national emergency numbering.


It is proposed that all clients recognize 911 and 112 as emergency numbers In addition the clients should support the home emergency numbers and the emergency numbers of the country where the device is currently located. There is a requirement to get this information from the infrastructure (e.g. the DNS). After recognition as an emergency number the client would – based on previous collected knowledge of its geographic position, e.g position delivery by means of enhanced DHCP protocol from the network side as additional information in addition to IP address allocation - provide this position to its outgoing VoIP proxy. The proxy would relay the position information to an emergency database to get back the URI of the appropriate Emergency Response Centre for the current location. Based on this URI and a subsequent DNS resolution the proxy will be able to establish the connection to the appropriate Emergency Response Centre. In a scenario where there is no outgoing proxy the client could do the database retrieval and connection establishment to the appropriate Emergency Response Centre itself.


This arrangement would then be similar to that used with GSM mobile phones. The GSM mobile phone standard includes 112 as an emergency number, no matter what other local emergency number are applicable. This is valuable for foreign travelers, who may not know a local one.

5.2 Determining country of caller and routing to this country


In some cases, an emergency call may originate in one country but traverse servers outside that country. This may be common when a VoIP service is used nomadically, but may also occur in circumstances where servers for VoIP services are located other than in the country in which a user is normally based.


It may be difficult for a VoIP service to obtain information about the country in which a user making an emergency call is located.  Even where a VoIP service has this information, it may be difficult for the VoIP service to route an emergency call across national borders.  If the call will be carried via the Internet to the destination country, it will be necessary to find a PSTN gateway in that country and ensure that the called party number will enable an emergency call centre to be reached.  Alternatively, an emergency call may be dropped into the PSTN in the country in which a VoIP server is located, but it may then be difficult to route an emergency call across national borders.  This is because emergency numbers, such as 112, are not normally used for cross-border routing..


Routing of emergency calls via national borders on the PSTN is possible only in some cases and even then a specific national knowledge is necessary. So is it possible to make an emergency call from Skype to the Vienna Police by dialing +431133. So this option should not be considered.


Having a gateway (e.g. for 112 in each country) would be helpful, if all further call routing in the country would be handled from the specialized 112 Emergency Response Centre and no further local knowledge would be necessary.  The more sophisticated solution of course would be to support VoIP providers by providing default proxies as described above for this purpose, but it is unclear who would provide such a service in what timeframe and how setup and ongoing costs should be born. Considering that peoples' lives are at stake here and high quality requirements are possible to be imposed on the providers of such a service this could turn out to evolve as lengthy discussion. 


To facilitate short term solutions regarding the situation where the emergency call is originated by the subscriber outside his home country but routed to and recognized at his home service provider it will be necessary for geographic numbers to be introduced for access to emergency centres and for the coverage of each emergency centre to be published and linked with these numbers. Calls to these numbers would normally be treated in the same way as other calls and not receive priority within the networks. If possible it would be useful if a single number could be used for a whole country with calls being distributed to local emergency centres as necessary. This arrangement would facilitate emergency calls from VoIP in the short term and so offer some improvement. In practice having a single number for access to emergency centres for a whole country with full functionality will only be available in a few countries. Generally it is better to accept any option that gives access even with some quality degradation than to have a situation where there is no access to emergency calls at all.


5.3 Determining appropriate emergency call centre and routing to this centre


Many countries have more than one emergency call centre, with each centre being responsible for a distinct and separate geographical area. When emergency calls originate on the (fixed) PSTN, the CLI associated with the calling user is typically used to find the appropriate emergency call centre (often routing is based only on the NDC part of the CLI)


For emergency calls that originate on a mobile network, mobile networks in some countries route emergency calls by determining the general location of the caller from the location of the mobile switching centre through which the call is routed or the mobile cell in which the call originates.


Before dealing with the situation in VoIP based services in the following the basic methods are described that are used today’s fixed and mobile networks when interconnecting with the incumbents network, where typically all (most) emergency response centres are connected physically. 


A first method for routing to the appropriate emergency response centre is based on conveying the telephone area code (NDC) associated with the originating geographic location on the PoI to the terminating (incumbent) network. This area code is filled into the called party number in front of the emergency number by the origination network before conveying to the terminating (incumbent) network. Based on this additional information to the called emergency number the incumbent network can route the call to the corresponding emergency response centre. If the call is originating from a network termination point with an assigned geographic number, the area code can straightforward be taken from the CLI. Nevertheless there are other fixed network scenarios, where the CLI is not a geographic number (e.g. national numbers for private networks) and therefore the area code cannot be directly be taken out of the CLI. The latter is always true in the mobile case, where the originating mobile network has to derive the area code based on available radio cell information of the caller.


A second generic method is based on directly addressing the geographic number of the individual emergency response centres, that address the lines of the individual regional emergency response centres. If there is a publicly available information on the (emergency individual) mapping of calling location and resulting geographic number of the appropriate emergency response centre, each originating network operator can already provide this geographic number on the PoI to the terminating (incumbent) network. 


It should be stressed that there has to be an agreement between the other operators and the incumbent, which method is applied in the interconnection contract.


Now looking on VoIP services there is a very similar situation compared with competitive PSTN or mobile operators. The “only” problem remaining is to get the calling location with an accuracy sufficient for identifying the correct emergency response centre. If that information is available, e.g. provision of a (most probably) fixed service, then the above principles can be applied in an identical manner! For nomadic services user provided location information (e.g. at login) or more sophisticated technical solutions might be used, the latter being in focus of current standardization activities. 


If no other possibilities are available user provision of location at startup/login time may be considered – at least as an additional source of information.


A complementary short term measure could be to increase the awareness for VoIP and associated potential problems (e.g. wrong routing of emergency calls) and evaluation of (or improving) capabilities for handling these situations at the emergency services.


5.4 Making location of caller available to emergency call centre


It is helpful to emergency call centres to have access to information about the specific location of a user making an emergency call so that, if the user is not able to reliably indicate his or her location, it remains possible for an emergency service response vehicle to be dispatched to the user’s specific location.


The EU Universal Service Directive requires that, to the extent it is technically feasible, network operators must make information available to emergency call centres about the location of a user making an emergency call. For emergency calls that originate on the PSTN, this is generally achieved by making the CLI associated with a user making an emergency call available to emergency call centres, and giving emergency call centres access to a database from which they can determine the address of a calling user via the CLI. (the same principle can be used with VoIP calls, as stated above)


For emergency calls from mobile phones, general location information is available to emergency call centres in only a few countries, and even fewer countries have implemented arrangements to enable emergency call centres to obtain precise information about the location of a user making an emergency call.[ However, several techniques have been devised for obtaining precise location information – some based on network capabilities (e.g. so-called triangulation from at least three base stations) and others on handset capabilities (e.g. based on GPS, which remarkably is an obligation for all mobile handsets in Japan in the near future) – and for making this information rapidly available to emergency call centres.  Regulatory requirements have been imposed on mobile network operators in the United States to provide information about the location of a user making an emergency call, including the level of accuracy that this information must meet.


Making location information available to emergency call centres for users making emergency calls via nomadic VoIP services is likely to be comparable with the complexity in case of mobile services, at least if WiFi or Wimax based VoIP scenarios are included. In case of nomadic VoIP access on fixed lines the calling location in principle should be obtainable with higher accuracy then in the wireless case. 


5.5 Making number of caller available to emergency call centre


It is useful for emergency call centres to have access to a number for the user making an emergency call, so that the call can be returned if necessary; for example, if the call is interrupted, or an emergency service vehicle wishes to obtain additional information about the emergency.


This requirement is difficult to fulfil reasonably, if there is no static telephone number associated with the VoIP subscriber. This may be the case e.g. for current outgoing only VoIP services. Of course, if there is no incoming VoIP service for the calling VoIP user at all, then obviously there will be no solution for call back of the emergency service centre to the calling user, regardless if there is a CLI or not. 


If there is an incoming VoIP service the problem is most easily solved by assigning (nomadic) telephone numbers to those VoIP subscribers. All other solutions, e.g. temporary assignment of telephone numbers at gateways etc. are only acceptable as interim solutions, if at all. 


In general the issue of how to handle emergency calls needs much further study taking account of different national situations and the experience of national emergency centres. Solutions need to balance the problems that may be caused by spam and false calls and the risks of rejecting calls from real emergencies. 


6 Current activities to find solutions


In describing the obstacles to providing access to emergency calling, it was not at all the intention to suggest that emergency calls cannot be made available based on VoIP On the contrary, from the above it can be seen that based on assigning a telephone number and outgoing and incoming VoIP service the only main problem that remains is the goal of identifying the callers location in an accuracy at least sufficient for routing the calls to the correct emergency response centre.  In general around this focus there are activities underway in several fora and organisations to find universal solutions. The main centres of this activity are described below. 


Generally two stages might be differentiated. In the first stage there is no impact on infrastructure and basic processes at emergency centres, i.e. only changes outside the emergency centre responsibilities are considered. In the second stage there is an all IP infrastructure including IP connectivity of emergency response centres. In absence of unavoidable national PSTN peculiarities the latter scenario is in the focus of international standardisation activities at IETF, nevertheless it is clear that in reality a long mixed period of stage one in parallel with stage two will have to be considered at the national level.


6.1 IETF


Internet technologies are available to describe location and to manage call routing. Within the IETF the working group Emergency Context Resolution with Internet Technologies (ECRIT) was established, in 2005. This working group will
describe when these technologies may be appropriate and how they may be used. Explicitly outside the scope of this group is the question of pre-emption or prioritization of emergency services traffic. This group is considering emergency services calls which might be made by any user of the Internet, as opposed to government or military services that may impose very different authentication and routing requirements.



The group will show how the availability of location data and call routing information at different steps in session setup would enable communication between a user and a relevant emergency response centre. Though the term "call routing" is used, it should be understood that some of the mechanisms which will be described might be used to enable other types of media streams. Video and text messaging, for example, might be used to request emergency services.


While this group anticipates a close working relationship with groups such as NENA and ETSI EMTEL, any solution presented must be useful regardless of jurisdiction, and it must be possible to use without a single, central authority.  Further, it must be possible for multiple delegations within a jurisdiction to be handled independently, as call routing for specific emergency types may be independent. This working group cares about privacy and security concerns, will address them within its documents, and aims at the following goals:


· Informational RFC containing terminology definitions and the requirements


· An Informational document describing the threats and security considerations


· A Best Current Practice (BCP) describing how to identify a session set-up request is to an emergency response centre 


· A BCP describing strategies for associating session originators with physical locations


· A BCP or Standards Track RFC describing how to route an emergency call based on location information


·  A BCP describing how to discover the media stream types an ERC supports


An example for requirements in the category “basic” and “must” which are important for emergency call handling (and have been at least partly considered in ECRIT) are:


Must requirements:


· From any with the Internet connected device it MUST be possible at any time to contact the Emergency Response Centre responsible for the current location without dependency on a certain  protocol infrastructure (e.g. SIP proxies) and with the most appropriate method for  communication for the user, the device and the Emergency Response Centre, e.g. voice, text and video.


· To achieve this, the device MUST be able to retrieve its current location from the  access provider, from the infrastructure, via GPS, ...   or as a last resort, from the user itself. The service provider MUST not withhold this information.


· The capability to locate the responsible Emergency Response Centre by the device or UA must be  available in the public Infrastructure (e.g. the DNS) without the additional need for a service provider. 


· The possibility to make contact to the proper Emergency Response Centre has to be verified (checked) at the time of connection to the Internet and in periodic intervals and the result has to be indicated to the user and/or the User Agent. 
(Note: the result may also depend on  national policy)


· The possibility to make contact to the proper Emergency Response Centre has to be verified (checked)  at the time of connection to the Internet and in periodic intervals and the result has to  be indicated to the user and/or the User Agent.


· The indication may have three states:


· Emergency calls not possible


· Emergency calls possible


· Contact established, but emergency calls not allowed by national policy + reason
(e.g. identification or location required)


· The end-user must be able to use in addition to the tbd. default emergency URIs  (e.g. sos@example.com) and the internationally defined emergency numbers (911,112) also  the locally defined emergency numbers and the numbers familiar from home. This  information must also be available within the public Infrastructure (e.g. DNS)


· The fact that an emergency call is placed must be recognized by the device and by  all involved equipment along the path to be able to take proper action (e.g. call handling, call routing, prioritizing, etc).


· For a transient time the device and the UA may use the help of servers (e.g. ESRP)  to provide the connectivity to the Emergency Response Centre, especially if it is not yet connected to the  Internet


Should requirements


Transmission of the current location of the contacting device to the Emergency Response Centre. If  this transmission requires end-user permission or can be pulled by the Emergency Response Centre may be a national policy matter.


Capability to hold the call and/or re-contact the contacting device from the Emergency Response Centre in case of disruption or later query for a tbd. period of time. This should also be possible from conventional Emergency Response Centres via temporary (virtual) E.164 numbers


Identification of the contacting person or device. The level of identification required may be a national policy matter.


Safeguards to protect the emergency infrastructure and the Emergency Response Centre facilities against malicious attacks, especially to prevent DoS attacks (needs work)


Provide all possible means of communication, not only speech, but also text (IM), Video, etc., (for disabled persons and better display of the situation)


Capabilities to contact an Emergency Response Centre by automatic means and for the transfer of  additional information (alarm equipment, cars, buses, trucks with dangerous loads, ...)


Several other IETF working groups are engaged in projects to address problems of making emergency calls from VoIP services.  These projects include:


· Developing methods by which DHCP servers can manage and make available location information corresponding to end systems in a network


· Specifying a requirement for authoritative databases of civil addresses, correlations of civil addresses with latitude and longitude, and boundaries of the jurisdictions of individual emergency call centres, to be established in the DNS


This work provides building blocks for the development of more complete solutions by the National Emergency Number Association (NENA)(see chp. 6.3),.


6.2 ETSI


A Special Committee (SC) on Emergency Telecommunications (EMTEL) was established in ETSI in 2005 with the responsibility to:


· solicit and capture the requirements from the stakeholders (including National Authorities responsible for provisioning emergency communications, End Users, the European Commission, Communication Service Providers, network operators, manufacturers and other interested parties).


· The scenarios to be considered include communication (others to be added if required with Board approval):
- of citizens with authorities/organisations,
- between authorities/organisations,
- from authorities/organisations to the citizens,
- amongst citizens,


· develop a consensus amongst the stakeholders and reflect this in a requirement document, which will be used by the technical bodies of Standards Development Organizations. This will address both operational and technical needs,


· input requirements to all concerned TB's, including those TBs responsible for NGN aspects, on definition and optimization of the generic network architectures that will support horizontal integration of different standards under a common umbrella of requirements for EMTEL,


· provide requirements on issues of network security, network integrity, network behaviour in emergency situations, and emergency telecommunications needs in networks,


· take the lead for the interface between ETSI and CEC/EFTA and other pertinent bodies, notably NATO, ITU groups, the CEPT European Radiocommunications Office and relevant CEN and CENELEC committees in conjunction with the ETSI Secretariat, with respect to emergency communications issues,


· ensure that the requirements that it has approved are taken into account by the relevant TB’s in conjunction with the Operational Co-ordination Group,


· co-ordinate the ETSI positions on EMTEL related issues.


6.3 National Emergency Number Association (US)


The National Emergency Number Association (NENA), an organisation representing emergency call centres and equipment vendors in the United States with an interest in emergency call handling, is specifying a three-phase set of solutions for handling of emergency calls from VoIP services.


The first phase is intended for near-immediate implementation and involves:


· Termination of emergency calls by a PSTN operator


· Routing of emergency calls based on the local number for each emergency call centre, rather than the national emergency number


· Provision of no information about the location of a person making an emergency call, nor a phone number for returning the call.


The second phase is intended as a medium-term implementation which provides a reasonable level of functionality without requiring any changes to the procedures or infrastructure deployed in emergency call centres.  This phase will involve:


· Supporting calls from both VoIP users at fixed locations and nomadic VoIP users by building on the existing architecture for routing of emergency calls made from mobile phones to emergency call centres


· Capturing information about the location of a person making an emergency call and making this accessible to emergency call centres by building on existing arrangements for providing location information for emergency calls from mobile phones


· Providing a phone number by which an emergency call can be returned.


It is envisaged that, in phase 2, IP phones will “learn” their location for the purpose of delivering information about the location of persons making emergency calls.  If GPS or a proprietary functionality is available, IP phones obtain their location from this; if not, IP phones obtain their location from DHCP. Modifications to DHCP are being specified for management of location information for end systems in a network and for the controlled provision of this information.


To facilitate easy recognition of a call as an emergency call by client and server software, a special URI – sos@home-domain (for example, sos@rtr.at) – is being specified.
  Mechanisms are being developed to enable VoIP clients to learn the national emergency numbers in the country in which an emergency call is placed.


The architecture for phase 2 is illustrated in figure 1 below.
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Adapted from presentation by Richard Dickinson, Telecommunication Systems Inc (TCS)


Figure 1 – Simplified architecture for NENA second phase solution

Finally, the third phase is regarded as a longer-term solution, and involves end-to-end carriage of emergency calls from VoIP services on IP, and deployment of IP infrastructure in emergency call centres. Location information in this phase is expected to be improved on that available in phase 2, and will require the storage in the DNS of:


· Comprehensive data relating to addresses


· Data enabling the conversion of addresses to latitude and longitude


· Data specifying the boundaries of the areas for which individual emergency call centres are responsible.


The NENA third phase is equivalent to the second stage presented in this Report.


7 Stakeholders and responsibilities for implementing solutions


The key stakeholders in addressing the problems of implementing solutions for accessing emergency calls from VoIP services are likely to be:


· Access providers


· Providers of VoIP services


· Emergency call centre operators


· Emergency service organisations


· Telecommunications regulators


· European and national policy bodies responsible for access to emergency calling.


The key requirement in devising and implementing any solution for accessing emergency calls from VoIP services that the preceding sections of this report have pointed to is LOCATION.  Location is critical not so much for enabling emergency service organisations to dispatch emergency vehicles to the location of a person making an emergency call (in practical terms the address information is also currently often provided by the caller himself), but to enable an emergency call to reach the country in which the caller is situated, and to reach the appropriate emergency call centre for the location of the caller.


The two most feasible methods for obtaining this location information seem to be:


· via a manual method, by which the user enters his or her location at the time of subscription (for fixed services), or even login (for nomadic services); or


· from the access provider at the beginning of a session


The second method will certainly be the most reliable one. The access provider is in a good position to provide location information because it should be able to determine the location of every connected device. On a broadband connection, this location will be the address of the broadband subscriber; on a LAN, the location will be that of the network socket; in a wireless scenario, the location can be regarded as that of the wireless access point (e.g. WiFi, Wimax).


This implies that access providers may need to be responsible for recording this location information, and for making it available (for example, via DHCP servers) in response to an authorised request from a connected IP phone or other device.  Access providers may need to upgrade their infrastructure or systems in order to be able to record and provide location information. The legal or at least practical problem may be that due to decoupling of VoIP service and IP-access & transport (in the general internet case) VoIP providers would benefit from technical obligations (and  according  financial burdens) on commercially fully separated access providers/ ISP’s. To say more frankly: the access providers have the effort and others (e.g VoIP or location based services) have the benefit. 


There also may need to be a responsibility on vendors that supply IP phones or related devices, or the supplier of the operating system, or the supplier of the client software, to provide a facility for requesting location from the access provider or provide it by other means (e.g. GPS).


It could turn out that emergency calls could end up as a stand alone services that no longer are integrated in general VoIP services and are maybe registered by the users independently from other VoIP service registrations. 


Providers of VoIP services  may need to be responsible for identifying a call as an emergency call, routing the call appropriately (for example, to a stand alone emergency service provider on wholesale level), and ensuring that the call can be returned for the duration of the emergency.


And finally, emergency call centres that wish to receive specific location information about callers may need to deploy capabilities for accessing this information from Internet servers.


In summary, the responsibilities for implementing a satisfactory solution for making location information available for emergency calls from VoIP services will lie with:


· Access providers


· Vendors of IP phones and the like


· Operating system suppliers


· VoIP client software providers


· Providers of VoIP services


· Emergency call centres.


8 Conclusions


VoIP services are growing rapidly, and it appears inevitable that the nature of certain types and usages of VoIP services will lead to these services being used to make emergency calls in the near future.  However, an emergency call made from many types of VoIP services are not currently be assured of reaching an appropriate emergency call centre.


Emergency calls are an important social objective for telecommunications, and it would be unwise to ignore the need to assure access to emergency centres as VoIP services become more common. Consequently, there is a need for European policy-makers and regulators to recognise that it may become urgent very quickly if VoIP services grow as fast as estimated by some consultancies. It would be advisable to take early action to understand fully the problems and possible solutions.


Work in the IETF and NENA to develop solutions for accessing emergency centres from VoIP services is well advanced.  The two streams of work are, in fact, closely related, and there is a considerable overlap of people involved in projects related to emergency calls in the two organisations. There is fortunately a recognition in both IETF and NENA that, to address the full implications of the nomadic use of VoIP services, the solutions to enabling emergency calls from VoIP services must be compatible with the emergency calls arrangements in countries other than the United States.


However, it is evident that current work in the IETF is biased on solving the problems as defined by United States emergency call centres and equipment vendors based in the United States. It would be risky to assume that solutions developed primarily for problems defined around circumstances in the United States will work effectively in Europe. Hopefully the cooperation between IETF and EMTEL will ensure that the European requirements are taken sufficiently into account.


Implementing solutions to ensure a reasonably adequate level of access to emergency centres from VoIP services may require assigning responsibilities to entities which are best placed to facilitate this access. This may involve imposing requirements on market parties which, until now, have been subject to little or no regulation (e.g. terminals), or may involve imposing new forms of regulation.  There is consequently a need to consider thoroughly:


· The nature of responsibilities associated with enabling access to emergency centres from VoIP services


· The extent of these responsibilities


· The market parties that need to take on the responsibilities 


· The alternatives for ensuring that these responsibilities are fulfilled.


The following high-level principles are proposed to guide actions by policy-makers and regulators to address the issues relating to access to emergency centres from VoIP services:


7. VoIP service providers should always inform subscribers if access to emergency centres may not be possible, or if access the correct centre is not possible when the caller is nomadic. If possible, this information should be positively acknowledged by the subscriber at the time of subscription. In these cases the subscribers should be advised to use other means of contacting the emergency services, eg PSTN or mobile. Note: The regulatory issue of whether VoIP services with PSTN interconnection should be allowed if they do not provide access to emergency services is outside the scope of this report. 


8. Access to emergency centres should be available from any VoIP terminal that may be used in an emergency.


9. An emergency call from a VoIP terminal should reach an emergency call centre in the country in which the call originates


10. Where possible, an emergency call from a VoIP terminal should reach the specific emergency call centre that is responsible for handling emergency calls for the area in which the caller is located


11. A number should be carried in the CLI for an emergency call from a VoIP terminal so that an emergency call centre can, if necessary, call back during the emergency


12. A geographic number should not be carried in the CLI for an emergency call from a VoIP terminal if it contains or is linked to location information that is incorrect or misleading (“no information is better than a wrong one”) unless the signalling also contains a warning that the caller may be nomadic or the emergency centres are given advance information about those numbers that may be used nomadically. Note: Further study is needed for the case where the only number available for call back (see 5 above) contains misleading location information.


13. For the near to medium-term, location information for emergency calls from VoIP terminals should be available to emergency call centres in a way which achieves a reasonable balance between accuracy and cost-effectiveness


14. Although in the short term the arrangements for calls to emergency centres should assume that there are no changes to the existing procedures in the emergency centres, in the medium term, emergency centres should consider how they need to extend their capabilities and procedures in order to handle calls and other forms of communication that originate from Internet users, and should consider having special teams trained to handle calls from nomadic users with such calls being routed to these teams.


Possibilities to support VoIP based emergency calls in the short term are:


· Increase awareness at emergency services of the problems that may arise from  VoIP calls


· Provide guidance to VoIP providers on how to deliver calls to the emergency centres and any relevant regulations


· If possible provide VoIP providers with information on the coverage of each emergency centre in the country 


· Based on the above provide numbers for the emergency centres that also can be reached from abroad based on international interconnection. 


The practicability and effectiveness of these measures depends strongly on the individual national legacy emergency call handling situation and can therefore only be assessed on an national basis. 
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� Dual-mode voice over WiFi/mobile handsets may allow users to take advantage of both voice over WiFi and mobile services.  Such handsets are predicted to become available in 2005. However, it might be possible that a dual-mode voice over WiFi/mobile handset automatically switches to a mobile connection if an emergency call is made.



� The list is based on a presentation by Richard Stastny, ÖFEG.



� DHCP stands for Dynamic Host Configuration Protocol, a protocol for dynamically assigning IP addresses to devices on a network. See the RFC 3825 by James Polk, John Schnizlein and Marc Linsner of Cisco Systems, entitled Dynamic Host Configuration Protocol Option for Coordinate-based Location Configuration Information, and an Internet Draft by Henning Schulzrinne of Columbia University, entitled Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses (draft-ietf-geopriv-dhcp-civil-05).



� See an expired Internet draft by Brian Rosen of Marconi, entitled Emergency Call Information in the Domain Name System (draft-rosen-dsn-sos-01).



� See especially RFC 3825, and Internet Draft draft-ietf-geopriv-dhcp-civil-05.



� See Internet Draft draft-ietf-sipping-sos-00.txt.
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0 EXECUTIVE SUMMARY


Each year in the European Union several millions of citizens dial the emergency call number to access emergency services. Due to increasing penetration of mobile telephony in the society, the share of emergency calls emanating from mobile networks is rapidly outgrowing emergency calls for fixed networks; this causes that an emergency situation mobile callers are increasingly not able to indicate the precise location for an optimum response. Similarly, VoIP services are substituting  voice calls over traditional networks, customers increasingly use VoIP for emergency calls and expecting the same reliability and completeness of the emergency calls service.


Location information is normally represented by data indicating the geographic position of the terminal equipment of a user. These data vary in range, indicating in a general way where the user is or very precise, pinpointing the user’s whereabouts to within a few meters. Some location data are effectively a subset of signalling data as they are necessary for setting up a telephone connection.


In the framework of Enhanced emergency call services, the availability of location information must serve three main goals:


· Route the calls to the right emergency call centre;


· Locate the caller and/or the incident site.

· Dispatch the most appropriate emergency response team(s);


The Report identify the most relevant regulatory principles applicable to caller location requirements in the context of emergency calls and analyses the location information standards produced by ETSI as a Standard Development Organization for fixed, mobile and IP communications networks.


In the end, the Report also includes the best European practices on the basis of the latest implementation report concerning treatment by each Member State of the caller location information for 112 activities.
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Practical improvements in handling 112 emergency calls: Caller location information

1 INTRODUCTION


The ability to initiate an emergency communication to request help when needed is a right of all citizens, and this ability should be independent of the network and access technologies deployed or the physical abilities of the citizen.


The rights of individual users to privacy should be adhered to according the European regulation and it is therefore essential that all information derived from emergency calls should only be used for management of the related emergency. If applied to non-emergency calls, the use of caller location information for commercial purposes will be subject to European and national regulation.


In many circumstances, citizens reporting an incident requiring urgent assistance are unable to provide the emergency service with accurate information about the location of emergency. This may be due either to the nature of emergency, the callers’ lack of local knowledge, their disabilities or lack of linguistic ability, etc. Young children or cognitively impaired people may not have the language skills to explain their location, speech and/or hearing impaired users may not be able to use text terminals, elderly or confused people may not be able to use any form of terminal, etc. The successful outcome of emergency call could make the difference between life and death. It is therefore essential for the emergency responders to be provided with accurate location information via an automated process based on communication network being used by the caller. 

Implementation of caller location system is also likely to result in a welcome positive impact on the reduction of malicious calls made by criminal or anti-social persons when they realise that the automatic provision of their location information to the emergency services could contribute significantly to their prosecution. 

For these significantly large categories of users the successful outcome of an emergency call could make the difference between life and death. It is therefore essential for the emergency responders to be provided with accurate location information via an automated process based on the communication network being used by the caller.


The European emergency number 112 was introduced in 1991 to introduce a single European emergency call number in parallel with any other existing national emergency call numbers. . Since 1998, EU rules require Member States to ensure that all fixed and mobile phone users can call 112 free of charge. Since 2003, telecoms operators must provide caller location information to emergency services, where technically possible.


2 SCOPE


The main goal of the document is to explain the several roles that location information plays in handling emergency calls in a satisfactory manner, to describe the technical methods used for the location of the user equipment in Land Mobile Communications Networks in Fixed Networks and managed IP Networks and for determining the information that needs to be provided to the respective national authorities managing 112 emergency response systems.


The Report also outlines the legal requirements in place in relation with location information and the current status of implementing the caller location information in the European Union Member States.


The present document also includes an analysis of location information standards produced by ETSI (European Telecommunications Standardization Institute). The object of this analysis was to determine what standards existed and had been adopted for determination of caller location, in order to assist in the response to emergency calls.


3 REFERENCES


For the purpose of the present document the following references apply:

		ETSI TS 125 305  v8.0.0


(2008-10)

		Universal Mobile Telecommunications System (UMTS);


User Equipment (UE) positioning in Universal Terrestrial Radio Access Network (UTRAN);  Stage 2


(3GPP TS 25.305 version 8.0.0 Release 8)



		ETSI TS 123 271 v8.0.0 rel.8


(2009-01)

		Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Functional stage 2 description of Location Services (LCS)


(3GPP TS 23.271 version 8.0.0 release 8)



		ETSI TS 143 059 v8.1.0 rel.8


(2009-01)

		Digital cellular telecommunications system (Phase 2+); Functional stage 2 description of Location Services (LCS) in GERAN


(3GPP TS 43.059 version 8.1.0 release 8)



		ETSI TS 102 660  v1.1.1


(2008-07)

		Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN);


Signalling Requirements and Signalling Architecture for supporting the various location information protocols for Emergency Service on a NGN



		ETSI TR 102 476  v1.1.1


(2008-07)

		Emergency Communications (EMTEL);


Emergency calls and VoIP: possible short and long term solutions and standardization activities



		ETSI TS 102 650 v1.1.1


(2008-07)

		Telecommunications and Internet converged Services and Protocols for advanced Networking (TISPAN);


Analysis of Location Information Standards produced by various SDOs



		ETSI TS 123 167  v8.3.0

(2009-03)

		Universal Mobile Telecommunications Systems (UMTS); IP Multimedia Subsystem (IMS) emergency sessions


(3GPP TS 23.167)



		COCOM09-11  Report

		Implementation of the European emergency number 112 – Results of the second data gathering round  (January 2009)



		COCOM09-11 Annex

		Annex to document COCOM09-11  Report on the implementation of 112



		ERG 07-56 rev2

		ERG Common Position on VoIP



		ERG 09-19

		ERG Action Plan to achieve VoIP conformity with ERG Common Position





Other relevant references related to caller location information:


		ETSI  TR 102 299 v1.1.1


(2008-04) 

		EMTEL –Emergency Communications 


Collection of European Regulation Principles



		ITU-T  Y.2205 


(09/2008) 

		Next Generation Networks – Emergency telecommunications- Technical considerations



		ITU-T   Y.1271


(10/2004)  

		Framework(s) on network requirements and capabilities to support emergency telecommunications over evolving circuit –switched and packet switched networks



		ETSI TR 102 180 v1.1.1


(2007-02) 

		Basis requirements for  communication of individuals with authorities/organizations in case of distress (Emergency call handling)



		ETSI TS 102 164 v1.3.1


(2006-09) 

		TISPAN; Emergency Location Protocols 



		ETSI TS 123 171 v3.11.0


(2004-03) 

		UMTS; Location Services; Functional description; Stage 2 (UMTS)  


 (3GPP TS 23 171 version 3.11.0 Release 1999) 



		ETSI SR 002 777 

		EMTEL; Test /verification procedure for emergency calls 





4 DEFINITIONS


		Enhanced 112 (E112)

		emergency communications service using the single European emergency call number 112, which is enhanced with location information of the calling user



		Emergency call

		call from an individual who wants to reach the PSAP



		Emergency call facilities

		emergency telephone stations/boxes, fire alarms, etc



		Emergency Control Centre

		facilities used by emergency organizations to handle rescue actions in answer to an emergency call (Note: a PSAP forwards emergency calls to the Emergency Control Centres)



		Emergency number

		special short code or number which is used to place an emergency call;


There exist two different types of Emergency numbers in Europe:

· European emergency number, 112: the emergency number for pan-European access to Emergency services used in EU member states and other European countries;


· National Emergency numbers: each country may also have a specific set of emergency numbers



		Emergency response organization

		e.g. the police, fire services and emergency medical services



		Emergency service

		service, recognized as such by the Member State, which provides immediate and rapid assistance in situations where there is a direct risk to life, individual or public health or safety, to private or public property, or the environment



		Location information

		data enabling to know the geographic position of a terminal used by the calling party



		Originating network

		the portion of the communication network that provides the connection of a user’s equipment to the public communication services from which the emergency call is originated



		Public Safety Answering Point (PSAP)

		physical location where emergency calls are received under the responsibility of a public authority



		User access

		point of access to a telecommunications network where an emergency call can be requested (this includes public telephones and emergency call facilities



		IP network

		packet transport network deploying the Internet Protocol



		Voice over Internet Protocol (VoIP)

		the generic name, which defines the transportation of voice traffic by means of transmission in packets using Internet Protocol (IP)



		IP–based telephony (Voice over Broadband - VoB)

		specific VoIP service, where the voice traffic is carried by data packets fully or partially on a managed IP network, in which case the management of network means management of quality, reliability and security of calls; the Voice over Broadband provider controls the access network of his subscribers; NGN and LTE are examples of VoB scenarios



		Internet Telephony (Voice over Internet – VoI)

		a specific VoIP service using transmission in packets on the Internet public network which is by definition open and non-controllable



		Nomadicity

		feature of a service that makes that the service is not linked to a particular physical location and that the service can be provided from potentially any fixed network endpoint in the world for incoming and outgoing communication





5 GENERAL ASPECTS


European Union rules concerning caller location information for calls to 112


Universal Service Directive (2002/22/EC)

The directive provides the requirements concerning caller location information of 112 calls:


”Member States must also ensure that emergency services are able to establish the location of the person calling 112. The ability to locate the caller in case of an emergency may be of great significance in a situation where the person is unable to state his or her location, which can happen particularly when calling from mobile phones or travelling abroad.”


Commission Recommendation on the processing of caller location information in electronic communication networks for the purpose of location-enhanced emergency call services (2003/558/EC)

The document establishes a set of principles and conditions for provision of caller location information to 112 emergency services. The main provisions are the following:


· Forwarding (pushing) to Public Safety Answering Points (PSAPs), by the public telephone network operators of the best information available as to the location of the caller, to the extent technically feasible;


· Provision of the location information in a non-discriminatory way, by the public telephone network operators, e.g. not to discriminate between the quality of information provided concerning their own subscribers and other users;


· Provision by the public telephone network operators, for each emergency call for which the subscriber or user number of the capability of renewing the location information through a call back functionality (pulling) for the purpose of handling the emergency.

In addition to the above-mentioned conditions, national administrations were required to encourage the use of a common open interface standard and in particular for a common data transfer protocol adopted by ETSI aimed at facilitating data transfer between operators and Public Safety Answering Points.


Communication Committee (COCOM) Working Documents


COCOM09-11 Communications Committee - Working Document “Implementation of the European emergency number 112 – Results of the second data-gathering round (January 2009) “and the ANNEX to COCOM09-11 are the latest documents submitted to the Commission as the results of the survey for updating the Commission 112 website (http://ec.europa.eu/112).


The Report analyses the information submitted by Member States in the response to COCOM Questionnaire on the implementation of the European emergency number 112. The purpose of this second exercise was to gather as complete data as possible on the functioning of 112 in the EU Member States.

COCOM09-11 Report summarizes the information from the Member States replies, outlining the main implementation trends and highlighting best practice. The findings of this Report serve as a basis for the Commission website on 112, launched in June 2008, aiming to inform citizens about the functioning of 112 across the Member States.


For the purpose of this Report the chapter Caller Location and the sub-chapters Mobile Calls, Fixed Calls where cited.


Since 2006, the Commission has launched infringement proceedings for lack of caller location against 13 Member States. As of October 2009 two cases are still open.


The role of Location Information in case of calls to 112 Emergency Services


Use of the Location Information

The location information in case of calls to 112 Emergency Services plays several important roles in handling emergency situations.


Usually, a national emergency system comprises several public safety answering points (PSAPs), nodes that concentrate call handling resources and, in case of integrated PSAPs, even specialized emergency dispatch centres (police, fire brigade, ambulance, law enforcement…). Each PSAP has allocated a certain area of responsibility. Routeing the call to the appropriate PSAP, the one that is responsible for the area from which the call has been placed, is dependent on the location information sent by the network in which the call is initiated. This requires a good accuracy to ensure that the emergency call is not routed to the wrong PSAP, which would cause an extra delay.


Better accuracy of the location information is needed to establish the right dispatch centre (e.g. police or fire brigade station), usually the one closest to the incident, that will respond to the emergency. Inadequate location information sent by the network could result in delays in responding to an emergency which may have serious consequences.


Even better accuracy is needed, in the case of high density areas, in order to determine the location of the incident and consequently the best route to reach the emergency. In case of high density areas, e.g. mismatching one road with another could result in dispatching the emergency units to a wrong place, resulting again in delays in responding to the emergency.


Last but not least, a very good accuracy of caller location information is needed in order to determine if multiple mobile calls refer or not to the same incident.


Where for the most emergency calls on the fixed network location accuracy is not an issue, in networks using mobile or nomadic terminals accurate location information is vital and may be difficult to obtain.


There are 2 types of location information:


· Network dependent location (type A) information which is determined and used inside a network during the call setup procedure; it is the network detectable call origin;


· Map dependent location information (type B) which is used after the call has been established for locating a caller on a map; it is usually derived using the network location information and/or user location information stored in databases.


Call routing


In order to route emergency calls to the designated PSAP in most countries emergency calls are handled at centralized facilities which may cover areas ranging from single villages to whole countries. It is important that callers are connected to the facility designated to handle calls from their area. For call routing the following accuracies on the location information are usually sufficient:


		

		Rural

		Suburban

		 Urban 

		Dense Urban 

		 Indoor 



		Mobile and Nomadic calls 

		<35 Km 

		<10 Km 

		<1 Km 

		 < 1 Km 

		 < 1 km 





The values in the table, derived from ETSI TS 102 650 v1.1.1 shall be considered as baseline requirements. 


For example FCC 99-245 adopts the following standard:


· For network – based solutions: 100 meters for 67 percent of calls, 300 meters for 95 percent of calls; 


· For handset – based solutions: 50 meters for 67 percent of calls, 150 meters for 95 percent of calls


Usually the Emergency Control Centres (ECC) are responsible for certain areas in the region or country. Those areas are typically defined by municipal borders or federal borders. The accuracy of location information (type A) is good enough when the detectable origin of an emergency call can be linked to the responsibility area of the ECC with a high probability (close to 100%) 


It is usual that arrangements are in place for the rapid transfer of calls arriving at an inappropriate answering point, for example, due to the caller being close to a boundary. Special considerations may need to be given when emergency calls originate close to an international boundary. In some cases, mobile terminals may be roamed to base stations in another country thus adding to the potential for location ambiguity.


Dispatching 


The accuracy requirements for dispatching the appropriate emergency unit, which is usually the closest to the place of the incident, are similar to those for call routing but with the added consideration of geographical obstacles, such as mountain ranges, rivers, lake shores, etc. or on which side of a highway the incident has occurred. 


The location information could also be used to recognize that several emergency calls are for the same incident (emergency call clusters). In this case the accuracy requirements of the location information are as follows: 


		

		 Rural 

		   Suburban 

		 Urban 

		Dense Urban 

		Indoor 



		Emergency call cluster detection 

		  < 500 m 

		<  500 m 

		 < 150 m 

		 < 150 m 

		 < 150 m 





Reference: ETSI TS 102 650 v1.1.1 (2008-07) 


It is usual for emergency response teams to co-operate with neighbouring authorities in the event of their being incorrectly despatched, for example, due to the caller being close to a boundary. As above, special considerations may need to be given when emergency calls originate close to an international boundary. 


In some countries there are so many locally distributed PSAPs that calling the local responsible PSAP includes already the main dispatching function. In those countries the accuracy values of this table apply to the emergency call routing requirements as well.


Locating


For achieving the goal of locating the incident and consequently the best route to reach it finding the caller or the incident can initially be based on any location estimate available from the communications network and needs to be refined by information provided directly by the caller or by other means provided by the terminal or the network. There are three possible cases:


1) no location estimate is provided by the network  but the caller provides location information which appears to be sufficiently accurate to despatch emergency response personnel, though this information must be considered as unverified;


2) a location estimate is available from the network and the caller is able to provide additional information. If the caller’s information corroborates the network estimate within the accuracy requirements for call clusters, the location may be considered as verified;


3) if a location estimate is available from the network but the caller is unable to provide further location information, the need for accuracy of the network provided information becomes more stringent.


Regarding the information of locating the terminal via service provider or network facilities the following accuracies should be supported: 


		

		Rural 

		Highway

		Suburban 

		Urban

		Indoor 



		Caller provides location information 

		50m to 100m

		20m to 100m 

		30m to 100m 

		10m to 50m 

		10m to 50m 



		Caller provides no information 

		10m to 100m 

		10m to 100m 

		10m to 100m 

		10m to 50m 

		10m to 50m 





Reference: ETSI TS 102 650 v.1.1.1 


The values in the table shall be recommended as base line requirements. More accurate values may be appropriate, if they can be achieved with state of the art telecommunication systems. 


The location information from the network should be available within a few seconds after call initiation, thus to enable its timely corroboration by the caller.


Location Information


Location information can be presented in one of two formats: Geodetic or civic.


Geodetic location information refers to a standardized coordinate system whereas civic location information reflects the postal address system, possibly augmented for emergency application with additional information e.g. floor level.


Geodetic location information is by nature unambiguous; it is based on a specified grid of latitudes, longitudes and elevations.


Civic location information is presented in a variety of structures in different areas, depending on local practice and might not be amenable to be cast into a common data structure. In addition, the information can be inaccurate, imprecise, etc. Hence, before civic location information is presented to the PSAP, it needs to be validated by the Street Address Guide or some similar facility available to the PSAP. Since this validation could take some time, in order not to delay the call answering by the PSAP it should take place while the call is answered.


6 METHODS FOR LOCATION OF CALLERS TO 112 EMERGENCY SERVICES IN MOBILE NETWORKS


Current solutions


Identifying the mobile location information for a particular emergency call is a process composed by two main parts:


a) location of the user equipment inside the respective mobile network and


b) mapping the obtained network specific location into a geographic or administrative location system (i.e. using a specific GIS application).

The location of the user equipment is done by measuring radio signals in order to determine the geographic position and velocity of the terminal. The location information should be reported in standard formats, such as those for cell based or geographical co-ordinates, together with the estimated errors of the location and velocity of the user equipment and, if available, the location method used to obtain the location estimate.


The uncertainty of the position measurement is network implementation dependent at the choice of the network operator. The uncertainty may vary between networks as well as from one area within a network to another. The uncertainty may be hundreds of meters in some areas and only a few meters in others. In the event that the position measurements are also a user equipment assisted process, the uncertainty may also depend on the capabilities of this equipment.


The uncertainty of the location information is also dependent on the method used, the position of the user equipment within the coverage area and the activity of the equipment. Several design options of the system (e. g. size of cell, adaptive antenna techniques, path loss estimation, timing accuracy) allow to choose a suitable and cost effective location method.


According with the relevant standards taken into consideration, ETSI TS 125 305 v8.0.0, ETSI TS 123 271 v8.0.0 and ETSI TS 143 059 v8.1.0, the location methods used for locating a caller are almost identical, regardless the technical type of the network (i.e. GSM or UMTS). 3GPP is currently extending the location methods with a new Path-Loss technology family: RF Pattern matching. A Work Item (WI) for the inclusion of RF Pattern Matching in UMTS has been approved and ‘ Stage 2’ technology definition Change requests to the 3GPP specifications have been presented for approval at the January 2010 Working Group Meeting . 

Thus, the main methods for the location of the user equipment in both GSM and UMTS mobile networks are the following:


a) cell coverage based method (Cell-ID);


b) Observed Time Difference (OTD) based method, with the Enhanced-OTD (E-OTD) variety for GSM and Observed Time Difference of Arrival (OTDOA) for UMTS;


c) Network –assisted GPS (Global Positioning System)/ Global Navigation Satellite System (GNSS)–method (A-GNSS);


d) Uplink- Time Difference of Arrival (U-TDOA) method.

e) RF Pattern Matching method. 

Due to the normal evolution towards 3G mobile networks, this document focuses on the mobile network user equipment location methods that can be used in the Universal Terrestrial Radio Access network (UTRAN) of the UMTS mobile networks for 112 emergency service purposes. Detailed information on the location methods are outlined in ETSI TS 125 305 v8.0.0.


Cell  ID Based Method


In the cell ID based (i.e. cell coverage) method, the position of a user equipment is estimated with the knowledge of its serving node B. The information about the serving node B and cell may be obtained e. g. by paging, locating area update, cell update, routing area update.


The cell coverage based positioning information can be indicated as the Cell Identity of the used cell, the Service Area Identity or as the geographical co-ordinates of a position related to the serving cell. The location information shall include a QoS estimate (e.g. regarding achieved accuracy) and, if available, the positioning method (or the list of the methods) used to obtain the position estimate.


In order to determine a cell coverage estimate and to map it to the geographical coordinates or Service Area parameter Identity, the network may use parameters such as the best reference signal, Round Trip Time (RTT) in Frequency Division Duplex (FDD) or Rx Timing Deviation and knowledge of the user equipment timing advance in the Time Division Duplex (TDD), as well as antenna beam direction parameters. Alternatively, the service area coverage of a cell may be determined by using a reference signal power budget. Based on the reference signal power budget power budget it is possible to obtain , for example , the node B transmitted power, isotropic path loss, coverage threshold at coverage area border for a given location probability and a cell radius for an indoor and outdoor coverage.


The network can use a reference signal link budget based cell radius estimate, in conjunction with the cell identifier, to make coverage estimation for the cell(s) related to the user equipment. Additionally, the network may compare the received power levels with the power budget, whereby more accurate information of the position of the user equipment may be provided. Also, the interaction between neighbouring cell coverage areas may be used to determine a more exact location of the user equipment.


OTD Based Method


a) OTDOA method for UMTS networks


The OTDOA method involves measurements made by user equipment and Location Measurement Unit (LMU) of the UTRAN frame timing (e.g. Single Frequency Network (SFN) observed time reference). These measures are then transmitted to a Radio Network Controller (RNC) or to a Mobile Location Centre (MLC), depending on the network configuration which calculates the position of user equipment.


The OTDOA method may be operated in two modes: user equipment – assisted OTDOA and user equipment – based OTDOA. The two modes differ in where the actual position is carried out:


a. In the user equipment – assisted mode, the user equipment measures the difference in time of arrival of several cells and signals the measurement results to the network, where the SRNC or the SAS carries out the position calculation.


b. In the user equipment – based mode, the user equipment makes the measurements and also carries out the position calculation and thus requires additional information (such as the position of the measured NodeBs) that is required for position calculation.


b) E-OTD method for GSM networks


The E-OTD method is based on measurements in the mobile station of the Enhanced Observed Time Difference of arrival of bursts of nearby pairs of Base Transciever Stations (BTSs). For E-OTD measurement synchronization, normal and dummy bursts are used. When the transmission frames of BTSs are not synchronized, the network needs to measure the Real or Absolute Time Differences (RTDs or ATDs) between them. To obtain accurate trilateration, E-OTD measurements and, for non-synchronized BTSs, RTD or ATD measurements are needed for at least three distinct pairs of geographically dispersed BTSs. Based on the measured E-OTD values the location of the mobile station can be calculated either in the network or in the mobile station itself, if all the needed information is available in the mobile station.


Network –assisted GPS/GNSS Method (A-GNSS)


These methods make use of user equipments which are equipped with radio receivers capable of receiving GNSS-Global Navigation Satellite System signals. Different GNSS (e.g. GPS, Galileo) can be used separately or in combination to perform the location of the user equipment. When GPS is designated to inter-work with the UTRAN, the network assists the user equipment GPS receiver to improve the performance in several respects.  The performance improvements will:


· reduce the user equipment GPS start-up and acquisition times; the search window can be limited and the measurements speed up significantly;


· increase the user equipment GPS sensitivity; positioning assistance message are obtained via UTRAN so the user equipment GPS can operate also in low signal-noise ratio (SNR) situations when it is unable to demodulate user equipment GPS signals;


· allow the user equipment to consummate less handset power than with stand-alone GPS; this is due to rapid start-up times as the GPS can be in idle mode when it is not needed.


The Network-assisted GPS methods rely on signalling between user equipment GPS receivers (possibly with reduced complexity) and a continuously operating GPS reference receiver network, which has clear sky visibility of the same GPS constellation as the assisted user equipments. GPS reference receivers may be connected to the UTRAN to enable derivation of user equipment assistance signals.


Uplink-Time Difference of Arrival (U-TDOA) method


The U-TDOA positioning method is based on network measurements of the Time of Arrival (TOA) of a known signal sent from the user equipment and received at four or more Location Measurement Units (LMU). The method requires LMUs in the geographic vicinity of the user equipment to be positioned to accurately measure the Time of Arrival of the bursts. Since the geographical coordinates of the measurement units are known, the user equipment position can be calculated via hyperbolic trilateration, one hyperbola being determined by the results of combined signals received by two LMUs.


The U-TDOA method does not require knowledge of the time the user equipment transmits nor does it require any new functionality in the user equipment. In the U-TDOA method, the reference measurement is the one that represents the U-TDOA capable Location measurement Unit site that collects the signal with the highest quality. That site is usually the site closest to the user equipment and normally generates the highest signal level as well as the highest Signal to Noise Ratio. In addition it presumably exhibits the lowest multi-path error.


The more hyperbolas that are calculated, that is, the more cooperating U-TDOA capable Location Measurement Units used in calculation, the more accurate is the estimate of the user equipment position. When many sites enter into the calculation, the effects of a large time delay measurement error at a single site are minimized.

RF Pattern Matching method 

The Pattern Matching technologies represent a family of Path Loss technologies that rely on matching the Radio Frequency (RF) environment (as experienced by UE) to the known characteristics of the larger RF System in which the UE is operating. Information from the UE, including measurements of neighbour cell signal strengths, time delay and other network parameters from the basis of the RF environment to be compared to the established System RF Database. As a consequence, this technology can mitigate the negative impacts of anomalies within the RF environment that challenge the accuracy of trilateration technologies (e.g. multipath and reflection). 


The RF Pattern Matching positioning method is currently defined in ETSI TS 25.215 and necessary for the basic mobility functionality and hence this method will work with existing mobiles without any modification. 


The RF Pattern Matching technology is based on the observation that the radio environment varies from location to location due to features such as terrain, buildings, foliage and cellular signal coverage. If enough elements of the radio environment can be measured with sufficient accuracy, each set of measured values provides a radio signature that uniquely identifies a particular location. In typical cellular networks, handsets measure the signal strengths (or signal -to-interference ratio) of serving and neighbour sector broadcast control channels for normal handover operations. These measurements from the basis of the radio signatures used to locate the handsets. 


RF Pattern Matching can provide high accuracy in urban and indoor situations because of its ability to take advantage of shadowing conditions that can degrade other methods that relay on line-of –sight circumstances. Urban areas typically contain extremely high densities because of the large concentrations of wireless user; therefore, many neighbouring cell site measurements are reported in the RF Pattern data base, enabling especially accurate location estimation. Through use of radio propagation modelling and geographical information system data and measurements, the predicted RF Pattern Database contains information about local shadow fading conditions. This is particularly critical in urban areas, where non-line-of-sight conditions are predominant due to extensive building obstructions and clutter. Therefore this method is well suited for urban and indoor location estimation. 

Standardization activities


ETSI-TISPAN (Technical Committee Telecommunications and Internet converged Services and Protocols for Advanced Networking): two relevant Technical Specifications produced by ETSI TISPAN have been considered:


ETSI TS 102 650 - Analysis of Location Information Standards produced by various SDOs.

ETSI TS 102 660 - Signalling Requirements and Signalling Architecture for supporting the various location information 



protocols for Emergency Service on a NGN.

These documents examine the work of various Standards Development Organizations in developing and implementing protocols for the transmission of location information over telecommunications networks for use in establishing the location of users of the emergency responders to have timely and accurate information that enables them to correctly identify the location of the incident.


The TS 102 650 document reports on an analysis of location information standards produced in Europe, USA, Asia by various standards developments organizations. The object of the analysis was to determine what standards existed and had been adopted for determination of caller location, in order to assist in the response to emergency calls.


The TS 102 660 document reports on the signalling requirements and signalling architecture for supporting the various location information protocols for emergency services on a NGN. The object of this work was to determine what standards existed and had been adopted for signalling details of an emergency caller’s location, in order to assist in the response to emergency calls.


The document makes recommendations on the standards to be used for the acquisition and conveyance of location information associated with emergency calls. These are derived from the analysis of the outputs of various ETSI work groups and other standards bodies documented in TS 102 650. The recommendations are produced for TISPAN WG3 so that interworking and integration between various networks can be accomplished for the support of Emergency Communications on a NGN.


It is therefore concluded that the base Signalling Requirements and Signalling Architecture for Supporting Location Information Protocols for Emergency Services on a NGN could be modelled on existing TISPAN NGN and 3GPP work, with the possibility of its further development in the future.


3rd Generation Partnership Project: The 3GPP relevant standards (ETSI TS 123 167 - UMTS; IP Multimedia Subsystem (IMS) emergency sessions) will allow, in principle, the establishment of the location information relating to any call, not only emergency calls. Some networks may require the introduction of new protocols but this is seen as an inevitable consequence of the introduction of new functionality in the network. Establishing of the caller’s location will be a network responsibility. Legacy terminals must be able to continue to be used, although possibly with reduced functionality when compared with new terminals.


From a network operator’s perspective, the ability to establish the location of any caller has the potential to support the introduction of a variety of a new location –based services, thus the possibility exists of operators being able to recoup some of the investment necessary to support the emergency service.


The TISPAN and the 3GPP standards currently appear to be the most mature standards available to enable an emergency caller’s location information to be obtained and transmitted over NGN and traditional access technologies. It is recognized that to completely achieve the full required functionality, it may be necessary for further development of the existing standards.


7 METHODS FOR LOCATION OF CALLERS TO 112 EMERGENCY SERVICES IN FIXED NETWORKS


Current solutions


In the case of a fixed telephony network (a telephone network having fixed customer network termination points) obtaining the location of a caller is usually a much simple operation.


The network operator usually has the civic location information of the customer premises where it has installed a certain network termination point (NTP). This data is normally stored into a database and regularly updated.


When providing the fixed service operators assign NTPs distinct E.164 subscriber numbers. These numbers identify the NTP and are passed to the network for every call placed from the specific NTP as part of the call establishment procedure. The assigned subscriber numbers are also included in the operator’s customer civic location information database.


Having the E.164 number of the calling NTP a query over the customer civic location information database can return in (almost) real-time the civic location information of the calling NTP. This operation can be done either by the operator or by the emergency call handling system manager, provided that it has access to the database. This is the CLI-Caller Line Identification either pushed with each emergency call in some member states, either pulled when needed by the PSAP. 

The location information can reach the PSAP either in a “pull” fashion (i.e. at PSAP’s request the network operator/ emergency call handling system manager runs the database query and sends the obtained information), or in a “push” fashion (i.e. the database query is run simultaneously with call processing and forwarded to the PSAP for every emergency call).


Current issues regarding location information in fixed networks


MSAGs - Master Street Address Guides should be established for fixed lines to compare telephone locations from the operators databases to the MSAGs. These MSAGs must be both civic (physical streets and boundaries) and geodetic with X and Y coordinates of all Emergency Serving Zone (ESZ) boundaries included. This will accommodate routing of calls to the proper PSAP.


The databases often do not include private numbers, and in fact, most systems have “directory” published numbers and locations in them. Also PBX stations allocated numbers are not always included in databases (depends on the established national requirements).


Most of the databases are not updated with additions, changes and deletes but once a month, therefore untold numbers of telephone locations are not correct, or are not in the database at all. An Enhanced ALI (Automatic Location Information) database, to qualify as Enhanced, must be updated in real time as changes occur, or at least, every 24 hours.


In case of systems not having “push” location information receiving procedure, the location of the fixed caller has to be “pulled” from the database, wasting precious time, and introducing the possibility of an erroneous telephone number keyed by operator, which will result in a wrong address being displayed.


Last but not least, technical specifications should be developed, according to the specific status of the emergency handling system in each country for handling and transmitting information from network operators to 112 systems.


8 DEVELOPMENTS RELATED TO VoIP PROVIDERS AND EMERGENCY CALLS


Current status


Transition from POTS/PSTN/ISDN (including mobile) networks to IP based networks seems to happen at a slower pace than previously expected, mostly due to slow network switchover of big voice market players (eg. mobile operators, fixed incumbent) in terms of number of users and established interconnection agreements. This influence also the behaviour of smaller players, usually already operating IP networks, who need to maintain their non-IP interconnection agreements.


It should also be noted that the migration procedure for operators running circuit switched networks requires a gradual elimination of all switching equipment and at the same time replacement with new packet switched equipment, equivalent of implementing a new switching network.


Also, evolutions related to the take-off of broadband internet access demand, an IP service from its very beginning, require better service and higher bitrates, thus imposing also the upgrading of the access network infrastructure. This usually requires replacing portions of copper cable and/or microwave systems from the access network with optic fibre (for both fixed and mobile networks).


However, due to lower prices and easily available service, the number of consumers using VoIP services for voice calls is increasing, making the question of location information of VoIP services users increasingly relevant.


Efforts have been made by regulators and standardization bodies in the direction of transmission of location information from VoIP services in case of emergency calls, keeping in mind the further development of VoIP services and eventually the complete switchover to IP based networks.


Technical aspects related to VoIP providers to deliver emergency communications services


ETSI TR 102 476 v1.1.1 (2008-07) Emergency Communications (EMTEL); Emergency calls and VoIP; possible short and long term solutions and standardization activities; the document gives an overview of standardisation activities and summarises different methods for VoIP providers to deliver emergency communications services.


The most relevant technical aspects in relation with provisioning of caller location information for emergency calls supplied by VoIP network providers refer to:


a) Network evolution


· The circuit switch network era will end;


· The  routing from IP networks to PSTN for reaching PSAPs-Public Safety Answering Points is  not necessary when PSAPs are connected directly to IP networks;


· A pure IP-interface for PSAPs should be defined; standardisation of a pure IP based interface to the PSAP is recommended. 

· More information can be transferred through IP into the PSAPs compared to today’s circuit switched signalling interfaces (trunk or access signalling);


· Common requirements are beneficial for meeting requirements on Emergency Services, cost for systems and exchange of experiences;


b) Broadband subscribers


· VoIP is going from being a complement to PSTN into becoming a replacement;


· The subscriber expects Emergency Calls to work “as usual”;


· It is desirable to have a harmonized approach in Europe since the VoIP is borderless;


· There are a lot of standardization activities going on in different groups (IETF, 3GPP, ETSI);


c) General requirements on Access to Emergency Services


· The efficient operation of Emergency Services requires fulfilment of the following basic functions:


1)  Routing to the appropriate PSAP (as defined by the relevant authority);


2)  Identification of the caller (network identity through e.g. NTP and/or SIM);


3)  Location of the caller;


d) Service types


· All Emergency Communication have to originate over a Service type. Below is given a list of possible Service Types: 


Voice Services:


1) POTS (Plain Old Telephone Service);


2) Mobile telephony (circuit switched);


3) Satellite telephony;


4) VoB:


· Fixed (The subscriber cannot move the service to another Network Access Point);


· Nomadic (The subscriber can move the service to another Network Access point);


· Mobile Communication Services on Packet Access;


5) VoI 


· Fixed Internet Access;


· Nomadic Internet Access;


· Mobile Internet Access;


Other services:


1) Video calls (e.g. from 3G telephone);


2) Data calls (e.g. alarm from a device);


3) E-mail;


4) SMS (Short Message Service);


5) MMS (Multimedia Messaging Service);


6) Real-time Instant-messaging and Chat;


e) The PSAP - Public Safety Answering Point interface


The interface between the Communication Network (telecom or Internet) and the PSAP can be of two main types.


1) Circuit switched (PSTN-based)


The content of the communication – voice and the signalling information for call handling and transport of emergency related information – will be done using the same interface.


2) IP-based


Only the content of the communication – voice – will be delivered from access network.


a) IP-based telephony/VoB. The signalling information for call handling and the emergency related information will be delivered from VoIP session provider. Typically the caller location is basically available from the managed access network of the caller.


b) Internet telephony/VoI. The signalling information for call handling and the emergency related information may - if possible - be delivered from the VoIP session provider or directly from user equipment. As no managed access network is involved in this case currently no caller location will be available (refer to IETF ECRIT later in the text).


Independent of what interfaces are implemented, the functional requirements are the same. Therefore, information conveyed over any interface should facilitate identification and location of the caller. Furthermore the VoIP provider should be able to route the Emergency Call to the designated PSAP.


f) Emergency Calls and VoI


VoI services can be classified with regard to their features in terms of sending and receiving calls from PSTN/ISDN.


Descriptions of various VoI scenarios depending on how the telephone service is offered technically:


Type 1:
non PATS peer-to-peer services to make and receive voice calls over the Internet only, usually within the same application community. The terminal equipments do not have PSTN telephone numbers (according to the ITU Recommendation E.164, the service providers do not provide the normal 112 or E112 services). The PSAP can receive emergency calls from these terminals only if it has Internet type VoIP interface and the users have retrieved the PSAP’s IP ID number(s);


Type 2:
VoI services to make voice calls over the Internet to the PSTN - the standard public network, but not to receive calls from the PSTN. Tough the terminal equipments need not have ITU Recommendation E.164 type telephone numbers, the service providers can provide the normal “112” or “E112” services. At present roughly half of European countries do not require the service providers of type 2 services to ensure the “112” or “E112” services;   

Type 3:
VoI services to receive voice calls over the Internet from the PSTN, but not to make calls to the PSTN. To be reached from PSTN the customers have to be allocated an ordinary geographic number or a number from a VoIP specific E.164 number range. Though the terminal equipments have ITU Rec. E.164 type telephone numbers, these services do not support the “112” or “E112” services as they do not support outgoing calls;


Type 4:
VoI In and Out services to receive voice calls over the Internet from the PSTN and to make voice calls over the Internet to the PSTN. Customers can be allocated an ordinary geographic   number or a VoIP specific number. The terminal equipments have ITU Rec. E.164 type telephone  numbers, and the VoI service can be made able to support the “112” and “E112” services. Today in the telecommunication regulating practice of the European countries there is slight difference whether all service providers are obliged to provide these services or only those , who declared their services as PATS - Publicly Available Telephone Services.


From the point of view of the users the following scenarios have been identified:


1) IP-based telephony/VoB from fixed terminal


· An IP telephony service offered and controlled by the operator who owns the infrastructure for the physical access and at the same time acts as Internet Service Provider. (ex. Cable TV networks offering telephony);


· The use of a subscription cannot be moved to another Network Terminal Point by the subscriber;


· A telephone number from ITU Rec. E.164 is assigned.


2) Internet telephony/VoI from fixed terminal

· A telephony service offered over an Internet access, with or without a number from the E.164 numbering plan;


· The subscription may not be associated with a specific fixed network terminal point;


· The subscription can be moved to another network termination point by the subscriber;


· A telephone number from E.164 is not assigned to terminal and hence the E112 service is not guaranteed.


(Example: Any Internet connection)


3) IP-based telephony/VoB from nomadic terminal


· An IP-telephony service offered by a service provider over any operator’s network;


· The subscription can be moved to another Network Termination Point by the subscriber;


· A telephone number from E.164 or the SIP URI from the operator’s addressing plan is assigned;


(Example: Any broadband network that has not barred access to VoIP-servers (SIP-servers)).


4) Internet telephony/VoI from nomadic terminal


· A telephony service offered over an Internet access, with or without a number from the E.164 numbering plan;


· The subscriber can activate the subscription from any Network Terminal Point;


5) IP- based telephony/VoB from mobile terminal


· An IP-telephony service offered to mobile terminals;


· The VoIP –subscription is related to the mobile subscription;


· A telephone number from E.164 or the SIP URI from the operator’s addressing plan, is assigned.


(Example: Any PLMN-operator)


6) Internet telephony/VoI from mobile terminal


· A telephony service offered over an Internet access without a possibility to use telephone numbers;


· The Internet telephony service is not related to the mobile subscription;


· A telephone number from E.164 is not assigned.


(Example: Any PLMN-operator that has not barred access to VoIP-servers (SIP-servers))


Emergency Calls


The short term solution focus on PSTN-interconnection between and the long term solution focus on IP-interconnection between any IP-network and the PSAP.


IP-based telephony/VoB from fixed terminal


Normally this type of VoIP-service is treated in the same way as POTS. See figure 1.
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Figure 1: Emergency call from IP-based fixed telephony


Routing: Routing to the correct PSAP is achieved through knowledge of Network Access Point.


Identification: The identification of the subscriber is done in the same way as the ordinary POTS-subscribers where the telephone number is used as identifier.


Location: The location of a Network Termination Point is known.


IP-based telephony/VoB from nomadic terminal


Work on standardized procedures for Emergency Calls from Nomadic IP-based terminals is not finalized at the time of publishing the document. See figure 2
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Figure 2: Emergency call from IP-based nomadic telephony


Routing: Routing to the correct PSAP can be achieved using different solutions:


· Subscriber updates routing information on log-in to the service;


· Network updates routing information on log in to the service;


· IP-calls are marked and specific PSAP is assigned;


· The VoIP server requests the address of the PSAP using DNS and uses that for routing;


· Geographical area of IP-address is known (Long-term);


Identification: The identification of the subscriber is done in a similar way as for ordinary POTS-subscriber where the telephone number (E.164 and/or URI) is used as identifier.


Location: Since location of the subscriber based on the received telephone number is depending on how up to date the latest location information is, procedures for the verification and updates have to be established.


· Subscriber updates location information on log-in to the service:

· Validated by the network and contractual relationship;


· Not validated, user provided to the network;


· VoIP service provider updates location information when subscriber registers for emergency service;


· Location information is provided by the VoIP service provider to the PSAP on a database data look-up interface;


·  Coordinate information is provided by the terminal through the signalling (Long term):

· Validated by the VoIP service provider and contractual relationship;


·  Not validated, transparent to the network;


· Coordinate information is provided by the VoIP service provider through the signalling (Long term);


· Geographical area of IP-address is known (Long-term).

IP-based telephony/VoB from mobile terminal


The treatment of IP-based telephony from mobile terminals is illustrated in figure 3.
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Figure 3: Emergency call from IP-based mobile terminal


Routing: Routing to the correct PSAP can be achieved using different solutions:


· Location of Base Station is known by the VoIP Server and used for routing.


· Location information is known by the VoIP Server (database data look-up) and used for routing.


· Network updates routing information on attach to the network and when roaming.


· IP-emergency-calls are marked and a specific PSAP is assigned.


· The VoIP Server (E-CSCF for mobile networks) will request the location of the terminal using Location Based Services or other mechanisms and requests the correct PSAP address (from internal or external resources).


· Terminal requests its location; when an emergency call is set up it sends  this location information to the VoIP server who will request the correct PSAP address (from internal or external resources)


Identification: The identification of subscriber is done in a similar way as for ordinary POTS-subscribers where the telephone number (ITU Rec. E.164 or URI) is used as identifier.


Location: Location of the subscriber can basically be done in two ways that also can complements to each other.


The mobile network (VoIP server, E-CSCF) can provide location based on base station or using location based services.


The terminal sends the location information when it places an emergency call.


The received telephone number can be used. Depending on how updated the latest location information related to the telephone number is, procedures for verification and updates should be established.


Examples related to telephone number:


· Network (VoIP server, E-CSCF) updates location information on registration to the emergency service.


· Coordinate information is provided by the terminal through the signalling (Long term).


· Coordinate information is provided by the network (VoIP server, E-CSCF) through the signalling (Long term).


Examples related to mobile network:


· Location of Base Station is known and used for determination of Location.


Note: In the case of “IP–based /VoB telephony from nomadic terminal” or “ IP-based telephony / VoB from mobile terminal” when subscriber is in roaming (abroad from its service provider home network) and if there are no IP PSAP interconnection it is not possible today to route the emergency call over the international borders.


Related regulatory obligations imposed on VoIP providers


The design and development of simple, uniform technical solutions for obtaining VoIP services user location information, applicable in every provisioning scenario, seems not to be finalized at this moment.


However, due to the increased usage of VoIP services, with users accustomed to use the same line for ordinary calls and for emergency ones, some regulatory steps have been taken.


The ERG document ERG (07)56 rev2 “ERG Common Position on VoIP” analyses in detail the case of VoIP services in the context of accessing Emergency Services.


The main issue related to VoIP caller location information identified by the document is nomadism. Since address information is key element for rescue, the ERG recommends that all providers guarantee the availability of information that alert the PSAP when subscribers’ address is not trustable, as it is in the case of mobile and nomadic service.


In most European countries the location information of calls directed to 112 and originated from non mobile end users is found by the emergency response centre by looking up the telephone number in a database or requiring such information from the operator that provides the service to the customer (pull approach). The database contains, at least, the telephone number and address of all subscribers. Such a database is, in some cases, fed with information by all service providers, who every week/month update the data and provide the emergency response centre with it. This database is, in some countries, the same as the one used for directory enquiry services.


To cover the case of nomadic use, as a first step, providers could inform the emergency centres when a terminal can be used nomadically (reliability of the address data). A second step that is often discussed is where the provider enables the user to update his current location (via the web), which could be interrogated by the emergency centre if necessary.  This approach could also be used when a geographic number might be used nomadically. The database would contain the caller location information and a warning that address data might not be reliable in the case of a call to 112. This approach assumes that the CLI is transmitted with a call.


Another approach under consideration for implementation in some countries is to impose to VoIP providers the capability to recognise if the user is not located at the address corresponding to the NTP as a condition to obtain the right of use of geographic numbers to established calls (where 112 calls are necessary included).


After analyzing the issue of VoIP access to Emergency Services from several different angles (legal basis, proper routing to of calls, CLI provision, caller location information provision, QoS of access to emergency services, availability and reliability of the access to emergency services) the document also establishes several important features regarding the ability of VoIP services to access Emergency Services, including sending of user location information. These features are to be implemented in national regulations by all ERG members. The defined features refer to type 2 and type 4 VoIP provision scenarios as described in subchapter 8.2:


1. All telephony service providers should be obliged to provide access to emergency services;


2. Routing should be provided to the locally responsible PSAP to the extent allowed by the technology;


3. Information about the caller’s location should be provided to the extent allowed by the technology;


4. Telephony service providers should be obliged to provide the emergency response centre with information on whether the call originates from a fixed or a potentially nomadic user;


5. Telephony service providers should be obliged to clearly inform subscribers about any limitations in the services as compared to the traditional telephony service; the information should be provided in comparable way in different MS, e.g. in the terms and conditions of contract, by means of a sticker on device or clearly visible information in bills;


6. Emergency calls should be setup with the priority, quality and availability to the extent allowed by the technology.


The ERG document ERG (09) 19 “VoIP – Action Plan to Achieve Conformity with ERG Common Position” details also the status of implementing the 6 points mentioned above (ANNEX B “State of National Conformity for Each Point of the Common Position”, first point “Access to emergency services”, sub points 1.1 to 1.6).


The level of conformity is very good, higher for type 4 VoI provision scenario than for type 2. The difference between the two types is mainly caused by the limits imposed on the national legislation (primary legislation), type 4 being actually a PATS service.


9 CURRENT STATUS OF IMPLEMENTING CALLER LOCATION INFORMATION FOR 112 EMERGENCY SERVICES IN EU MEMBER STATES


For the purpose of this analysis we used the latest data published on the Commission 112 web site (http:// ec.europa.eu/112) which represent the COCOM09-11 data gathering working document “Implementation of the European emergency number 112- Results of the second data – gathering round (January 2009)”.


Caller Location – Mobile Calls


Relevant information provided by the 25 Member States in their replies to the questionnaire concern:


· Method and time needed to provide caller location upon request


· Type and accuracy of mobile caller location


· Possibility to additionally obtain the registered address of mobile subscription


· Mobile caller location in case of  roaming (international and national)

		Country 

		Method of providing mobile caller location and time needed to provide it on request 

		Type of caller location information 

		Availability of caller.

Location in case of users of International roaming 

		Possibility to additionally obtain the registered address of the subscription 



		Austria 

		Pull – verbal/written request to respective network operator 

		Cell ID/ Sector ID 

		Yes 

		Yes, except users  of pre-paid cards



		Belgium 

		Pull 

		Cell ID/Sector ID 

		Yes 

		Yes 



		Bulgaria 

		Push 

		Cell ID 

		Yes 

		No 



		Cyprus 

		Push 

		Cell  ID/ Sector ID 

		Yes 

		Yes



		Czech 


Republic 

		Push 

		Depending on the network operator, the caller location provided is area with radius from 1 Km/70% to 5 km/70% or the Best Server Base Transceiver Station 

		Yes 

		Yes 



		Denmark 

		Push 

		Cell ID 

		Yes 

		Yes 



		Estonia 

		Pull; estimated average time: 23 sec. 

		Coordinates 

		Yes 

		No 



		Finland 

		Pull- by electronic request to a centralised mobile positioning database; estimated average time: 6 sec. or 3 to 30 seconds depending on operator and traffic 

		Cell ID/ Sector ID and also more accurate information based on the best available calculation method depending on the operator

		Yes- by separate manual request to the operator 

		Yes 



		France 

		Pull; estimated time needed: about 10 min. during working hours and less than 30 min. outside working hours. 

		Postal code of the local community of the relevant cell base Transceiver Station (BTS). This provides for accuracy of a few km. 

		Yes 

		No 



		Germany 

		Pull; measured average 5 min.  (in 2 Federal States) 

		Cell ID/Sector ID 

		Yes 

		Yes 



		Greece 

		Pull; estimated time from 7 to 60 min.  

		Cell ID 

		Yes

		Yes 



		Hungary

		Push

		Cell ID/Sector ID

		Yes

		Yes



		Ireland 

		Pull 

		Cell ID 

		No 

		Yes 



		Italy 

		Push, in the province of Salerno, only 

		Cell ID 

		Yes 

		Yes



		Latvia 

		Pull, (for two operators is Push(); average measured time for 7361 requests:10.3 sec. ; caller location provided within 1 min. for 98.17% requests 

		Cell ID/ Sector ID 

		Yes 

		No



		Lithuania 

		Pull (only in Vilnius PSAP), provided within 1.5 to 10 sec. and within one minute in all cases 

		Cell ID 

		Yes 

		Possible in one of the three mobile networks



		Luxembourg 

		Push 

		Cell  ID 

		Yes 

		



		Hungary 

		Push 

		Cell ID / Sector ID 

		Yes 

		Yes



		Malta 

		

		

		

		



		Netherlands 

		Pull (from KPN mobile network) provided in less than 1 sec. 

		Cell ID 

		It is planned to make it possible 

		Yes (except for pre-paid card users who are not required to register) 



		Poland 

		Pull; Estimated average time: 13 sec. 

		Cell ID/ Sector ID

Timing advance technology with accuracy of 100 m to 1 km 

		Yes 

		Yes



		Portugal 

		Push 

		Cell ID


Accuracy from 100m in urban areas to 30 Km in rural areas(

		Yes 

		No(



		Romania 

		Push 

		Cell ID/ Sector ID 

		Yes 

		Yes 



		Slovenia 

		Push in the case of Mobitel operator; Pull in the case of other operators; Measured time: 1.5 hours for 80% of caller location requests; 

		Sector ID 

		Yes 

		No 



		Slovakia 

		Push in the case of one operator (Telefonica O2).

Pull in the case of other two operators. Caller location provided within 1 min. in case of 94.5% of requests; average time from 2-3 sec. to 20 sec. max. 

		Cell ID/ Sector ID 

		Yes 

		Will be required as from 1 Sept. 2009 



		Spain 

		15 emergency centres Push


2 emergency centres Pull 


Estimated average time: 30 sec. 

		Cell ID /Sector ID 


Accuracy from a few meters in urban areas to a few Km in rural areas 

		Yes, except in 5 emergency centres 

		Yes, in general with some exceptions 



		Sweden 

		Pull from a database; estimated time: max. 3-5 sec. 

		Cell ID, with or without timing advance 

		No, discussions started on implementing this facility 

		Yes 



		Switzerland

		Pull-emergency service requests location from a database 

		Time and ellipse plus optional information 

		Yes

		Yes, from publicly available directory services 



		United Kingdom 

		Pull by retrieving caller location from a database to which it is forwarded automatically for every call; estimated time: max. 2 sec. 

		Cell ID, with or without timing advance 

		No 

		Yes, but not for all pre-paid customers of all service providers





Table: Caller Location –Mobile Calls

Mobile caller location


Method and time needed to provide caller location upon request


Out of the 25 Member States that provided the relevant information, seven Member States (Bulgaria, the Czech Republic, Denmark, Cyprus, Luxembourg, Portugal and Romania) reported to be using the ‘Push’ method for providing mobile caller location. In addition, in Slovenia and Slovakia the ‘Push’ method is used by one mobile operator in each country, in Italy this method is used in one province and in Spain it is used in 15 PSAPs. Among the Member States, which use the ‘Pull’ system, five Member States - Latvia, Poland, Finland, Sweden and the United Kingdom - reported near instant average times to provide caller location (i.e. within 15 sec.), which in practical terms render the performance of their caller location systems similar to that of ‘push’ systems. Also the Netherlands reported that caller location is provided instantly in case of one mobile network and Lithuania indicated the average time between 1.5 and 10 sec. for providing caller location in one, central PSAP.


Three countries additionally provided data according to the second requested measurement method - percentage of caller location requests, for which caller location is provided within one minute. This was reported to be 100% in Lithuania (i.e. in the PSAP of the capital city), 98.17% in Latvia and 94.5% in Slovakia. Data based on measurements were provided by Germany, Latvia and Slovenia while all the other respondents used estimates.


A slightly longer time to provide caller location information (up to about 1 min. on average and/or maximum) was reported by Slovakia (from 2-3 sec. to 20 sec. max.) and Estonia (23 sec.) and Spain (30 sec.). On the other hand, the longest delays were reported by Germany (5 min. on average), France (10 min during working hours and up to 30 min. outside working hours), Austria (up to 30 min. in case of verbal/written manual requests), Greece (7 to 60 min) and Slovenia (1.5 hours for 80% of caller location requests).


For comparison, in the first data gathering exercise nine countries reported using the ‘Push’ system or ‘Pull’ system with near instant (up to 15 sec.) provision of caller information - Bulgaria, the Czech Republic, Denmark, Spain, Latvia, Luxembourg, Slovakia, Sweden and the United Kingdom.


Type and accuracy of mobile caller location


In their replies to the first questionnaire, most Member States indicated mobile network Cell ID or Sector ID as the available mobile caller location information. Accordingly, this type of caller location currently appears to be the ‘technically feasible’ minimum caller location information in the meaning of Article 26(3) of the Universal Service Directive, which all mobile operators within the EU should be able to provide. In order to be understandable and usable by the emergency services it must obviously be possible to link the Cell ID/Sector ID to a particular geographical area on a map, and appropriate technical arrangements should exist in the Member States for this purpose.


The accuracy of mobile caller location in the case of Cell ID/Sector ID depends on the mobile cell or sector coverage that varies between urban and rural areas. The second questionnaire therefore invited the Member States to indicate the availability of any ‘enhanced’ mobile location technologies that allow for better results than Cell ID/Sector ID.


Out of the 25 respondent countries, 22 Member States reported Cell ID/Sector ID as the available mobile caller location information. Among these countries, Poland, Finland, Sweden and the United Kingdom indicated the existence of additional facilities to increase accuracy of mobile caller location, based on measurements and calculations (‘timing advance information’) and the Netherlands reported on the availability of a special 112 service for disabled users, which transmits GPS coordinates. As for the remaining countries, the Czech Republic uses specific area and Best Server Base Transceiver Station ID, Estonia reported ‘coordinates’ as the available caller location information while in France the mobile caller location is the relevant postal code.


Mobile caller location in case of roaming (international and national)


Finally, the Member States were invited to indicate whether caller location information is provided for calls made by the users of international mobile roaming services and domestic mobile subscribers in the situation of national roaming, if such facility is possible.


As regards the first category of mobile users, out of the 25 Member States that provided the relevant information, only Ireland, the Netherlands, Sweden and the United Kingdom replied negatively; the Netherlands and Sweden indicated that they are considering the introduction of such possibility. In addition, in Spain this facility is not available in some PSAPs.


As regards mobile users in the situation of national roaming, out of the 19 Member States that replied to the relevant question, five countries (Belgium, Latvia, the Netherlands, Finland and Sweden) reported that caller location is not provided for such users; the Netherlands and Sweden indicated that they are considering the introduction of such possibility. In addition, in Spain this facility is not available in some PSAPs.


Caller Location – Fixed Calls


Relevant information provided by 25 Member States concerns:


· Method of providing fixed caller location information and time needed to provide it on request (pull)


· Source of fixed caller location information


· Availability of caller location in case of:


Subscribers not listed in directory services


Subscribers of VoIP PATS services

		Country 

		Method of  providing fixed caller location information and time needed to provide it on request (Pull) 

		Source of fixed caller location information 

		Availability of caller location in case of:


Subscribers not listed in directory services 

		Availability of caller location in case of: 


Subscribers of VoIP PATS services



		Austria 

		Pull by electronic request to the telephone directory or verbal/written request to the respective network operator regarding unlisted numbers. Estimated time needed: less than 2 sec. for electronic requests and up to 30 min. for verbal/written requests 

		Centralised database including all subscribers of fixed PATS operators, except unlisted numbers. Frequency of updating: daily 

		Yes- by verbal/written request to the respective operator 

		No



		Belgium 

		Pull 

		The database of the fixed incumbent, which includes also subscribers of some alternatives operators.  Frequency of updating: daily 

		Yes 

		Yes 



		Bulgaria 

		Push 

		Centralised and comprehensive location information database. Frequency of updating: twice a month 

		Yes 

		Yes for fixed VoIP subscribers 



		Czech 


Republic 

		Pull; average time needed to provide caller location 0.5 sec, measured in January-October 2008 

		Centralised  and comprehensive database administered by Telefonica O2-Czech Republic 

		Yes 

		Yes for fixed VoIP 



		Cyprus 

		Pull; estimated time: within 1 minute 

		

		Yes

		Yes, the registered subscription address is provided by nomadic VoIP service providers if they cannot provide the actual location 



		Denmark 

		Push 

		Centralised comprehensive  database.

Frequency of updating: daily

		 No 

		Yes, if technically feasible 



		Estonia 

		Pull; estimated average time 23 sec. 

		Caller location obtained directly from the relevant operator 

		

		



		Finland 

		Pull by electronic request to a database; estimated time 2 sec. and up to 10 sec in times of the heavy traffic 

		Centralised comprehensive location data base. Frequency of updating: daily 

		No 

		Yes 



		France 

		Pull; estimated time : a few seconds 

		Centralised database including more than 80% of numbers.

Frequency of updating: every few days  

		No, but work has started to produce a comprehensive directory 

		



		Germany 

		Pull; estimated average time 90 sec.

		Centralised comprehensive database giving access to databases of individual providers 


Frequency of updating: daily or weekly depending on provider 

		Yes 

		Yes, the registered address can be provided which may not be the real one in the case of nomadic VoIP 



		Greece 

		Pull; estimated time from 3 to 7 minutes 

		Caller location obtained directly from the relevant operator 

		Yes 

		



		Hungary 

		Push

		Caller location obtained directly from the relevant operator

		Yes

		



		Ireland 

		Pull; average time 30 sec; location provided for 100% calls within 1 min. 

		Centralised comprehensive database 


Frequency of updating: daily 

		Yes 

		



		Italy 

		Push, in the province of Salerno only 

		Caller location obtained directly from the relevant operator 

		Yes 

		Yes 



		Latvia 

		Pull, location information is provided immediately 

		Centralised comprehensive database. 


Frequency of updating: daily 

		Yes 

		



		Lithuania 

		Pull 

		Caller location obtained directly from the relevant operator 

		Yes

		Yes in case of one provider 



		Luxembourg 

		Pull, provided in less than 1 sec. 

		Caller location obtained directly from the relevant operator

		Yes 

		



		Malta 

		

		

		

		



		Netherlands 

		Push 

		Centralised comprehensive database.

Frequency of updating: daily

		Yes 

		Yes



		Poland 

		Pull; estimated average time: 16 sec. 

		Currently caller location obtained directly from the relevant operator; a centralised database is in preparation 

		Yes 

		Yes 



		Portugal 

		Push 

		Centralised comprehensive database.

Frequency of updating: until the next working day if changes to subscriber data are made 

		Yes 

		Yes 



		Romania 

		Push 

		Centralised comprehensive database. 


Frequency of updating: monthly 

		Yes 

		Yes 



		Slovenia 

		Push in the case of two operators; Pull in the case of all other operators;


Measured time: 1.5 hours for 80% of caller location requests 

		Caller location obtained directly from relevant operator 

		Yes 

		Yes 



		Slovakia 

		Push 

		Database of the incumbent operator and a centralised database of alternative fixed operators updated once every 3 months 

		Yes 

		Yes 



		Spain 

		13 emergency centres Push/ 


6 emergency centres Pull 


Estimated average time: 25 sec.

		Some emergency centres use CMT database, others the incumbents database. Frequency of updating: overall update every six months partial updates every two weeks. 

		Yes (in some emergency centres only) 

		Yes (in some emergency centres only)



		Sweden 

		Pull by automatically retrieving caller location from a database; estimated time : max 1-2 sec. 

		Centralised comprehensive database. 

Frequency of updating: daily

		Yes 

		Yes for VoIP services provided at fixed location; subscription address for nomadic VoIP 



		Switzerland

		Pull- emergency requests location from a central database 

		Central database; the information must be available within seconds

		Yes, but with limitations; indication in case of direct dial-in 

		The user’s home address is provided together with an indication of nomadic usage



		United Kingdom 

		Pull by retrieving caller location from a database to which it is forwarded automatically for every call; estimated time: max. 2 sec. 

		Centralised comprehensive database.

Frequency of updating: daily

		Yes 

		Yes for VoIP services provided at fixed location 





Table: Caller Location –Fixed calls


Fixed caller location 


Out of 25 member states that provided the relevant information, six countries (Bulgaria, Denmark, the Netherlands, Portugal, Romania and Slovakia) reported to be using the “Push” method for providing fixed caller location. In addition, in Slovenia the “Push” method is used by two operators, in Italy it is used in one province and in Spain by 13 PSAPs.  Among the Member States, which use the “Pull” method, seven countries- the Czech Republic, France, Latvia, Luxembourg, Finland, Sweden and the United Kingdom – reported near instant times to provide caller location (up to 15 sec. ) which in practical terms render the performance of their caller location systems similar to that of “Push” systems.  Also Austria reported similar rapidity in case of electronically handled caller location information requests.


Only Ireland additionally provided data according to the second requested measurement method- percentage of caller location requests for which caller location is provided within one minute, which was 100%.  Data based on measurements were provided by Czech Republic and Slovenia while all the other respondent member states used estimates.


A slightly longer time to provide caller location information (up to about 1 min. on average and/or maximum) was reported by Estonia, Spain, Cyprus and Poland. The longest delays were reported by Germany (90 sec. on average), Greece (3 to 7 min.), Austria (up to 30 min. in case of manual requests) and Slovenia (1.5 hours for 80% of caller location requests).


For comparison, in the first data gathering exercise there were also 13 countries using the “Push” system or “Pull” system with near instant (up to 15 sec.) provision of caller information.

VoIP caller location


Member States were invited to indicate whether caller location information is provided for subscribers of VoIP operators providing Publicly Available Telephone Services (PATS) in their countries. Among the 21 Member States that replied to this question, most confirmed that caller location is possible in case of such subscribers. The exceptions were Spain, where it depends on the PSAP, Austria, which replied negatively (no caller location typically possible in case of VoI, but only for VoB), and Lithuania, which indicated that caller location is provided only as regards the subscribers of one PATS VoIP provider.


Furthermore a number of countries, which in principle responded affirmatively, indicated that caller location is subject to technical feasibility, namely the actual address may not be available in case of using nomadic VoIP systems, for which only the registered subscription address may be available(Bulgaria, the Czech Republic, Denmark, Germany, Cyprus, Sweden and  UK).


From a technical point of view the ability to provide caller location is heavily dependent on the implemented VoIP scenario, i.e. VoB or VoI (scenario 4). In case of VoI it is highly unlikely that a caller location can be provided, positive answers in the column may be mainly related to the fact that VoI scenarios are not seen as PATS in several countries. To clarify this it could be helpful to rephrase the questions such that it is understandable wether they refer to VoI or to VoB scenarios. 


10 CONCLUSIONS


There is a great amount of specificity regarding the implementation of 112 emergency systems among the different countries. Main reasons can be found in specific evolutions, in time, of legacy emergency systems and the parallel running of all emergency numbers.


The evolution of the legacy emergency systems is also closely linked with the development, in time, of the telephony services, the various competition circumstances (e.g. private ambulance or security services) or the degree of administrative autonomy of different regions (high autonomy degree – bottom-up approach for implementing emergency systems, from regional to national level).


Visible efforts were made lately in order to respond to increased requirements regarding calls to emergency systems in general and processing location information requirements in particular. The new series of standards regarding emergency systems, the regulatory measures taken at European level, the improvements showed by the European 112 implementation questionnaire are proofs in this direction.


It is therefore foreseeable that the efforts made regarding emergency systems to be continued in the following time with focus moving from theoretical activities to practical implementation. Work, including work in ECC PT2, should be on caller location in the case of VoI, which currently is an unsolved matter. In this regard the ECRIT work of the IETF should be thoroughly considered (http://www.ietf.org/dyn /charter/ecrit-charter.html).


Future developments


The introducing of eCall, an in-vehicle system that automatically dials 112 when a car has a serious accident sending its location to the nearest emergency service, is also likely to have an impact on the way people perceive and use the emergency call services.


eCall builds on E112 – location enhanced version of 112. Emergency centres and emergency service chains must be capable of dealing with calls coming from an in-vehicle eCall device. They must also be able to process the minimum set of data, including locating data, which is automatically transmitted in the eCall, even when voice communication is not possible. 


The European Commission’s strategy aims for introducing an affordable in-car emergency call system in all new vehicles across Europe by 2014, starting 2010
.


11 FURTHER ACTIVITIES REQUIRED


Due to the advancing into the technical transition from circuit switched networks to packet switched networks and the spreading of the nomadic service provision it is expected that the current fixed location solutions will be gradually replaced by VoIP specific ones. This will involve changes into the way providers operate their networks and also at the emergency systems operators. The turning point will however be closely related with the phasing out of traditional switching networks.


Suitable and precise information on caller location is of critical importance to emergency services in order to accurately identify where the assistance is required and determine what responsive measures are needed. 


Thus, to ensure and update the reliability of emergency services, there is a need for defining common rules and procedures for conveying emergency calls. Such rules and procedures may address in particular: 


· A common format and standard transportation means for location information;


· Harmonised requirements within the EU concerning accuracy and reliability of location information;


· The prioritisation for emergency calls versus non-emergency calls as well as non-telephone traffic carried on a subscriber access line;


· Quality of service requirements for emergency calls;


· Acceptable latency or delay in conveying messages between call connecting parties.
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� For more details of EC’s strategy please see



�HYPERLINK "http://ec.europa.eu/information_society/activities/esafety/ecall/index_en.htm"�http://ec.europa.eu/information_society/activities/esafety/ecall/index_en.htm �



The EU's Memorandum of Understanding and list of signatories are available at:



�HYPERLINK "http://ec.europa.eu/information_society/activities/esafety/doc/esafety_library/mou/invehicle_ecall_mou.pdf"�http://ec.europa.eu/information_society/activities/esafety/doc/esafety_library/mou/invehicle_ecall_mou.pdf �



�HYPERLINK "http://ec.europa.eu/information_society/activities/esafety/doc/esafety_library/mou/list_of_signatures.pdf"�http://ec.europa.eu/information_society/activities/esafety/doc/esafety_library/mou/list_of_signatures.pdf �
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0 [bookmark: _Toc336962993]EXECUTIVE SUMMARY

Related to the countries, which provide a response to the questionnaire, the provision of access to emergency call for 112 is mandatory for all PATS providers and in 11 countries for all VoIP operators providing access to E.164 numbers.

In most countries there are more than 10 PSAPs with regional responsibilities, thus routing to the regional responsible PSAP is necessary and even legally required. In the majority of countries all service provider are obliged to route the emergency call correctly, which means to the PSAP responsible for the area, where the emergency caller is located.

In most countries the provision of caller location information is based on data like the registered subscriber address and in case of VoIP services with potential nomadic use this is the only information available. The emergency call can only be flagged as potentially incorrectly routed, which it is done in some few countries.

In only a few countries there is a dedicated emergency network, which helps for correct routing and may simplify the efforts of the VoIP service provider.

Disclaimer:

The answers presented were submitted in the time frame from August 2010 to June 2011 and might be not valid any more when this report is published, due to the application of the new Directive 2009/136/EC and its consequent transpose to national laws.
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		Explanation
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		EC
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		SDO

		Standards Development Organization



		TISPAN
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		VoIP

		Voice over Internet Protocol



		WG NaN

		Working Group Numbering and Networks (within the ECC)



		

		







1 [bookmark: _Toc336962994]INTRODUCTION

Each year in the European Union several millions of citizens dial the emergency call number to access emergency services. Due to increasing penetration of mobile telephony in the society, the share of emergency calls emanating from mobile networks is rapidly outgrowing emergency calls from fixed networks; this causes that in an emergency situation mobile callers are increasingly unable to indicate the precise location for an optimum response. Similarly, VoIP services are substituting voice calls over traditional networks, customers increasingly using VoIP for emergency calls and expecting the same reliability and completeness of the emergency calls service. 

Location information is normally represented by data indicating the geographic position of the terminal equipment of a user. These data vary in range, indicating in a general way where the user is or very precise, pinpointing the user’s whereabouts to within a few meters. Some location data are effectively a subset of signalling data as they are necessary for setting up a telephone connection. 

In the framework of Enhanced emergency call services, the availability of location information must serve three main goals [4]: 

Route the calls to the right emergency call centre 

Locate the caller and/or the incident site 

Dispatch the most appropriate emergency response team(s) 



For the first bullet item (routing the call) some rough form of location information is available in a very short time, because this information is already needed when the voice connection is in the call setup process (e.g. Calling Line Identification).

Chapter 5 of ECC Report 143 [4] describes the general aspects of caller location, addressing the subjects of

European Union rules concerning caller location information for calls to 112 

The role of Location Information in case of calls to 112 Emergency Services 



In Chapter 8 the report provides an overview of the “Developments Related to VOIP Providers and Emergency Calls” and lists the regulatory obligations imposed on VoIP providers. The amended USD puts more pressure on VoIP provider. “In accordance with Paragraph (5) of Article 26 of the Universal Service Directive 2002/22/EC as amended by Directive 2009/136/EC Member States [2] (see ANNEX 3) are obliged to ensure that undertakings concerned make caller location information available free of charge to the authority handling emergency calls as soon as the call reaches that authority. This shall apply to all calls to the single European emergency call number "112" and – where applicable – additional national emergency call numbers. The restriction “to the extent technically feasible”, which was mentioned in Article 26 of the former Directive 2002/22/EC, is no longer provided for.” [1]

VoIP (Voice over Internet Protocol) consists in the delivery of voice services over networks based wholly or partly on Internet Protocol (IP). Transition from Plain Old Telephone Service/Public Switched Telephone Network/Integrated Services Digital Network - POTS/PSTN/ISDN (including mobile) networks to IP based networks seems to happen at a slower pace than previously expected, mostly due to slow network switchover of big voice market players (e.g. mobile operators, fixed incumbent) in terms of number of users and established interconnection agreements. This influence also the behaviour of smaller players, usually already operating IP networks, who need to maintain their non-IP interconnection agreements. It should also be noted that the migration procedure for operators running circuit switched networks requires a gradual elimination of all switching equipment and at the same time replacement with new packet switched equipment, equivalent of implementing a new switching network. Due to lower prices and easily available service, the number of consumers using VoIP services for voice calls is growing, making the question of location information of VoIP services users increasingly relevant.

For non-nomadic VoIP emergency calls, all providers should route the emergency call to the public safety answering point (PSAP) responsible to serve the area of the VoIP user. This can be achieved by a lookup in the address database maintained by the VoIP service providers and containing the VoIP user’s address.

For nomadic VoIP (use of geographic numbers outside of the designated geographic area for that number) it’s more complex to route emergency calls to the correct PSAP because routing for fixed services and networks is based on geographical knowledge of the NTP (Network Termination Point) and/or through E.164 geographic numbers (the international public telecommunication numbering plan). One solution when geographic number is used as CLI (Calling Line Identification) is for the provider to place a VoIP flag next to the user’s registered address on their database to prompt the emergency call handler to verify the caller’s current location. This solution cannot be applied for VoIP services on mobile devices.  Another solution is for the provider to enable users to update their current location which would allow emergency calls to be routed to the most suitable PSAP.

COCOM EGEA drafted a standardisation mandate to push for standardised European solutions. The mandate has been adopted by the EC. The number is M493 EN [1]. 

The title of the mandate is:

“Standardisation Mandate to the European Standards Organisations (ESO) in Support of the location Enhanced Emergency Call Service”

This mandate refers in particular to Article 26 of the Universal Service Directive 2002/22/EC on emergency services and the single European emergency call number as amended by Directive 2009/136/EC. 

The ability to initiate an emergency communication to request help when needed is a right of all citizens, and this ability should be independent of the network and access technologies deployed for voice communication provision or the physical abilities of the citizen. The successful outcome of an emergency call could make the difference between life and death. It is therefore essential for the emergency responders to be provided with accurate location information via an automated process. 

For the telephone service provided by traditional circuit switched networks, mobile networks and IP-based networks the determination and conveyance of location information of emergency callers is not sufficiently standardized, hampering  progress at national level (i.e. use of proprietary technical solutions). European standards do not provide complete architectural models and do not specify all protocol elements needed to support location enhanced emergency calling on existing infrastructure and future networks. Hence, implementable solutions are not readily available but required in Member States. 

The lack of commonly agreed specifications and standards in support of the processing of caller location information in electronic communications networks for the purpose of the location enhanced emergency call service in Europe is a barrier for implementing future proof solutions which fulfil the requirements of   the Universal  Service Directive. The objective of the mandate is to stimulate further standardisation work in this field to support harmonized European solutions also with regard to cost effective implementations.  

The scope of the mandate is:

“The determination and transport of caller location information for VoIP needs to be fully standardised including a single functional model, the necessary interfaces and protocols. The location information should be provided as a pure enhancement to the basic emergency call service. It should not interfere in any way with the quality or operation of the basic emergency call service. Because a PSAP continues to be connected by means of fixed networks, e.g. ISDN access lines, it should be able to continue to behave in its traditional manner. The enhancement, i.e. location data provision is expected to be determined by the originating telephony or electronic communication service provider, capable of originating voice calls through a number or numbers in national telephone numbering plans and be provided at call setup to the PSAP as soon as the call reaches the authority handling the emergency calls. It may be delivered by means of traditional or new methods. If an IP-based solution for the provision of the location information is developed, the correlation between voice and data and timely provision at call setup time must be achieved, special consideration should be given to data protection and privacy/security issues. In addition, the provision of caller location information should be implemented in a way that ensures that access for disabled end-users to emergency services is equivalent to that enjoyed by other end-users. 

The process for the determination of the location of fixed and more importantly nomadic VoIP users in case of an emergency is required. This is particularly needed when the originating VoIP service provider is an enterprise separate from lower layer service providers as well as one or several contributing infrastructure operators. The information exchanges between the service providers and network operators involved needs to be standardized. This should include also IP-biased VoIP providers, including also Skype out. 

Experience shows that network operators tend to migrate from present implementations to a new and complex technology like NGN in a long-lasting and conservatively phased approach. A solution relying on a completely standardised and fully functional NGN being implemented by all parties involved is at present and in the near future of no use because it is not realistic to assume that this will be the case in the foreseeable future. A practical solution for today’s pre-NGN IP-based networks is required, ensuring to the utmost extent possible forward compatibility with the future all-NGN technical environment. 

The European Standardisation Organisations are invited to prepare a coherent and complete set of specifications or standards containing the architecture, the interfaces and the protocols in support of the requirements set by article 26 of the amended Directive 2002/22/EC concerning the determination, transport and delivery of caller location information. This work shall not be focused on NGN but shall address current implementations for all types of voice calls (fixed, mobile, static and nomadic VoIP) in EU countries. The standards should allow for the determination of the location information in the form of a geographical coordinate or a civic address as precisely as possible. 

The specifications or standards should not expect from the PSAPs to apply any network access technologies other than those in use today on fixed network access lines, e.g. ISDN Basic/Primary Rate Interfaces and/or a broadband IP access, e.g. by xDSL. Furthermore, it must be pointed out that the obligations under the Universal Service Directive, such as unfettered bi-directional speech communication in real-time, fast call setup and provision of the caller’s E.164 number, must not be hampered. 

The mandated specifications or standards should not impact on the continued operation of the current emergency call service. The measures taken to provide the location information should not significantly delay the establishment of the emergency call. The measures should include a compatibility mechanism allowing future enhancements.  Finally, the location information should be carried from all types of originating networks and providers, e.g. fixed, mobile, VoIP, NGN, in a uniform manner that allows the reception at a single homogenous interface at the PSAP.

The mandated specifications and standards should ensure that the determination and transport of caller information for emergency calls cannot be used to obtain location information for other purposes without the consent of the user or subscriber.”

As a summary: 

Scope of standards to be developed: 

· Determination and transport of 112 caller location information for VoIP 

· Single functional model, necessary interfaces and protocols 

Standards shall not be focused on NGN. They should address existing VoIP implementations

Standards shall not require major changes in PSAP telecommunication infrastructure



Standardised solutions for location estimation and emergency call routing for all VoIP based networks in Europe are not yet available. The various different regulatory requirements in the individual countries may be a reason, why European solutions will not be available in the near future. The goal of the questionnaire was to collect information about the differences in regulatory requirements, network architectures and call handling procedures in the various countries.

2 [bookmark: _Toc336962995]DEFINITIONS

For most of the definitions listed here reference is made to ETSI TS 102 650 [3].

		Term

		Definition



		Emergency 

		Urgent need for assistance or relief



		Emergency call 

		Call from a user to an emergency call centre, PSAP or similar agency charged with routing calls to the relevant emergency response organization



		Emergency call facilities 

		Mechanisms provided by public or private communications networks, emergency telephone boxes, fire alarms, etc. that use of which enables emergency calls to be made 



		Emergency call service 

		Mechanism by which a caller is given a fast and easy means of giving information about an emergency situation to the appropriate emergency organization (fire department, police, ambulance) 



		Emergency caller 

		User who calls an emergency service by making an emergency call 



		Emergency control centre 

		Facilities used by emergency organizations used to accept and handle emergency calls forwarded from a PSAP 



		Emergency network

		An electronic communications network (switching capacity, transmission elements) used for handling emergency calls; this network also connects all existing PSAPs at national level



		Emergency number 

		Special short code or number which is used to provide callers with immediate access to the PSAP to request assistance from emergency services 



		Emergency response organizations

		Local or national force established to provide assistance to citizens in the event of being involved in an emergency situation and requiring specialized help , for example, the police, fire service and emergency medical services



		Emergency service 

		Service that provides immediate and rapid assistance in situations where is a direct risk to life or limb, individual or public health or safety, to private or public property, or the environment but not necessarily limited to these situations 



		Emergency situation 

		Abnormal situation of serious nature that develops suddenly and un expectedly, of which the evolution is uncertain and which may turn into a crisis or cause damage and casualties 



		Enhanced 112 (E112) 

		Emergency communications service using the single European emergency call number 112, which is enhanced with location information of calling user 



		Location acquisition 

		Process of a client device or application requesting and receiving location information from the Location Information Server



		Mobility 

		Ability for the user or other mobile entities to communicate and access services irrespective of changes of the location or technical environment 



		Next generation network 

		Public, broadband, diverse and scalable packet-based network evolving from the public switched network , intelligent network and Internet, characterized by a core fabric enabling network connectivity and transport with periphery-based service intelligence



		Nomadism 

		Feature of a service that makes that the service is not linked to a particular physical location and that the service can be provided from potentially any fixed network endpoint in the world for incoming and outgoing communication [5]



		Public Safety Answering Point

		Physical location where emergency calls are received under the responsibility of a public authority 



		Roaming 

		Ability of users to access services while outside of their subscribed home network i.e. by using an access point of visited network (this is usually supported by a roaming agreement between the respective network operators) 



		User access 

		Point of access to a telecommunication network from which a call can be requested. This includes public telephones and “emergency call facilities” 







3 [bookmark: _Toc336962996]SCOPE

The data collected by the Questionnaire on 112 Emergency Caller Location in VoIP based Networks shall help to identify the requirements and urgency for caller location determination and call routing in VoIP based networks. This report shall give explanation about the rationale behind the questions. It shall present the answers received, shall allow easy comparison between different countries and by analysing the feedback received, draw some first conclusions.



4 [bookmark: _Toc336962997]QUESTIONNAIRE ON 112 EMERGENCY CALLER LOCATION IN VOIP NETWORKS

4.1 [bookmark: _Toc336962998]QUESTIONS

The questionnaire consists of 18 questions grouped in 5 categories:

General questions

Questions referring to emergency call handling in public networks and emergency networks

Assessment of the nomadic VoIP

Provision of caller location information

Caller Location for routing the emergency call in VoIP based networks



The questionnaire is attached as ANNEX 1 of the present report.

For the purpose of easy comparison of the answers from the various countries, all questions were phrased for “Yes” or “No” answers or they provide answering options in a multiple choice manner.

4.2 [bookmark: _Toc336962999]EXPLANATIONS

In view of the growing market share of VoIP based networks this questionnaire shall help to identify the common issues of emergency caller location in European countries. This chapter shall give some explanations about the rationale behind the individual questions.

Question 1 shall collect data about the different Emergency numbers used in the country. The amount of different emergency numbers in the country may have an impact on the complexity of emergency call routings, as calls to each individual emergency number may have to be routed differently.

Question 2a, 2b and 2c shall clarify which voice service providers are legally mandated to provide access to emergency number 112. Question 2c has to be seen in conjunction with Article 26 of the Universal Service Directive 2002/22/EC as amended by Directive 2009/136/EC [2] (see ANNEX 3).

Questions 3a and 3b address potential obligations to inform customers in case the voice service does not provide access to 112. It is generally considered as a minimum requirement to inform customers appropriately, when access to emergency calls is not provided with telecommunication service offered.

Questions 4 and 5 collect data about the numbers of PSAPs receiving emergency calls in the country and whether they have regional responsibilities or not. These questions shall clarify the general requirement for emergency call routing based on location information.

Question 6 shall clarify whether emergency call routing based on location information is a general need or a legal requirement, or not required.

Questions 7a to 7d address the subject of separated dedicated telecommunication networks for emergency calls, so called “emergency networks”. The handling of emergency calls very much depends on the existence of “emergency networks”.

Question 8a shall clarify if all voice service provider have to route emergency calls to the correct (which means locally responsive) PSAP and question 8b checks for any liberation from this obligation, because of technical difficulties or other reasons.

Question 9 shall collect information, if in case of liberation according to question 8b other obligations, like proper information to the customers, might be imposed, when correct emergency call routing is not guaranteed. 

Question 10 and 11 seek for information concerning the market share of Voice service provider, which utilise nomadic use. For VoIP the case of nomadic is the big challenge for providing correct emergency call routing and providing correct and reliable location information. A small market for nomadic VoIP calls might justify that the request for big efforts for providing correct emergency call routing and precise location information might not be reasonable. 

Question 12 checks if transmission of caller location information is mandatory for all VoIP service providers and/or IP network operators participating in the provision of PATS. Because of the fact that transport and service is separated in next generation networks (NGN) obligations regarding caller location information with emergency calls do not only refer to the voice service provider but to operators of transport networks as well.

Question 13 addresses the quality of caller location information in conjunction with nomadic VoIP services. Providing only the registered subscriber address does not help much when emergency calls are placed when the customer is not at it registered address (nomadic use).

Question 14 addresses the potential obligation to inform customers in case the voice service does not provide location information with emergency calls. It is generally considered as a minimum requirement to inform customers appropriately, when location information cannot be provided with emergency calls.

Question 15 verifies if nomadic use is signalized, e.g. with a flag like “nomadic VoIP”, together with the emergency calls. With this procedure VoIP service provider can indicate to the PSAP that location information provided might not be reliable.

Question 16 shall clarify the different options or procedures for VoIP service providers to derive location information for the proper emergency call routing.

Question 17 shall collect information about the handling of emergency calls, in case location information (according to the answer to question 16) cannot be derived. It is generally considered as appropriate that it is better to route an emergency call to a wrong PSAP rather to reject the call.

Question 18 shall clarify the situation with emergency calls from VoIP service providers being based outside the country. In some cases the emergency calls would have to cross country borders and in Europe there is no common agreement, on how to proceed in those cases.





5 [bookmark: _Toc336963000]RESULTS OF THE QUESTIONNAIRE

5.1 [bookmark: _Toc336963001]FEEDBACK ON THE QUESTIONNAIRE

The questionnaire has been distributed to the CEPT ECC PT TRIS members in August 2010 and after receiving the first feedback it was decided to postpone the deadline and send the questionnaire to the CEPT ECC WG NaN members as well to get feedback from more member states. Until the 21st June 2011 responses from 22 countries have been received. 

5.2 [bookmark: _Toc336963002]ANSWERS

This subsection summarises the replies given by the 22 countries, but does not analyse the additional information the countries may have given. It has to be noted, that the answers presented were submitted in the time frame from August 2010 to June 2011 and might be not valid any more when this report is published.

5.2.1 [bookmark: _Toc336963003]Answers to Question 1

All 22 countries have the general emergency number ‘112’ in operation. Only four countries have the ‘112’ as the only emergency number. The maximum quantity of emergency numbers in operation in one country is 11. Six countries list more than five emergency numbers. 

Please note: The question 1 did not differentiate between urgent and non-urgent emergency numbers. Therefore some countries might have counted also numbers for non-urgent services as emergency numbers and some countries might have not.

5.2.2 [bookmark: _Toc336963004]Answers to Question 2

Six countries out of 22 state that there is a legal obligation for all voice service providers to provide the possibility to call to 112. For all other countries all VoIP operators providing Publicly Available Telephone Services (PATS) are required to ensure that their users can access 112.

In one country the Ministry, responsible for the emergency services decided that as long as nomadic VoIP- operators cannot deliver accurate location information (namely the exact address where the call originates to the emergency numbers) these VoIP operators are not allowed to give access for their customers to the emergency services. That means in practice that nomadic VoIP operators are ECS providers. They also have to inform their customers about this limitation.

5.2.3 [bookmark: _Toc336963005]Answers to Question 3

In nine countries VoIP service providers, which are not providing PATS, are required to inform their users in case they do not provide access to 112.

5.2.4 [bookmark: _Toc336963006]Answers to Question 4

The numbers of Public Safety Answering Points (PSAPs) in different locations in a country is varying quite significantly. Quite naturally the size of a country and the set-up of networks shall be taken into account when assessing the emergency call answering arrangements. According to the responses to the questionnaire the numbers of the PSAPs is as follows:

2 countries with 1-3 PSAPs

4 countries with 4-10 PSAPs

8 countries with 11-50 PSAPs

8 countries with more than 50 PSAPs



5.2.5 [bookmark: _Toc336963007]Answers to Question 5

In all countries except two the PSAPs have regional service areas (responsibility areas).

5.2.6 [bookmark: _Toc336963008]Answers to Question 6

In 15 countries there is a legal requirement to route the emergency call to the appropriate PSAP depending on the location of the caller. In four countries there is a need for such regulation and in one country it is common practice to do so. In one country there is no such requirement and for another country the issue is not relevant.

5.2.7 [bookmark: _Toc336963009]Answers to Question 7

It has to be noted that the term “emergency networks” was not clearly defined in the questionnaire, so the answers also vary because they are based on different understandings of what “emergency networks” means (the definition of “emergency networks” as given in chapter 2 will be used, in case the questionnaire on this subject will be repeated). In Ireland, Netherlands and Romania there is a separate dedicated telecommunication network which is handling emergency calls (Emergency Network). 

5.2.8 [bookmark: _Toc336963010]Answers to Question 8

This question was supposed to refer only to those voice service providers, which have to provide access to emergency calls. That’s why some answers had to be adjusted to have the same understanding of the question. In most (17) countries there is a legal obligation for all voice service providers to route emergency calls to the correct PSAP.

5.2.9 [bookmark: _Toc336963011]Answers to Question 9

In six countries there are other obligations for voice service providers, which are exempted from the correct routing of emergency calls. 

5.2.10 [bookmark: _Toc336963012]Answers to Question 10

In four countries the Publicly Available Telephone Services (PATS) VoIP service providers, which utilise nomadic use of their service, are not registered. All the other countries require registration of such service providers. In one country the issue is not relevant.

5.2.11 [bookmark: _Toc336963013]Answers to Question 11

The market share of the PATS VoIP service providers (which utilise nomadic use of their service) from the total market of voice service is not known in 11 countries. The market share is estimated to be less than 5% in six countries, between 5 and 10% in two countries and 10-20% in one country. The issue is not relevant for two countries.

5.2.12 [bookmark: _Toc336963014]Answers to Question 12

The transmission of caller location[footnoteRef:1] information is mandatory for all VoIP service providers and/or IP network operators participating in the provision of PATS in all 22 countries. [1:  	The location information can be understood as the home address, the actual address of the calling party originating the call to the emergency service, or the cell ID, etc. In different countries there exists different interpretations. ] 


5.2.13 [bookmark: _Toc336963015]Answers to Question 13

In case of nomadic VoIP services, three countries do not provide location information, namely Bulgaria, Croatia and Portugal. The issue is not relevant for one country, and another country does not have any obligations here.

In 12 countries the available location information refers to the registered subscriber address. In four countries it refers to the actual caller location, and only in one country this applies to both registered subscriber address and the actual caller location.

5.2.14 [bookmark: _Toc336963016]Answers to Question 14

In 12 countries the VoIP operators are required to inform their users in case they do not provide caller location information for 112 calls. 9 countries do not require this, and the issue is not relevant for 1 country.

5.2.15 [bookmark: _Toc336963017]Answers to Question 15

In case of a nomadic VoIP 112 emergency call there is no requirement to particularly signalize “nomadic VoIP” to the Emergency Network or PSAP in 15 countries, while six countries demand this. The issue is not relevant for one country.

5.2.16 [bookmark: _Toc336963018]Answers to Question 16

In case of an emergency call originating in a VoIP based network which needs to be routed to the regional PSAP, the location information derivation, which is needed for routing to the correct PSAP, is not relevant for four countries.

Seven countries are utilizing a look up table in the customer data base of the VoIP service provider, five countries use the access network to provide the necessary information, while five countries use other methods.

Location information for call routing is not available in two countries.

5.2.17 [bookmark: _Toc336963019]Answers to Question 17

How is the emergency call handled in the network if the location information for call routing is not available?

The issue is not relevant for five countries.

The call is not rejected anywhere.

The call is routed to a special, dedicated PSAP for this case (e.g. one central PSAP) in four countries.

The call is routed to any (wrong) PSAP, which (when answering the call) has to find out the correct PSAP and forward the call to it in 11 countries.

Other kind of handling takes place in two countries.



5.2.18 [bookmark: _Toc336963020]Answers to Question 18

The issue of VoIP based emergency calls originating in the country A, in case of the VoIP service provider being located outside in a country B, (i.e. foreign visitors calling) is not relevant for three countries.

In five countries these calls are blocked as they are detected to be outside the country by cross border call routing mechanisms. In three countries foreign service providers have the possibility to access national information on PSAP regions and shall be able to route their call according to these rules. In four countries the emergency calls are routed to any PSAP.

In no country amongst the 22 responders the emergency calls are routed to dedicated PSAPs staffed with multilingual personnel. Another solution is applicable in seven countries.

6 [bookmark: _Toc336963021]CONSIDERATIONS AND CONCLUSIONS

There is a wide range of approaches regarding the emergency services throughout the responding countries, covering various aspects from the diversity of numbers used to report an emergency incident to the technical implementation. However, several conclusions can be drawn from this survey.

Calls to emergency services are being provided by an increasing number of types of voice service providers. Thus, the obligation to provide emergency calls, which still relies with the PATS providers, was extended to (VoIP) operators providing access to one or more E.164 numbers in most responding countries and in few cases even to all voice service providers. The figures for the market share for nomadic VoIP services differ very strongly and in most cases they seem to be based on very rough estimations. The majority of responses provide no data about the market share at all. Nomadic VoIP services face the strongest technological challenge, when the location of an emergency caller needs to be determined. A small market share may indicate that the problem of potentially incorrect call routing is not yet significant. However it has to be considered that any delay in response to an emergency call due to an incorrect routing of an urgent call may cause the death of a person. Although the trend was not indicated in the responses it can be assumed that the market share of nomadic VoIP services is growing and the problem of incorrectly routed emergency calls will increase in those countries, where correct routing is needed or even legally required.

The structure of the facilities used at national level to respond to emergency calls is diverse, but there seems to be an on-going process to diminish the number of PSAPs and thus to switch from a classic form of organization, independent PSAPs for each type of operation (police, fire brigade etc.), to an integrated form of organization, the PSAP representing the single answering point for all types of operations. Also notably, in one case (Ireland) the PSAPs operate inside an emergency network in a “next available resource” manner. This process may improve and optimize the response time and the coordination between the actors concurring in an emergency response. Although the future development in terms of expected numbers of PSAPs was not an issue of the survey it can be assumed that the number of PSAP specifically in those countries with numerous PSAPs will decrease. Such developments may reduce the number of the routing errors in some cases, but in principal it will not generally solve the problem for nomadic VoIP providers as long as there are regional responsibilities of PSAPs.

There seems to be no specific treatment for VoIP emergency calls throughout the responding countries; these calls are not seen as a specific type of calls, the difference of treatment coming from the characteristics of the service that is being provided (PATS, non-PATS/ECS with access to E.164 numbers, other voice services).

However, in terms of PSAP’s readiness for directly receiving VoIP calls (e.g. IP ports, caller location mechanisms) the responses received lead to the conclusion that this feature is not available and there are few plans which cover this issue. This may not represent a problem on short term but as the new, IP-based, electronic communications networks develop the lack of IP capabilities of the PSAPs will become a draw-back element.

The situation regarding caller location determination in VoIP based network services in case of emergency calls varies among the different countries which did respond to the questionnaire. And in many countries the situation might not be considered as ideal or at least satisfying. The standardisation work requested by the EC mandate M/493 EN shall help to improve the situation.

In almost all countries VoIP provider are required to transmit location information in case of an emergency call. However, in most of the countries this information refers to the registered subscriber address. This is not satisfying in case of nomadic use of VoIP. On the other hand in some countries there is at least an indication to the PSAP that nomadic use might be the case. The correct routing of an emergency call due to the regional responsibilities of PSAPs suffers similar problems, as at least a rough estimation of the caller location is required. For call routing there are work-around in place in many countries as the call may get routed to any PSAP in the case of missing caller location information or a dedicated PSAP will receive the call in this case.

As at the time the survey was carried out in most EU-countries the 2009 USD was not yet transposed and or implemented, the answer to the survey reflects the implementation by these countries of the obligations related to emergency services based on the 2002 USD. Some EU-countries have a stricter implementation and are already closer to the 2009 USD.

The results of the questionnaire shall help the ESO executing the standardisation mandate M/493 EN to ensure that the architecture developed and the interfaces and protocols defined will sustain the requirements identified by the NRA in Europe. The work of this ESO shall be observed by TRIS so that objections to proposals, which are not in line with the regulation rules of the CEPT members, can be made at an early stage to get the work back on track. If needed an updated questionnaire or just amended questions may help to collect any necessary further information.

Some questions need to become more precise to avoid different understandings of the issue addressed.

Taking all the above mentioned considerations into account it may be reasonable to repeat the survey in due time. And with this second round additional subjects, like the technical mechanism ensuring the correct routing in the various countries should be addressed in the questionnaire as well
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[bookmark: _Toc169147730][bookmark: _Toc169249172][bookmark: _Toc336963022]QUESTIONNAIRE

Questionnaire on 112 Emergency Caller Location in VoIP based Networks

Introduction

Due to lower prices and easily available service, the number of consumers using voice over IP (VoIP) services for voice calls is growing, making the question of location information of VoIP services users increasingly relevant. For nomadic VoIP (use of geographic numbers outside of the designated geographic area for that number) it’s more complex to route emergency calls to the correct PSAP compared to traditional networks because routing in traditional networks is based on geographical knowledge of the NTP (Network Termination Point) through E.164 geographic numbers.

The data collected by this questionnaire shall help to identify the requirements and urgency for caller location determination and call routing in VoIP based networks. It is planned to share the results of this questionnaire among ECC members.

Questions

General Questions

		1.

		What are the emergency numbers (EU and national) in use in your country?



		

		



		2. a) 

		In your country is there a legal obligation for all voice service providers to provide the possibility to call to 112?

If not:



		b)

		Are VoIP operators providing Publicly Available Telephone Services (PATS) required to ensure that their users can access 112?





		c)

		Are VoIP operators providing access to one or more E.164 numbers required to ensure that their users can access 112?





		

		



		3. a)

		Are VoIP service providers, which are providing PATS, required to inform their users in case they do not provide access to 112?





		b)

		Are VoIP service providers, which are not providing PATS, required to inform their users in case they do not provide access to 112?









Questions Referring to Emergency Call Handling in Public Networks and Emergency Networks

		4.

		In your country how many Public Safety Answering Points (PSAPs) in different locations are answering emergency calls? If you don't have the exact number, please indicate the range:





		a)

		1-3 PSAPs



		b)

		4-10 PSAPs



		c)

		11-50 PSAPs



		d)

		more than 50 PSAPs



		

		



		5.

		In case of more than one PSAP, do the PSAPs have regional service areas (responsibility areas)?





		

		



		6.

		In your country is there a need or legal requirement to route the emergency call to the appropriate PSAP depending on the location of the caller? If yes, please indicate whether “need” or “legal requirement”.



		

		



		7. a)

		In your country is there a separate dedicated telecommunication network which is handling emergency calls (Emergency Network)?





		b)

		If yes: In order to connect a call to the Emergency Network, operators route the call always directly or sometimes via other operator(s)’s network(s)?





		c)

		Does the Emergency Network have IP access/ interconnection capabilities?





		d)

		If not, are there any plans to enhance the Emergency Network with IP access/interconnection capabilities?





		

		



		8. a)

		In your country is there a legal obligation for all voice service providers to route emergency calls to the correct PSAP?





		b)

		If not, which voice service providers are liberated from this obligation?



		

		



		9.

		Are there any other requirements imposed on voice service providers that are exempted from above mentioned obligations (e.g. obligation to inform customers about any restrictions concerning calls to 112)? If yes, please explain.









Assessment of the Nomadic VoIP

		10.

		Are the Publicly Available Telephone Services (PATS) VoIP service providers, which utilise nomadic use of their service, registered in your country?





		

		



		11.

		What is the market share of these operators from the total market of voice service? (Please specify the measurement method used like number of subscribers, minutes, calls or revenues). If you do not have data please at least try a rough estimate.









Provision of Caller Location Information

		12.

		Is transmission of caller location information mandatory for all VoIP service providers and/or IP network operators participating in the provision of PATS?





		

		



		13.

		In case of nomadic VoIP services, where does the available location information refer to:



		a)

		the registered subscriber address?



		b)

		the actual caller location?



		c)

		both?



		

		



		14.

		Are VoIP operators required to inform their users in case they do not provide caller location information for 112 calls?





		

		



		15.

		In case of a nomadic VoIP 112 emergency call is there a requirement to particularly signalize “nomadic VoIP” to the Emergency Network or PSAP?









Caller Location for Routing the Emergency Call in VoIP Based Networks

		16.

		In case of an emergency call originating in a VoIP based network which needs to be routed to the regional PSAP: How is the location information, which is needed for routing to the correct PSAP, derived? (Please select one from below)





		a)

		Utilizing a look up table in the customer data base of the VoIP service provider



		b)

		The access network provides the necessary information



		c)

		Other. (Please describe in few words)



		d)

		Location information for call routing is not available



		

		



		17.

		If the location information for call routing is not available:

How is the emergency call handled in the network? (Please select one from below)



		a)

		The call is rejected



		b)

		The call is routed to a special, dedicated PSAP for this case (e.g. one central PSAP)



		c)

		The call is routed to any (wrong) PSAP, which (when answering the call) has to find out the correct PSAP and forward the call to it.



		d)

		Other (please describe in few words)



		

		



		18.

		How are VoIP based emergency calls handled which origin locally in your country but the VoIP service provider being located outside your country (i.e. foreign visitors calling)? (Please select one from below)



		a)

		Calls are blocked as they are detected to be outside the country by cross border call routing mechanisms



		b)

		Foreign service providers have the possibility to access national information on PSAP regions and shall be able to route their call according to these rules



		c)

		Emergency calls are routed to dedicated PSAPs staffed with multilingual personnel;



		d)

		Emergency calls are routed to any PSAP



		e)

		None of the solutions mentioned above (Please describe briefly)







Abbreviations in this Questionnaire

		Abbreviation

		Explanation



		E.164

		International public telecommunication numbering plan



		NTP

		Network Termination Point



		PATS

		Publicly Available Telephone Services



		PSAP

		Public Safety Answering Point



		VoIP

		Voice over Internet Protocol







[bookmark: _Toc336963023]USD ARTICLE 26 (ENGLISH VERSION)

Emergency Services and the single European Emergency Call Number [2]

1. Member States shall ensure that all end-users of the service referred to in paragraph 2, including users of public pay telephones, are able to call the emergency services free of charge and without having to use any means of payment, by using the single European emergency call number “112” and any national emergency call number specified by Member States.

2. Member States, in consultation with national regulatory authorities, emergency services and providers, shall ensure that undertakings providing end-users with an electronic communications service for originating national calls to a number or numbers in a national telephone numbering plan provide access to emergency services.

3. Member States shall ensure that calls to the single European emergency call number “112” are appropriately answered and handled in the manner best suited to the national organisation of emergency systems. Such calls shall be answered and handled at least as expeditiously and effectively as calls to the national emergency number or numbers, where these continue to be in use.

4. Member States shall ensure that access for disabled end-users to emergency services is equivalent to that enjoyed by other end-users. Measures taken to ensure that disabled end-users are able to access emergency services whilst travelling in other Member States shall be based to the greatest extent possible on European standards or specifications published in accordance with the provisions of Article 17 of Directive2002/21/EC (Framework Directive), and they shall not prevent Member States from adopting additional requirements in order to pursue the objectives set out in this Article.

5. Member States shall ensure that undertakings concerned make caller location information available free of charge to the authority handling emergency calls as soon as the call reaches that authority. This shall apply to all calls to the single European emergency call number “112”. Member States Member States may extend this obligation to cover calls to national emergency numbers. Competent regulatory authorities shall lay down criteria for the accuracy and reliability of the caller location information provided.

6. Member States shall ensure that citizens are adequately informed about the existence and use of the single European emergency call number “112”, in particular through initiatives specifically targeting persons travelling between Member States.

7. In order to ensure effective access to “112” services in the Member States, the Commission, having consulted BEREC, may adopt technical implementing measures. However, these technical implementing measures shall be adopted without prejudice to, and shall have no impact on, the organisation of emergency services, which remains of the exclusive competence of Member States.



This is the version of the Universal Service Directive in English language. For each individual EU member state only the version in the national language is legally binding. Due to slightly different meanings of the wording in the various national versions the interpretation of the requirements might be differently in the various EU member state.

Those measures, designed to amend non-essential elements of this Directive by supplementing it, shall be adopted in accordance with the regulatory procedure with scrutiny referred to in Article 37(2).
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