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EXECUTIVE SUMMARY





This study on “Fixed packet- or circuit-switched data services offered to the public” (referred as “Bearer data services” in the report) has been prepared by ETO on behalf of ECTRA for the European Commission. It has been commissioned as the first of a series of independent studies aimed at proposing harmonised licensing regimes for those telecommunications services which have been liberalised in all Union countries in accordance with European Union directives.



The purpose of this study is to define harmonised conditions for the authorisation of fixed packet- or circuit-switched data services offered to the public required for the creation of an internal market for such services, where appropriate involving mutual recognition of national authorisations.



Since this is the first of a series of studies, some of the proposals contained herein will be also used as a general framework for other studies, i.e. definitions of licensing procedures.    



According to the work order issued by the European Commission to ETO, the justification for such a study lies in the fact that, even though European Directives have defined a general framework for a common European approach, at present, authorisation for such services is not uniform throughout Europe but subject to national conditions and procedures which vary from country to country. These different conditions and procedures might prevent the creation of an internal market for these services. A set of harmonised conditions and procedures has therefore to be agreed upon by European countries. 



According to the work requirements contained in the European Commission’s work order, the main objectives of ETO’s study are defined as follows:



	(1) to identify, if necessary, different services and/or service elements within the category of 	services covered by the subject of this work order that have to be distinguished with regard to 	authorisations.



	(2) to propose harmonised licensing conditions as well as harmonised procedures for these 	services or service elements.



	(3) to identify areas where harmonisation cannot be achieved in the immediate future or 	where such harmonisation is not necessary for the creation of the internal market.	





Different definitions of the services covered by the subject of this work exist in all European countries. In response to work requirement 1, ETO has identified a single common definition of these services which is compatible with existing national definitions and which has been accepted by ECTRA countries:



“The commercial provision of a simple data transport service, meaning a service including either the transmission, or the transmission and routing, of signals between network termination points without this data being subject to any processing other than that required to ensure their transmission, their routing and the control of these functions”.

Therefore bearer data services include: 

- Packet- and circuit- switched data services and 

- Simple resale of capacity



Information on national regulations for bearer data services in European countries has been gathered by ETO from CEPT/ECTRA National Regulatory Authorities (NRAs) through questionnaires and presentations. This work has been carried out in parallel with the setting up of the One-Stop-Shopping scheme and the ETO database on telecommunications regulation



ETO has worked in collaboration with experts from the National Regulatory Authorities of CEPT/ECTRA countries and discussed its findings and proposals in detail with the ECTRA Project Team on Licensing (PTL) and the Commission.



The result of the above work is the present final report, approved by ECTRA and sent to the Commission on 1 May 1996. 



Following its analysis of bearer data service licensing regimes in European countries, ETO has identified four types of licensing procedures: -

a)Free Regime 

b)Class Licence

c)Registration and other similar regimes

d)Individual Licence



The licensing regimes listed above are based on conditions which have to be respected by service providers. Following ETO’s analysis of licensing regimes in European countries, two kinds of conditions were identified:



1) Qualification conditions: Conditions to be respected by the service provider in order to be authorised to provide the service. 



These conditions, which can be considered as pre-conditions of service provision, have been divided into:

	a) Service provider’s qualifications

	b) Information requested from the service provider



2)Conditions of operating: Conditions/rules to comply with while operating the authorised service.



These conditions are a set of “obligations and rights”. Some of these conditions have to be respected by providers of all types of services, while others create a framework applicable to the operation of a specific service.



According to work requirement 2, ETO had to propose a harmonised set of licensing conditions. ETO’s proposal is based on two important concepts: -

(a) In order for a free competitive environment to develop, authorisation regimes should not impose undue burdens on service providers. The new regulatory framework should therefore be based on a set of conditions which does not encumber the service provider. 

In addition to this, (b) the development of a free competitive environment involves transparency, i.e. it is necessary to establish a clear set of rules published in advance in a manner which guarantees that all interested parties are aware of them.



With these two concepts in mind, ETO proposes a harmonised set of conditions consisting of an exhaustive list of conditions which can be imposed by NRAs on services providers. It should be noted that each NRA is free to decide if it wants to impose all listed conditions, only some of them or none at all.

The proposal is as follows: -



1)A bearer data service provider has to respect the following qualification conditions:



	-Provision of the following information to the NRA:

	-Service provider identification

	-Description of the service 



2)A bearer data service provider has to respect the following conditions of operating:

	-Essential requirements 

	-Telecommunications-specific war, defence and national security requirements

	-To provide the following information to users at their request:

		Service provider contact point

		Designation of the service

		Geographical coverage of the service

		Parameters used to define permanence, availability and quality of services 

		Availability of standards for specific terminals which can be used			Tariffs, delivery terms, supply conditions





In accordance with work requirement 2, ETO also had to propose harmonised licensing procedures for bearer data services.

The choice of licensing procedures has to be one ensuring that the above conditions will be respected by service providers without imposing on them any undue burden.

With regard to Bearer Data Services ETO foresees a possibility of reducing the number of applicable licensing procedures from the four identified at present in European countries to only two. 



ETO proposes that bearer data services be subject to the two procedures described below.



1- General authorisation: a regime where the service provider need not take any action and need not await any decision from the NRA before opening the service.

The legal form which regulates this authorisation consists of a set of conditions (rights and obligations) which can be found in general law, telecommunications regulation, in a single document like a class licence order; or in all three. Breaches of these conditions may lead the NRA to impose sanctions or to withdraw the permission to provide the service.



2- Registration: a regime which requires that the service provider make a declaration to the NRA of his/her intention to provide the service. In this declaration, the applicant has to supply the NRA with a list of information clearly stated and published in advance. The service provider can start to provide the service 2 weeks after the declaration. The legal form which regulates this authorisation consists of conditions (rights and obligations) set in general law and telecommunications regulation. Breaches of these conditions may lead the NRA to impose sanctions or withdraw the permission to provide the service.



The above General authorisation is based on the idea that in order for free competition to develop, service providers should be free from any unnecessary restrictions imposed on them by authorisation regimes. The General authorisation proposed by ETO, in which the service provider is not required to take any action and the NRA cannot exercise any “a priori” control over the service provider, seems to be the most adequate procedure. 



Registration can be maintained as a regime for the authorisation of bearer data services in order to ensure that NRAs and users obtain some clear information on services and service providers. Under the Registration procedure proposed by ETO it is not possible for the NRA to raise an objection. In this way it is also possible to take into account the demand of service providers for a more automatic procedure. 

This regime could apply to countries which are still in a transitional period and progressing towards a fully competitive market. As already stated, in a completely competitive environment the most adequate regime is probably General authorisation; nonetheless, in countries where a completely competitive environment does not yet exist, the Registration procedure represents a form of light “a priori control” which can give more guarantees to new entrants in markets where public operators still maintain a strong dominant position.



Finally, with regard to work requirement 3, ETO has not identified any areas in the sector of fixed packet- or circuit-switched data services where harmonisation cannot be achieved in the immediate future or where harmonisation is not necessary for the creation of an internal market.
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CHAPTER 1



PRESENTATION OF THE STUDY





1.1 - ETO presentation.



The European Telecommunications Office (ETO) was established by the European Committee on Telecommunications Regulatory Affairs (ECTRA) which is one of the three committees of the CEPT�, Conférence Européenne des Postes et Télécommunications. The Memorandum of Understanding (MOU) on the establishment of ETO has been signed by 23 countries�,�, 15 of which have also signed the arrangement on the One-Stop-Shopping on licensing.



ETO has two fields of activity - Licensing and Numbering. ETO’s tasks with regard to licensing are to propose harmonised licensing conditions and procedures and to set up a One-Stop-Shopping (OSS) procedure for licensing of European telecommunications services. The services concerned are Bearer Data Services and Other Liberalised Services such as Value Added Services and Services Not Provided to the Public. Harmonisation of licensing conditions and procedures for satellite services will also be proposed in 1996. The extension of the OSS procedure to satellite communications is currently under study. On 9 September 1994 ETO signed a framework contract with the European Commission and following this, signed four work orders with the Commission.



ETO has compiled a database on the licensing regimes of the CEPT countries that have signed the arrangement on the One-Stop-Shopping procedure on licensing. ETO has also prepared an application form for obtaining licences in these countries.





1.2 - Presentation of the work order.



The services studied in this report are fixed packet- or circuit-switched data services offered to the public, referred to as "bearer data services" in the rest of this report.



The purpose of this study is to define harmonised conditions for the authorisation of these services in order to facilitate the creation of an internal market for such services. Where harmonisation is perhaps not necessary, investigations will be carried out to identify services that could be open to the mutual recognition of national authorisations. 



The justification for such a study lies in the fact that, at present, authorisation for such services is not uniform throughout Europe but subject to national conditions and procedures which vary from country to country. These different conditions and procedures form a barrier which prevent the creation of an internal market for these services.

The work assigned to ETO is as follows.



(1) to identify, if necessary, different services and/or service elements within the category of services covered by the subject of this work order that have to be distinguished between with regard to authorisations;

(2) to propose harmonised licensing conditions as well as harmonised procedures for these services or service elements; 

(3) to identify areas where harmonisation cannot be achieved in the immediate future or where harmonisation is not necessary for the creation of an internal market.	

	

1.3 - Schedule and methodology.



A draft version of chapters 1 and 2 of this document was prepared in early December 1994 and was presented to the European Associations: EIIA (European Information Industry Association), ECTUA/INTUG (Telecommunications Users Group) and ETNO (European Telecom Network Operators), in order to obtain their comments, positions and requirements. 



The first interim report was presented to the Licensing Project Team on 29 March 1995 in order to check the information regarding national situations and to reach an agreement on a work-plan. The report was then sent to the Commission and to ECTRA members in early April 1995. This report has been carried out in  parallel with the setting up of the One-Stop-Shopping scheme carried out by ETO, launched on 8 November 1995.



The second interim report was also presented to the Commission, to the Project Team on Licensing and to ECTRA members in December 1995 in order to obtain their comments on this study, mainly on aspects of harmonisation (points 2 and 3 mentioned above), and to work out a final report.



The draft final report was sent to ECTRA members in March 1996 in order to obtain their approval and comments from countries that want to stress their views on specific points in the report. This last phase was carried out in March-April 1996. 



The approved final report was therefore sent to the Commission on 1 May 1996. 



The report is structured as follows:  



The first part (Chapter 2) presents existing situation with regard to bearer data services licensing regimes (procedures and conditions) in European countries; it mainly focuses on those countries which have signed the arrangement on the One-Stop-Shopping procedure, but also includes information on other ECTRA/CEPT countries when available. 



In the second part (Chapter 3), the conditions and the procedures presented in the first part are analysed in order to determine which are in fact relevant to the proposal for harmonisation. The result of this process is:

-a set of harmonised conditions which represents the maximum level of conditions that can be imposed on a provider of bearer data services;

-harmonised licensing procedures which ensure that conditions are respected by service providers



Chapter 4 presents comments, positions and opinions from European associations of service providers, public operators and users, on the harmonisation proposals made by ETO.



Chapter 5 presents the conclusions of the study.

















CHAPTER 2



BACKGROUND: THE EXISTING SITUATION.





In this chapter we present the existing situation in European countries� with regard to bearer data services, mainly focusing on those countries which have signed the arrangement on the One-Stop-Shopping procedure. 



Different definitions and different licensing procedures exist in all European countries for bearer data services. However, in paragraph 2.1 a common definition of these services, compatible with existing national definitions and more or less acceptable to these countries, is given. In the same paragraph the procedures regulating bearer data services in European counties are illustrated. The four types of licensing procedures which have been identified in European countries are described in detail. Paragraph 2.1 also tries to indicate the procedure in force for bearer data services in each of the countries that have signed the arrangement on the One-Stop-Shopping procedure on licensing. Information on the situation countries other than those which have signed the arrangement on the One-Stop-Shopping procedure is also given when available.



Paragraph 2.2 presents the conditions to be respected by a service provider in order to be qualified as an “authorised” service provider (Qualification conditions) and the conditions to be respected while operating the authorised service (Conditions of operating)

Paragraph 2.2.1 presents the “Qualification Conditions” while paragraph 2.2.2 illustrates the “Conditions of operating”



The final paragraph (2.3) analyses some other important issues of licensing procedures: authorities competent to grant licences, duration of licences, fees, withdrawal of licences, and appeal procedures.





2.1 - Existing data service types and regimes in Europe



2.1.1 - Definition of bearer data services



A number of different national definitions of Bearer Data Services have been identified and analysed by ETO and the ECTRA Project Team on Licensing (PTL). However, there was general agreement among the members of the PTL on the use of the following definition:



BEARER DATA SERVICES�:The commercial provision of a simple data transport service, meaning a service including either the transmission, or the transmission and routing, of signals between network termination points without this data being subject to any processing other than that required to ensure their transmission, their routing and the control of these functions.

Therefore bearer data services include�:

	- Packet- and circuit- switched data services: The commercial provision for the public of direct transport of data between PSTN termination points enabling any user to use equipment connected to such networks’ termination points in order to communicate with another termination point;

	- Simple resale of capacity: The commercial provision on leased lines of data transmission as a separate service including only switching, processing, data storage or protocol conversion as is necessary for the transmission in real-time to and from PSTN.



Simple resale of capacity is considered as a sub-set of bearer services introduced by the directive 90/388 due to the specific deadline for their liberalisation. For this reason, simple resale of capacity for data services is included in this study.



It is worth recalling that in this report we only refer to bearer data services provided on the PSTN and on Leased Lines. Services provided by service providers on their own networks are not included in this study. 



Other data services, like value added data services and data services for closed user groups are studied in another work order (work order nr 48 226)





2.1.2 - Bearer data service regimes in Europe.



The systems described in this paragraph reflect the regimes in force in European countries, but the description of each given here does not necessarily coincide with single national definitions. National regimes with similar characteristics have been grouped together for analytical purposes only. The result of this exercise has led to the identification of the four licensing systems presented in the following pages. The types of procedure in force in each of the countries participating in the One-Stop-Shopping procedure are provided. The NRAs have checked the information concerning their own countries. 



a)FREE REGIME. 



Under this regime, the potential service provider need not take any action. The legal form which regulates the authorisation is general law, for example, on data protection and competition rules, or telecommunications legislation. 



Information required

No information is required from the service provider.



OSS signatory countries with free regime:

Luxembourg, Norway, The Netherlands, Sweden and Switzerland� 



In very small CEPT members, such as Monaco, Liechtenstein and the Vatican-city, a free licensing regime also exists. These countries have an agreement with their biggest neighbouring country and do not intend to establish any rules or procedures for licences. Nevertheless some of them have obtained DNICs and data services may be offered in these countries.



b)CLASS LICENCE



Under this regime, the potential service provider need not take any action. The legal form which regulates the authorisation is called a Class Licence and it is issued on the basis of telecommunications legislation. All persons belonging to a pre-defined class are subject to certain conditions set out in the Class Licence itself. Breaches of these conditions may lead to revocation. General law remains applicable. The service provider need not await a formal decision from the NRA before opening the service and does not receive any authorisation document. Nevertheless, checks may be carried out a posteriori.  



Information required: 

Service providers are not required to give any information before they begin operating under the Class Licence. They may, however, be required by the NRA to supply information which will enable it to check that the conditions of the Class Licence are being observed. 



OSS signatory countries with Class Licence:

Denmark, The United Kingdom (for destination EC and EEA)



c) REGISTRATION AND OTHER SIMILAR REGIMES



This procedure requires that the potential service provider make a declaration to the NRA of his/her intention to offer the service. In this declaration the applicant has to give the NRA a list of required information. The legal form which regulates registration is telecommunications legislation. General law remains applicable. In general the service can be opened a short period of time after the declaration if no answer is given by the NRA, unless the NRA decides otherwise before the deadline. In some countries the procedure is slightly different; the service provider can start to operate the service immediately after the declaration and the NRA cannot disapprove. 



Information required

Generally the information required by the NRAs can be found in the application form. Some information may also have to be provided on request a posteriori A list of potentially-required information is provided in paragraph 2.2.



OSS signatory countries with registration:

Belgium , Finland, Germany.



d) INDIVIDUAL LICENCE



It requires that the potential service provider send an individual application to the NRA, asking for an individual authorisation to provide the service. In this application form, the applicant has to give the NRA a list of required information. This regime is regulated by general law, telecommunication law and a document called Individual Licence which allows an individual service provider to provide the service. 

NRAs issue the individual licence and have the power both to reject the demand and to withdraw the individual licence if the service provider does not respect certain conditions.

If the demand is rejected, the NRA has to justify its position with regard to its national legislation.



Information required

All the information required by the NRAs in the application form and any other information which it might require a posteriori.  A list of potentially-required information is provided in paragraph 2.2.



OSS signatory countries with individual licence:

France�, Italy� , Spain, Hungary, Ireland





Other CEPT countries with individual licence:

Bulgaria, Croatia, Czech R, Greece, Poland, Portugal, Romania, Russia, Slovak Rep, Slovenia and the 3 Baltic countries.



The situation in Eastern and Central European Countries is always one of "individual licence" but the conditions are not precisely defined or are often carried out case by case. Further 

discussions and investigation are needed in these countries in order to establish a transparent licensing framework.





2.2 - Conditions that the service provider has to respect



The licensing regimes described above are based on two kinds of conditions which have to be respected by service providers:





1) QUALIFICATION CONDITIONS: Conditions to be respected by the service provider in order to be authorised to provide the service.



These conditions has been divided into:

	a) Service provider’s qualifications

	b) Information requested from the service provider







2)CONDITIONS OF OPERATING: Conditions/rules to comply with while operating the authorised service.



These conditions are a set of Obligations and Rights. Some of them have to be respected by providers of all types of services, while some others create a framework applicable to the operation of a specific service.





This paragraph provides a description of the conditions in the different European countries.



2.2.1 - Qualification conditions 



In some countries the authorisation to provide a service is granted only to a service provider complying with certain requirements which can be considered as pre-conditions to the provision of a service. Some of these pre-conditions involve the actual qualifications of the service provider while others consist of actions to be taken by the service provider, e.g. he has to fill out a declaration or an application form in which he has to provide certain information to the NRAs. 



Service provider’s qualifications



The following are some examples of the service provider’s qualifications which are considered as pre-conditions for qualifying as an “authorised” service provider in European countries.



a)NATIONALITY OF THE LICENSEE

In some countries restrictions are placed on licences or on the granting of licences by virtue of the nationality of the licensee. In general, this refers to foreign participation in service provider’s capital which cannot exceed a certain share. The applicant has to prove his compliance with this requirement by attaching the company statute. 

Only one of the Union countries requests this information at the moment, but the restriction only applies for entities outside the EEA and could disappear in the near future. The restriction does exist in some East European countries.



b)LEGALLY REGISTERED REPRESENTATIVE

The service provider needs to be registered (in the National Trade Register, at the Chamber of Commerce or equivalent bodies) in the country where he wishes to provide the service or needs to have a legally registered representative in that country. Compliance with this requirement must be proved by attaching a copy of the business registration document. This pre-condition is in force in two of the Union countries and in almost all the East and Central European countries 



The following pre-conditions apply to only one of the Union countries. The service provider has to prove his compliance with them by attaching certain documents to his application form:



c)TECHNICAL CAPABILITY

The service provider has to prove that he has adequate technical capacity to comply with the specific obligations of the licence which he intends to obtain by having a qualified staff for the performance of the activity.



d)ECONOMIC STRUCTURE AND FINANCIAL VIABILITY

The service provider has to prove that he has an appropriate economic structure as well as the necessary financial resources to guarantee the establishment and effective management of the company.



e)ACCOUNTING RULES

The service provider must prove that he has an updated and regularly organised accounting system in accordance with the Official Plan of Accounts and suitable for the analyses required by the project which he intends to develop.



f)ABSENCE OF DEBTS TO THE STATE  

The service provider has to prove that he does not owe any taxes, contributions or any other amounts to the State and to the Social Security.



-Information requested from the service provider in the application/declaration form

 

In countries where the licensing regime is Individual Licence and Registration, a pre-condition that the service provider has to fulfil in order to be authorised to provide a bearer data service is the provision of certain pieces of information to the NRA. 

All the information listed in this paragraph is generally needed to apply for a new service in   at least one of the European countries.

In general, the applicant is requested to give this information in the application form for individual licences or in the declaration form for registration, but in some cases information can also be requested a posteriori. We will not make any distinction between the information which has to be provided in the application form for licences and in the declaration form for registration because the same information can be required in the application form in one country and in the declaration form in other country. Moreover, some countries have exactly the same form for both application and declaration



a) SERVICE PROVIDER IDENTIFICATION

The service provider must provide identification in all the countries, giving his name, trading name, address and telephone number. When the service provider is a company, the name and the function of a contact person is also asked. 

The identification of the applicant also includes the business registration number, the country of registration and the name of the body where the company is registered (e.g. Chamber of Commerce, Trade Register). In certain cases, a copy of the business registration document has to be provided. 

Two European countries request the identity card or passport number when the service provider is an individual, not a company. 

In one of the Union countries, the social objective/main activity of the company is also requested, since the licence can be granted only to a corporate body having within its objectives the pursuance of a telecommunications activity.





b) DESCRIPTION OF THE SERVICE:

This essentially means the definition of the service and its commercial name.  This information is requested by all European countries and it is of fundamental importance in identifying the service for which the service provider is applying.



c) TRANSMISSION MEANS

This information aims at identifying whether the service is provided via the PSTN, via leased lines or via another type of system. It is generally requested by countries having different licensing regimes for the same service when provided via different transmission means. According to the information collected so far, no European country makes this differentiation for bearer data services, nevertheless one of the Union countries does request this information. In the case of leased lines being used, the same country asks whether the leased lines are connected to the PSTN at both ends. 



d) GEOGRAPHICAL AREA IN EACH COUNTRY.

This information is requested by many European countries for national services which are not planned to be offered throughout the country, but only in one or more areas within the country. The most common way of providing this information is to attach a map of the country showing the areas covered by the service concerned 



e) DESCRIPTION OF THE SYSTEM

This information can be considered as extra information on the service. At least five of the Union countries require that the service provider provide the network plan which consists of the configuration and topology of the network. One of these countries requires that all documents concerning the detailed description of the technical project be provided and three of them also ask for information on the terminal equipment which can be used. One of these three also asks for more specific information, e.g. the location of the central switch (host) and of the control centres, a description of the routing and description of the interconnections with other networks.  



f)CONDITIONS OF PERMANENCE, AVAILABILITY AND QUALITY OF SERVICE. 

Applicants have to indicate the levels of permanence, availability and quality of their services and must also declare which methodology they use to measure these levels. Only one of the European countries in the application form has a specific question on this issue with regard to bearer data services. The same country has established by order the parameters that the applicant has to use in order to define permanence, availability and quality of the service. 



g)TARIFFS AND DELIVERY TERMS OR SUPPLY CONDITIONS.

This information is requested by only two countries, the aim of which is to verify that tariffs, delivery terms and supply conditions of the service conforms with competition rules. The applicant must indicate where this information will be made available to customers.



h)MARKET INFORMATION

This information can refer to (i) the target customer-sector/segment or to (ii) the estimated turnover of the service in its first three years. Only one European country requires the (i) in its declaration form and only another one requires (ii). 





2.2.2 - Conditions of operating the service.



While providing an authorised service, the service provider has to respect the “conditions for operating”. These are a set of Obligations and Rights; some of them are general rules that must be complied with by providers of any kind of services, while others create a framework which may be applied to a specific service and refer to the interactions between the service provider and other market players, including end-users. 

These conditions may be found in general legislation, both national and European, in class or individual licences. There is also the possibility of finding them only mentioned in either class or individual licences, a definition of them given in telecommunications regulations. At the EU level the Community Law is the main issue to be studied.



-Community Law and its impact on bearer data services



Article 3 of Directive 90/388 stipulates that licensing or declaration procedures for the provision of switched data services must aim at compliance with essential requirements and with public services requirements in the form of trade regulations related to conditions of permanence, availability and quality of the service.

Other relevant sections of the Community law are those regarding: competition rules and fair trading; data protection/privacy protection/confidentiality; free circulation of services (art. 59 etc. of the Treaty on the European Union).



-Essential requirements



In Commission Directive 96/19/EC amending Directive 90/388/EEC with regard to the implementation of full competition in telecommunications market, essential requirements are defined as “the non-economic reasons in the general interest which may cause a Member State to impose conditions on the establishment and/or operation of public telecommunications networks or services. These reasons are security of network operations, maintenance of network integrity, and, in justified cases, interoperability of services, data protection, protection of the environment and town and country planning objectives as well as the effective use of the frequency spectrum and the avoidance of harmful interference between radio based telecommunications systems and other, space-based or terrestrial, technical systems.

Data protection may include protection of personal data, the confidentiality of information transmitted or stored as well as the protection of privacy.”



Sometimes these essential requirements are only mentioned in some national regulations, at other times they are regulated in specific regulation, and in certain cases they are specifically considered as conditions of an individual or class licence. 



Only some CEPT countries have sent us information on how they have implemented the above essential requirements. Out of these:

-2 EU countries mention the essential requirements in their telecommunications legislation and they also include them in the application/declaration form as a condition to be respected by the applicant;

-2 other EU countries also mention the requirements in their telecommunications legislation, but do not refer to them in the application/declaration form;

-2 other EU countries have a Data Protection Act implementing the requirement on data protection. One of these countries also has an Article in the telecommunications legislation stating that the equipment used to provide bearer data services should conform with the technical specifications which reflect the essential requirements;

-1 other EU country does not have any specific rules, but essential requirements are reflected in the terms of subscription applying for a customer's connection to a service provided by the PTO;

-1 country mentions only data protection in its telecommunications legislation;

-1 country states that none of the essential requirements applies to the provision of bearer data services;

-4 East and Central European countries have implemented the essential requirements, mentioning them either in their telecommunications legislation (which in some cases is still a first draft) or in the licences.



A further investigation aimed at understanding how these requirements have been interpreted by different countries in particular with regard to bearer data services has led to the following results: 

-In general, in most of the countries essential requirements are considered as general statements and broad guidelines without any further more detailed specification.

-At least two European countries consider essential requirements as specific conditions for bearer data services. 

-The first two essential requirements listed above refer to the network itself and not specifically to any service. 

-The last one (Data Protection) is regulated in general legislation in most of the countries, and therefore cannot be considered as specific for the telecommunications sector.

It is also very important to obtain the views of telecommunications operators on this subject are also very important. A specific request has been addressed to ETNO by ETO.





-Public service requirements



When drafting the Directive 90/388/EEC, the Commission considered that data switching networks might have a structural effect on investments and regional planning. The Commission therefore qualified basic switched data network services for a specific regime, in particular the application of public service specifications in the form of trade regulations relating to conditions of permanence, availability and quality of the service. Most of the member States have not considered it necessary to apply this specific regime to data services. 

Within Europe, four different ways of dealing with the quality of a service, can be identified. Some countries request that the service provider ensure a certain level of service quality; other countries request information on the quality of a service according to certain pre-defined parameters; in some other countries the service provider must provide information on the quality of his service on request, but there are no pre-defined parameters; some countries require nothing at all on this subject. 

The Commission considers that "the requirement for applying specific public service specifications with regard to data services should be reviewed" and that "the termination of the current specific schemes for data services should be considered".(Communication by the Commission to the European Parliament and the Council on the status and implementation of Directive 90/388/EEC). A more precise list of public service requirements is presented in the “Proposal for a European Parliament and Council Directive on a Common Framework for General Authorisations and Individual Licences in the Field of Telecommunications Services”. Within the framework of this work, which aims at proposing a harmonised set of licensing conditions for bearer data services, it is very interesting to know the opinion of the CEPT countries with regard to these “new” requirements as proposed by the Commission in its document. For this reason ETO has asked the NRAs of CEPT countries for their opinion on the following requirements with regard to bearer data services:

-Communication of customer database information necessary for the provision of universal directory information;

-Provision of emergency services;

-Special arrangements for disabled people;



The result of this consultation is that these new requirements are not relevant for bearer data services because they seem to be specifically related only to voice telephony services.





-Competition rules and fair trading



The relevant articles with regard to Community rules on competition are articles 85 and 86 of the Treaty on European Union. Article 85 deals with agreements, decisions and practices that might restrict competition and article 86 deals with abuse of a dominant position by one or more undertakings.



The Commission has also published guidelines on the application of the Community competition rules (art.85 and 86) to the telecommunications sector. These guidelines, published in 1991, are mainly concerned with the dominant position of public operators having activities in both the monopoly and competition sector.





-Data protection/Privacy Protection/Confidentiality



A European Parliament and Council directive on the protection of individuals with regard to the processing of personal data and on the free movement of such data (95/46/EC) was approved in July 1995 and was published on the Official Journal of the European Communities with the date 24 October 1995.



- National law and its impact on the conditions of bearer data services provision



- WAR, DEFENCE AND NATIONAL SECURITY REQUIREMENTS



A majority of countries allow access to the network, to the information or to transmitted messages in some exceptional cases due to war or national security requirements. Service providers have to comply with any request from the Department of Defence or the Department of Justice



- NATIONALITY RESTRICTION



This condition has already been analysed in paragraph 2.2.1 on “Qualification conditions”.



- THE NEED TO HAVE A LOCAL PRESENCE



This condition has already been analysed in the paragraph on “Information requested from the service provider”.



-NATIONAL LAWS ON COMPETITION AND ON CONSUMER PROTECTION



All the countries have laws on the protection of competition in their national legislation, which prevent restraints in competition, unfair competition, etc. and on the protection of consumers which in general also applies to the providers of bearer data services when offered in a competitive market.





-Information for users (including other service providers)



In some countries the service provider is obliged to make public the information on the general supply conditions of the service in order to ensure that the services is provided in transparency conditions. In some countries, breaches of this obligation may lead to the withdrawal of a licence. In one of the Union countries, for the purpose of improving customer information, parameters have been defined by order.

In one of the Union countries the service provider is only obliged to supply users with certain information only on request.



-Access to leased lines



In some countries it is stated, either in telecommunications regulation or in the licence itself, that the service provider has the right to be provided with leased lines by the public operator. In other countries, the telecommunications regulation or the licence of the public operator state that the public operator is obliged to provide leased lines to service providers. 



-Access to numbers



 In some countries it is stated, in the telecommunications regulation, that the service provider authorised to provide a service has the right to obtain numbers.



ETO has asked the NRAs of the CEPT countries for information on numbering related to bearer data services in order to understand whether access to numbers is a right for every provider of bearer data services; how do the Administrations deal with  temporary shortage of numbers; and  whether numbers can be considered a scarce resource which could justify an individual licence regime for bearer data services

The result of this consultation led to the following conclusion. It is general true that access to number is a right for any service provider, but the Administrations have a justified motivation for not allocating numbers in case of temporary scarcity of numbers. This temporary scarcity can be solved by managing the existing numbers or modifying the numbering plan, but cannot justify an individual licensing regime for bearer data services. 



Numbering is a key issue for the provision of services and specific studies in this area are currently being undertaken by ETO for the Commission on behalf of ECTRA. The results of these studies will be presented in separate reports and will deal with the following items:

-user-friendliness

-portability,

-non-discriminatory access.



The three different numbering schemes, where numbers or addresses can be allowed, are: 

-E-164 (ITU standard concerning PSTN numbering)

-X-121 (ITU standard on data transmission only)

-X-400 (address)

Only the first 2 schemes may be used for bearer services. X 400 is for message-handling services, a part of value added services.



- Interconnection		



Interconnection must also be considered as a condition of operating. In this paragraph we take into consideration the work carried out by the ECTRA/APRII Project Team which resulted in an ECTRA document on Interconnection Regulation.



From the ECTRA-APRII document on Interconnection Regulation (art.3):

“Public telecommunications operators should be obliged to meet any reasonable request for interconnection from any other such operator in respect of the provision of public voice telephony and any other telecommunications service designated by the NRA concerned.

An operator is not liable to provide interconnection to the extent that it would restrict his ability to exploit his own operation, for example concerning the network capacity required to provide existing services, The grounds for refusal should be clearly stated.”



A second document which could be taken into consideration is the “Commission Proposal for a European Council and Parliament Directive on Interconnection in Telecommunications”, but since this is only a proposal we will not deal with it in this paragraph which presents the actual situation in the CEPT countries. This document will be dealt with in chapter 3 of this report.



With regard to the present situation in European countries, ETO has addressed the question to the NRAs of CEPT countries in order to ascertain whether or not specific interconnection issues for bearer data services exist which are not covered by the ECTRA/APRII document mentioned above. 

So far ETO has received the following answers:

-1 country does not have any stringent regulation concerning interconnection of bearer data service, but it applies the following rule:

	Any operator or service provider who is allocated resources from the National part of the 	X.121 numbering plan is required to interconnect with at least one other network that uses 	resources from the X.121 numbering plan. 

- 1 country believes that the work done by the ECTRA/APRII project team and the Commission Proposal for a European Council and Parliament Directive on Interconnection in Telecommunications will fully cover interconnection issues with regard to bearer data services.

-In 1 country all authorised bearer data service providers have the right to interconnect their service to the PTO’s bearer data services. If an agreement cannot be reached, the service provider can ask for arbitration and the NRA defines technical and economical conditions of interconnection. Authorised bearer data service providers must make all their possible efforts to interconnect their service with other bearer services and refusals to interconnect must me justified.  







2.3 - Other relevant elements of the licensing procedures





2.3.1 Authorities which grant the licence



The authority in charge of granting licences is in general the ministry in charge of telecommunications. In some cases, the ministry grants the licence through a specific regulatory agency, which exists in almost all the Union countries within the ministry itself. In five of the European countries the regulatory agency is an entity independent from the ministry, but only in three of them it grants licences. 

In the East and Central European countries the ministry in charge of telecommunications grants licences. 



2.3.2 Duration of the licence



In many European countries, licences for bearer data services have an indefinite duration. However, it is possible to find individual or class licences with a limited duration: 10 years, 9 years, 25 years and 30 years. In one of the EU countries all the licences are valid from their date of issue until 30 June 1999. In all East European countries the granting of licences is subject to a fixed duration. The length of time differs from county to country, ranking from a minimum of 2 years duration up to 25 years, 10 years being the most common time-period.



2.3.3 Fees



In some European countries licence fees must be paid for bearer data service. This is the case in certain Western European countries and in all the East European countries. However, in one of the Union countries where bearer data services are subject to an individual licence regime, no fee is required. In some cases, the fee is required only for covering the administrative costs of issuing the licence; in other cases it is a recurrent fee (in general, annual), elsewhere both are required. In some of the East European countries, the recurrent fee is not a fixed amount, but is proportional to the revenues or the profits of the service provider.



2.3.4 Withdrawal of a licence



In general an authorisation to provide a service can be withdrawn in the case of serious and continuous non-respect of certain conditions. These conditions vary from country to country and, as we have seen in paragraph 2.2 can be included in a licence itself or in telecommunications legislation. In general, NRAs give the service provider a certain period of time to make his position clear. If, after this time, the service provider continues to breach the requirements, the authorisation can be withdrawn. Other sanctions, less harsh than the withdrawal procedure, can be imposed, depending on the seriousness of the infringement.



2.3.5 - Appeal procedures.



Each country in Europe has a procedure for appealing against a decision of the body responsible for issuing a licence. In many countries, these procedures allow the service provider to make a first appeal to one body and, if necessary, a second appeal against the decision of this first body. 

In 6 European countries, the first appeal against the decision of the body issuing the licence can be made to the ministry in charge of telecommunications, even if the ministry itself is the one which has made that decision. In 4 other countries, the appeal can be made to the competent administrative courts. At the moment information on the remaining European countries is not available. In the East European countries, the ministry in charge of telecommunications and the courts are also the appeal bodies. In some cases, appeals against a decision of the Ministry are not contemplated.

�



CHAPTER 3



RESULTS ON THE SECOND PHASE OF HARMONISATION





The first step in the establishment of the European internal market for telecommunications services has been achieved through the liberalisation of the telecommunications services in the Union countries. The next step towards the final goal consists of re-viewing the regulations which were in force in the sector before liberalisation took place, not only at the level of national markets, but also at the level of the European internal market. With regard to licensing, the new regulation of the internal telecommunications market has to be the result of a harmonisation process for the procedures and conditions which regulate the individual national telecommunications markets. This harmonisation process is aimed at finding the appropriate procedures and rights and obligations which should apply to service providers.

Harmonisation in the area of bearer data services, which is the purpose of this work, will be studied in this chapter on 2 levels�:



1- Harmonisation of conditions to be respected by service providers 

2- Harmonisation of procedures for telecommunications services. 

Once a harmonised set of conditions is established, it will be necessary to develop licensing procedures which ensure that conditions will be respected by service providers.

A proposal for reducing the number of existing licensing procedures for bearer data services will be presented within the course of this study. 



The first part of our work on the two above-mentioned issues mentioned above, has led us to the conclusion that in order to develop a comprehensive harmonisation process it is necessary to consider another important topic. This is:



3- Other relevant elements of the licensing procedures 



The organisation of this chapter is based on the three items listed above.



Paragraph 3.1 presents proposals for the harmonisation of conditions. The conditions presented in par.2.2 will be analysed in order to determine which are in fact relevant to the proposal for a harmonised set of conditions. The result will be a set of harmonised conditions which represent the maximum level of conditions that can be imposed on a provider of bearer data services. As of yet, these proposals have not been discussed with ECTRA members, but ETO and the PTL members have reached a consensus.



Paragraph 3.2 proposes the harmonisation of procedures on the basis of the harmonised set of conditions identified in paragraph 3.1. 



Paragraph 3.3 endeavours to propose solutions for the harmonisation of some other relevant elements of the licensing procedures (see 2.3) 



In paragraph 3.4 a table summarising the proposals for harmonisation is presented.



3.1 Harmonised conditions



A harmonised set of licensing conditions has to be established which allow for two important concepts.

In order to develop a free competitive environment, authorisations regimes should not impose undue burdens on service providers. The new regulatory framework should therefore be based on a set of conditions which do not encumber the service provider. In addition to this, the development of a free competitive environment involves transparency, i.e. it is necessary to establish a clear set of rules published in advance in a manner which guarantees that all interested parties are aware of them.

 

As explained in the first part of this work, the conditions are a set of pre-conditions that service providers have to fulfil in order to be authorised to provide a service and a set of obligations and rights that they must adhere to while operating the service. 

These conditions have been presented in paragraph 2.2 of this report as Qualification conditions and as Conditions of operating (Rights and Obligations). These conditions will now be studied in this chapter in order to determine which are essential to the proposal for a set of harmonised conditions. 





3.1.1 Qualification conditions



- Nationality restriction and the need for a local presence



This item is presented in the above paragraph 2.2.1.

With regard to bearer data services, as we have already seen, only two countries require such a condition. 

There is no actual reason for imposing or allowing such a restriction for bearer data services. Nationality restrictions prevent, restrict and distort competition and have the effect of limiting the development of domestic industry in the country imposing the restriction. Limited technological innovation affects the quality of the service provided, which is to the detriment of the user. 

Moreover, at present many companies are providing services in countries other than their country of origin and this does not seem to be creating any significant problems. The European telecommunications market is becoming more and more populated by consortia from companies of different nationalities operating world-wide. It could be very difficult to impose a nationality restriction on these market actors. 

Furthermore, this item is related to WTO issues and is not suitable for inclusion in licensing conditions. It is expected that after the 1 January 1998 this restriction will no longer apply to European companies or therefore to CEPT countries’ companies.

Finally, the discussion taking place at the moment at the EU level dealing specifically with the licensing of telecommunications services is clearly a step in the direction towards eliminating any residual nationality restriction. In the “Proposal for a European Parliament and Council Directive on a Common Framework for General Authorisations and Individual Licences in the Field of Telecommunications Services”, there is a reference to the fact that the authorisation regimes should not restrict undertakings, in particular those established in another Member State. The proposed Directive does not stop there; it also expresses the wish to see a balanced and multilateral agreement ensuring effective and comparable access for the Community operators in third countries.

 

In conclusion ETO proposes not to impose any nationality restriction on bearer data service providers. Nationality restriction is a condition that should not be included in the set of harmonised pre-conditions.



With regard to the necessity for a legally registered representative in the country where the service is to be provided, this is in conflict with Community Law. From the rules of the free provision of services it stems that the EU Member States should abolish any restrictions which are liable to prohibit or otherwise impede the activities of a service provider in another Member State where he lawfully provides similar services.



For this reason, ETO proposes that it should not be made necessary for bearer data service providers to have a legally-registered representative in the country where he wishes to provide his service.



- Technical and financial capabilities



This item is presented in the above paragraph 2.2.1. With regard to bearer data services, as we have already seen, only one country imposes such a condition. 

Taking into account the fact that we are dealing with a free competition environment where customers are able to choose what they think is the best offer and the most reliable company on the market, there is no actual reason for imposing or allowing such a restriction for bearer data services. 





- Information requested from the service provider when offering a bearer data service



In par. 2.2.1 we have listed the information that a service provider has to provide to NRAs in the application or declaration form.

We will now analyse this list of information to determine which parts of the list need to be included in the harmonised licensing conditions.



a)SERVICE PROVIDER IDENTIFICATION



As mentioned in par. 2.2.1, the service provider must provide identification, giving his/her name, trading name, address and telephone number. When the service provider is a company, the name of a contact person is also asked for. 

Service provider identification must also include the business registration number, the country of registration and the name of the body where the company is registered (Chamber of Commerce, National Trade or Commercial Register, or equivalent body). 

As this information is fundamental in identifying the service provider, ETO proposes that it be included in the harmonised set of conditions which can be imposed on a provider of bearer data services, as information requested from the service provider.



b) DESCRIPTION OF THE SERVICE 



The applicant has to give a short, but clear description of the purposes of the bearer data service and must state its commercial name.

As this information is essential for identifying the service to be provided by the service provider, ETO proposes that it be included in the harmonised set of conditions which can be imposed on a provider of bearer data services, as information requested from the service provider.





c)TRANSMISSION MEANS



This information is only required by some NRAs, i.e. in countries where the regime differs depending on whether the services are transmitted on the PSTN, leased lines or other systems. As no West European country makes this differentiation for bearer data services, ETO proposes that  this information not be included in the list of information to be given to the NRA as a licensing condition.



d) GEOGRAPHICAL COVERAGE OF THE SERVICE



This information is requested by some NRAs for services which are not planned to be offered throughout an entire country, but only in one or more areas within the country.

ETO proposes that it should not be included in the list of information to be given to the NRA as a licensing condition because there is no use for the NRAs to have this information.



e) TECHNICAL DESCRIPTION OF THE SYSTEM



As mentioned in paragraph 2.2.1, some countries require a general description of the system but do not require any detailed information, while others require specific information on the equipment to be used and on the availability of standards for specific terminals. This information can be considered as extra information regarding the service and is not essential for identifying the service itself. Therefore ETO proposes that it not be included in the list of information to be given to the NRA as a pre-condition.



f) CONDITIONS OF PERMANENCE, AVAILABILITY AND QUALITY OF THE SERVICE. 



Applicants have to indicate the levels of  permanence, availability and quality of their services and must also indicate the measurement methods adopted. 

This information refers to the compliance with trade regulations relating to conditions of permanence, availability and quality of the service. This rule actually refers to consumer protection and not to specific telecommunications regulation. It is once again necessary to conclude that we are dealing with free competitive markets where the consumer is free to select what he considers the best offer on the market in terms of quality, availability and permanence of the service. And in case of fraudulence or deception, he can always register a complain with one of the authorities in charge of consumer protection, who have nothing to do with the telecommunications NRA.

ETO therefore proposes that it not be included in the list of information to be given to the NRA as a licensing condition.



g) TARIFFS AND DELIVERY TERMS OR SUPPLY CONDITIONS.



NRAs request that the applicant indicate where this information can be provided and how the customer can have easy access to this information. 

It is quite clear that the information on tariffs and delivery terms or supply conditions has to be provided to users. Therefore, using the same argument as above in point f), ETO proposes that the obligation to inform the NRAs on where this information will be made available for easy access by customers should not be included in the list of information to be given to the NRA as a licensing condition.



h) MARKET INFORMATION



Some NRAs request that the service provider provide information on the target customer segment or on the estimated turnover of the service in the first three years of its establishment.

Taking into consideration the request of service providers who prefer not to provide anyone with any market information, and considering that that there is actually no reason for NRAs to collect this information which is of no use to them, ETO proposes that this information should not be included in the list of information to be given to the NRA as a licensing condition.





-Conclusion on qualification conditions:





QUALIFICATION CONDITIONS FOR BEARER DATA SERVICES
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Information for NRAs



 Service providers have to provide NRAs with the following information:



1-Service provider identification: name, trading name, address, telephone number; name of a contact person; business registration details



2-Description of the service 

 

 



3.1.2 - Conditions of operating





-Essential requirements



Art.3 of the Services Directive (388/90/EEC) provides that Member States can make the provision of the liberalised services "subject to a licensing or a declaration procedure aimed at compliance with the essential requirements". Essential requirements are defined in Commission Directive 96/19/EC amending Directive 90/388/EEC with regard to the implementation of full competition in telecommunications market, as security of network operations, maintenance of network integrity, and, in justified cases, interoperability of services, data protection, protection of the environment and town and country planning objectives as well as the effective use of the frequency spectrum and the avoidance of harmful interference between radio based telecommunications systems and other, space-based or terrestrial, technical systems.



As it has been seen in chapter 2, in most of the European countries the respect of these essential requirements is considered as a general statements without further specifications. Nevertheless, almost all European countries consider the non-respect of essential requirements as a reason for the public operator for interrupting the service. Therefore, essential requirements should be included in the list of harmonised conditions for bearer data service.

 



-Public service requirements



As explained in par.2.2.2, ETO has asked the NRAs of CEPT countries to give their opinion on the following public service requirements with regard to bearer data services:

	-Communication of customer database information necessary for the provision of 	universal directory information;

	-Provision of emergency services;

	-Special arrangements for disabled people;

 

The result of this consultation is that these new requirements are not relevant for bearer data services because they seem to be specifically related only to voice telephony services, therefore public service requirements should not be included in the list of harmonised conditions for bearer data services.



- Community competition rules and fair trading.



As stated in paragraph 2.2.2, the relevant articles of the Union Treaty are articles 85 and 86 on agreements between undertakings that might restrict competition and on the abuse of a dominant position in the market. These two articles can be considered as general rules to be respected by any undertakings operating within the EU, no matter what their activity sector is.

As this regulation is already dealt with in Community Law and must at any rate be respected, it is not necessary to include it once again in specific regulation for the licensing of bearer data services. ETO therefore proposes that these two articles be considered as general rules which must be respected by any provider of any service operating in the Union and in the EAA and cannot be considered as specific conditions for the provision of bearer data services.  



Even if art. 85 and 86 of the Treaty always remain applicable, they refer to a more general level while what we are trying to do now is to be more specific on some of these items with regard to bearer data services. In addition to the Treaty, the Commission has also published guidelines on how to apply Community competition rules to the telecommunications sector. These guidelines, even if they are not a binding regulation but only a guide or indication of actions, give some useful information on:



-cross subsidiary between activities in the monopoly and competition sector;

-package offer;

-interconnection duties;

-information for users;

-tariffs.



Two of these points must be considered when dealing with conditions of operating a bearer data service, the first is "information for users" and the second "interconnection duties". The three other points are related to the dominant position of public operators and  therefore we should not deal with them in this report because they are specifically regulated in other parts of the Community law. 

Information for users and interconnection will be dealt with at the end of this paragraph.





- Data protection, privacy protection and confidentiality.



Data protection, privacy protection and confidentiality are regulated both at a European and national level.

A European Parliament and Council directive on the protection of individuals with regard to the processing of personal data and on the free movement of such data (95/46/EC) was approved in July 1995 and was published on the Official Journal of the European Communities with the date 24 October 1995. 

Legislation on these issues already exists in a large number of countries but the administrative bodies in charge of applying and controlling these rules are often entities other than the telecommunications NRA. Therefore it seems quite difficult to consider these rules as specific to bearer data services. These conditions have to be respected by all market players dealing with the free circulation of personal data, independent of their sector of activity.



In conclusion, ETO proposes that data protection, privacy protection and confidentiality rules be considered as general conditions, in other words rules which have to be respected by all players, but which cannot be included in the list of specific conditions of operating bearer data services. This general condition on data protection should be imposed on all parties including public operators, service providers and users. 



- War, defence and national security requirements.



In some exceptional cases, due to war, defence and national security requirements, a majority of countries allow access to the network, to information or to transmitted messages. Service providers have to comply with any request from the Defence Department and/or the Court of Justice. This refers also to legal interception issues. Even though this condition needs to be respected by all operators, ETO believes that, due to its importance, it should be included in the list of specific conditions for bearer data service providers.



ETO proposes that specific telecommunications war, defence and national security requirements be considered as a condition of operating for bearer data services.





- National laws on competition and consumer protection



All countries have rules on protection of competition, rules against restraints of competition, rules against unfair competition and also on the protection of consumers. All these rules and laws apply to all players operating in a competitive environment and therefore also apply to the bearer data service provider when operating in a liberalised market. In general, these rules do not specifically refer to telecommunications and the administrative bodies ensuring the respect of these rules are not the telecommunications NRAs. Therefore, ETO proposes that national laws on competition and consumer protection, where there is no specific telecommunications legislation on the subject, be considered as general conditions to be respected by all service providers, but not as a specific condition of operating for bearer data services. 



-Access to leased lines



 From the point of view of the service provider, the provision of leased lines is considered as a right. However, this is not a specific right of bearer data services providers, but it is rather an obligation of the public operator towards all service providers. 

Therefore, ETO proposes that the provision of leased lines be considered as an obligation of the public operator and therefore regulated in telecommunications regulation or in the public operator licence/concession.  



- Numbering



As mentioned in chapter 2, we do not intend to deal with numbering in this report since specific issues on this subject are currently being undertaken by ETO in other work orders for the Commission.



Nevertheless, it is important to state here that numbering is a key issue for bearer data service providers and that access to numbers can be considered as a right, subject to an actual need, of the service provider

As mentioned in chapter 2, ETO has asked CEPT NRAs several questions regarding numbering and bearer data services and the result that the allocation of numbers is in general separated from the licensing of a services leads us to the conclusion that access to numbers should not be included in the harmonised list of licensing conditions of operating bearer data services. 



- Information for users (including other service providers)	 



The information requested by NRAs to service providers (analysed in paragraph 2.2.1) is more or less the same information that has to be given to users by service providers in some countries. Therefore, the list presented in the above paragraph 2.2.1 as "information requested from the service provider" has also been studied in order to propose a harmonised list of information that service providers must give to clients, users and other service providers.



Concerning the manner in which information should be provided to users, the best solution is to demand that service providers provide updated information to users at their request and in a way which is easily accessible and intelligible.



If the information provided is not sufficient or is incorrect, the user may suffer due to this negligence. In this case he/she can complain to any body or agency in charge of consumer protection or to the courts.



In conclusion, ETO proposes that the provision of information to users at their request be considered as a condition of operating the service. 





Conclusion on conditions of operating:





CONDITION OF OPERATING BEARER DATA SERVICES



Service providers have to respect the following conditions:



1-Essential Requirements 

 

2-War, defence and national security requirements.



3-Make available to users, at their request and in a way which is easily accessible and intelligible, all information necessary for them to choose the option which corresponds to their needs

The list of information to be made available to users is given below:
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Information for users



Service providers have to provide users with the following information:



1-Service provider’s contact point: name, trading name, address, telephone number 



2-Description of the service



3-Geographical coverage of the service



4-Levels of permanence, availability and quality of the service 



5-Availability of standards for specific terminals which can be used in the system



6- Tariffs, delivery terms, supply conditions





- Interconnection  



Interconnection is presented in paragraph 2.2.2 of this report. 

As stated in that paragraph, with regard to the present situation in European countries, ETO has addressed several questions to the NRAs of CEPT countries in order to find out if specific interconnection issues exist with regard to bearer data services which are not covered by the ECTRA/APRII document on Interconnection Regulation or by any other work on the subject.  Concerning this, as this chapter deals with future proposals for harmonised regulation, it is worth to recall that the European Commission has prepared a “Commission Proposal for a European Council and Parliament Directive on Interconnection in Telecommunications” which, when approved, will regulate the matter at the Community level. The CEPT countries were asked to take into consideration also this document when answering to the ETO consultation on the interconnection matters.



From the proposed Directive on Interconnection in Telecommunications (art.4):

“Organisation authorised to provide public telecommunications networks and/or public telecommunications services as identified in Annex I shall have a right and, when requested 

by organisations in that category, an obligation to negotiate interconnection with each other for the purpose of providing the services in question, in order to ensure the provision of these networks and services throughout the European Union. On a case by case basis, the national regulatory authority may agree to limit this obligation on the grounds that there are technically and commercially viable alternatives to the interconnection requested, and that the requested interconnection is inappropriate in relation to the resources available to meet the request. Any such limitation imposed by a national regulatory authority shall be fully reasoned and made public in accordance with the procedure in Article 14(2).

 

Organisations authorised to provide public telecommunications networks and public telecommunications services identified in Annex I which have significant market power shall meet all reasonable requests for interconnection, including requests from services providers for connection to the network at points other than the network termination points offered to the majority of end-users (‘special network access’).”



Since the result of the consultation is that there are no specific interconnection issues with regard to bearer data services, ETO proposes that interconnection rights and obligations should not be included in the harmonised list of specific conditions of operating for bearer data services because the issue is fully regulated in the two above mentioned documents.





Conclusions 



A bearer data services provider has to respect the following specific qualification conditions:



-He must provide the NRA with the following information:

		Service provider identification

		Description of the service 

		 

A bearer data services provider has to respect the following specific conditions of operating:



-Essential requirements 

-Telecommunications-specific war, defence and national security requirements



-To provide the following information to users at their request:

		Service provider contact point

		Designation of the service

		Geographical coverage of the service

		Parameters used to define permanence, availability and quality of the service 

		Availability of standards for specific terminals which can be used				Tariffs, delivery terms, supply conditions



3.2  A proposal for harmonised procedures



The list of harmonised licensing conditions for bearer data services established in the above paragraph now leads us to the choice of a licensing procedure which ensures that the above conditions will be respected by service providers without imposing on them any undue burden.

 

The definitions of licensing procedures given in chapter 2, reflect the existing situation in Europe. All of the four procedures mentioned in that chapter can be in force at the same time in a single country, each referring to different kinds of services. 

At present ECTRA members have not yet reached any agreement on a harmonised regulation based on a single common procedure.

However, with regard to Bearer Data Services ETO foresees a possibility of reducing the number of applicable licensing procedures from the four identified above to only two. 



Having classified licensing procedures on the basis of the following parameters:



1- Licensing conditions to be respected by the service provider

2- Action to be taken by the potential service provider in order to obtain permission to provide a service

3- Legal form which regulates the authorisation

4- Tasks and powers of the National Regulatory Authorities (NRAs) ,



ETO proposes that bearer data services be subject to the two procedures described below:







1- General authorisation: a regime where the service provider need not take any action and need not await any decision from the NRA before opening the service.

The legal form which regulates this authorisation consists of a set of conditions (rights and obligations) which can be found in general law, telecommunications regulation, in a single document like a class licence order; or in all three. Breaches of these conditions may lead the NRA to impose sanctions or to withdraw the permission to provide the service.







2- Registration: a regime which requires that the service provider make a declaration to the NRA of his/her intention to provide the service. In this declaration, the applicant has to supply the NRA with a list of information clearly stated and published in advance. The service provider can start to provide the service 2 weeks after the declaration. The legal form which regulates this authorisation consists of conditions (rights and obligations) set in general law and telecommunications regulation. Breaches of these conditions may lead the NRA to impose sanctions or withdraw the permission to provide the service.









The above General authorisation is based on the idea that in order for free competition to develop, service providers should be free from any unnecessary restrictions imposed on them by authorisation regimes. The General authorisation proposed by ETO, in which the service provider is not required to take any action and the NRA cannot exercise any “a priori” control over the service provider, seems to be the most adequate procedure. 



With regard to Individual Licence, as defined in chapter 2, there are no strong arguments to justify the use of this procedure, which actually imposes a regime of “a priori” control which is probably not necessary for bearer data services. Moreover, conditions for bearer data services identified in paragraph 3.1 are so “light” as not to need verification by NRAs. For this reason ETO proposes to avoid the use of Individual Licence regimes in a competitive environment .

Finally, Registration can be maintained as a regime for bearer data services in order to give NRAs and users some clear information on services and services providers. As mentioned in chapter 2, in many countries the Registration procedure has to be carried out by the applicant before being allowed to open the service. However, the fact that the NRA has to give an answer, be it a tacit consent or a negative answer, can create some confusion with the individual licensing regime. For this reason, the registration procedure where it is not possible for the NRA to raise an objection, seems to be preferable. In this way it is also possible to take into account the demand of service providers for a more automatic procedure. 

This regime could apply to countries which are still in a transitional period and moving towards a complete competition. As already stated, in a completely competitive environment the General authorisation is probably the most adequate regime, but where a completely competitive environment does not exist yet, the Registration procedure represents a form of light “a priori control” which can give more guarantees to new entrants in markets where the public operators still have a strong dominant position. 





3.3 Other relevant elements of licensing procedures



In this paragraph, the other relevant elements of the licensing procedures presented in par.2.3 are analysed in order to determine which of them should be considered for the harmonisation process.





3.3.1 Body in charge of granting the licence



In most of the European countries the body in charge of granting the licence (NRA) is the ministry in charge of telecommunications, either directly or through a special regulatory agency, which now formally exist in almost all the Member States and which will also soon be created in other ECTRA countries. In some other countries, this regulatory agency is an entity independent of the ministry and is the body in charge of granting the licences.

It is probably not necessary to obtain a complete harmonisation of the bodies in charge of granting licences. Each country can decide to give this power either to an agency or to the ministry, as long as the body granting the licence is maintained separate from the operation of the National Telecommunications Organisation in order to ensure equitable treatment of the various market players.



3.3.2 Duration of the licence



As explained in par. 2.3.2, the duration of licences for bearer data services is indefinite in some of the European  countries and has a fixed duration, which varies from country to country, in other Western European countries and in Eastern Europe.

ETO proposes that the licence for bearer data services should be without fixed or specific duration.



3.3.3 Fees



In some countries the provision of bearer data services is subject to the payment of licence fees (par. 2.3.3) which in general are used to cover administrative costs related to the authorisation.

ETO proposes that the provision of bearer data service should be possibly free of charge, but each country be free to impose very low fees to service providers which have to be proportional to the costs of the NRAs for monitoring and checking the provision of bearer data services. These costs should be made public in order to justify the amount of fees.





3.3.4 Withdrawal of the licence



In general a licence can be withdrawn in the case of serious and continuos non-respect of the licensing conditions, which differ from country to country (par.2.3.4).

Taking into consideration the harmonised regimes proposed by ETO, where licences are no longer granted by NRAs, it is probably more correct to say “withdrawal of the permission to provide the service” rather than “withdrawal of a licence”.



In principle, the breaching of any of the licensing conditions can lead to the withdrawal of the permission to provide the service, but it must be a possible to impose intermediate sanctions before taking the definitive measure of withdrawing of the permission to provide the service

ETO proposes the following: NRAs can impose sanctions up to the withdrawal of the permission to provide the service to service providers not respecting the licensing conditions of bearer data services. In general, the NRA gives the service provider a certain period of time to make his/her position clear. 

Depending on the seriousness of the infringement, sanctions should consist, for example, of payment of fines, imprisonment, temporary suspension of the authorisation benefit, suspension of the access to leased lines, confiscation of the equipment.  

In the case of serious and continuous non-respect of the licensing conditions, refusal to make the position clear or non-respect of the above-mentioned sanctions, the withdrawal of the permission to provide the service can be imposed.

			 



3.3.5 Appeal procedures



Each European country has a procedure for appealing against a decision of the NRA (2.3.5), 

Since a complete harmonisation of the bodies responsible for issuing the licences was deemed unnecessary, it is probably also unnecessary to harmonise appeal procedures. 

However, ETO proposes that the service provider have the right to appeal against a decision made by the NRA.





CONDITION OF OPERATING BEARER DATA SERVICES

SERVICE PROVIDER’S RIGHT





Appeal procedure



Bearer Data Service providers have the right to appeal against a decision made by the NRA, which is limited to the possibility of the NRA to impose sanctions.













3.4 Conclusion: summarising table







( �symbol 108 \f "Wingdings" \s 11��MAXIMUM LEVEL OF LICENSING CONDITIONS FOR BEARER DATA SERVICE









A bearer data services provider has to adhere to the following ����Qualification conditions:����-To provide the NRA with the following information:��		Service provider identification��		Description of the service ��	 ��Conditions of operating:����-To respect essential requirements ���-To respect telecommunications-specific war, defence and national security requirements����-To provide the following information to users at their request:��		Service provider contact point��		Description of the service��		Geographical coverage of the service��		Levels of permanence, availability and quality of the service ��		Availability of standards for specific terminals which can be used				Tariffs, delivery terms, supply conditions����-The right to appeal against a decision of the NRA, within the limitation of the NRA to impose sanctions��
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CHAPTER 4





RESULTS OF CONSULTATION







-4.1 Consultation on chapters 1 and 2 of the report



Chapters 1 and 2 of this report have been sent to the European associations EIIA, ECTUA and ETNO. 



ETO asked the 3 European associations, EIIA, ETNO and ECTUA for their comments, requests and/or position on the issues presented in these 2 chapters. A list of 4 questions was attached:



1-Definitions.

Give us your general comments and/or description of such services that are difficult to put into a defined category or that seem to have been ignored.



2-Regimes.

Indicate your first preference and also your arguments in favour of or against the four regimes described in the document.



3-Information required.

Indicate the information that you would like applicants to have to provide in order to obtain a licence or to be registered.



4-Numbering.

Do you have any specific requirements regarding this issue?



Responses were expected in April 1995 in order to complete chapter 4 with the results of this consultation.

These associations were also asked to contact ETO in order to define a way of organising consultations with their members.



The European Associations requested more time to prepare their responses. Only EIIA sent ETO its comments which are presented in the following paragraph



4.2 - Comments on chapters 1 and 2 of this report,  from EIIA



The comments received from the EIIA were as follows:



- General comment:

In one specific country, a market share of 5% is needed for a service provider to obtain a licence. Nevertheless, many service providers whose market share is less than 5% would like to obtain licences so that they can obtain official recognition and benefit from special rights such as interconnection.



- On definitions:

EIIA agrees with the proposed definition of bearer data services and sees no reason to add sub-categories.



- On licensing regimes:

EIIA's preference is for the Registration procedure because under this regime, it is necessary to provide NRAs with information on the service itself. This information is necessary for compiling directories and for making controls.

Nevertheless, the EIIA would like service providers to be registered shortly after the opening of their service in order to make it clear that registration is not a prerequisite condition.



- On information from service providers:

The EIIA favours licensing regimes where the applicant has to provide the NRA with a complete list of information on the service provided, including the quality of the service, a detailed description of the service and in some cases, information on tariffs and conditions. The EIIA is against the provision of commercial information, e.g. declaration of service provider’s market share.



- Other

The EIIA believes that for data protection and advertising strict regulations rather than mere guidelines are required.





4.3 - Comments on the second interim report from ETNO



A copy of the Second Interim Report, already containing ETO’s proposals for harmonisation,  was sent to European associations in January 1996 for comments and guidance on how to finalise the work. ETO expected to receive comments by the end of February 1996, so that the draft final report could be prepared.

Only ETNO sent the comments reported hereafter.



The Report has been discussed by ETNO’s ONP Working Group. Unfortunately, there has been no time to circulate the group’s conclusions to the all ETNO members for their approval, and therefore the following comments do not represent a formal ETNO position. Nevertheless, they give a clear indication of the viewpoint of public network operators.



The main points to emerge from the discussion of the report by ETNO’s ONP Working Group are as follows:

-The Report provides a valuable overview of the subject. The proposed structure (“Qualification” and “Operating Conditions”) and definitions are endorsed. Although it has not been possible for the ONP Working Group to check all the information contained in detail, the Report’s main findings and analysis concerning the current regulatory situation in CEPT countries are also acknowledged.

-The Report accurately reflects the widely-held view of sector actors (supported by concrete experience in several countries) that data services do not need to be subject to any kind of individual licence  or to any a priori authorisation procedure.

-Regarding the Report’s proposals for a future authorisation regime, it should be possible to operate with only one procedure based on “General Authorisation” as described in section 3.2. Within this procedure it might be an option for NRAs to ask for a notification including service provider information (cf “Registration” procedure described in section 3.2), but this notification should not have any delaying effect. In all cases, it should be possible for the NRA to demand withdrawal of the service offering only if the service provider in question breaches the “conditions of operating”: i.e., does not respect the Essential Requirements, or breaches other conditions in telecommunications regulation.





�

CHAPTER 5



CONCLUSIONS





This chapter presents the conclusions of the study carried out by ETO on behalf of ECTRA for the European Commission. The aim of the study was to propose harmonised licensing conditions and procedures for bearer data services in European countries. 



The conclusions reached are in line with the Commission Proposal for a European Parliament and Council Directive on a Common Framework for General Authorisations and Individual Licences in the field of Telecommunications Services.



The harmonised licensing regime (conditions and procedures) for bearer data services proposed in this report has been approved by the ECTRA-plenary which has agreed to the report being sent to the Commission. There might be some differences among ECTRA countries in implementing the proposals in national regulations. Some ECTRA members’comments can be found in Annex 1 to this report.



The proposals have received the consensus of the European Union countries and have been considered as a guidance towards a future goal for the other CEPT/ECTRA countries which are not members of the Union. Nevertheless, some of the non-Union countries, -mainly Central and East European- despite having accepted the ETO’s proposals, will maintain an individual licence regime for bearer data services for a numbers of years to come. In consequence, service providers in these countries will have to respect conditions which may involve heavy burdens. 







Proposal 1: Definition of Bearer Data Services



The commercial provision of a simple data transport service, meaning a service including either the transmission, or the transmission and routing, of signals between network termination points without this data being subject to any processing other than that required to ensure their transmission, their routing and the control of these functions.

Therefore bearer data services include:

- Packet- and circuit- switched data services: The commercial provision for the public of direct transport of data between PSTN termination points enabling 	any user to use equipment connected to such networks’ termination points in order to communicate with another termination point;

- Simple resale of capacity: The commercial provision on leased lines of data transmission as a separate service including only switching, processing, data storage or protocol conversion as is necessary for the transmission in real-time 	to and from PSTN.





Proposal 2: Definition of licensing procedures



a)Free Regime. 



Under this regime, the potential service provider need not take any action. The legal form which regulates the authorisation is general law, for example, on data protection and competition rules, or telecommunications legislation. 



b)Class Licence



Under this regime, the potential service provider need not take any action. The legal form which regulates the authorisation is called a Class Licence and it is issued on the basis of telecommunications legislation. All persons belonging to a pre-defined class are subject to certain conditions set out in the Class Licence itself. Breaches of these conditions may lead to revocation. General law remains applicable. The service provider need not await a formal decision from the NRA before opening the service and does not receive any authorisation document. Nevertheless, checks may be carried out a posteriori.  



c) Registration and other similar regimes



This procedure requires that the potential service provider make a declaration to the NRA of his/her intention to offer the service. In this declaration the applicant has to give the NRA a list of required information. The legal form which regulates registration is telecommunications legislation. General law remains applicable. In general the service can be opened a short period of time after the declaration if no answer is given by the NRA, unless the NRA decides otherwise before the deadline. In some countries the procedure is slightly different; the service provider can start to operate the service immediately after the declaration and the NRA cannot disapprove. 



d) Individual licence



This procedure requires that the potential service provider send an individual application to the NRA, asking for an individual authorisation to provide the service. In this application form, the applicant has to give the NRA a list of required information. This regime is regulated by general law, telecommunications law and a document called Individual Licence which allows an individual service provider to provide the service. 

NRAs issue the individual licence and have the power both to reject the demand and to withdraw the individual licence if the service provider does not respect certain conditions.

If the demand is rejected, the NRA has to justify its position with regard to its national legislation.





Proposal 3: Typology of conditions



The licensing regimes identified are based on two kinds of conditions which have to be respected by service providers:



1) Qualification conditions: Conditions to be respected by the service provider in order to be authorised to provide the service.

These conditions has been divided into:

	a) Service provider’s qualifications

	b) Information requested from the service provider



2)Condition of operating: Conditions/rules to comply with while operating the authorised service.

These conditions are a set of Obligations and Rights. Some of these conditions have to be respected by providers of all types of services, while others create a framework applicable to the operation of a specific service.



Proposal 4: Maximum level of licensing conditions for bearer data services



A bearer data services provider has to adhere to the following: - 



a)Qualification conditions:

	-To provide the NRA with the following information:

		Service provider identification

		Description of the service 

	 

b)Conditions of operating:

	-To respect essential requirements 

	-To respect telecommunications-specific war, defence and national security 	requirements

	-To provide the following information to users at their request:

		Service provider contact point

		Description of the service

		Geographical coverage of the service

		Levels of permanence, availability and quality of the service 

		Availability of standards for specific terminals which can be used			Tariffs, delivery terms, supply conditions



c)The right to appeal against a decision of the NRA, within the limitation of the NRA to impose sanctions





Proposal 5: Harmonised licensing procedures for bearer data services



1- General authorisation: a regime where the service provider need not take any action and need not await any decision from the NRA before opening the service.

The legal form which regulates this authorisation consists of a set of conditions (rights and obligations) which can be found in general law, telecommunications regulation, in a single document like a class licence order or in all three. Breaches of these conditions may lead the NRA to impose sanctions or to withdraw the permission to provide the service.



2- Registration: a regime which requires that the service provider make a declaration to the NRA of his/her intention to provide the service. In this declaration, the applicant has to supply the NRA with a list of information clearly stated and published in advance. The service provider can start to provide the service 2 weeks after the declaration. The legal form which regulates this authorisation consists of conditions (rights and obligations) set in general law and telecommunications regulation. Breaches of these conditions may lead the NRA to impose sanctions or withdraw the permission to provide the service.



��ANNEX 1



COMMENTS FROM ECTRA MEMBERS





Some ECTRA members have requested the following comments to be included in annex to this report :-



Belgium, on ETO’s proposal for harmonised conditions, page 25 of this report, 

-Information requested from the service provider when offering a bearer data service:



“The description of the service, provided to the NRA, could include technical specifications, which make the use of the service possible. Indeed, in a competitive market, all terminal manufacturers should have equal access to interface specifications and service providers should therefore have exploitation documents, which the NRA can make public”. 

(Source: BIPT -Belgian Institute for Postal and Telecommunications services).



Denmark:



“We can inform ETO that ETO’s report on bearer data services is coherent with the existing Danish regulatory system within telecommunications as far as bearer data services are concerned.



However, on 16 April 1996 the Minister of Research has put forward bills to amend the existing telecommunications regulation in Denmark. According to the bills all telecommunications services will be liberalised on 1 July 1996. The Executive Orders which have to carry out this liberalisation have not yet been drawn up. It is possible that the future telecommunications regulation in Denmark will contain specific regulation on competition (certain rules on accounting) and consumer protection. It can therefore not be excluded that Denmark might impose conditions - also for providers of bearer data services - on competition and consumer protection in excess of the maximum level of licensing conditions, which are contained in the conclusion of the report.

Therefore, we would like to draw ETO’s attention to the fact that if this happens, the Danish telecommunications regulation on bearer data services will not be coherent with ETO’s report on bearer data services.”

(Source: National Telecom Agency, Denmark)





France, on ETO’s proposal for harmonised procedures, registration, page 33:



“Even if France does not intend to impose a registration procedure for bearer data services in the new draft law, the delay of 2 weeks after which the applicant may provide his service is too short and should be extended to 2 months. Moreover, contrary to what ETO implies in its definition of the registration procedure, the NRA can always consider that the service described is not in the right category and may impose another licence”.

(Source: DGPT -Direction Générale des Postes et Télécommunications)



Portugal:



“Concerning that this report is to be sent to the Commission, we would like to state a general reserve about its content.

Effectively the substance of the report is touching a very sensitive area, which is at the moment in discussion at the Council level, where it is supposed to be decided at the political level the juridical regimes of the Member States.

Nevertheless we propose/comment the following:



on page 15: We would like to add another alinea with the content of our legislation concerning  foreign capital restrictions on ownership:

The Decree-Law n.346/90 of 3 November says at its article 6 (the limits to the settlement of share capital(:

1-Direct or indirect participation of a public telecommunications operator in the share capital of another complementary telecommunications licensed for the provision of the same complementary telecommunications service shall be limited to 10%.

2-The limitations foreseen in the article 19 of Law n.88/89 of September are applicable.



The article 19 of the above mentioned law says (foreign capital( - the direct or indirect participation of foreign individuals or collective bodies in the share capital of public service telecommunications operators as well as of complementary telecommunications operators may not exceed 25%.



on page 24,  3.1.1- Nationality restrictions and need for a local presence:



At this moment it is very difficult to accept the content of this point. 

In Portugal we do not have a nationality restriction; what is required in our legislation Decree-Law n.346/90 of 3 November is the establishment in Portugal, as says the article n.5, 1.a) (to be legally incorporated and registered on the National Register of Corporate Bodies....(.

It must be also reminded that about establishment there is a need to comply with Commercial Law.

We also emphasise that as we have been informing before it is not clear that the need for establishment for providing a service in Portugal is contrary to the Community Law; this is a subject that must be treated at the EU level.

And concerning the fact that the subject is in discussion at WTO/NGBT/GATT means that many countries are still dealing at the political level.



on page 26,   e)Technical description of the system



The conclusion at this point seems to be exaggerate. The referred information is important for the fiscalisation.



on page 33,  -3.2 A proposal for harmonised procedures



We find this description confusing, and not acceptable, as it goes too far and goes against the Licences Directive which always refers the possibility of a registration associated to the general authorisation.

We would like to add that the text must be aligned with the proposed Directive.



on page 34,  -3.3.3 Fees



Concerning this point it is our view that it should be clear that fees cover the issue, management, enforcement and control of authorisations.”

(Source: ICP -Istituto das Comuni(acoes de Portugal)



Republic of Slovenia, on ETO’s proposal for harmonised procedures, page 32-33:



“Regarding bearer data services there will probably be certain differences, in next few years, between what has been proposed by ETO and what is proposed by the new Slovenian law on telecommunications (now in the final third reading in the parliament).

ETO proposes that member states should avoid individual licensing regimes and should adopt a general authorisation regime or only a registration. But sorry, for the time being , in Slovenia, we will keep the individual licensing. This means that every service provider will have to conform with the conditions, prescribed by the Minister (the applicant must be registered for the provision of services in question and should not have any cancellation of such a licence in the past; he should also have a transparent tariff policy, should offer fixed delivery and maintenance terms and relevant technical data on terminal equipment to be used).

There will also be next statements necessary:

	-reasons for the eventual cancellation of the licence

	-quality and accessibility of telecommunications services

	-the way of keeping the records of services

	-other important matters, necessary for carrying out telecommunications services, for 	which the licence had been granted.

We hope that the above mentioned procedures will change towards general authorisation approach before the year 2000.” 

(Source: Republic of Slovenia, Ministry of Transport and Communications)

��ANNEX 2



WORK ORDER SIGNED BY ETO WITH THE EUROPEAN COMMISSION









1. Subject:	Fixed packet- or circuit-switched data services

		for the public 



2. Purpose



To define harmonised conditions for the authorisation of fixed packet- or circuit-switched data services for the public required for the creation of an internal market for such services, where appropriate involving mutual recognition of national authorisations.



3. Justification



Different national conditions for the authorisation of such telecommunications services are creating a barrier to the creation of an internal market for these services. In order to overcome this barrier, the proposed Directive on the mutual recognition of licences and other national authorisations for telecommunications services provides for the harmonisation of conditions for authorisation and a procedure to determine categories of services for which such prior harmonisation is not necessary.



A set of harmonised conditions have to be agreed and available by the time of the expiration of the transposition period for this directive, as finally agreed by the European Parliament and Council.





4. Work requirement



(1) to identify, if necessary, different services and/or service elements within the category of services covered by the subject of this work order that have to be distinguished with regard to authorisations.



(2) to propose harmonised licensing conditions as well as harmonised procedures for these services or service elements.



(3) to identify areas where harmonisation cannot be achieved in the immediate future or where such harmonisation is not necessary for the creation of the internal market.		



5. Execution



The final report on this task will be made available to the Commission, at the latest six months before the transposition of the proposed Directive on the mutual recognition of licences and other national authorisations for telecommunications services is due.



6. Deliverables



Two interim reports and one final report shall be delivered.



The first interim report shall be delivered during the course of the work, containing the identification of the relevant service categories and a workplan for the remainder of the work.



The second interim report shall contain the draft findings and proposals as they will be submitted to CEPT/ECTRA for approval.



The final report shall contain the findings and proposals, as approved by CEPT/ECTRA and will include any comments individual CEPT/ECTRA members have on the implementation in their respective national regimes.



All reports shall be made available in draft form one month before a liaison meeting discusses the results and approval can be given for their release.



The Commission shall receive three copies of the interim reports, while the approved final report shall be made available in 15 bound copies, one unbound copy and one copy on floppy disk in Word for Windows V2.0 format. Graphics shall be made available on separate hard copies.



7. Manpower



It is expected that this task can be accomplished in 7 man/months of effort at expert level including subcontracting.



8. Subcontracting



Subcontracts may be given to external experts for the execution of parts of this contract, representing 1 man/months.





�ANNEX 3



List of allocated DNICs in CEPT countries�





The table in this annex presents the list of DNIC's for data services allocated in CEPT countries plus other allocated Zone 2 DNIC’s. It also shows that 2 countries allocate more than 10 DNIC's. In general, a large number of countries allocate 5 or 6 DNIC's for different categories of access (X21, X25, X28, X32) or network (packet or Circuit switched) or service (international, telex).



This table presents a list of the DNIC's allocated by ITU. This list has been completed with authorised service providers who do not have DNIC's. 



Some service providers can also use the DNIC allocated by one country to provide services in all the other European countries where the service is authorised. This is the case for large service providers like Transpac or Unisource.



The turnover of Transpac in 1993, the largest provider of bearer data services in 16 European countries, was about FFr 5 billion. (ECU 700 million). 



� INCLUDETEXT U:\\INFO\\DCC-DNIC\\DNIC2.DOC �

Country�Operator�DNIC��Armenia�ArmPac�283 0��Austria�DATEX-L300 (circuit switched network)

DATEX-P (packet switched service)

Teletex

Datex-L2400

Datex-L4800

Datex-L9600

RADAUS�232 1

232 2

232 3

232 4

232 5

232 6

232 9��Belgium�DCS (packet switched service introduced in 1982)

DCS.FAX (group IV)

DCS via telex

DCS via PSTN�206 2

206 3

206 8

206 9��Bulgaria�BULPAC

SBTCNET�284 1

284 3��Cyprus�Cytapac-direct access

Cytapac-telex

Cytapac-X28�280 2

280 8

280 9��Czech Republic�EUROTEL

NCADE (packet switched data network)�230 1

230 9��Denmark�Datex (circuit switched network)

Datapak (packet switched network)

Datapak (packet switched network)

Transpac

Sonofon GSM�238 1

238 2

238 3

238 4

238 5��Feroe Islands�Faroepac�288 1��Finland�Datex (circuit switched network)

Datapak  (packet switched network)

Finpac (packet switched network)

Telivo Ltd�244 1

244 2

244 3

244 4��France�Transpac

international transit node

public services

CIRP

Air France

Interconnection Transpact/PSTN�208 0

208 1

208 2

208 3

208 4

208 9��Germany�Deutsche Telekom AG, ISDN/X.25

Datex-L (circuit switched network), 

Datex-P (packet switched network), 

Satellite services

CoNteP

EPS

DETECON

SCN

INFO AG NWS

ALCANET

IDNS

INAS-net

EuroDATA

Meganet

SNSPac

MMONET

BB-DATA-NET

West LB X.25 Net

PSN/FSINFOSYSBW

PAKNET DB

TNET

DRENET�262 1

262 2

262 4

262 5

263 1

263 6

264 0

264 1

264 2

264 3

264 4

264 5

264 6

264 7

264 8

264 9

265 0

265 1

265 2

265 3

265 4

265 8��Greece�Packet Switched Public Data Network (HELLAPAC)�202 3��Hungary�Circuit Switched Data Service

Packet Switched Data Service

Packet Switched Private Data Networks (shared)

Packet Switched Public Data networks (shared)�216 0

216 1

216 5

216 6��Iceland�Ispac/Icepak�274 0��Ireland�International Packet Switched  Service

EURONET

EIRPAC (packet switched data network)

PostGEM Packet Switched Data Network�272 1

272 3

272 4

272 8��Italy�Rete Telex-Datai

ITAPAC (SIP / national)

Rete Fonla-Dati (Sip / national)

ITAPAC X.32

ITAPAC - international�222 1

222 2

222 4

222 6

222 7��Luxembourg�RAPNET (Regional ATS Packet Switched Network)

LUXPAC

LUXPAC (X.28 X.32)�270 3

270 4

270 9��Malta�Maltapac�278 2��The Netherlands�Datanet 1 international

Datanet 1 X.25

Europanet

Unisource/Unidata

Unisource/VPNS

Datanet 1 X.28, X.32 access

RAM Mobile Data (Netherlands) BV (shared)

France Telecom Network Services Nederland BV (shared)

Rabofacet BV

Trionet v.o.f. (shared)�204 0

204 1

204 3

204 4

204 6

204 9

205 1

205 3

205 5

205 7��Norway�DATEX

DATAPAK

FDPAK�242 1

242 2

243 1��Poland�POLPAK

NASK

TELBANK

PKONET

KOLPAK

CUPAK�260 1

260 2

260 3

260 5

260 6

260 7��Portugal�TELEPAC

COMNEXO

CPRM-Marconi

SIBS�268 0

268 1

268 2

268 4��Romania�ROMPAC�226 0��Russia�ROSPACK

SPRINT Networks

IASNET

MMTEL

INFOTEL

ROSNET

ISTOK-K

TRANSINFORM

LENFINCOM

SOVAMNET

EDITRANS

TECOS

PTTNET�250 0

250 1

250 2

250 3

250 4

250 6

250 7

250 8

250 9

251 0

251 1

251 2

251 3��San Marino�X-Net SMR�292 2��Spain�International node

Red IBERPC

France Telecom Redes y Servicios

MegaRed�214 1

214 5

214 7

214 9��Sweden�ISDN

DATEX

DATAPAK

Telenordia AB

Flex 25

Private X25 Networks (shared DNIC)

TRANSPAC Scandinavia AB�240 0

240 1

240 3

240 5

240 6

240 7

240 8��Switzerland�TRANSPAC CH

Telepac 

Telepac (private access)

DataRail�228 2

228 4

228 5

228 6��Turkey�TELETEX

DATEX L

TURPAK

TURPAK�286 0

286 1

286 3

286 4��United Kingdom�IPSS (International Packet Switching Service)

PSS (Packet Switched Service)

British Telecom

Barclays Network Services

Mercury Data Services

Mercury Communications Ltd.

Kingston Communications (Hull) PLC

Paknet Ltd., Newbury

Nomura Computer Systems Europe Ltd (NCC E)

JAIS  Europe Ltd

FEDEX UK

AT&T Istel

TRANSPAC Network Services (TNS)�234 1

234 2

234 4

234 9

235 0

235 1

235 2

235 3

235 4

235 5

235 7

236 0

237 0��Vatican City�Packet Switching Data Network�225 0��

��

�	The others are the ERC, the European Radiocommunications Committee and the CERP, the Comité Européen des Régulateurs Postaux.



�	Countries who signed the MOU and the arrangement on the One-Stop-Shopping : Belgium, Denmark, Finland, France, Germany, Hungary, Ireland, Italy, Luxembourg, Norway, The Netherlands, Spain, Sweden, Switzerland and The United Kingdom



�	Countries who only signed the MOU on the establishment of ETO: Austria, Bulgaria, Croatia, Cyprus, Czech Republic, Greece, Portugal, Slovak Republic,.



�For the purpose of this study, countries are divided into two categories:



-CEPT COUNTRIES PARTICIPATING IN OSS: Belgium, Denmark, Finland, France, Germany, Hungary, Ireland, Italy, Luxembourg, The Netherlands, Norway, Spain,  Sweden, Switzerland and The United Kingdom.



-OTHER CEPT COUNTRIES: Albania, Austria, Bosnia, Bulgaria, Croatia, Cyprus, Czech republic, Estonia, Greece, Iceland,  Latvia, Liechtenstein, Lithuania, Malta, Moldova, Monaco, Poland, Portugal, Romania, Russian federation, San Marino, Slovak republic, Slovenia, The former Yugoslav Republic of Macedonia, Turkey, Ukraine, Vatican City.



�French definition.



�Service directive 90/388/CEE

�A specific arrangement exists with Liechtenstein.

�A specific arrangement exists with Monaco.

�A specific arrangement exists with San Marino and the Vatican-city.

�A harmonised definition of Bearer Data Services has been proposed in Chapter 4: " The commercial provision of a simple data transport service, meaning a service including either the transmission, or the transmission and routing, of signals between network termination points without this data being 

subject to any processing other than that required to ensure their transmission, their routing and the control of these functions".

� ITU Operational Bulletin No. 589 - 1.II.1995
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