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Unmanned Aircraft Systems (UAS) technology has gone through massive development in recent years, and the market for civil UAS shows exponential growth, similar to all other significant new technologies. There are a number of challenges in fully realising the potential for growth that UAS bring with them. One of these challenges is meeting the spectrum requirements for UAS. Frequencies are used for command and control[footnoteRef:2] and identification as well as for payload transmissions (e.g. onboard cameras sending information to the ground). [2:  Command and control for the purposes of this Report includes, where appropriate, sense and avoid.] 

In 2015, ECC conducted a survey on the civil use of UAS pilotless aircraft. The purpose of this questionnaire was to collect available information from CEPT administrations. The questionnaire was also made available to Organisations which have an MOU/LOU with the ECC including ICAO, EASA and other competent organisations.
Other activities in this field included ADCO (Group of Administrative Co-operation under the R&TTE Directive) who conducted a campaign on Remotely Piloted Aircraft Systems (RPAS). 
This Report focusses on UAS that fly in circumstances where they do not need communications with air traffic control (ATC). This is the case of aircraft flying under visual flight rules (VFR) in airspace classes E (controlled airspace) and F and G (uncontrolled airspace as long as not designated as Radio Mandatory Zone (RMZ)). This is also the case for aircraft flying between 0 metres and the local minimum height for controlled airspace. The local minimum height above which airspace is controlled depends on the airspace structure and the location of airports. 
This Report follows the ‘Prototype’ Commission Regulation from EASA which only encompasses the Open Category and the Specific Category but not the Certified Category as defined in the new regulatory approach for Europe. This Report therefore covers the area between flying models under SRD regulations on one hand and Certified Category use (more ITU-R relevant, real aeronautical use) on the other hand. Within this area, many new UAS applications for professional use emerge.
The airspace classes are described in Annex 4 of ITU-R Report M.2171 [1].
The professional use can roughly be mapped with the Open Categories A2 and A3 (see section 5.4.1) and the Specific Category (see section 5.4.2). In these categories, a requirement for electronic identification is foreseen.
In their responses to the questionnaire, some administrations supported the harmonisation of preferred frequencies for UAS. The main reasons behind their proposal are that:
Using unlicensed bands shared by various types of applications would not be appropriate for some professional UAS due to risk of interference, and may not meet the expectations of professional UAS service providers (unsecure investments, emission limits do not support the intended operating range); 
Harmonisation would foster a common market for UAS products and may for some professional UAS usage scenarios help to avoid cross-border issues.
In relation to the definition of an individual authorisation opportunity for professional use of UAS, this needs to be defined by the national administration, taking into account national circumstances.
The communications links that are considered in this Report deal with command and control and possibly support for sense and avoid. It could be necessary to add a downlink video stream as an essential requirement of the safe operation of a UAS. 
A possible solution for small-size professional UAS would be if the communications for command and control as well as the payload (usually video, sometimes data) could be accommodated within the same frequency band, because the capacity for carrying multiple radios on a UAS is limited. In consequence, the radio equipment installed in the UAS may need to be one system for command and control as well as the payload information.
For the payload information, there is much more capacity needed for downlinking video information than, for example, uplinking commands to configure the payload of the UAS.
The selected frequency bands and the associated regulation should be able to support the spectrum need for the control of UAS, but also include some provisions to allow payload links. The associated regulation should also make it possible to share the frequency band or bands between these two usages for countries wishing to do so, while on one hand ensuring that the payload resource, unlike command and control, is not subject to aeronautical safety constraints and on the other hand that the payload does not use the control resource and thereby compromise the safety of the UAS. 
Another solution is to consider separate adjacent bands for command and control on one hand, and video payload on the other hand (close to each other, if possible).
Given the many possibilities for new innovative UAS applications, it is nearly impossible to derive a common spectrum demand figure as an amount of MHz.
The most common channel bandwidth for telecommand and control is 1 MHz or between 300 kHz and 3 MHz, mostly spread spectrum, and duty cycled. The spectrum use can be shared. The systems must be robust, possibly under shared licensed access. In this scenario, the maximum bandwidth for such links may need to be limited to ensure provision of at least a minimum number of channels, otherwise the interference probability would be too high and UAS used at the same location could not avoid using the same frequencies.
For video payload information (downlink), typical test licences and product information indicate a need for 10 MHz, but the needs could also be less.
The frequency tuning ranges identified in ERC Recommendation 25-10 [2] Annex 3 for cordless cameras, portable video links and mobile video links are seen as a possibility for UAS video downlinks.
One possibility for professional UAS applications is to use existing mobile MFCN networks to provide connectivity to UAS by usual (unmodified) mobile networks with Long Term Evolution (LTE) technology provided that the command and control link(s), where appropriate, meet the relevant aviation safety requirements prevalent in the country of concern. This can be realised either by an external LTE device attached to UAS or in future by implementing SIM-cards installed within UAS. Such a connectivity could be used both for serving the payloads such as video or other collected data via sensors and for the command and control function of UAS. One project considered possibilities to implement a dedicated UAS traffic management system to enable future secure BLOS operations by using the frequency band 1710-1785 MHz/1805-1880 MHz. Other trials have shown that other mobile bands are also able to effectively support UAS[footnoteRef:3]. [3:  Several trials have taken place including by Nokia and Qualcomm, see https://www.qualcomm.com/news/onq/2017/05/03/qualcomm-technologies-releases-lte-drone-trial-results] 

UAS connectivity based on usual MFCN networks and technology could be an enabler for professional UAS applications operating at BLOS. The use would be based on individual authorisation, harmonised frequencies with sufficient spectrum capacity and coverage of existing infrastructure. The UAS would be registered and the position can be tracked over the mobile network. No-fly zones or geographical restrictions in general could be implemented via the UAS traffic management system.
Apart from the possibility of using MFCN networks, other professional UAS use can be envisaged which is independent from using MFCN. Some UAS operators may not wish to subscribe their application to an MFCN network or may have specific requirements which could not be fulfilled by an MFCN-based solution.
Providing frequency opportunities for professional UAS applications based on MFCN usage or operating without using a MFCN would support all options for new innovative professional UAS applications.
The Open Categories A0 and A1 are seen as the non-professional use ‘lower’ Open Categories. Non-professional UAS use is considered to make use of frequency opportunities under general authorisations (predominantly in the 2.4 GHz and 5.8 GHz bands). In this context, the use of 5 GHz WAS/RLAN as defined by ECC/DEC/(04)08 [4] is not allowed for airborne unmanned aircraft. UAS in these categories often separate the frequency use between command and control on one hand and payload (e.g. video from a camera) on the other hand.
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LIST OF ABBREVIATIONS

	Abbreviation
	Explanation 

	ADCO
	Group of Administrative Co-operation

	ADS-B 
	Automatic dependant surveillance broadcast

	ANAC 
	National Civil Aviation Authority (in Brazil and also in Portugal)

	ATC
	Air traffic control

	ATM/ANS
	Air traffic Management/Air Navigation Services

	BLOS
BRLOS
	Beyond Line of Sight
Beyond Radio Line of Sight

	CEPT
	European Conference of Postal and Telecommunications Administration

	CNCP
	Control and non-payload communications

	CS
	Certification Specifications

	DoC
	Declaration of Conformity

	EASA
	European Aviation Safety Agency

	EC
	European Commission

	ECC
	Electronic Communications Committee

	ECO
	European Communications Office

	ERM
	EMC and Radio Spectrum Matters

	ETSI
	European Telecommunications Standards Institute

	EU
	European Union

	ICAO
	International Civil Aviation Organization

	IMEI
	International mobile equipment identity 

	LOS
	Line of Sight

	LOU
	Letter of Understanding

	LTE
	Long Term Evolution

	MFCN
	Mobile Fixed Communications Network

	MOU
	Memorandum of Understanding

	NAA
	National Aviation Authority

	QE
	Qualified entity

	RED
	Radio Equipment Directive

	RF
	Radio frequency

	RMZ
	Radio Mandatory Zone

	RPA
	Remotely Piloted Aircraft

	RPAS
	Remotely Piloted Aircraft Systems

	R&TTE
	Radio and Telecommunication Terminal Equipment

	S&A
	Sense and avoid

	SRD
	Short Range Device

	TCAM
	Telecommunication Conformity Assessment and Market Surveillance Committee

	UA
	Unmanned Aircraft 

	UACS
	Unmanned Aircraft Control Station

	UAS
	Unmanned Aircraft Systems

	UAV
	Unmanned aerial vehicle

	VFR
	Visual flight rules

	VLOS
	Visual Line of Sight

	WRC-12
	World Radio Conference 12
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Recent years have seen massive development in Unmanned Aircraft Systems (UAS) technology, and the market for civil UAS shows exponential growth similar to other new technologies. There are a number of challenges in fully realising the potential for growth that UAS bring with them. One of these challenges is meeting the spectrum requirements for UAS. Frequencies are used for command and control and identification as well as payload transmissions (e.g. onboard cameras sending information to the ground).
This Report focusses on UAS that fly in circumstances where they do not need communications with air traffic control (ATC). This is the case of aircraft flying under visual flight rules (VFR) in airspace classes E (controlled airspace) and F and G (uncontrolled airspace as long as not designated as Radio Mandatory Zone (RMZ)). This is also the case for aircraft flying between 0 metres and the local minimum height for controlled airspace. The local minimum height above which airspace is controlled depends on the airspace structure and the location of airports.
This Report follows the ‘Prototype’ Commission Regulation from EASA which only encompasses the Open Category and the Specific Category but not the Certified Category as defined in the new regulatory approach for Europe. This Report therefore covers the area between flying models under SRD regulations on one hand and Certified Category use (more ITU-R relevant, real aeronautical use) on the other hand. Within this area, many new UAS applications for professional use emerge.
The airspace classes are described in Annex 4 of ITU-R Report M.2171 [1].
Other activities in this field include ADCO (Group of Administrative Co-operation under the RE Directive) which had a campaign on Remotely Piloted Aircraft Systems (RPAS). Several ECC administrations confirmed interest for such a campaign.
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A general UAS description is included in Report ITU-R M.2171 (12/2009) [1].
Deployment of Unmanned Aircraft Systems (UAS) will require access to either terrestrial or satellite spectrum, or both.
Communications are key in UAS systems due to the remote nature of human presence. Safety-of-flight and the protection of the public are the driving factors when considering the seamless flight of UAS within civilian air traffic. In the end, safe operation of UAS relies on communications which represents a critical step in enabling UAS operations in non-segregated airspaces.
[bookmark: _Toc506147275][bookmark: _Toc506372164]Example professional UAS usage scenarios
Report ITU-R M.2171 (12/2009) [1] provides an overview about typical UAS application sectors:
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Figure 1: UAS applications
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[bookmark: _Toc506372165]Constraints in relation with the carrying capacity of professional UAS
The communications links that are considered in this Report deal with command and control and possibly support for sense and avoid. It could be necessary to add a downlink video stream as an essential requirement of the safe operation of a UAS. 
A possible solution for small-size professional UAS would be if the communications for command and control as well as the payload (usually video, sometimes data) could be accommodated within the same frequency band because the capacity for carrying multiple radios on a UAS is limited. In consequence, the radio equipment installed in the UAS may need to be one system for command and control as well as the payload information.
For the payload information, there is much more capacity needed for downlinking video information than, for example, uplinking commands to configure the payload of the UAS.
The selected frequency bands and the associated regulation should be able to support the spectrum need for the control of UAS but also include some provisions to allow payload links. The associated regulation should also make it possible to share the frequency band or bands between these two usages for countries wishing to do so, while on one hand ensuring that the payload resource, unlike the command and control, is not subject to aeronautical safety constraints and on the other hand that the payload does not use the control resource and thereby compromise the safety of the UAS. 
Another solution is to consider separate adjacent bands for command and control on one hand, and video payload on the other hand.
Given the many possibilities for new innovative UAS applications, it is nearly impossible to derive a common spectrum demand figure as an amount of MHz.
The most common channel bandwidth for telecommand and control is 1 MHz or between 300 kHz and 3 MHz, mostly spread-spectrum, and duty cycled. The spectrum use can be shared. The systems must be robust, possibly under shared licensed access. In this scenario, the maximum bandwidth for such links may need to be limited to ensure provision of at least a minimum number of channels, otherwise the interference probability would be too high and UAS used at the same location could not avoid using the same frequencies.
For video payload information (downlink), typical test licences and product information indicate a need for 10 MHz but the needs could also be less.
The frequency tuning ranges identified in ERC Recommendation 25-10 [2] Annex 3 for cordless cameras, portable video links and mobile video links are a possibility for UAS video downlinks noting that the frequency band 2 700-2 900 MHz is excluded from air-to-ground use and therefore would not be suitable.
The UAS categories which are ‘professional use’ and which are in the focus of this Report have also the electronic identification requirement (see section 5.4.1).
[bookmark: _Toc506147277][bookmark: _Toc506372166]Sense and avoid
ITU-R Report M.2204 (11/2010) [3] describes characteristics and spectrum considerations for sense and avoid systems use on UAS. Small airborne anti-collision radar sensors may be used in the future. The aeronautical radionavigation allocations offer possible opportunities, as do other radiodetermination allocations that are currently used on the ground, e.g. in the traffic telematics or industrial field. Ultra-sound sensors may also be an option for the time being due to their attractive costs.
Alternatively, ADS-B broadcasts, beacons or any other means of providing cooperative awareness message may be a solution. The challenge with this is that it is currently not mandatory to implement such a feature for the variety of different unmanned aircraft.

[bookmark: _Toc506147278][bookmark: _Toc506372167]CEPT Questionnaire
Detailed information and an assessment of the responses to the CEPT questionnaire in 2015 on UAS have been established and the information is included in Annex 1 of this Report.
In order to get proper information the questionnaire was split into 2 parts:
Part 1: Spectrum regulation part: this part focuses on current and planned spectrum regulation as well as existing problems and interference cases and is intended to be filled out by CEPT administrations;
Part 2: Aeronautical regulation part: this part focuses on the aeronautical definitions, regulations, requirements and operational scenarios of such UAS and is intended to be filled out by stakeholders including air traffic management organisations, users, industry, etc.
The European Communications Office (ECO) received in total 58 responses. 30 responses were from CEPT administrations, and 28 responses were from stakeholders.
The question was raised whether the development of a new ECC harmonisation deliverable on frequency bands for UAS would be necessary. In their responses to the questionnaire, 14 administrations supported the harmonisation of preferred frequencies for UAS. The main reasons behind their proposal are that:
Using unlicensed bands shared by various types of applications is likely to increase the risk of interference to and from UAS; 
Using unlicensed bands would limit the range of operation; 
Harmonisation would allow users to operate UAS close to a border or in cross-border scenarios; 
Harmonisation would reduce the global footprint of UAS on the spectrum resources. 
[bookmark: European-Aviation][bookmark: Third–Party-Liability-Issues][bookmark: Privacy-Issues]It is considered that a new opportunity for professional UAS use should be found. This would also support the new European regulation under development for UAS.


[bookmark: _Toc506147279][bookmark: _Toc506372168]ADCO Market surveillance campaign
ADCO R&TTE 51 has endorsed the final report on the 7th R&TTE common market surveillance campaign carried out by the national market surveillance authorities’ members of the ADCO R&TTE (now ADCO RED). This campaign was focused on Remotely Piloted Aircraft Systems (RPAS). 
The report is also available on the commission’s website http://ec.europa.eu/growth/sectors/electrical-engineering/red-directive_en under the topic “Market Surveillance Reports” (Here the direct link on the report: http://ec.europa.eu/DocsRoom/documents/13343/attachments/1/translations/en/renditions/native).
79 products were checked in 1st half of 2015; control links mostly use 2.4 GHz (84%) while some products have video cameras which use also 5.8 GHz (about 25%). Most products are manufactured in the Far East (92%). Many products are not marked CE (37%); missing or incomplete Declaration of Conformity (DoC) (45%), documentation compliance only around 21%; technical compliance: 50%, almost independent from price, non-compliant for spurious emissions (23 products) and too high power/power density emissions (14), mostly remote control part, overall non-compliance is 92%. Some equipment CE marked while obviously not intended for the European market -> compliance with EN 300 440 [5] claimed but higher US emission levels referenced. Auto landing functions were implemented by about 30% of the products to prevent from uncontrollable falling down.
These results are supported by feedback from ADCO regarding the 7th R&TTE Market Surveillance Campaign on Remotely Piloted Aircraft System where most sampled products used the 2.4 GHz band for command and control purposes. 
The ADCO Report highlights, among others, the following conclusions for the frequency bands of the tested Remotely Piloted Aircraft System:
Four out of five (82%) products had administrative non-compliances within the meaning of R&TTE Directive; this non-compliance level is extremely high; 
Half (51%) of all assessed RPAS were found to be non-compliant in relation to the effective use of spectrum; 
Due to the low compliance with administrative requirements, the overall non-compliance is approximately 92%; 
Spurious emissions (70%) and radiated power/power density (23%) are the main reasons for non-compliance.
ADCO recommends that economic operators should be identified to find possible solutions, civil aviation authorities will be informed, and customs will be informed.
[bookmark: _Toc506147280][bookmark: _Toc311472693]

[bookmark: _Toc506372169]New COMMISSION REGULATION (EU) laying down rules as regards unmanned Aircraft operation
Current situation:
Currently, the European Union (EU) regulation on aviation does not regulate the operation of remotely piloted aircraft (RPA) with a mass of 150 kg or less. Such aircraft are governed by national rules. Because of differing national rules on criteria and conditions for the operation of UAS and related safety issues, operators must apply for a separate authorisation in each country. In the Commission’s view, the current fragmented regulatory framework inhibits the further proliferation of UAS and overall growth of the EU market in UAS.
The current governing regulation, Regulation 216/2008 on Common Rules in the Field of Civil Aviation [6], only covers aircraft whose mass is above that size. RPA above the threshold of 150 kg fall within the mandate of the European Aviation Safety Agency (EASA). 
Change process:
Since 2014, the European Commission has been engaged in promoting the integration of unmanned aircraft systems into the European civil aviation airspace. Following the EASA’s Technical Opinion adopted in 2015 that recommended a risk-based regulatory approach to govern the operation of unmanned aircraft, the Commission introduced a proposal to replace the current regulation governing unmanned aircraft. 
The proposal is designed to integrate all unmanned aircraft, regardless of their size, into the EU aviation safety framework. A key objective of the proposal is to ensure that the design, production, maintenance, and operation of unmanned aircraft comply with the essential requirements of manned aircraft. The European Parliament and other EU bodies strictly regulate the processing of personal data and the right to private life. Operators of UASD will be subject to tougher standards and requirements contained in the Data Protection Regulation, adopted by the European Parliament in April 2016, which is applicable as of 25 May 2018. 
[bookmark: Introduction]Once the proposal on UAS is approved by the Parliament and the Council of the EU, it will contribute towards the integration of unmanned aircraft into the European aviation airspace and provide the Commission with the legal authority to adopt delegated acts in compliance with the EASA’s standards. See the notices of proposed amendment and steps towards a new regulation in [26][27][28]Note that the EASA Regulation does not address spectrum management aspects with regard to other radio services and applications than those set out by International Civil Aviation Organization (ICAO) to ensure the operations of aeronautical services.
[bookmark: _Toc506147281][bookmark: _Toc506372170]Terminology used
[bookmark: _Toc506147282][bookmark: _Toc506372171]EU, EASA and ICAO
At the European Union (EU) level, no uniform terminology is used to denote what is commonly known as drones. The European Parliament uses the term “civil drones” to differentiate civilian drones from those intended for military purposes. The European Commission uses the term “Remotely Piloted Aircraft Systems” (RPAS). The European Aviation Safety Agency (EASA), an EU body established in 2002 with the mandate to issue implementing rules and approve airworthiness standards, defines drones as “unmanned aircraft”, which includes any aircraft operated or designed to be operated without a pilot on board.” This term also includes machines that are normally not perceived by the general public as aircraft, such as flying toys, small tethered balloons, or kites. The EASA uses the term “drones” in all its communications to the general public. The EASA’s definition of a drone is in line with the definition of “unmanned aerial vehicle” (UAV) provided by the International Civil Aviation Organization (ICAO), which is in charge of implementing the 1944 Chicago Convention on International Civil Aviation. The ICAO defines a UAV as “a pilotless aircraft, in the sense of Article 8 of the Convention on International Civil Aviation, which is flown without a pilot-in-command onboard and is either remotely and fully controlled from another place (ground, another aircraft, space) or programmed and fully autonomous.” UAVs are further divided into two categories: (1) those that are remotely piloted by a human and hence are designated as RPAS; and (2) those that are “autonomous,” meaning those that are controlled by a computer without pilot intervention after take-off. This second category is outside the scope of the EU’s regulation. 
The new Draft EU regulation has introduced two definitions: one for unmanned aircraft and one for equipment used to remotely control the unmanned aircraft. The reason was to avoid that the equipment to remotely control the unmanned aircraft be systematically part of the “certification” of the unmanned aircraft. Therefore, unmanned aircraft covers only the flying element (the aircraft). As the equipment to remotely control the unmanned aircraft is a key element of its operations, this equipment must also be regulated by the prototype regulation (see below).
A writing convention uses unmanned aircraft system (UAS) to cover both the unmanned aircraft and the equipment to remotely control it. Unmanned aircraft system is an internationally recognised definition and its acronym (UAS) well known. 
[bookmark: _Toc506147283][bookmark: _Toc506372172]ITU
Report ITU-R M.2171 (12/2009) [1] describes the following terminology: 
Unmanned aircraft (UA): Designates all types of aircraft remotely controlled.
Unmanned aircraft control station (UACS): Facilities from which a UA is controlled remotely.
Control Link subsystem: Communication link between the UA and the UACS carrying telecommands (from the pilot to the UA) and telemetry (from the UA to the pilot).
Control and non-payload communications (CNPC): The radio links, used to exchange information between the UA and UACS, that ensure safe, reliable, and effective UA flight operation. The functions of CNPC may be related to different types of information such as: telecommand messages, non-payload telemetry data, support for navigation aids, air traffic control voice relay, air traffic services data relay, target track data, airborne weather radar downlink data, non-payload video downlink data.
Sense and avoid (S&A): this corresponds to the piloting principle “sense and avoid” used in all air space volumes where the pilot and/or operator is responsible for ensuring separation from nearby aircraft, terrain, weather, obstacles and other hazards . See ICAO RPAS manual 10019, chapter 10 [29].
Unmanned aircraft system (UAS): Consists of the following subsystems;
Unmanned aircraft (UA) subsystem (i.e. the aircraft itself);
Unmanned aircraft control station (UACS) subsystem;
Air traffic control (ATC) communications subsystem (not necessarily relayed through the UA);
Sense and avoid (S&A) subsystem;
Payload subsystem (e.g. video camera …);
Radio line-of-sight (LoS): is defined as the direct radio line of sight radiocommunication between the UA and UACS.
Beyond radio line-of-sight (BLoS): is defined as the indirect radio communication between the UA and a UACS using satellite communication services.
Handover operations: is the transfer:
Of a direct (LoS) RF communication from one dedicated UACS to another (LoS) dedicated UACS;
Of a direct (LoS) to an indirect (BLoS) RF communication link or vice versa.

The airspace classes are described on the Annex 4 of the ITU-R Report M.2171 [1].
[bookmark: _Toc506147284][bookmark: _Toc506372173]Classification of air spaces
The aim of the WRC-12 Agenda item 1.3 was to study the spectrum requirements and possible regulatory actions needed to support the safe operation of all kinds of UA in non-segregated airspaces.
Segregated airspace is restricted airspace of defined dimensions for the exclusive use of specific users.
Non-segregated airspace is airspace other than those designated as segregated airspace.
The category of airspace has a pronounced impact on the data rate required for ATC communications, command and control, and particularly regarding sense and avoid.
[bookmark: _Toc506147285][bookmark: _Toc506372174]New key principles
[bookmark: _ftnref13]The Riga Declaration on Remotely Piloted Aircraft, “Framing the Future of Aviation” [7] which was adopted on March 6 2015, by Commission representatives, civil aviation officials, data protection national authorities, and representatives from the manufacturing industry, recognised the following key guiding principles to be taken under consideration in the future regulation of drones: 
Drones must be dealt with as a new type of aircraft and any safety rules imposed must be proportional to the risk of each operation;
There is a critical need for the EU to establish safety rules immediately and to lay down technologies and standards for the integration of drones within civil aviation;
The protection of privacy and safety of individuals will lead to greater public acceptance;
The operator of a drone bears responsibility for its use. 
In connection with the last principle, the Declaration raised the issue of insurance, third-party liability, and compensation schemes for victims, all of which fall within the domain of the individual EU Members. 
In September 2015, the European Parliament’s Transport and Tourism Committee adopted, on its own initiative, the Report on Safe Use of Remotely Piloted Aircraft Systems (RPAS), Commonly Known as Unmanned Aerial Vehicles (UAVs), in the Field of Civil Aviation [15]. In the Report, the Committee endorsed the key principles agreed to in the Riga Declaration [7], and the Commission’s intention to remove the 150 kg threshold and replace it with a comprehensive EU regulatory framework. The Committee also approved the EASA’s new competence to regulate drones and urged the EASA to budget funds for drone-related activities.
[bookmark: _Toc506147286][bookmark: _Toc506372175]European Aviation Safety Agency
The EASA provides opinions and formulates technical rules relating to the construction, design, and operational aspects of aircraft, and is also responsible for assisting the Commission by providing technical, administrative, and scientific support. 
In May 2015, the EASA adopted a document titled Concept of Operations for Drones: A Risk Based Approach to Regulation of Unmanned Aircraft [8], which urged regulation of the operation of drones in a manner proportionate to the risk of the specific operation, and proposed to establish three categories of drone operations: Open, Specific, and Certified, with associated regulatory regimes. To mitigate privacy concerns, the EASA suggested the installation of chips/SIM-cards in drones. Other suggestions included the self-registration of drone operations in a Web-based application maintained by the local authorities. 
At the request of the Commission, the EASA issued a Technical Opinion on Introduction of a Regulatory Framework for the Operation of Unmanned Aircraft on December 18 2015. The Opinion contains 27 specific proposals for a regulatory framework and for low-risk operations of all unmanned aircraft irrespective of their size. The Technical Opinion divides drones into three categories depending on risk: 
Open (low risk): Safety is ensured through compliance with operational limitations, mass limitations as a proxy of energy, product safety requirements, and a minimum set of operational rules. The ‘open’ category does not require any pre-approval as safety is ensured notably by a combination of measures including requirements and limitations on the operation, the unmanned aircraft system and the involved personnel and organisations. These general measures are complemented by conditions to access to airspace determined by the Member States;
Specific (medium risk): Authorisation is given by a national aviation authority (NAA), possibly assisted by a qualified entity (QE), following a risk assessment performed by the operator. A manual of operations lists the risk mitigation measures. The ‘specific’ category requires operators to obtain an authorisation given by the competent authority based on a risk assessment performed by the operator. As this could be burdensome for authorities and operators, a concept of standard scenario covering certain types of operations or flights has been developed. As operations with different risk levels are envisaged, the standard scenario will identify the cases where in lieu of the authorisation, a simple declaration by the operator will be sufficient to start the operation. These standard scenarios will be included in Certification Specifications (CS);
Certified (higher risk): The requirements applicable to this category are comparable to those for manned aviation. Oversight is provided by the NAA (issue of licenses and approval of maintenance, operations, training, Air Traffic Management/Air Navigation Services (ATM/ANS), and airfield organisations) and EASA (design and approval of foreign organisations). 
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Figure 2: The three categories of operations in the operation centric approach
This operation centric approach is risk based. Theoretically a legislation only based on risk assessment could work but would lead to a significant burden for operators and competent authorities (e.g. operators to produce risk assessments, authorities to approve risk assessment). In addition for complex operations conducted with complex unmanned aircraft, there could be benefit to adopt a certification approach as it would avoid re-doing compliance demonstration and as it would give confidence to the public.
The balance between these considerations has led to create the three categories. In addition, some of these unmanned aircraft can be considered as toys, which are regulated by the product legislation.
The European Aviation Safety Agency (EASA) has also published a first draft of Commission implementing rules (‘Prototype’ Commission Regulation on Unmanned Aircraft Operations and its Explanatory Note) [9] to provide a clearer idea of what could be a European regulation and further engage with stakeholders. These 'prototype' rules are building on the Technical Opinion on the operation of UAS published in December 2015, the related public consultation, based on a concept of operations for UAS and a proposal to create common rules for operating UAS in Europe issued earlier in 2015. The ‘Prototype’ Commission Regulation only encompasses the Open Category and the Specific Category but not the Certified Category.
The safety of the ‘open’ category relies in particular on a set of limitations: unmanned aircraft maximum take-off mass must be below 25 kg as a proxy to a limitation in energy, flight are limited to height below 10 m above ground or sea level and the unmanned aircraft must remain in visual line of sight (VLOS) of the remote pilot in order to reduce the risk of collision with other unmanned aircraft. The 25 kg limit was chosen because it is quite frequently the limit for ‘model aircraft’ to fly without an approval of its design. It is also the limit adopted by the FAA (see Table 2: USA – FAA’s operational constraints for small UAS), ANAC Brazil and Transport Canada. Of course with such a maximum take-off mass, there is a need to have subcategories in order to have rules proportionate to the risk. The limitations to 150m and VLOS are very important to mitigate the risk of collision with other aircraft.
[bookmark: _Ref478638350]Table 2: USA – FAA’s operational constraints for small UAS
	Category
	Summary of proposed requirements 

	Operational limitations
	Must weigh less than 55 lbs. (25 kg);
Must operate within visual line-of-sight only;
May not operate above any persons not directly involved in the operation;
Must only operate during the day, no night-time operations;
Maximum airspeed of 100 mph (161 km/h);
Maximum altitude of 500 feet (152 m) above ground level;
Must not operate carelessly or recklessly;
Establishment of a micro-manned aircraft system (UAS) category (4.4 lbs. or less) (2.0 kg or less);
Must yield right-of-way to other aircraft, manned or unmanned

	Operator certification and responsibilities
	Must either hold a remote pilot airman certificate or under direct supervision of a person who does;
Must pass a knowledge test initially and every 24 months;
Must be vetted by the Transportation Security Administration (TSA);
Must obtain an unmanned-aircraft operator’s certificate with a small UAS rating

	Aircraft requirements
	FAA airworthiness certification not required, but operator must conduct a pre-flight check of the UAS to ensure safe condition for operation

	Model aircraft
	Would not apply to model aircraft that satisfy all of the criteria specified in Section 336 of Public Law 112-95;
Would codify the FAA’s enforcement authority by prohibiting model aircraft operators from endangering the safety of the national airspace system


The FAA published Part 107 for the regulation of small-UAS operations, which became applicable in August 2016 and whose scope is comparable to the EASA Open Category. Preliminary subcategories of operations have been created to ensure that the rules remain proportionate. They are characterised as follows:
1. A class of unmanned aircraft system. The essential requirements for the class of UAS may call for installation of geofencing functionality and electronic identification;
A set of limitations (maximum height; distance from uninvolved persons; VLOS) as appropriate;
Requirement for pilot competence as appropriate.
The combination of these three factors ensures the safety of the subcategory. Four preliminary categories have been defined from Open Category – subcategories A0 to A3, ranging from the less complex to the more complex one.
The Council of the EU, and specifically the transport, telecommunications, and energy ministers in charge of the aviation market, advocate a harmonised EU approach to civil UAS use while emphasising the need to take into consideration the experience gained in this field by the Member States, according to their comments at a public hearing. Most of the ministers were of the opinion that the EASA was the entity best suited to develop technical and safety standards, licenses, and certificates, and agreed on the gradual and progressive integration of UAS into civil aviation.
It was agreed with Member States that the Commission and EASA would develop a roadmap to provide more clarity on what are the plans to roll out the operation centric concept. The roadmap includes information on rulemaking tasks, development of standards, research, cooperation with international organisations and FAA. It was developed during three workshops with Member States (March, April and May 2016) and presented to Industry at a workshop in June. However, this roadmap did not fully clarify all issues, and EASA decided to produce a prototype regulation for ‘open’ and ‘specific’ categories by the end of the summer. This prototype regulation proposes actual rules providing the necessary clarity, notably on what are the responsibilities of the Member States and what is the flexibility offered to them. It has been called ‘prototype’ to reflect the fact that they should help preparing the formal rulemaking process that will follow. 
Indeed, the intention is to publish this ‘prototype’ regulation and gather reactions which will be used to develop the necessary Notice of Proposed Amendments later in 2016. Reactions will be collected using a dedicated mailbox and dedicated workshops. In addition, as this prototype regulation will be available at the start of the negotiations between the European Commission, the Council and the Parliament, they may facilitate debates and avoid that the Basic Regulation text becomes too specific. The detailed cover regulation should become a key element in these discussions.
Some of the provisions of the prototype rules will contribute to the application of other legislations such as security, privacy, data protection and environment. For example the requirements for geofencing together with the possibility for Member States to define zones where the activity of UAS is prohibited or limited, contributes to security and privacy. This provides an effective means to adapt unmanned aircraft operations to the specific context of each Member State. Another significant flexibility is relative to the register of unmanned aircraft operators: Member States have quite an amount of flexibility in its implementation provided it includes the information required by the rule.
EASA will continue preparations of Implementing Acts concerning the operations of UAS, but these are not meant to regulate UAS radio equipment, at least not in the open and specific categories.
[bookmark: _Toc506147287][bookmark: _Toc506372176]Description of the proposed Categories
Professional use in categories A3 and the Specific Category would benefit from common usage opportunities for professional UA use. Otherwise, fragmentation of the European UAS market is a real risk concerning frequency use.
[bookmark: _Ref481575785][bookmark: _Ref481576445][bookmark: _Toc506147288][bookmark: _Toc506372177]Open Category (maximum weight is 25 kg)
Subcategories:
AO: 250 g limit, max 15 m/s, max 50 m height;
A1: Small UAS, heavier than A0, typically up to 4 kg (no explicit limit, limitation is based on kinetic energy impact possibilities), max 50m height, Visual Line of Sight (VLOS), controller must be at least at the age of 14. In first-person-view mode or follow-me mode possible;
A2: same as A1, but with additional requirements due to higher kinetic energy impact possibility involved, user manual must inform about the obligations of the controller (e.g. to stay at least 50m away from uninvolved persons). Geofencing and electronic identification systems;
A3: Comparable to A2 but up to a height of 150m (500 ft) above ground level, unless otherwise determined by the competent authority for the operational area based on airspace considerations (above 150m: Specific category). Competence/training is needed, i.e. examination. Within a range such that the remote pilot, or a UA observer who is situated within the VLOS of the remote pilot, maintains VLOS; clear and effective communication shall be established between the remote pilot and the UA observer; with a minimum horizontal distance of 20 m from uninvolved persons if flying a rotorcraft, or 50 m otherwise.
The subcategories A0 to A1 can mainly be served by general authorisations in terms of spectrum. A2 and A3 may fall into more professional use (competence/examination needed).
Note: the Open Categories are still under discussion and a restructuring of the categories as well as some of the mentioned details above to some extent is likely. This includes discussions to identify for category AO that the related requirements should be governed by the applicable toy regulation (2009/48/EC). 
In the Open Categories, A2 and A3 as well as the Specific Category described below, an electronic identification of the unmanned aircraft is required. This can be part of the radio telecommand and control system.
‘Electronic identification’ means a function to identify a UA in flight without direct physical access to that aircraft. The system shall transmit the following data as applicable according to standards acceptable to EASA: 
The registration of the operator; 
The class of the UAS; 
The type of UA operation; 
The status of its geofencing;
Its position and height.
Electronic identification is planned as a mandatory functionality required for UAS equipped with an audio sensor or a camera of more than 5 megapixels and a real-time video transmission link or any other type of sensor able to record personal data, or required by the zone of operation. 
The technical specifications (or standards) for electronic identification are still to be created.
Registration and electronic identification allow taking action against a negligent or reckless operator. Together with geofencing, it can contribute to addressing the security risk through identification of potential threats or the designation of zones for the protection of sensitive installations.
Electronic identification contributes to the law enforcement of privacy rights and geofencing contributes to addressing the privacy risk through the creation of zones for the protection of the privacy of a community.
Where required for the airspace of the operation, a management function according to standards acceptable to EASA should provide functions to: 
0. Transmit information on the intended flight plan and changes to it during operation; 
Receive information on the acceptance of flight plans and related authorisations; 
Receive information on other manned aircraft or UA operations; 
Receive information on temporary restricted and prohibited airspace areas or volumes. 
This means that those UAS categories which are ‘professional use’ and which are in the focus of This Report have the electronic identification requirement.
EASA’s initial proposal focused on technical requirements and remote-pilot competence, and defined several subcategories complemented by the designation of zones by Member States. This system of zones could allow Member States to determine which UAS subcategories are allowed in each zone. As an alternative to this proposal, 21 Member States drafted a counterproposal that contained simpler rules focusing on remote-pilot responsibility and on few or no technical requirements for risk mitigation.
A compromise between the initial proposal and the counterproposal was reached, by reducing the complexity of the rule as required by the Member States, by keeping some technical requirements, and by defining the remote-pilot competence in a more proportionate way. The subcategorisation in the Open Category as well as the designation of zones provides flexibility to the individual Member States.
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Figure 3: The compromise proposal for the UAS Open Category - subcategories
[bookmark: _Ref481576503][bookmark: _Toc506147289][bookmark: _Toc506372178]Specific Category
The Specific Category is applicable to all operations not complying with the limits of the Open Categories. It basically requires the operator to perform a risk assessment that the competent authority confirms through an authorisation.
[bookmark: Position-of-EU]There is an increased risk for those professional use cases which do not fall under A0 to A3. This increased risk requires increased mitigations. Pilot/operator competence is required. Operational authorisation is required. Detailed requirements depend on the exact use case and related operational manual. Certification is needed (handled ultimately by a national authority). 
It is planned that two types of standard scenarios would be defined, the former requiring the operator to submit a declaration, and the latter requiring the competent authority to issue an authorisation. In addition, the operator would have the possibility to apply for a light UAS operator certificate with privileges to authorise its operations.
[bookmark: _Toc506147290][bookmark: _Toc506372179]Market forecast
According to a report by the European Parliament’s Committee on Transport and Tourism, the EU holds a leading edge in the civilian sector, with 2,500 operators (400 in the UK, 300 in Germany, 1,500 in France, 250 in Sweden, etc.) compared to 2,342 operators in the rest of the world [25]. It is estimated that within the next ten years the UAS industry could be worth 10% of the aviation market, or €15 billion per year. The Aerospace and Defence Industries Association of Europe forecast that about 150,000 UAS-related jobs will be created in Europe by 2050, excluding employment generated through operator services. 
[bookmark: _Toc506147291][bookmark: _Toc506372180]Proposed new regulation 
In December 2015, the Commission introduced a proposal [26],[28] to adopt EU rules on UAS and to repeal Regulation 216/2008 [6]. The main objective of the proposed Regulation is to establish and maintain the same civil aviation safety standards for manned and unmanned aviation throughout the EU, and at the same time to ensure a high and uniform level of environmental protection. It also seeks to expand the EASA’s competence to include RPAS with a mass below 150 kg. The proposed Regulation would apply, inter alia, to the design, production, maintenance and operation of unmanned aircraft, their engines, propellers, parts and non-installed equipment, as well as the equipment to control unmanned aircraft remotely, where such aircraft are operated within the Single European Sky airspace by an operator established or residing within the territory to which the Treaties apply.
The aim is that the proposed new regulation will enter into force from 2020. It is to highlight that Open Categories and the Specific Category for UAS will also in the future be under radio equipment regulation and market surveillance (see section 5.11).
A. Requirements for Unmanned Aircraft
Pursuant to article 45 of the proposed Regulation, the design, production, maintenance, and operation of unmanned aircraft and their engines, propellers, parts, non-installed equipment, and equipment to control them remotely would need to comply with the essential requirements set out in Annex IX. 
Article 45 refers to "Essential Requirements" in Annex IX specifically devoted to UAS and UAS operations. Essential Requirements are the principles that should underpin all aviation activities, in this case UAS design, production, maintenance and operation. The annex has two parts. The first part of essential requirements applies to all UAS covered in the Regulation. The requirements relate to safety, but impose the obligation to an operator to respect existing rules on privacy, data protection, liability, insurance, security or environmental protection. Safety rules hence should be framed in such a way that they contribute to the correct application of these existing rules. The second part of the essential requirements cover UAS operations for which an authorization or declaration is required. They relate to the traditional aviation areas of airworthiness, organisations, operators and operations;
Article 46 explains how UAS manufacturers and operators can demonstrate how they comply with the requirements. The novelty is the extension of the range of traditional "means of compliance" (certification and licensing) is broadened with declarations, product safety rules. The rules would allow no requirement at all in function of the particular risk;
Article 47 empowers the Commission to enact delegated acts in areas where more detailed rules might be required.
B. Compliance of Unmanned Aircraft
The Commission would be given the authority to adopt delegated acts concerning the specifications for the design, production, maintenance, and operation of unmanned aircraft. UAS would be subject to certifications and declarations that they comply with such specifications. A UAS certificate would specify its safety-related limitations, operating conditions, and privileges. 
C. Market Surveillance Mechanisms
Mass-produced unmanned aircraft that pose a very low risk would be subject to the existing market surveillance mechanisms provided in Regulation 765/2008 [17] and Decision No. 768/2008 [18]. The national aviation authorities would remain indirectly involved, as the operational capability limitations that would be imposed (e.g., that the unmanned aircraft should not fly higher than, for instance, 50 meters to minimise risks) would have to stem directly from traditional aviation requirements. The market surveillance mechanism would rely on justified complaints filed from citizens or undertakings to detect noncompliant products. Findings of noncompliance in one particular Member State would then be communicated throughout the single EU market. The EASA, which would assume additional responsibilities, would not be responsible for the oversight of the market surveillance mechanisms. The Commission, in exercising its authority as the EU body in charge of implementation, would be authorized to verify if the Member States were fulfilling their responsibilities. 
D. Delegated Acts
The proposed Regulation does not set forth specifications for the design, production, maintenance, and operation of unmanned aircraft. Such specifications will be promulgated by the Commission in delegated acts, pursuant to article 47 of the proposed Regulation. When the Commission adopts such acts, it has to immediately notify the Parliament and the Council simultaneously. This authority will  be granted to the Commission for an indefinite period of time. A delegated act adopted pursuant to Art. 47 of the proposed Regulation shall enter into force only if no objection has been expressed by the European Parliament or the Council within two months after they received notification of that act or if, before the expiration of that period, the European Parliament and the Council have both informed the Commission that they will not object. Until the delegated acts are adopted, the relevant provisions of Regulation (EC) 216/2008 [6] would continue to apply. 
In delegated acts the Commission would determine the 
1. Conditions and procedures for issuing, maintaining, amending, suspending, or revoking the certificates for the design, production, maintenance, and operation of unmanned aircraft;
Conditions for situations in which, with a view to achieving the objectives of the Regulation and while taking account the nature and risk of the particular activity concerned, such certificates must be required or declarations must be permitted;
Conditions and procedures under which an operator of an unmanned aircraft must rely on the certificates or declarations issued in accordance with airworthiness and environmental standards, and other essential requirements;
Conditions under which the requirements concerning the design, production, and maintenance of unmanned aircraft and their engines, propellers, parts, non-installed equipment, and equipment to control them remotely shall not need to meet certain other specifications in the Regulation;
Marking and identification of unmanned aircraft and;
Conditions under which operations of unmanned aircraft must be prohibited, limited, or subject to certain conditions in the interest of safety. 
[bookmark: _Toc506147292][bookmark: _Toc506372181]Third Party Liability Issues and Security
Currently, all insurance obligations for aircraft operations are governed by Regulation 785/2004 [10], which requires all commercial operators of aircraft to purchase third-party liability insurance. Regulation 785/2004 contains limits for the minimum amount of third-party liability insurance based on the mass of aircraft during take-off. For UA that weigh less than 500 kg, the minimum cover required is €660,000. UA that weigh less than 20 kg are not subject to insurance requirements. 
The prototype regulation does not directly address these important issues because they are regulated at European or National level. They will however contribute to implementing them as follows:
1. Operators must register except if they operate only unmanned aircraft (UA) of the simpler subcategories;
The Member State may define zones or airspace areas where UA operations are prohibited or restricted: these can be created, for instance, for security reasons;
Obligation for the operator to comply with security requirements (Operator: natural or legal person that operate the UAS);
The pilot of a UA must not fly close to emergency response efforts:
The learning objectives for the pilot involved in flying the most complex subcategories of the ‘open’ category envisage the knowledge of flight restrictions (e.g. security) and the understanding of ethical airmanship. The same applies for the competence of a pilot for the ‘specific’ category;
The risk assessment of the ‘specific’ category must take into account areas with special limitations (e.g. for Security or privacy reasons);
Geofencing and electronic identification will be required in standards of some subcategories in the ‘open’ category.
[bookmark: _Toc506147293][bookmark: _Toc506372182]Privacy Issues
The EU and its Member States have adopted strict privacy and personal data rules, contained in the 1995 Data Protection Directive [11] and based on articles 7 and 8 of the binding 2009 Charter of Fundamental Rights of the European Union, and on article 16 of the Treaty on the Functioning of the European Union. EU Members are also bound by article 8 of the Council of Europe Convention on Human Rights. In addition, Members have their own constitutional and statutory rules on privacy, and domestic legislation implementing EU legislation. 
Commercial users of UAS appear to fall under the EU legislation on personal data protection. Thus, commercial operators of UAS have to comply with the applicable data protection principles, such as those concerning purpose limitations, data minimization, and proportionality, as well as the transparency principle, which requires individuals to be informed of any processing carried out during the operation of a UAS. On the other hand, private users of UAS for hobby and leisure purposes may be exempt from the scope of the Data Protection Directive based on the household exemption. Other exemptions contained in the Directive concern processing for journalistic purposes and for law enforcement purposes. Possible criminal uses of civil UAS would fall within the competence of EU Member States, since they are allowed to not apply the data protection rules on grounds of public safety, public security, and public order. 
UA normally carry video cameras to enable pilots to fly them or have other technological installations to record and store data that can eventually be uploaded on the Internet. Consequently, the private life and property of individuals may be interfered with and violated when UAS capture images of people in their houses or gardens. Also, surveillance equipment installed on UA would make possible the gathering and processing of personal data and thus interfere with and potentially violate the right to privacy and data protection of individuals. The future regulation of the manufacturing and trade of UAS, including the production, selling, buying, internal and international trade, and notice for buyers on risks and hazards, be designed in a manner to minimise any risks to citizens and their rights. 
[bookmark: _Toc506147294][bookmark: _Toc506372183]On-going process towards the new regulation
Some issues will be taken into further consideration, especially where relevant impacts are foreseen, and a detailed analysis could be conducted, also depending on the feedback provided by stakeholders in the on-going process:
1. Geofencing systems e.g. categories that should install these systems; definition of geographical data format and reference; way information should be provided to the operator and uploaded in the UA; 
Identification e.g. interoperability with other manned aircraft; ways enforcement authorities could identify UA;
Registration and authorisation e.g. minimum threshold; factors to take into consideration (such as privacy, UAS carrying a HD camera); possibility of declaration as alternative to registration;
Pilot Competence e.g. categories for which license is needed; use of online tutorial for less risky subcategories; 
Procedure for authorities, e.g. different authorities to identify: aviation, market surveillance and enforcement; 
Monitoring and enforcement activities; how to check that the flight limitations are respected; training courses; 
Role of Competent Authorities with regards to oversight, registration, designation and certification; flow of information of authorities across Member States; resources needed (e.g. for examining a document, testing or inspecting the UAS, issuing certificates, authorisations and approvals; maintain register of UA operators, declarations and authorisations and certificates); 
Categorisation, e.g. subcategorisation of the ‘open’ category and criteria according to which this should be done (e.g. weight, risk elements); model aircraft;
Occurrences reporting, e.g. category and damage to be reported; how this should be done; by whom (e.g. self-reporting of the operator);
Fragmentation of rules, e.g. currently rules quite fragmented at national level and the need to foster harmonisation.
Germany released on 7 April 2017 a new national regulation for UAS, the “Verordnung zur Regelung des Betriebs von unbemannten Fluggeräten“ [19]. This national ruling deviates in some points from the EASA prototype regulation, though the main principles are the same.
Some key points of the new regulation are as follows:
All flying models and UAS with a weight of more than 250g shall be marked with name and address of the owner. The regulator assumes that the operator will be found when the owner is known. An in-flight check cannot be performed under these rules (no electronic identification). With this ruling, the German regulator wants to avoid administration costs such as for a central database etc.;
As of a starting mass of ≥ 2 kg, evidence of knowledge about use and control of UAS is necessary. This evidence can be provided by a pilot licence, examination certificate. Model flight areas are excluded from the license/examination requirement. The minimum age bound to the options to provide the evidence is 14 or 16 years. The duration of validity is limited to 5 years;
All operations performed by ‚blue-light‘ organisations are exempted from individual licensing. For all other use during daylight, this is exempted from individual operator licensing up to a total mass of 5 kg. The operation of flying models/drones/UAS during night or above 5 kg requires an individual licence;
Operations are prohibited at sensible site (e.g. prisons, industry sites, governmental buildings, sites where police and rescue activities are performed, certain traffic ways, airfields, at heights above ground > 100 metres (flying models excluded), above residential living areas, etc.); justified exceptions are possible;
All use is prohibited with regard to use as a weapon (includes already aspects of causing fear, panic or anxiety) and the transport of dangerous goods;
First-Person-View flights are possible, i.e. control supported by an installed onboard camera, or by a supporting observer person wearing video glasses on the ground, and up to a height above ground of 30 metres.
The prototype regulation from EASA (which is the basis for discussions at European level) uses a more differentiated categorisation based on a risk assessment. Start masses up to 25 kg are possible in the license-free „Open“-category. Additional parameters are defined to limit the acceptable total risk.
In particular for operations outside of the line-of-sight, an evaluation of the safety considerations is performed according to the German regulation. Anti-collision and avoidance features may enable operations to be able for licensing.
These national German regulations are seen as an interim step and may be reviewed when a harmonised European regulation enters into force.
The formal agreement on the proposed European regulation (EASA prototype regulation) is expected in the course of 2017/ early 2018. It will follow a consultation process (Advanced Notice of Proposed Amendment) most likely to be performed in 2017.
[bookmark: _Toc506147295][bookmark: _Toc506372184]Geofencing
The proposed new prototype regulation [9] defines ‘geofencing’: ‘means an automatic advisory function to provide information of UA position in relation to airspace areas or volumes provided as geographical limitations and may limit the access of the UA to these areas’.
Geofencing reduces the air risk when zones are created for the protection of aerodromes and other sensitive sites, e.g. military installations, governmental institutions, power plants, hospitals, certain public places in city centres, both on a permanent or temporary basis.
Geofencing is planned as a mandatory functionality required for UAS heavier than 900 g, or required by the zone of operation.
Safe unmanned low level operations will require communication and tracking capabilities. The existing communication and surveillance infrastructure for manned aviation is in many cases already reaching its full capacity and can also not always be used, from a technical point of view, for low level operations. 
Low level operations will therefore have to rely on another infrastructure that will provide the communication and tracking capabilities and at the same time be compatible with existing surveillance and air traffic service solutions. To allow tracking, the operator of an unmanned aircraft must be easily identifiable, similar to number plates for cars or registration of aircraft. Studies [22] are undertaken to identify what infrastructure is most suited to provide the communication and tracking capabilities for these low level operations. Then the exact information content will have to be defined to enable the operators to safely fly, together with the tracking requirements for traffic planning, safety, security or privacy purposes.
Geofencing – qualifying specific airspace as conditional or no fly zones – is a concrete measure to improve safety. The measure can also be used for security, privacy or environmental protection. The rules will establish the institutional framework for managing the EU "geofencing" system. The system should be EU wide – its application local. The rules will determine which authorities can drive such dynamic geofencing system. For example could individual cities set the conditions to overfly city centres, specific residential areas or beaches. Police and security forces could determine security sensitive zones. These conditions should then be clear for manufacturers and for operators in a dynamic way. Therefore, the data format and the data base management should become standardised. 
The supporting communication and tracking system will build on existing initiatives and solutions. The current and future mobile 4G and 5G networks could be suitable candidates. The communication and tracking services could be provided at the local, regional or national levels and will also manage and feed the (dynamic) geofencing system. Just like road traffic now makes way for an ambulance, so will unmanned private low level air traffic make way for low level medical or other urgency unmanned aircraft.
Geofencing contributes to addressing the privacy risk through the creation of zones for the protection of the privacy of a community.
In some cases it may be not possible to define no-fly zones in advance. 
[bookmark: _Toc506147296][bookmark: _Toc506372185]Applicability of Directives for placing on the market and putting into operations
Being remotely piloted, unmanned aircraft use the radio frequency spectrum and may create harmful interferences with other radio equipment. Unmanned aircraft may also create electromagnetic disturbances. In order to avoid such interferences and disturbances, Directive 2014/53/EU [30] on Radio Equipment ('RED') applies to the vast majority of unmanned aircraft in use today.
Current situation:
According to Annex I.3 of the RE Directive [30], airborne products, parts and appliances falling within the scope of Article 3 of Regulation (EC) No 216/2008 [6] of the European Parliament and of the Council are not covered by the RE Directive.
Ground aviation radio equipment is not excluded from the RE Directive [30] (for example remote controls of UAS are always subject to the RE Directive).
According to Annex II of Regulation (EC) No 216/2008 [6], Article 4(1), (2) and (3) of that Regulation do not apply to 'unmanned aircraft with an operating mass of no more than 150 kg'. Therefore, UA of 150 kg or less should be considered as radio equipment within the scope of the Radio Equipment Directive (RED). In future, this may change because of a new EASA regulation.
Proposed changes of the regulation currently under discussion, see EASA NPA 2017-05(A) and  (B) [26][28]
The European Aviation Safety Agency published a Notice of Proposed Amendment (NPA) in May/June 2017 for the introduction of a regulatory framework for the operation of drones/unmanned aircraft system operations in the open and specific categories.
This proposal constitutes a delegated act in accordance with article 47 of the proposed Regulation and lays down technical requirements and procedures for the operation of UAS in the open and Specific Category. The proposal also provides conditions for the making available on the market of UAS intended to be used in the Open Category and lays down requirements for market surveillance for such UAS. For the making available on the market, the proposal is a legislation following the model of Decision 768/2008 [18].
A dedicated Annex II on making available on the market (Part-MRK) to the new regulation is proposed in the NPA document to define the conditions for making UAS available on the market.  Article II.1 ‘Subject matter and scope’ of Part-MRK clarifies that this legislation applies only to UAS designed to be operated in the Open Category (i.e. mass-produced UAS and basically including  all UAS placed on the European market and authorised to operate without further approval).
In the explanatory part of the NPA 2017-05 (A) [26], clause 2.3.2.2 about CE marking, it is explained that the  ‘Part-MRK together with Appendix I to Part-UAS define the new EU harmonisation legislation that UAS operated in the open category will have to comply with, as well as with other applicable rules, such as the RE Directive 2014/53/EU..’
However, the Part MRK itself does not contain any reference to the RE Directive [30] or to Art. 3.2 of the RE Directive which requires that radio equipment has to be constructed that it both effectively uses and supports the efficient use of radio spectrum in order to avoid harmful interference.
Neither does Annex I Appendices I.1-6, which contains product requirements for UAS Class C0, C1, C2, C3, C4 and for UAS components, contain an essential requirement for the effective and efficient use of spectrum and avoidance of harmful interference.
The above exception in the RE Directive and the extension of the scope of the proposed new EASA Basic Regulation, which is currently being discussed by the Union's co-legislators to cover all unmanned aircraft (i.e. irrespective of its operating mass), would lead to the situation that the RE Directive and the Electromagnetic Compatibility Directive (EMCD) [31] would no longer apply to any unmanned aircraft. However, discussions within the process towards the new EASA basic regulation led at the time of writing of this report to an agreement on a text that would amend the relevant exception in the RE Directive and the EMC Directive via the future EASA Basic Regulation, thus ensuring that the RE Directive/ EMC Directive are applicable, in future, to UA irrespective of their mass. If the proposed text under discussion is approved it would mean that RE Directive and EMC Directive will be applicable to UAS with the exception of 'certified UAS intended for operation only on frequencies allocated by the Radio Regulations of the ITU for exclusive aeronautical use'.
For the UAS radio equipment, the placement on the market and putting into operation would still be covered by the RE Directive and EMC Directive while the aviation part will be covered by EASA and its implementing regulations.
This would ensure a seamless continuation of the application and enforcement of the RE Directive and the EMC Directive, especially in view of the rather poor compliance rate of consumer unmanned aircraft available on the market.
Radio equipment which is intended for airborne use but which is also intended for certain other uses would also be subject to the RE Directive and EMC Directive even in the case of certified UAS. 
For UAS in the Certified Category, an essential requirement in the new EASA regulation will apply equivalent to the RE Directive.
The further process for adoption of the new regulation is currently planned to be completed in 2018. 
The European Aviation Safety Agency published on 6 February 2018 an (Opinion No 01/2018) on the Introduction of a regulatory framework for the operation of unmanned aircraft systems in the ‘open’ and ‘specific’ categories [33]. 
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Figure 4: EASA rulemaking process milestones
There will also be an impact assessment as part of this NPA process towards the new regulation.
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[bookmark: _Toc506147298][bookmark: _Toc506372187]Frequency considerations for professional UAS use
This Report focusses on UAS that fly in circumstances where they do not need communications with air traffic control (ATC). This is the case for aircraft flying under visual flight rules (VFR) in airspace classes E (controlled airspace) and F and G (uncontrolled airspace as long as not designated as Radio Mandatory Zone (RMZ)). This is also the case for aircraft flying between 0 metres and the local minimum height for controlled airspace. The local minimum height above which airspace is controlled depends on the airspace structure and the location of airports.
This Report follows the ‘Prototype’ Commission Regulation from EASA which only encompasses the Open Category and the Specific Category but not the Certified Category as defined in the new regulatory approach for Europe. This Report therefore covers the area between flying models under SRD regulations on one hand and Certified Category use (more ITU-R relevant, real aeronautical use) on the other hand. Within this area, many new UAS applications for professional use emerge.
The most common channel bandwidth for telecommand and control is 1 MHz or between 300 kHz and 3 MHz, mostly spread-spectrum, duty cycled, shared spectrum use, systems must be robust, shared licensed access. 
Many professional UAS applications are considered to require a larger operational range and hence, more radiated power than currently available by current regulatory opportunities under general authorisations. Another aspect is that such plans for professional use include substantial investments from which it could be understood that relying totally on generally authorized frequency use without any protection does not fulfil the expectations of such service providers. 
The target would be a CEPT harmonisation deliverable which defines harmonised technical conditions for the ‘UAS’ market. 
In their responses to the questionnaire, 14 administrations supported the harmonisation of preferred frequencies for UAS. The main reasons behind their proposal are that:
Using unlicensed bands shared by various types of applications is likely to increase the risk of interference to and from UAS; 
Using unlicensed bands would limit the range of operation; 
Harmonisation would allow users to operate UAS close to a border or in cross-border scenarios; 
Harmonisation would reduce the global footprint of UAS on the spectrum resources. 
It is considered that a new opportunity for professional UAS use should be found. This would also support the new European regulation under development for UAS.  
One possibility for professional UAS applications is to use existing mobile MFCN networks to provide connectivity to UAS by usual (unmodified) mobile networks with LTE technology provided that the command and control link(s), where appropriate, meet the relevant aviation safety requirements prevalent in the country of concern. This can be realised either by an external LTE device attached to UAS or in future by implementing SIM-cards installed within UAS. Such a connectivity could be used both for serving the payloads such as video or other collected data via sensors and for the command and control function of UAS. One project considered in Germany [22] possibilities to implement a dedicated UAS traffic management system to enable future secure BLOS operations. by using the frequency bands 1710-1785 MHz/1805-1880 MHz. Other trials have shown that other mobile bands are also able to effectively support UAS[footnoteRef:4]. [4:  Several trials have taken place including by Nokia and Qualcomm, see https://www.qualcomm.com/news/onq/2017/05/03/qualcomm-technologies-releases-lte-drone-trial-results] 

First results from these investigations in Germany with regard to the technical feasibility (e.g. up to which heights above ground could be supported) are expected by summer 2017. 
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Figure 5: Possibility for professional UAS applications is to use existing mobile MFCN networks
UAS connectivity based on usual MFCN networks and technology could be an enabler for professional UAS applications operating at BLOS. The use would be based on individual authorisation, harmonised frequencies with sufficient spectrum capacity and coverage of existing infrastructure (no need for investment for any roll-out of a new communication infrastructure). The UAS would be registered and the position can be tracked over the mobile network. No-fly zones or geographical restrictions in general, could be implemented via the UAS traffic management system.
Connectivity over MFCN can provide a lot of benefits to the UAS ecosystem:
MFCN can be part of unmanned traffic management solutions and enable no-fly zones;
MFCN enables identification and registration schemes for drones;
MFCN can assist law enforcement by enabling identification and tracking of drones.  
Mobile networks have a track record to ensure privacy and data protection including respective tools for implementation.
These capabilities allow MFCN to provide end-to-end solutions in the emerging UAS market. Mobile devices in MFCN are uniquely identified by the International mobile equipment identity number (IMEI) and the subscriber is identified via the SIM by the unique International Mobile Subscriber Identity (IMSI). The device IMEI system can be used for UA registration and the SIM IMSI can also be used for UAS operator registration.
Apart from the possibility of using MFCN networks, other professional UAS use can be envisaged which is independent from using MFCN. Some UAS operators may not wish to subscribe their application to an MFCN network or may have specific requirements which could not be fulfilled by an MFCN-based solution.
Providing frequency opportunities for professional UAS application based on MFCN usage or operating without using a MFCN network would support all options for new innovative professional UAS applications.
[bookmark: _Toc506147299][bookmark: _Toc506372188] Frequency considerations for Non-Professional UAS use
Non-professional UAS use is considered to make use of frequency opportunities under general authorisations. The most common use is found in the 2400-2483.5 MHz (ERC/REC 70-03 [23], Annexes 1 and 3) and 5725-5875 MHz bands (non-specific use according to ERC/REC 70-03 Annex 1) under the current regulatory conditions set out in ERC/REC 70-03. These usage opportunities are based on harmonised frequency use without restrictions (RE Directive Class 1 equipment) and use is only bound to the operational limits provided in the ERC/REC 70-03 and the EC Decision for SRDs.
There are also other frequency opportunities under general authorisation scheme such as for non-specific SRD or specific ones, e.g. ERC/REC 70-03 [23] Annex 8 for model control. 
The usage opportunities described above are provided on a non-protected basis. The frequency opportunities are based on shared, un-coordinated frequency use and UAS users have to take into account the possibility of receiving interference.
The use of 5 GHz WAS/RLAN as defined by ECC/DEC/(04)08 [4] is not allowed for UAS. WAS/RLAN is in this case defined as an application in the mobile service and the allocation is for the mobile service except the aeronautical mobile service. The relevant class 1 equipment subclass 54 excludes therefore any usage between ground and airplanes, and in analogy to this, also any use between ground and UAS. The use in 5150-5350 MHz is limited to indoor environments, and above 5250 MHz, the DFS mechanism is required. The detection and hence protection, of specific radar signals cannot be ensured when the DFS is implemented onboard of a UAS application. 
An explanatory paper [24] concerning the use of WAS/RLAN onboard of vehicles such as cars, lorries, busses, trains and onboard aircraft was adopted by ECC WG FM, explaining that the RLAN operation while in motion may not allow a proper application of the DFS mechanism, e.g. when onboard of a car. In consequence, RLAN in motion onboard of a UAS application is also considered as not possible. 
An explanatory paper related to non-professional UAS use under general authorisations was adopted by ECC WG FM [32].
[bookmark: _Toc506147300][bookmark: _Toc506372189]Security measures for command and control links
The command and control link may suffer acts of unlawful interference including deliberate sabotage. These possible illegal acts advise that the command and control links for UAS must incorporate security measures including the encryption of these links. These security measures have implications on the bandwidth and channelling of these links. The application of these measures would be carried out, in a manner proportional to the risk, in those operations in which there is a certain risk of damage to third parties or damage to air operations. The recreational or non-professional uses of UAS would not presumably involve the use of such measures. 


[bookmark: _Toc506147301][bookmark: _Toc506372190]Conclusions
This Report focusses on UAS that fly in circumstances where they do not need communications with air traffic control (ATC). This is the case of aircraft flying under visual flight rules (VFR) in airspace classes E (controlled airspace) and F and G (uncontrolled airspace as far as not designated as a Radio Mandatory Zone (RMZ)). This is also the case for aircraft flying between 0 metres the local minimum height for controlled airspace. The local minimum height above which airspace is controlled depends on the airspace structure and the location of airports. 
This Report follows the ‘Prototype’ Commission Regulation from EASA which only encompasses the Open Category and the Specific Category but not the Certified Category as defined in the new regulatory approach for Europe. This Report therefore covers the area between flying models under SRD regulations on one hand and Certified Category use (more ITU-R relevant, real aeronautical use) on the other hand. Within this area, many new UAS applications for professional use emerge.
The airspace classes are described on the Annex 4 of the ITU-R Report M.2171 [1].The professional use can roughly be mapped with the Open Categories A2 and A3 and the Specific Category. In these categories, a requirement for electronic identification is foreseen.
In their responses to the questionnaire, some administrations supported the harmonisation of preferred frequencies for UAS. The main reasons behind their proposal are that:
Using unlicensed bands shared by various types of applications would not be appropriate for some professional UAS due to risk of interference, and may not meet the expectations of professional UAS service providers (unsecure investments, emission limits do not support the intended operating range);
Harmonisation would foster a common market for UAS products and may for some professional UAS usage scenarios help to avoid cross-border issues.
In relation to the definition of an individual authorisation opportunity for professional use of UAS, this needs to be defined by the national administration, taking into account national circumstances.
The communications links that are considered in This Report deal with command and control and possibly support for sense and avoid. It could be necessary to add a downlink video stream as an essential requirement of the safe operation of a UAS. 
A possible solution for small-size professional UAS would be if the command and control as well as the payload (usually video, sometimes data) could be communicated within the same frequency band because the capacity for carrying multiple radios on a UAS is limited. In consequence, the radio equipment installed in the UAS may need to be one system for command and control as well as the payload information.
For the payload information, there is much more capacity needed for downlinking video information than, for example, uplinking commands to configure the payload of the UAS.
The selected frequency bands and the associated regulation should be able to support the spectrum need for the control of UAS but also include some provisions to allow payload links. The associated regulation should also make it possible to share the frequency band or bands between these two usages for countries wishing to do so, while on one hand ensuring that the payload resource, unlike command and control, is not subject to aeronautical safety constraints and on the other hand that the payload does not use the control resource and thereby compromise the safety of the UAS. 
Another solution is to consider separate adjacent bands for command and control on one hand, and video payload on the other hand (close to each other, if possible).
Given the many possibilities for new innovative UAS applications, it is nearly impossible to derive a common spectrum demand figure as an amount of MHz.
The most common channel bandwidth for telecommand and control is 1 MHz or between 300 kHz and 3 MHz, mostly spread-spectrum, and duty cycled. The spectrum use can be shared. The systems must be robust, possibly under shared licensed access. In this scenario, the maximum bandwidth for such links may need to be limited to ensure provision of at least a minimum number of channels, otherwise the interference probability would be too high and UAS used at the same location could not avoid using the same frequencies.
For video payload information (downlink), typical test licences and product information indicate a need for 10 MHz but the needs could also be less.
The frequency tuning ranges identified in ERC Recommendation 25-10 [2] Annex 3 for cordless cameras, portable video links and mobile video links are seen as a possibility for UAS video downlinks.
One possibility for professional UAS applications is to use existing mobile MFCN networks to provide connectivity to UAS by usual (unmodified) mobile networks with LTE technology provided that the command and control link(s), where appropriate, meet the relevant aviation safety requirements prevalent in the country of concern. This can be realised either by an external LTE device attached to UAS or in future by implementing SIM-cards installed within UAS. Such a connectivity could be used both for serving the payloads such as video or other collected data via sensors and for the command and control function of UAS. One project considered possibilities to implement a dedicated UAS traffic management system to enable future secure BLOS operations by using the frequency bands 1710-1785 MHz/1805-1880 MHz. Other trials have shown that other mobile bands are also able to effectively support UAS[footnoteRef:5]. [5:  Several trials have taken place including by Nokia and Qualcomm, see https://www.qualcomm.com/news/onq/2017/05/03/qualcomm-technologies-releases-lte-drone-trial-results ] 

UAS connectivity based on usual MFCN networks and technology could be an enabler for professional UAS applications operating at BLOS. The use would be based on individual authorisation, harmonised frequencies with sufficient spectrum capacity and coverage of existing infrastructure. The UAS would be registered and the position can be tracked over the mobile network. No-fly zones or geographical restrictions in general could be implemented via the UAS traffic management system.
Apart from the possibility of using MFCN networks, other professional UAS use may be envisaged which is independent from using MFCN. Some UAS operators may not wish to subscribe their application to an MFCN network or may have specific requirements which could not be fulfilled by an MFCN-based solution.
The Open Categories A0 and A1 are seen as the non-professional use ‘lower’ Open Categories. Non-professional UAS use is considered to make use of frequency opportunities under general authorisations (predominantly in the 2.4 GHz and 5.8 GHz bands). In this context, the use of 5 GHz WAS/RLAN as defined by ECC/DEC/(04)08 [4] is not allowed for airborne unmanned aircraft. UAS in these categories often separate the frequency use between command and control on one hand and payload (e.g. video from a camera) on the other hand.
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[bookmark: _Toc506147302][bookmark: _Toc311472695][bookmark: _Toc506372191]CEPT Questionnaire in 2015 on UAS
Responders
Responses (total of 58):
CEPT administrations (30):
Albania, Austria, Belgium, Bosnia Herzegovina, Croatia, Cyprus, Czech Republic, Estonia, Finland, France, Georgia, Germany, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Montenegro, Netherlands, Norway, Portugal, Russian Federation, Serbia, Slovakia, Slovenia, Spain, Sweden, Switzerland and United Kingdom.
Stakeholders (28):
Note: for the aeronautical regulations part, some national authorities have been included by CEPT administrations in their answers.
Aerodromo Municipal de Portimão (POR), Agencia Estatal de Seguridad Aérea (E), Airfilms Productions B.V. (NED), Belgian Civil Aviation Authority –BCAA, Bundeskommission Modellflug im DAeC -EMIG-RC, Chairman- (D), Civil Aviation Authority (CZE), Civil Aviation Agency (LVA), Dep. of Civil Aviation (CYP), DFS Deutsche Flugsicherung GmbH (D), Direction Generale de l'Armement –DGA (F), European Aviation Safety Agency – EASA, Euro USC International (G), Switzerland(DETEC), Federal Supervisory Authority for Air Navigation Services (D), Finavia Corporation (FI), The Finnish Border Guard (FI), Air navigation services Guardia Nacional Republicana (POR), Kantonspolizei Bern (SUI), IPQ - CT190 - Individual Expert (POR), Robonic Ltd Oy (FI), Selex (I), Slovenia Control LTD, Skeye BV (NED), Swiss Federation of Civil Drones – SFCD, Telespazio (I), Trimble (BEL), Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR) and VTO Technologies Ltd (G).
To note:
A national report from Denmark on the future regulation of civil drones March 2015 is added at the end of part 1 of this summary.
Spectrum Regulation Part
· Question 1: Is there already a national regulatory framework 
(or reports available on civil UAS)? 
	Albania 
	Yes

	Austria
	Yes

	Belgium
	Yes

	Bosnia Herzegovina
	No 

	Croatia
	No 

	Cyprus
	No 

	Czech Republic
	No 

	Estonia
	No

	Finland
	Yes 

	France
	No 

	Georgia
	No 

	Germany
	No 

	Greece
	Yes 

	Hungary
	No 

	Ireland
	No 

	Italy
	No 

	Latvia
	Yes 

	Lithuania
	No 

	Montenegro
	No 

	Netherlands 
	Yes 

	Norway
	No 

	Portugal
	No 

	Russian Federation
	No 

	Serbia
	No 

	Slovakia
	No 

	Slovenia 
	No 

	Spain
	No 

	Sweden
	No 

	Switzerland
	Yes 

	United Kingdom
	Yes






Figure 6: Availability of a National regulatory framework

Assessment of WGFM CG Drones:
Several national regulatory frameworks already exist. Some administrations under ‘No’ indicate to be at drafting stage of a national regulatory framework. There are differences amongst them. See also Section A1.9, question 10 (part 2 of the questionnaire).
EASA proposes to create common rules for the operation of drones in Europe.
TCAM subgroup: what is under RE-D and what is under EASA regulation?
As for drones applying the strict interpretation – other interpretations are also possible due to several defined exclusions in both directives - would mean that drones with a weight above 150 kg would fall outside the RED and be covered by the Regulation (EC) No. 216/2008 [6] (only). Drones with a weigh of 150 kg and below are covered by the RED (only). Lowering this weight limit (as this is under discussion, some proposals even go down to 0 kg) would therefore have an effect on the application of the two directives[footnoteRef:6]. The outcome of such discussions could have some impact on the way how frequencies for drones are authorised. [6:  There are also questions about the applicability of the toy directive and the machinery directive ] 

A lot of information delivered in the responses to the questionnaire is not related to spectrum issues.

· Question 1.1: If so, have you identified any challenges within the existing national regulatory framework? 
(Please provide additional information including links/documents available) 
	Austria
	Only for the aeronautical part; https://www.austrocontrol.at/jart/prj3/austro_control/main.jart?rel=en&content-id=1380112440527 (partly in German) 

	Albania 
	http://www.akep.al/en/legislation/regulation 
Regulation for conditions for use of frequencies and technical requirements for radio equipment exempted from individual authorization 

	Greece
	The existing regulatory framework consists of the implementation of the provisions within the EC Decision (2006/771/EC as amended by 2013/752/EU) and the ERC RECOMMENDATION (70-03) with respect to the frequency ranges for model control in the framework of short range device regulation 
No challenges have been identified 

	Latvia
	Existing national regulatory framework covers only recreational and sport model aircraft activities. Link to existing national regulation: 
http://likumi.lv/doc.php?id=141998 
Latvia is developing new UAS regulation. 

	Netherlands 
	The challenge is finding broadband spectrum for the payload (Video) 



	Switzerland
	- Flying model control under national regulation RIR 1007-02 
- Common UAS models operate in the ISM bands 

	United Kingdom
	Bands allocated exclusively to the Aeronautical service are managed by the civil Aviation Authority whose policies on spectrum use are laid out in chapter 5 of CAP722 (http://www.caa.co.uk/application.aspx?catid=33&pagetype=65&appid=11&mode=detail&id=415 ). Other bands are managed by Ofcom. Authorisation in any band allocated to the Aeronautical Service (exclusively or otherwise) is co-ordinated with the CAA. 
Only Ofcom may authorise the civil use of the radio spectrum. Any authorisation would be consistent the Authorisations Framework. 
As far as challenges are concerned the following have been identified so far in order ensure safe operations of UAV:- 
• Finding sufficient appropriately protected spectrum 
• Compatibility with incumbent systems 
• Defining the requirement 
• Developing regionally/globally agreed planning criteria in order to optimise spectrum usage 

Additional issues may be present for payload but those uses are likely to be met in bands that are not used for command and control purposes. Those bands are not managed by the aviation regulator. 
Ofcom provides information on frequencies and technical restrictions that apply to the operation of radio-controlled models in OfW311 http://stakeholders.ofcom.org.uk/spectrum/information/licence-exempt-radio-use/licence-exempt-devices/ofw311 



Assessment of WGFM CG Drones:
NL: some experience with illegal use. Sees also demand for spectrum outside of 2.4 GHz / 5 GHz. NL commissioned a study by research entity about the impact on other users in 2.4 GHz 
(results by May 2016).
Latvia is developing new UAS regulation.
Analyse in more detail links from Austria, Sweden and UK.


· Question 1.2: ’NO’ Remarks 
	Czech Republic
	There is no special document dealing with frequencies in case of UAS (the only aeronautical regulation is available - see Question 7) 

	Estonia
	Ministry of Economic Affairs and Communications is drafting new performance passed regulation for UAS

	France
	No regulatory framework for UAS from a spectrum regulation point of view currently exists 

	Georgia
	For the time being no

	Germany
	No

	Hungary
	Hungary has not a national regulatory framework on civil UAS yet. NMHH published a prospectus on frequency usage and licensing aspects of UAS in 2014 (http://nmhh.hu/dokumentum/164476/uav_tajekoztato_v51.pdf ). In order to help users to select the appropriate frequency we summarized the usable frequencies for SRD utilization in table format extracting from our NTFA. 

	Ireland
	Not Related to Spectrum Matters. 

	Italy
	The Italian administration has not received any request of frequency for drones yet 

	Montenegro
	Under study

	Norway
	No, there is no regulatory framework in place for RPAS, related to spectrum use. 

However, we have the following comment; 

First of all it is necessary to have a clear understanding of what is covered by EASA and what is not covered by EASA. We believe radio products not covered by EASA should be covered by the Radio Equipment Directive (RED). TCAM is currently looking into some issues regarding the Radio Equipment Directive and the text that we believe is written for exclusion of products that are within the scope of EASA. In particular we believe that products that are exempted from the EASA requirements should be in the scope of the RED. And we believe it will be a good idea to make sure that even products that are under the scope of the EASA requirement should comply with the same set of minimum requirements as other radio products. The reason is that if the aeronautical systems comply with at least the same set of minimum requirements as other radio systems, then it will be easier to perform good compatibility studies when frequency use changes. 

Based on input from some stakeholders we believe that in some cases professional stakeholders may want to use traditional aeronautical radio systems like for example transponder (for anti-collision/identification) or VHF either on board the drones or from the ground when operating drones. (A drone operator who wishes to communicate to other users of the same airspace may find that the aeronautical communication radio is virtually the only way to warn another airspace user about a potentially dangerous situation.) 

Our current national regulation on radio equipment essentially states that radio equipment compliant with the EASA requirements may be used on board aircraft. EASA has several mechanisms that a manufacturer may use to demonstrate compliance. The concept of ETSO approval is probably the most convenient method for national authorities and other stakeholders in many cases (Our experience from the traditional aircraft sector is that it is very easy to communicate to people that they must be sure to buy ETSO-approved equipment). However, in many cases the existing/traditional ETSOs are not appropriate for drones since there is no pilot on board the drone that can operate radio equipment on board the drone in the same way as a pilot does in a traditional aircraft. 

So as a radio administration we wish for a standard or specification that equipment manufacturers can demonstrate compliance with in the near future. We believe European Standards Organizations will not create such standards unless they are asked to do so since they currently believe that this is within the scope of EASA. Therefore, unless EASA has resources to do this, it would be nice if EASA could request the standards organizations to do this work for EASA. If this is not in the scope of EASA, it would be nice if EASA can make it clear for the stakeholders that this is the view of EASA. 

Modern electronics can have low weight. It would be nice if EASA could point out how to deal with cases where drones/drone operators are using traditional aeronautical radio such as transponders and aeronautical communication radio such as VHF. A transponder in a low weight drone may affect the surveillance system for traditional aircraft. But since the use of transponders in drones have some obvious benefits, we don’t think that it should be forbidden to use transponders in drones. Perhaps the use of such radio products in drones can be dealt with as “specific risk operations”, ref. EASA A-NPA 2015-10? 

	Portugal
	No, there is no national regulatory framework for UAS in Portugal. 

	Russian Federation
	Only for radio control models 

	Slovakia
	No

	Spain
	There is no regulatory framework 



Assessment of WGFM CG Drones:
It will be a good idea to make sure that even products that are under the scope of the EASA requirement should comply with the same set of minimum requirements as other radio products. The reason is that if the aeronautical systems comply with at least the same set of minimum requirements as other radio systems, then it will be easier to perform good compatibility studies when frequency use changes. This would also ensure that there are not any gaps in the regulations, i.e. cases where the defined exclusions leave it open about which regulation should apply. Disadvantage: double application of Directives. Note that EASA regulation from their perspective does not try to ensure the protection of other radio services.
Many CEPT administrations have no national framework or very limited framework. These may benefit from the guidance from CEPT.

· 
Question 2: Are there specific frequencies (incl. requirements) identified for UAS in your 
NTFA? 
	Albania 
	Yes 

	Austria
	No 

	Belgium
	Yes 

	Bosnia Herzegovina
	No 

	Croatia
	No 

	Cyprus
	No 

	Czech Republic
	No 

	Finland
	Yes 

	France
	No 

	Georgia
	No 

	Germany
	No 

	Greece
	Yes 

	Hungary
	No 

	Ireland
	Yes 

	Italy
	Yes 

	Latvia
	Yes 

	Lithuania
	No 

	Lithuania
	No 

	Montenegro
	No 

	Netherlands 
	Yes 

	Norway
	No 

	Portugal
	No 

	Russian Federation
	Yes 

	Serbia
	No 

	Slovakia
	No 

	Slovenia 
	No 

	Spain
	No

	Sweden
	No 

	Switzerland
	Yes 

	United Kingdom
	No




Figure 7: Specific frequencies identified?

Assessment of WGFM CG Drones:
Answers mostly informed only about ‘SRD’ regulations used by drones and also 5030-5091MHz, according to note 5.443C of Radio Regulation (WRC 2012).
Some differences noted, e.g. Denmark in 5 GHz w.r.t. DFS and indoor/outdoor 5150-5250 MHz. In general, sometimes, an administration allows more (i.e. has a ‘positive restriction’). With drones, this could potentially lead to interference problems. 

· Question 2.1: If so, please provide information in the field below
	Albania 
	http://www.akep.al/en/legislation/regulation 

	Finland
	There are frequencies for telecommand equipment for use with scale model aircraft in the frequency band 34.995–35.225 MHz. In addition, collective licence-exempt frequencies are available for wide-band data transmission equipment (WAS/RLAN) in 2,4 GHz and 5,8 GHz. None of these frequency bands are specifically identified as UAS frequencies. 

Also in the National Frequency Table of Allocations we have the frequency band 5031-5090 MHz allocated for the control and non-payload communications for aeronautical route traffic (passenger / freight). 

	Greece
	The following frequency ranges are available for model control (including flying models) and there aren’t any special provisions in place for other types of UAS (eg governmental use): 
26.995 MHz, 27.045 MHz, 27.095 MHz, 27.145 MHz, 27.195 MHz (according to 2013/752/EU and ERC REC 70-03) 
40.665 MHz, 40.675 MHz, 40.685 MHz, 40.695 MHz (according to ERC/DEC/(01)12 and ERC REC 70-03) 
34.995–35.225 MHz (only for flying models, according to ERC/DEC/(01)11 and ERC REC 70-03) 

	Ireland
	Insofar as model aircraft are concerned, ComReg is aligned with ECC Recommendation 70-03, which provides for unlicensed operation of model aircraft using specific frequencies and associated technical parameters. 

Currently, within Ireland, UAS operate largely in harmonised licence exempt spectrum (i.e., 2.4 GHz and 5.8 GHz) 

Apart from the above allowances, no frequencies have been yet identified for UAS. 

	Italy
	5030-5091MHz, according to note 5.443C of Radio Regulation(WRC 2012) 

	Latvia
	34,995-35,225 MHz 100mW e.r.p. dedicated for aircraft model use only. 

	Netherlands 
	- 5030 – 5091 MHz 
- 2300 – 2495 MHz 
And license exempt spectrum (2,4 and 5 GHz 

	Russian Federation
	The Decision of the State Radio Frequency Commission №07-20-03-001 from 07.05.2007 «Allocation of frequency bands for Short Range Devices» harmonization to use by radiocontrol flying models (toys) the following frequency bands: 
26.957-27.283 MHz, 28.0-28.2 MHz, 40.66-40.7 MHz and 2400-2483.5 MHz 

	Switzerland
	- 34,995 – 35,225 MHz 
- Band ISM 2,4 GHz and Band ISM 5 GHz 



· Question 2.2: ’NO’ Remarks 
	Austria
	Currently, they are using SRD and RLAN Equipment. There are specific frequencies planed for the CNPC-Link depending on harmonization measures. 

	Czech Republic
	There are no frequencies (terms and definitions, (national) footnotes etc.) identified for UAS in the Czech NTFA (Decree No. 105/2010 Coll.) 

	France
	No specific frequencies currently identified for UAS. 

Specific frequencies have been identified for flying models related to EC Decision 2006/771/CE amended as well as Decisions ERC/DEC/(01)11 and ERC/DEC/(01)12 and implemented nationally through French frequency Regulator ARCEP decision n°2014-1263. 

	Georgia
	No specific frequencies yet. 

	Germany
	No

	Hungary
	There are no specific frequencies for UAS, yet. The study has been started at NMHH about the possible new regulation on usage of frequencies for UAS purposes. 

	Montenegro
	Under study 

	Norway
	No, there are presently no defined frequency areas for RPAS/UAS in the Norwegian NTFA. 

	Portugal
	No, the Portuguese NTFA does not designate spectrum specifically intended for the use of UAS. 

	Slovakia
	In the NTFA (2015-2016) of the Slovak Republic we have no such frequencies or requirements identified for UAS applications. 

	Spain
	There are not specific frequencies in Spain for UAS 

	Sweden
	There are no specific frequencies. UAS are assigned frequencies in the aeronautical bands for ATC. Otherwise UAS use licence exempted bands, e.g. 2.4 GHz and 5 GHz bands 

	United Kingdom
	Not specifically but bands are listed along with potential use in the aforementioned CAP722. Additionally bands for the usage of UAS would be reflected in the UK Frequency Allocation Table (http://stakeholders.ofcom.org.uk/spectrum/information/uk-fat/ ) 
Ofcom provides minimum requirements for the establishment, installation and use of licence exempt short range devices in document IR2030/23 http://stakeholders.ofcom.org.uk/binaries/spectrum/spectrum-policy-area/spectrum-management/research-guidelines-tech-info/interface-requirements/IR_2030-june2014.pdf 


Spectrum harmonisation measures
· Question 3: Is there a requirement for harmonisation measures needed? 
	Albania 
	No 

	Austria
	Yes 

	Belgium
	Yes 

	Bosnia Herzegovina
	No 

	Croatia
	No 

	Czech Republic
	Yes 

	Dominik Meyer 
	Yes 

	Finland
	Yes 

	France
	No 

	Georgia
	No 

	Germany
	No 

	Greece
	Yes 

	Hungary
	Yes 

	Ireland
	Yes 

	Italy
	No 

	Latvia
	Yes 

	Lithuania
	Yes 

	Montenegro
	No 

	Netherlands 
	Yes 

	Norway
	Yes 

	Portugal
	Yes 

	Russian Federation
	No 

	Serbia
	No 

	Slovakia
	No 

	Spain
	Yes 

	Sweden
	Yes

	Switzerland
	Yes 

	United Kingdom
	Yes



Figure 8: Need for harmonisation - Answers
Assessment of WGFM CG Drones:
Answers differ very much from each other. It is not clear which specific technical and regulatory harmonised conditions are concerned. 
A collection of all the material and helping to identify guidelines/guidance as well as problems with current approaches may be helpful.
Questions raised: should one indicate preferred shared bands for drones? This implies to restrict them from using other frequencies (similar to the ‘ISM-concept’). Higher frequencies above 6 GHz could also be considered in this context (though line-of-sight will be required normally at such frequencies). Relates also to risks involved (shorter or greater operating range, potential to interfere in a given frequency range). One may distinguish between CNPC and payload communications. 


· Question 3.1: ’YES-answers’ - Please explain 
	 
	If so, please indicate which ECC deliverable 

	Austria
	ECC Decision would be preferred, but ECC Recommendation is also possible. 

	Czech Republic
	Perhaps an ECC Recommendation 

	Finland
	There is a lot of interest for different kind of applications using UAS. At the moment, there are no harmonized frequencies (other than those that are for SRDs, WLANs etc.) that would provide longer link distances between the controller (remote pilot) and UAS. Therefore, we believe that European-wide harmonization for frequencies for UAS is highly required and work towards an ECC Decision or ECC Recommendation should start quickly. 

	Greece
	Yes, we believe there should be harmonization measures across CEPT under an ECC Decision for critical (e.g. civil governmental) applications 

	Hungary
	WRC12 designated the 5030-5091 MHz band for UAS radio applications. As the national usage of this band by microwave landing systems (MLS) is negligible, the NMHH intends to open the 5030-5091 MHz band for professional UAS use. Nevertheless the Authority does not experience considerable radio equipment manufacturing activity for this band in Hungary. There is a need of harmonization at least CEPT level for frequency band (primarily the 5030-5091 MHz band) and coordination of RloS (radio line-of-sight) equipment in conjunction with a harmonized ETSI standard by the opinion of NMHH. 

	Ireland
	There might be a need for harmonization measures. Given the nature of operation of UAS, ComReg is of the opinion that the potential for interference with other systems harmonize these frequencies may be higher than when compared with similar systems which are operational on a ground-based platform only. Therefore, further consideration should be given to implementation of additional harmonization measures – this may serve to mitigate the potential for UAS to cause harmful interference to other systems using similar frequencies. 
Further, it is noted that many UAS currently operate using licence exempt spectrum. In light of this fact, and given the accelerating rate of growth of RPAS for professional services, ComReg believes that harmonization efforts may require careful consideration in the near future. The nature of the service which harmonizes the UAS, height & range of operation, associated transmit power levels, and coexistence with other systems are all examples of factors which may need to be considered when assessing any need for harmonization. 

	Latvia
	Waiting for common technical regulations in EC. 

	Lithuania
	ECC recommendations would be helpful at this stage. 

	Netherlands 
	Yes, harmonization of frequency bands and technical parameters. 

- A ECC report that describes the radio applications (and spectrum requirements) used by drones; 
- ECC Recommendation that addresses the identification of (preferred) frequency bands that can be used by drones; 
- ECC Recommendation, aimed at harmonization implementation measures for Drones in the (preferred) identified frequency bands 
Note: including the possibility of LSA in frequency bands that are identified for MFCN. 

	Norway
	Yes, due to common boarders with neighbouring countries, we consider there to be a need for harmonization of spectrum related to frequency use for RPAS. 
We would prefer an ECC Recommendation. 

	
	ECC recommendations would be helpful at this stage. 

	Portugal
	Yes. The Portuguese Administration considers that a harmonization measure at CEPT level facilitates the regulation for the use of frequencies by UAS. As a first step an ECC Report on UAS would identify, among other subjects, UAS frequency usage, type of application (e.g. control and non-payload communications (CNPC), categorization of the UAS (e.g. by concept of operation, weight, etc.). This ECC Report would give a clear picture of the UAS environment, focusing mainly in the frequency bands, usage scenarios and the corresponding conditions for the use of the spectrum. 

As a second step, the development of an ECC Decision would identify spectrum and conditions for the use of the spectrum by UAS. 

	Spain
	We need harmonized bands below 2ghz for uas. 
Spain would support to develop a new ecc regulation on this issue 

	Switzerland
	Yes, there is a potential requirement for civil UAS with specific technical and regulatory harmonized conditions. 

	United Kingdom
	Given that the aircraft will operate globally and in some cases travel between countries or regions there is a need for harmonisation measures. Additionally it has been assumed that global harmonisation will minimise the amount of spectrum required to ensure the safe operation of UAVs.



Assessment of WGFM CG Drones:
Application of 216/2008 and RE-D (and other directives) for drones still under discussion or can be subject to changes.
Those in favour of a harmonisation deliverable like to see the frequencies identified for drones in a central document and also related technical conditions as well as information about other regulation covered by the document.
14 administrations indicated support for a harmonisation deliverable. An appropriate way forward could be suggested in creating first an ECC Report which outlines the needs, pros and cons of a harmonisation deliverable and then, to be decided at a later stage, a harmonisation deliverable (ECC/DEC or ECC/REC). The ECC Report should also give an overview of the application scenarios, planned fields of operations.
From the answers to part 2, one can also see some motivations (demand) in favour of a harmonisation deliverables (need for clear rules, common market, ensure air traffic safety, spectrum compatibility, etc.)
NLOS communications may need from the operational viewpoint some harmonisation, if not covered elsewhere (e.g. RR).
Several administrations also report using the AMS(R)S (aeronautical safety) allocated 5030-5091 MHz frequency band.

· Question 3.2: ‘NO-answers’ - Please indicate the reasons 
	Albania 
	There is no requirements about the harmonisation measures because the usage of this frequencies does not need Individual Authorisation. 

	France
	There are currently no requests from UAS manufacturers for harmonization measures. The current questionnaire is aimed at collecting the manufacturers’ forecast for UAS frequency needs in the near future. 

	Georgia
	For harmonisation measures relevant ECC decisions and recommendations are to be implemented. 

	Germany
	Not yet. First we need to check how the UAS will be handled by the international aviation law. 

	Italy
	The Italian administration has not received any request of frequency for drones yet. 

	Montenegro
	Since we still do not have national regulatory framework set up, no requirement for harmonisation are yet needed. 

	Russian Federation
	Not yet, due to very limited usage of civil UAS at the current stage 

	Serbia
	Requirements will be provided by adopting regulations for UAS 

	Slovakia
	We have received no such requirement for harmonization of the measures. 


Spectrum use (categorisation, differentiation)
· Question 4: Do you have / foresee different types of regulation for different radio applications? 
	Albania 
	any other 

	Austria
	control and non-payload communications (CNPC)
payload (incl. video) 

	Belgium
	control and non-payload communications (CNPC)
payload (incl. video) 

	Bosnia Herzegovina
	any other 

	Croatia
	control and non-payload communications (CNPC)
payload (incl. video)
any other 

	Czech Republic
	control and non-payload communications (CNPC)
payload (incl. video) 

	Finland
	control and non-payload communications (CNPC)
payload (incl. video) 

	France
	any other 

	Georgia
	any other 

	Germany
	any other 

	Greece
	control and non-payload communications (CNPC)
payload (incl. video) 

	Hungary
	control and non-payload communications (CNPC)
payload (incl. video)
any other 

	Ireland
	any other 

	Latvia
	control and non-payload communications (CNPC)
payload (incl. video)
any other 

	Lithuania
	any other 

	Netherlands 
	any other 

	Norway
	any other 

	Portugal
	control and non-payload communications (CNPC)
payload (incl. video)
any other 

	Russian Federation
	any other 

	Serbia
	any other 

	Slovakia
	any other 

	Slovenia 
	any other 

	Spain
	any other 

	Sweden
	any other 

	Switzerland
	control and non-payload communications (CNPC)
payload (incl. video)
any other 

	United Kingdom
	control and non-payload communications (CNPC)
payload (incl. video)




Figure 9: Differentiation payload vs non-payload and control

Assessment of WGFM CG Drones:


· Question 4.1: ’Control and Non-Payload’ - Please explain 
	Austria
	This should be harmonised within CEPT

	Czech Republic
	There is a need to use licensed (dedicated) frequencies due to the safety reasons (CNPC). 

	Finland
	CNPC communications will require more protected radio link than the payload communications, since it is seen as safety related communication. 

	Greece
	Currently there are no specific provisions for different type of applications within the UAS scope of applications. General provisions (such as those for WAS/RLANs and non-specific short range devices) apply according the above mentioned EC Decision and ERC Recommendation. 

	Hungary
	The Hungarian regulation currently does not distinguish the CNPC, payload and other radio devices in the SRD bands. As more and more UASs will operate there may be a need to separate the payload and the CNPC radio links, and a backup (safety) control channel. According to expert level plan of NMHH the RLoS CNPC radio links may operate in the 5030-5091 MHz band by modified regulation. The payload radio links can operate in the PMSE bands if the usage is defined as PMSE by our understanding. In order to avoid the in-band interference for CNCP a separate band should be found for the backup (safety) control channel. 

	Latvia
	Non-specific short range device spectrum could be used for various applications. 

	Portugal
	There is no regulation for different radio applications for UAS applications in Portugal. This needs to be further investigated. 

	Switzerland
	Objective to identify a dedicated spectrum for CNPC 

	United Kingdom
	Given that this integral to the safe operation of the aircraft and the public’s perception of that safe operation spectrum and the systems used for this application will have to meet the requirements of the aviation regulatory authorities which on a local scale would be the Civil Aviation Authority and on a global scale ICAO. 

As UAS activity increases in the hobby, commercial and professional areas, some exclusive frequencies with co-ordination (license) would be useful for professional UAS operations carrying high value or critical payloads. This could be for broadcasters wanting to use a UAS to cover a large event which would require guaranteed communications for both control (safety) and payload (content).

	
	


Assessment of WGFM CG Drones:
Several replies: there is a need to use licensed (dedicated) frequencies due to the safety reasons (CNPC - control and non-payload communications (CNPC).
Given that this integral to the safe operation of the aircraft and the public’s perception of that safe operation spectrum and the systems used for this application will have to meet the requirements of the aviation regulatory authorities which on a local scale would be the Civil Aviation Authority and on a global scale ICAO. 

As UAS activity increases in the hobby, commercial and professional areas, some exclusive frequencies with co-ordination (license) would be useful for professional UAS operations carrying high value or critical payloads. This could be for broadcasters wanting to use a UAS to cover a large event which would require guaranteed communications for both control (safety) and payload (content).
Payload (content): not linked to safety aspects. Some administrations mentioned PMSE frequencies in this context. Look to Answers in part 2.
Several administrations have a national framework with various weight categories (list them in a table..)
Compare whether certain categorisations are included either in the spectrum regulation or the aeronautical regulation on national level (e.g. flight height restrictions, exclusion zones (may depend on whether based on air traffic safety or spectrum compatibility)).
Needs more investigation.

· Question 4.2: ’Payload’ - Please explain 
	Austria
	They may use those frequencies, which are already licenced or foreseen for the relevant user groups (Police Forces, firefighters, TV production). 

	Belgium
	The control-command link and the payload link are designed in such a way that never ever a failure in the payload link can end up in a failure of the control command link and thus in a crash of the aircraft. It can be done by separate circuits or by other technical solutions. 

	Czech Republic
	Unlicensed frequencies (General Authorisation) could be used in specific cases (payload). 

	Finland
	CNPC communications will require more protected radio link than the payload communications, since it is seen as safety related communication. 

	Greece
	Difference on regulation between payload and non-payload radio communications should be assessed, especially for critical UAS applications, given the fact that payload communication transmissions will take place from high altitude. 

	Hungary
	See the answer to question 4.1. 

	Latvia
	Non-specific short range device spectrum could be used for various applications. 

	Portugal
	There is no regulation for different radio applications for UAS applications in Portugal. This needs to be further investigated. 

	Switzerland
	Objective to identify a dedicated spectrum for payload communications 

	United Kingdom
	As noted: payload is not linked to safe flight and does not need the same consideration as that spectrum used in support of the control of the UAS itself. Here, to a certain extent, the physical limitations of the UAS may impact its ability to carry a variety bands in support of its payload requirements. 

As UAS activity increases in the hobby, commercial and professional areas, some exclusive frequencies with co-ordination (license) would be useful for professional UAS operations carrying high value or critical payloads. This could be for broadcasters wanting to use a UAS to cover a large event which would require guaranteed communications for both control (safety) and payload (content).



· Question 4.3: ’Any other’ - Please specify 
	Albania 
	No

	Bosnia Herzegovina
	All depends on requests we receive. So far, we had none 

	France
	There are currently no such provisions, as long as the different UAS stations comply with the national frequency regulation. 

In the future, some frequency bands may be identified for Command and Control functions, but only for operations implying a certain level of aeronautical safety to be defined by the national aeronautical authority. 

	Georgia
	We each radio applications should be considered. For the time being, with this regard no regulation exists but in future ECC appropriate deliverable should be used for harmonisation purposes. 

	Germany
	Not yet, (see Q2)

	Hungary
	See the answer to question 4.1 

	Ireland
	No regulations currently exist within Ireland for UAS. However, ComReg will continue to monitor national and international developments in this area, and may review the need for regulatory requirements should spectrum usage needs within this field evolve in the future. 

	Latvia
	Non-specific short range device spectrum could be used for various applications. 

	Lithuania
	Under consideration. 

	Netherlands 
	Due to the technical neutral spectrum regime and convergence our policy is to have as few types of regulation as possible in our national frequency table. 

	Norway
	Today the use of frequencies for the different applications is mainly regulated through the regulation “Regulations concerning general authorizations for the use of radio frequencies”(License exempt frequencies), but nothing is RPAS-specific. We also have RPAS operators who apply for a license to be able to use frequencies exclusively for RPAS operations/tests. However, there has only been issued a very limited number of licenses for this purpose(in VHF-/UHF-bands). But the demand is increasing. 
We have had several enquiries regarding the use of frequencies reserved for amateur radio use. The enquiries mainly contain questions regarding amateur license holders and the possibility of using these frequencies for RPAS control. 

	Portugal
	There is no regulation for different radio applications for UAS applications in Portugal. This needs to be further investigated. 

	Russian Federation
	No. The question is under consideration. 

	Serbia
	Currently there are no regulations for UAS. 
The regulation shall be in accordance with the ITU and CEPT regulations for all types of applications. 

	Slovakia
	No, we have not special frequency spectrum regulation for UAS in Slovak Republic. Into the future we will keep implementations of the CEPT/ECC common regulation for UAS. 
So far, we have only one general authorization No. VPR-15/2012 on use frequencies for the operation by radio equipment dedicated for remote control models purpose in the air, on land or over or under the water surface - in line with Annex 8 of the ERCREC 70-03. 
For different types radio applications we plan same type of regulation. 

	Slovenia 
	No, NTFA can be used 

	Spain
	No

	Switzerland
	Not yet, discussions have just started. Focus is on non-line of sight flights. 



Assessment of WGFM CG Drones:


· Question 5: Do you have / foresee different types of regulation for different concepts of 
operation? Please explain
	Albania 
	any other 

	Belgium
	visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation 

	Bosnia Herzegovina
	any other 

	Croatia
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation
any other 

	Czech Republic
	visual line-of-sight / non visual line of sight
user groups
range of operation 

	Finland
	weight and/or dimensions
visual line-of-sight / non visual line of sight
user groups 

	France
	any other 

	Georgia
	safety aspects
range of operation 

	Germany
	any other 

	Greece
	any other 

	Hungary
	safety aspects
any other 

	Ireland
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation
any other 

	Latvia
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation
any other 

	Lithuania
	any other 

	Netherlands 
	any other 

	Norway
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation 

	Portugal
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups
range of operation
any other 

	Russian Federation
	any other 

	Serbia
	any other 

	Slovakia
	any other 

	Slovenia 
	any other 

	Spain
	any other 

	Switzerland
	any other 

	United Kingdom
	weight and/or dimensions
visual line-of-sight / non visual line of sight
safety aspects
user groups 





Figure 10: Different types of regulation and concepts of operation 
· Question 5.1: ’weight and/or dimensions’ Please explain 
	Finland
	There are different types of use of UAS and therefore there may also be a need to regulate the use by different regulations. 

	Ireland
	See Answer to 5.6. 

	Latvia
	Under consideration. 

	Norway
	When RPA’s exceeds a certain weight and dimension, there are safety issues to be considered when contemplating which frequency band will be the most appropriate for control of the RPAS. For bigger RPA’s, it will be more crucial to be able to sustain the control communication with the RPAS to avoid larger RPA’s of significant size and dimension, falling down or malfunctioning in other ways in areas where they might do serious damage. 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 

	United Kingdom
	We do envisage different regulation for spectrum which will be based on the safety of other aircraft and the public in general however that will involve other aspects of operation. The primary driver will be safety and ensuring that a CNPC link is suitable to meet the aeronautical safety requirements that will be based on the threat posed to other aircraft and the public in general that in turn is dependent on the potential kinetic energy of a UAV and its proximity to another aircraft or the public.



· Question 5.2: ’Visual LOS/ NLOS’ - Please explain 
	Czech Republic
	The only visual line-of-sight mode is alloved for civil UAS in the Czech Republic at present 

	Finland
	There are different types of use of UAS and therefore there may also be a need to regulate the use by different regulations. 

	Ireland
	See Answer to 5.6. 

	Latvia
	Under consideration. 

	Norway
	Related to difference in spectrum use, which frequency bands will be used for VLOS and BVLOS is dependent on the defined distances and altitudes the BVLOS and VLOS RPAS will be able to travel. 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 

	United Kingdom
	It is likely that the safety requirements will be the same for UAVs with the same operational function that are operating within line of sight or beyond line of sight but may well operate in different frequency bands due to the nature of operation.



· Question 5.3: ’Safety-aspects’ - Please explain 
	Belgium
	Belgian Civil Aviation Authority (BCAA) uses a risk based, operational centric approach. This means that BCAA doesn’t use a categorization of aircraft based on weight or dimensions apart from the 150kg limiting its competence in RPAS business. 
The national regulation tries to make clear requirements for different type of users like toys players, model aircraft users (non-professional use for recreation and sports) and professional use of aircraft. BCAA handles both visual and beyond visual line of sight operations. 

	Georgia
	We think first of all , questions 5.3 and 5.5 have to be taken into account. 

	Hungary
	As for safety aspects, there is a need for a backup (security) control channel which should operate in a different frequency band from CNPC by opinion of NMHH. 

	Ireland
	See Answer to 5.6. 

	Latvia
	Under consideration. 

	Norway
	The use of widely used frequency bands with very low level of protection such as 2.4 GHz for control of drones is not desirable. 
We also refer to question 5.1. 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 

	United Kingdom
	It is likely that the safety requirements will be the same for UAVs with the same operational function that are operating within line of sight or beyond line of sight but may well operate in different frequency bands due to the nature of operation.



· Question 5.4: ’User groups’ - Please explain 
	Czech Republic
	There is a need to use licensed (dedicated) frequencies for commercial use (unlicensed frequencies (General Authorisation) could be used for recreational purposes) 


	Finland
	There are different types of use of UAS and therefore there may also be a need to regulate the use by different regulations. 

	Ireland
	See Answer to 5.6. 

	Latvia
	Under consideration. 

	Norway
	We do not have regulations in place targeting specific RPAS user groups, but our primary focus would be commercial users, due to recreational users being able to make use of the license exempt frequency bands given by the document “Regulations concerning general authorizations for the use of radio frequencies” for recreational-/hobby purposes. 
However, given the signs of exponential growth within the RPAS industry, the spectrum needs of non-commercial users will also have to be taken into consideration in the near future, to avoid saturation within the license exempt frequency bands used by the non-commercial users, as they are already heavily used (there are no frequency bands within the license exempt frequency bands that are specifically dedicated to RPAS). 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 

	United Kingdom
	It would be challenging and resource heavy for administrations to make a distinction between users group which in turn would influence which spectrum band could or could not be used. Some states may well make a distinction for military usage, which would be out of scope for an ECC deliverable.



· Question 5.5: ’Range of operation’ - Please explain 
	Czech Republic
	Range of operation corresponds with weight and dimensions of UAS and its endurance (and vice versa) 

Weight and/or dimensions: Model aircraft < 20 kg maximum take-off mass (MTOM) and/or UAS < 20 kg MTOM, used solely for recreational purposes are out of CAA (Czech Republic) scope (out of registration, regulation) 

	Georgia
	We think first of all , questions 5.3 and 5.5 have to be taken into account. 

	Ireland
	See Answer to 5.6. 

	Latvia
	Under consideration. 

	Norway
	No, but for BVLOS operations (and especially long distance operations), satellite communication might be considered a solution, depending on the distances and altitudes the BVLOS RPAS would be able to travel. 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 



· Question 5.6: ’Any other’ - Please specify 
	Albania 
	No 

	France
	There are currently no such provisions. 
In the future, there may be some frequency bands identified for Command and Control functions, but only for operations implying a certain level of aeronautical safety. This level will be fixed by the civil aviation authority and not by the frequency regulator. 

	Germany
	Not yet, (see Q2)

	Greece
	We foresee different types of regulation for critical (e.g. civil governmental) and non-critical operations 
For non-critical applications the existing framework (ERC RECOMMENDATION (70-03)) should be sufficient, although studies might be needed to verify this conclusion, given the fact that all relevant systems/ bands included in ERC REC 70-03 had been originally studied under the assumption that frequencies were to be used at ground level. 
Moreover, for identified critical applications, where the risk of interference to the UAS cannot be negligible, the development of harmonisation measures seems to be necessary. In these cases the use of a dedicated frequency range, used on a shared access basis exclusively for UAS applications, could be considered, preferably by an ECC Decision taking into account potential cross border coordination issues. 

	Hungary
	Weight and/or dimensions and the visual line-of-site and non-visual line-of-site control rules of UAS basically belong to Aviation Authority, and are not in focus of spectrum management. Until the national regulation differs from the classification of ITU, we can apply ITU UAS categories can be found in report ITU-R M.2171 [1]. 

	Ireland
	From a spectrum management viewpoint, ComReg is of the opinion that it is reasonable to anticipate that different types of regulation may be required for different concepts of operation in the future - this may be contingent upon a number of factors including those suggested above, such as the nature of service utilising the UAS, range of operation, height restrictions, and associated power requirements. 

	Latvia
	Under consideration. 

	Lithuania
	Under consideration. 

	Netherlands 
	Some concepts of operation require exclusive spectrum rights and some concepts of operation can share the available spectrum. The operator of the UAS has to decide which kind of license he will apply for. 

	Portugal
	There is no regulation for different concepts of operation for UAS applications in Portugal. This needs to be further investigated. 

	Russian Federation
	No. The question is under consideration. 

	Serbia
	Currently there are no regulations for UAS. 
The regulation shall be in accordance with the ITU and CEPT regulations for all types of applications. 

	Slovakia
	For different concepts of operation we have not frequency spectrum regulation for UAS in Slovak Republic. Into the future we will keep implementations of the CEPT/ECC common regulation for UAS. 
For different concepts of operation we plan same type of regulation – one or more particular general authorizations. 
General authorization format is well known and proven way (on national level) for implementation decisions and recommendations in the area European frequency spectrum regulations. 

	Slovenia 
	No 

	Spain
	No 

	Switzerland
	Not yet, but is foreseen in accordance with international developments. 



Assessment of WGFM CG Drones:

Existing problems such as interference
· Question 6: Are there existing problems such as interference cases or illegal spectrum use by UAS? 
	Albania 
	No 

	Austria
	No 

	Belgium
	Yes 

	Bosnia Herzegovina
	No 

	Croatia
	No 

	Cyprus
	No 

	Czech Republic
	No 

	Finland
	Yes 

	France
	No 

	Georgia
	No 

	Germany
	No 

	Greece
	No 

	Hungary
	Yes 

	Ireland
	No 

	Italy
	No 

	Lithuania
	Yes 

	Montenegro
	No 

	Netherlands 
	Yes 

	Norway
	No 

	Portugal
	No 

	Russian Federation
	No 

	Serbia
	No 

	Slovakia
	No 

	Slovenia 
	No 

	Spain
	No 

	Switzerland
	Yes 

	United Kingdom
	Yes


 

Figure 11: Existing problems such as interference
Assessment of WGFM CG Drones:
7 replies said yes;
Illegal use of frequencies;
Over powered transmitters;
Not may reported cases of electromagnetic interference;
See ADCO RED campaign results.

· Question 6.1: YES answer - Please explain the problems(s) 
	Belgium
	There are cases where the RPAS user tried an illegal use of frequency. Our national CEPT stopped the user before things could go wrong 

	Finland
	Our Market Surveillance Team performed a measurement campaign where several radio controlled multicopters where tested. The tests are a part of the common European market surveillance campaign. The results were alarming: the tested equipment didn’t pass (exceedings in transmitting power and incorrect operating frequencies). The results of the common campaign will be published by R&TTE ADCO. 

	Hungary
	There is no official information about interference cases, but according to the experiences of UAS users the SRD power limits are frequently violated in 433 MHz, 2.4 GHz and 5 GHz bands. 

	Latvia
	There have been cases of non EU market video transmitter mounted on UAS, resulting in interference with aviation radar and instrumental landing systems. 

	Lithuania
	Interferences from illegal equipment with illegal spectral settings exist. 

	Netherlands 
	Yes. Illegal use of spectrum. See attached document in question 1. 
The use of frequencies by drones can have a greater impact on other frequency users. Because the frequencies are used in the air, the interference areas will also be larger 

	Switzerland
	Crash of an UAS behind the airfield due to adverse electromagnetic interference. The problems were not known before; the electromagnetic interference must have acted by the UAS as a similar opposite command that led to its destruction. There was only material loss. Electromagnetic fields in a city, a region or underground electric power supplies are very common, therefore this point has to be considered properly. In the meantime, the problem has been solved through software (frequencies used in this case were in the 2.4 GHz) 

	United Kingdom
	Almost certainly over powered FPV transmitters. The UAS manufacturers seem confused about the 5.8GHz band, the UK acceptable frequencies and power. You can purchase FPV transmitters that cover Bands A-F covering a frequency range of 5645-5945MHz at high power (up to 2W) when the UK allows 25mW e.i.r.p. from 5725-5875MHz. Harmonising this might persuade the manufacturers to limit the transmit frequency range. 

Due to a lack of harmonisation UAVs, to-date, have been allocated frequencies on an ad-hoc basis by the administration in which the UAV was built and first flown, when that UAV is exported or used in another country the frequencies originally assigned may not be suitable. Should the UAV be then operated it can and has caused interference issues.



· Question 6.2: ’NO’ Remarks 
	Albania 
	Till now AKEP has not identified any interference cases or illegal spectrum use by UAS. 

	Austria
	Up to now no interference cases have been reported. 

	Cyprus
	Not reported 

	Czech Republic
	No interference problems (complaints) indicated by Czech Telecommunication Office. 
Illegal (spectrum) use assessment is difficult due to the lack of information provided by Civil Aviation Authority. 

	France
	No interference cases involving UAS have been reported to the ANFR to this day. 

	Georgia
	We haven't yet meet such kind of problems. 

	Germany
	There are no reported Problems that can be traced back to the use of UAS. 

	Greece
	There are no reported cases of interference 

	Ireland
	No Interference cases reported to date. 

	Italy
	We have no cases of interference or illegal spectrum, in fact we are not aware of drones working in our country. 

	Norway
	No official reports. But there have been enquiries regarding the frequencies given by the document “Regulations concerning general authorizations for the use of radio frequencies”(license exempt frequencies), where users report a lot of activity on the frequencies available for RPAS (the frequencies are not specifically dedicated to RPAS use, but more generalized use). This has also led to interruption of the control function. 
There have also been verbal reports on illegal use, however, no reports on any communication being disrupted by this alleged illegal use of frequencies. 

You can find more details on the document “Regulations concerning general authorizations for the use of radio frequencies” in the link below. 

	Portugal
	No interference has been reported do far. 

However, in order to prevent the use of UAS in 2.4 GHz or other bands using more power than the authorised, it is beneficial to define an appropriate framework. 

	Russian Federation
	Not yet, due to very limited usage of civil UAS at the current stage 

	Slovakia
	We received no one report to eliminate existing problems with regard to interference cases or illegal spectrum use by UAS. 

	Spain
	At this moment, we haven´t detected any interference. however, we may have them in the future 


Additional information
· Question 7: Any further relevant information? If so, please add here. 
	Czech Republic
	Air Navigation Services of the Czech Republic (ANS) (http://www.rlp.cz/en/Pages/homepage.aspx ) – has issued a supplement X (Unmanned systems) to (ICAO Annex) L2 regulation recently, which “sets binding national requirements for the design, construction, maintenance, modification and operation of unmanned systems that meet the criteria of Annex II to Regulation of the European Parliament and Council Regulation (EC) no. 216/2008 [6], as amended, and is the recommended procedure for the operation of model aircraft with maximum take-off mass not exceeding 20 kg” (not available in English – see here http://lis.rlp.cz/predpisy/predpisy/index.htm and click “L2” and then “Doplněk X” in the 2nd level column right). 

- Civil Aviation Authority Czech Republic (CAA) (http://www.caa.cz/letadla-bez-pilota-na-palube/unmanned-aircraft) – there is ‘Unmanned Aircraft Department” as a part of this office dealing with authorization (see the application form and instructions – there are items No. 25 and No. 27 concerning frequencies). 

Although part of the process is a checking of device and verification of the ability of the pilot to control the UAS, no one in the approval process is involved into the verification of the frequencies used. 

CTO is interested in entering into this process. 

	Denmark
	


	Estonia
	We can not decide our plans with regard to the future use of frequencies for UAS before the decisions or recommendations in ECC, ITU and ICAO level are made.

	France
	The protection of privacy should be taken into account when recording data onboard UAS. 

http://www.cnil.fr/linstitution/actualite/article/article/usages-des-drones-et-protection-des-donnees-personnelles/ 


	Georgia
	UAS application should be reflected in our national NTFA. 

	Greece
	ΕΕΤΤ Telecommunication Equipment Dept. participated in relevant RTTE ADCO campaign for RPAS Drones. Five (5) types of equipment have been evaluated for administrative and technical compliance. Based on our market survey results most of the products available in Greek market operate at 2.4GHz. 
Furthermore, it is believed that the proliferation of UAS applications operating within the framework of SRDs (ERC RECOMMENDATION (70-03)) will require technical review on the usage of the respective frequency bands, given the fact that the footprint of spectrum usage will be altered by the UAS applications, manly due to the increased altitude from which these applications operate. Special attention should be given to the effect that UAS applications will have on existing SRD applications sharing the same band. 

	Ireland
	Ireland intends to make a contribution to the current ADCO R&TTE Market Surveillance Campaign on Remotely Piloted Aircraft Systems (RPAS), which seeks to determine the compliance level of RPAS available on the European market. 

	Netherlands 
	The use of public or private LTE-networks. 
See also: http://www.telecompaper.com/news/radioaccess-demos-drone-over-private-lte-network--1090181 

	Norway
	http://eng.nkom.no/laws-and-rules/regulations . 

It is not uncommon to experience WIFI-problems when using computers with 2.4 GHz in crowded areas. Since some drone systems also use such widely used frequencies with low protection requirements, it is likely that there have been some incidents related to the use of these frequencies for control of drones, even if we are not aware of any confirmed cases in Norway. 

	Portugal
	Beyond spectrum issues, subjects like safety (including state safety), personal data protection and privacy as well as civil responsibility should be addressed by the relevant/competent bodies. 

Additionally, we would like to inform that in Portugal there are some frequencies available on a license exempt basis for model control (as in Annex 8 of Recommendations 70-03). 

	United Kingdom
	Limited tests carried out in the UK for the seventh joint cross-border market surveillance campaign showed that 4 out of the 5 units under test were non-compliant in some way. Full details of the tests are contained in reports submitted during the summer as part of that campaign. Due to the nature of UAS operation and elevated platform, any unwanted/spurious emissions have the potential to radiate over a large area.


Aeronautical Regulation Part
Existing regulatory framework
· Question 8: Is there already a national regulatory framework or reports available on civil UAS? 
	Aerodromo Municipal de Portimão (POR)
	No 

	AESA (E)
	Yes 

	Airfilms Production (NED)
	Yes 

	Austria
	Yes 

	Belgian Civil Aviation Authority (BCAA)
	Yes 

	Bundeskommission Modelflug (D)
	Yes 

	Civil Aviation Authority (CZE)
	Yes 

	Civil Aviation Agency (LVA)
	Yes 

	Croatia
	Yes 

	Dep. of Civil Aviation (CYP)
	No 

	Switzerland
	Yes 

	DFS Deutsche Flugsicherung (D)
	Yes 

	DGA (F)
	Yes 

	EASA
	Yes 

	EuroUSC International (G)
	Yes 

	Federal Supervisory Authority for Air Navigation Services (D)
	Yes 

	Finavia
	No 

	Finland
	Yes 

	France
	Yes 

	Guardia Nacional Republicana (POR)
	No 

	Hungary
	Yes 

	IPQ (POR)
	Yes 

	Kantonspolizei Bern (SUI)
	Yes 

	Lithuania
	Yes 

	Montenegro
	No 

	Norway
	Yes 

	Robonic (FI)
	No 

	Selex (I)
	Yes

	Skeye (NED)
	Yes 

	Slovenia Control
	No 

	Sweden
	Yes

	Swiss Federation of Civil Drones
	No 

	Telespazio (I)
	Yes

	The Finnish Border Guard
	Yes 

	Trimble (BEL)
	Yes 

	Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR)
	No 

	United Kingdom
	Yes

	VTO Technologies (G)
	Yes 




Figure 12: Availability of a National regulatory framework
· Question 8.1: If so, have you identified any challenges within the existing national regulatory framework? (Please include links/documents if possible) 
	AESA (E)
	You can find more information in this link 

http://www.seguridadaerea.gob.es/lang_en/cias_empresas/trabajos/rpas/marco/default.aspx 

	Civil Aviation Agency (LVA)
	Existing national regulatory framework covers only recreational and sport model aircraft activities. Link to national regulation: 
http://likumi.lv/doc.php?id=141998 
Latvia is developing new UAS regulation. Planed to be in force by the end of 2015. And this regulation will define requirements for today’s identified users operations. 

	Civil Aviation Authority (CZE)
	No specific frequencies nor maximum output power are mentioned in the RPAS regulation. 
It can be downloaded in English here: 
https://www4.icao.int/rpas/Documents/Czech%20UAS%20regulatory%20framework%202013-05-30%20-%20ENGLISH.pdf 

	Croatia
	http://narodne-novine.nn.hr/clanci/sluzbeni/2015_05_49_974.html 


	DGA (F)
	Arrête of april 11th, 2012. 
Security when UAV fail and fall. Terrorism activity, i.e. from the perspective of blocking/prohibiting/ enforcing that drones are not used at a given time and location. 

	DFS Deutsche Flugsicherung (D)
	National regulation is available for UAS below 25kg. The national regulations can found in the attached documents: 





	EASA
	Currently, EASA is only responsible for drones with a maximum take of weight in excess of 150 kg, except for military, customs, police, search and rescue, firefighting, coastguard operations as well as similar activities and services. EASA has published an intermediate policy: https://www.easa.europa.eu/document-library/policy-statements/ey013-01. This policy addresses the airworthiness-certification aspects of the drones. The unique characteristics of drones, including the command and control link, are addressed with special conditions. This means that the certification basis is established individually per project. The policy foresees high level safety objectives for the command and control link: 

7.2 Command and Control Link 

Consideration of the following airworthiness factors should be included in the UAS type certification basis: 

a) The UAS flight crew should be provided with a continuous indication of the command and control link signal strength together with the maximum link range. 

b) Any single failure in the command and control system (uplink or downlink) should not affect normal control of the unmanned aircraft. 

c) Uplinks/downlinks are sensitive to electromagnetic interference (EMI). The command and control link, in addition to operating in appropriate frequency band(s), should be adequately protected from this hazard. 

d) Contingencies for failures or interruptions of the command and control link must be defined by the applicant and evaluated as part of the airworthiness certification. For example: lapse times, intermittent failures, alternate modes of command and control and total loss of command and control link. 

Currently, below 150 kg, national regulations are applicable. Such regulations can be accessed here on EASA Web site: http://www.easa.europa.eu/unmanned-aircraft-systems-uas-and-remotely-piloted-aircraft-systems-rpas . A summary of worldwide drone regulations can be accessed here: http://drones.newamerica.org . 

In March 2015, EASA presented its new regulatory approach for safely operating drones. This new approach is called “concept of operations”. This “concept of operations” foresees regulations proportionate to the operational risks (http://www.easa.europa.eu/newsroom-and-events/general-publications/concept-operations-drones ). Such regulations have to be developed and endorsed. 

	EuroUSC International (G)
	There is no element of airworthiness assessment of the Remotely Piloted Aircraft Systems (RPAS). This allows sub standard ‘hobby’ type systems to be used in a commercial environment posing significant safety risks. Record keeping is very poor. EuroUSC operate a comprehensive database of registered RPAS along with a safety database of reported occurrences. Operators systems are unchecked with regards to transmission power output by the regulating body left to EuroUSC to advise its candidates. Frequency allocation and transmission is simply not covered. 

http://www.caa.co.uk/docs/33/CAP%20722%20Sixth%20Edition%20March%202015.pdf 

Currently, requirements are varied across countries. For example, the UK have no airworthiness requirement where as the Netherlands have rigid requirements including an independent airworthiness assessment of each and every RPAS intended for commercial operations. Transmission power output limits are varied across the countries. The UK allow 2.4GHz @ 100mW whereas France have limited these 2.4GHz transmissions to 10mW. This means that an operator is often forced to make major modifications to their RPAS each time they operate in a different country.

	Federal Supervisory Authority for Air Navigation Services (D)
	A national regulatory framework for civil UAS is the LuftVG and the LuftVO, which implements regulations and definitions for UAS in a very general and high level manner. Special national regulations for spectrum management are envisaged to be included into the Frequenzverordnung, which determines national spectrum use based on radio regulations from ITU. 

For that regulatory framework, no current experiences 

	Finland
	Not yet as our regulatory framework consists of a number of sections in the Aviation Act (864/2014) and a new regulation to be issued soon after 1 October 2015. 

	France


	The whole framework is available at the following web link: 

http://www.developpement-durable.gouv.fr/Quelle-place-pour-les-drones-dans,45924.html 

Moreover the following administrative orders describe the usage and conception rules for UAS: 

- Arrêté du 17 décembre 2015 relatif à l'utilisation de l'espace aérien par les aéronefs qui circulent sans personne à bord
https://www.legifrance.gouv.fr/eli/arrete/2015/12/17/DEVA1528469A/jo/texte

- Arrêté du 17 décembre 2015 relatif à la conception des aéronefs civils qui circulent sans personne à bord, aux conditions de leur emploi et aux capacités requises des personnes qui les utilisent
https://www.legifrance.gouv.fr/eli/arrete/2015/12/17/DEVA1528542A/jo/texte 

	Hungary
	The Hungarian Aviation Act (ACT XCVII. Of 1997 on Air Traffic) and other decrees contain the fundamental requirements related to UAS civil operation. The detailed national regulatory framework of civil operation is under preparation. 
The main challenge of the UAS business is to certify any unmanned aircraft system as air vehicle, ground control station and communication link as well as the operator. 

	IPQ (POR)
	Just for sports, but only permitted in Certified Airfields, exclusively for aero models. 

	Kantonspolizei Bern (SUI)
	http://www.bazl.admin.ch/dienstleistungen/02658/index.html?lang=de 

	Lithuania
	Regulation on the Unmanned Aircraft Operations, approved by Order No. 4R-17 of Director of Civil Aviation Administration, 23 January 2014. 
http://caa.lt/index.php?-1659137123 

	Norway
	The RPAS industry has evolved past the initial regulatory framework (prepared by the Norwegian CAA), and so the existing regulatory framework for RPAS operational issues is being revised and updated, and is currently out on public hearing. The finalized version will be made public during the fall of 2015. 

The Norwegian radio regulation for radio licenses for Norwegian aircraft relies heavily on the EASA approval concepts, but for the time being we lack the exact requirements for radio products for drones from EASA. Since the general view is that airborne products are covered by EASA, the European Standardization Organisations do not seem particularly interested in developing standards for this purpose since they must see a future for such standards to be willing to use their resources on this task. Therefore we see that radio technologies that were not developed for control of drones are used for control of drones. We are about to revise this regulation, but for the mentioned reasons for the time being we feel that we lack a good solution for drones. 

The regulatory framework of the Norwegian CAA existing today is considered a minimum-requirement regulatory framework, which will have to adapt to the progress of the RPAS technology and industry continuously. And there has also been made some decisions in conjunction with the development of this regulatory framework, which will have to be revised and compared to the future European regulatory framework, which is under construction. 

	Selex (I)
	Radio systems for Identification/Surveillance required by new ENAC rule for small RPAS in low level operations requires dedicated studies. A systems for electronic identification which allows real-time transmission of data concerning the RPAS and the owner / operator and the essential data of flight based on existing ADS-B 1090 MHz ES (Extended Squitter) could be evaluated, but the impact on existing/planned ADS-B Surveillance system for larger aircraft/RPAS operations requires careful evaluations, as this spectrum is already overloaded in certain airspaces and will become even more in the future. Dedicated impact studies and technical/operational limitations to overcome these should be performed.

	Telespazio (I)
	Existing ENAC regulation issued on 16th March 2015. 
ENAC regulation on RPAS (MTOW below 150kg) is available at the following links: 
• https://www.enac.gov.it/La_Normativa/Normativa_Enac/Regolamenti/Regolamenti_ad_hoc/info-122671512.html 
• https://www.enac.gov.it/La_Normativa/Normativa_Enac/Disposizioni/info593565219.html 
Concerning RPAS with MTOW> 150kg, Telespazio is working in collaboration with JARUS on the set-up of RCP target parameters for the use of satcom links for RPAS BRLOS Operations, in the context of ESA / EDA funded DeSIRE 2 Project (see attached presentation). 
Documentation set by the JARUs Group on RCP for C2 CNPC link in BRLOS operations can be found through the following link: 
http://jarus-rpas.org/index.php/deliverable/category/12-external-consultation-on-jarus-c2-rcp 

See document attached 

	The Finnish Border Guard
	Aviation act and aviation regulations are most important framework for UAS regulation. National RPAS regulation is on draft phase and it is expected that it will be published during 2015. 

Existing frequency regulations, available frequencies and power limits have been planned mostly for the UAS which are used inside visual line of sight (VLOS). However security authorities have needs to fly beyond visual line of sight (BVLOS). In connection with that there should be available suitable frequency windows and higher power limits for BVLOS activities in order to send high quality command information from ground to air and receive high quality payload and control information from air to ground. Suitable frequencies and powers would decrease aviation risks. Using of those frequencies and powers should be possible also on state border areas. 

	Trimble (BEL)
	Yes. The regulations (likely released by the end of 2015) contain limits (e.g. max height limit of 90 m) and operator requirements (logging, licensing) that are more strict than the current EASA proposal. 

	Switzerland
	
The regulation with regard to unmanned system is the DETEC Ordinance on Special Category Aircraft (OSCA). For the time being, it is not possible to issue a “Type Certificate” for UAS, but that will change in the future. 



	
	

	United Kingdom
	Yes in CAP722 (see the answer to Question 1 of part 1 for the link)

	VTO Technologies (G)
	Securing BVLOS RPAS frequencies 



· Question 8.2: ’NO’ Remarks 
	Dep. of Civil Aviation (CYP)
	Draft national regulatory framework exists 

	Guardia Nacional Republicana (POR)
	There is no regulation available in Portugal for the operation of civil RPAS. 

	Montenegro
	Under study. 

	Robonic (FI)
	Regulations are under development and to be finished, will be published during autumn 2015 by Finnish CAA (Trafi). They will be concentrated on VLOS operations. 

	Slovenia Control
	There is no national regulatory framework 

	Swiss Federation of Civil Drones
	Not for frequencies. 



Assessment of WGFM CG Drones:
A national regulatory framework or reports available on civil UAS is available in a considerable number of countries.
Further assessment needed to analyse in more detail what kind of UAS is covered by existing national regulations since some are limited to only certain UAS (e.g. weight limits, only models). Structure the national conditions expressed in these regulations:
1. EASA airworthiness requirements and their applicability (under change process at this moment)
2. Civil/ Non-civil use (definitions, may not be the same for all countries, e.g. in relation to some security applications)
3. control link control and max. operating range limits, also LOS and NLOS
4. contingencies/safe modes in case of interference or any interruption of the control link
5. weight limits
6. exclusion zones (or alternatively, permit to use only at dedicated zones/ airfields) 
7. flight height restrictions
8. operator requirements (need to pass an examination before operating certain drones??)
9. Day/night restrictions
10. Restrictions to support enforcement (may include record keeping, databases, electronic identification, other restrictions)
11. Satellite communication links to/from drones.

· Question 9: Are there specific frequencies mentioned within these regulations? 
	Aerodromo Municipal de Portimão (POR)
	No 

	AESA (E)
	No 

	Airfilms Production (NED)
	No 

	Austria
	No 

	Belgian Civil Aviation Authority (BCAA)
	Yes 

	Bundeskommission Modelflug (D)
	No 

	Civil Aviation Authority (CZE)
	No 

	Civil Aviation Agency (LVA)
	No 

	Croatia
	No 

	Dep. of Civil Aviation (CYP)
	No 

	Switzerland
	No 

	DFS Deutsche Flugsicherung (D)
	Yes 

	DGA (F)
	Yes 

	EASA
	No 

	EuroUSC International (G)
	No 

	Federal Supervisory Authority for Air Navigation Services (D)
	No 

	Finavia
	No 

	Finland
	No 

	France
	No 

	Guardia Nacional Republicana (POR)
	No 

	Hungary
	No 

	IPQ (POR)
	Yes 

	Kantonspolizei Bern (SUI)
	No 

	Lithuania
	No 

	Montenegro
	No 

	Norway
	No 

	Robonic (FI)
	No 

	Selex (I)
	No

	Skeye (NED)
	No 

	Slovenia Control
	No 

	Sweden
	No

	Swiss Federation of Civil Drones
	No 

	The Finnish Border Guard
	Yes 

	Telespazio (I)
	Yes 

	Trimble (BEL)
	No 

	Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR)
	No 

	United Kingdom
	Yes

	VTO Technologies (G)
	Yes 




Figure 13: Specific frequencies identified 
· Question 9.1: ’YES-answer’ - Please indicate 
	Belgian Civil Aviation Authority (BCAA)
	Belgian Civil Aviation Authority states clearly in the regulation that only frequencies accepted by the national CEPT (IBPT-BIPT) may be used by RPAS operators. They need to ask for permission or positive advice before they can use the RPAS for professional use. The frequencies used for toys and model aircraft are covered by the regulatory framework for entering the market place and are in compliance with European Directive for toys and CE markings requirements for products and services put on the European market. 

	DFS Deutsche Flugsicherung (D)
	Only radio equipment (telemetry equipment) that complies with the provisions governing such equipment may be used. The provisions and orders issued by the Federal Network Agency governing this equipment shall be observed. In case of sustained or repeated (radio) interferences, the Federal Network Agency and the aeronautical authorities are to be informed. 

	DGA (F)
	2.4 GHz 

	IPQ (POR)
	The assigned for aero models. 

	Telespazio (I)
	ENAC regulations make specific reference to the obligation for the RPAS Data Link to make use of authorized frequencies, without specifying the frequencies range. 
The JARUS document does not make any specific reference to frequencies. 

	The Finnish Border Guard
	According to aviation regulations radio licenses are requested from Communications Regulatory Authority (CRA) but National Civil Aviation Authority (NCAA) conducts radio equipment surveillance in connection with inspections of aircraft. Also VHF radio rules have to take in to account if aviation radio is used during UAS flights. According to regulations of CRA command and control transmitters can be used on frequency area 5030-5091 Mhz. Other frequencies are considered case by case. License to use possible transmitters of payload have to request separately. According to aviation regulations it is recommended that aviators of aircraft listen to international emergency frequency 121.5 Mhz but in practice RPAS pilots have rarely possibility to do that. 

	United Kingdom
	See chapter 5 for a full explanation but the following frequency bands are mentioned 
255 - 526.5 kHz Radionavigation 
108 – 137 MHz Radionavigation/Radiocommunications 
328.6 – 335.4 MHz Radionavigation 
960 – 1 350 MHz Radionavigation/Radar 
2 700 – 3 100 MHz Radar 
4 200 – 4 400 MHz Radionavigation 
5 000 – 5 150 MHz Radionavigation 
9 000 – 9 200 MHz Radar 
9 300 – 9 500 MHz Radar 
Note: Radionavigation/radiolocation bands: this does not reflect any specific provisions for UAS yet
As well as 35 MHz, 2.4 GHz and 5.8 GHz

	VTO Technologies (G)
	5030-5091 MHz 
Note: The national document only reflects the WRC-12 decision. 



· Question 9.2: ’NO’ Remarks 
	Civil Aviation Agency (LVA)
	In the current regulation it is defined that during radio controlled model flight can be used radio frequencies which are defined in the regulations about radio frequency spectrum for model aircraft flight operations. 

	Civil Aviation Authority (CZE)
	Usually 2,4 (uplink) and 5,8 (downlink) GHz are used (98%). 

	EASA
	EASA intermediate policy (https://www.easa.europa.eu/document-library/policy-statements/ey013-01 ) does not mention specific frequencies and states that “It is reminded that approval for all frequencies used in UAS operations must be obtained from national authorities. This is not part of an airworthiness approval”. 

	EuroUSC International (G)
	There are no frequencies currently allocated specifically for commercial RPAS but there is a strong requirement. 

Many systems utiilise a wide range of frequencies including 2.4GHz, 5.8GHz, 433MHz. The operators of these RPAS often express difficulties in identifying legal limits for power outputs. 
A simple document is required stating legal frequency and power output limits (mW) for airborne RPAS. The current stakeholder document is not easily interpreted. 

http://stakeholders.ofcom.org.uk/binaries/spectrum/spectrum-information/UKFAT_2013.pdf

433 – 459MHz frequencies tend to have better range qualities and could be utilised for extended and beyond line of sight flight operations

	Federal Supervisory Authority for Air Navigation Services (D)
	Currently there are no special frequencies within the Frequenzverordung for use of UAS scheduled. The general spectrum for these kinds of frequencies will be a very important topic for future use of UAS in German airspace. For that, control and non-payload communication of UAS in non-segregated airspace is one item on the agenda (Agenda Item 1.5) of the next world radio conference in November 2015 (WRC-15) and also a substantial part of the ICAO-Position for this WRC-15. 

	Guardia Nacional Republicana (POR)
	There is no specific frequencies available in Portugal for the operation of civil RPAS. 

	Hungary
	There are no specific frequencies in these regulations. The UAS purpose frequencies will be provided within the spectrum regulation framework (see the answers to Questions 1 and 2 in the Spectrum regulation part). 

	Kantonspolizei Bern (SUI)
	The BAKOM has to define the use of frequencies. 

	Montenegro
	Under study. 

	Robonic (FI)
	Regulations are under development and to be finished, will be published during autumn 2015 by Finnish CAA (Trafi). They will be concentrated on VLOS operations. 

	Selex (I)
	Only generic requirements on the use of authorized frequencies and chosen in order to minimize voluntary and non-voluntary interferences which could compromise safety (“Il data link deve utilizzare frequenze autorizzate e scelte opportunamente in modo da minimizzare la possibilità di interferenze involontarie e volontarie che possano compromettere la sicurezza delle operazioni”)

	Slovenia Control
	Frequencies are not specified 

	Swiss Federation of Civil Drones
	Civil UAS use band in 2.4 and 5.8GHz, often where WLAN is. 

	Trimble (BEL)
	They refer to the BIPT 



Assessment of WGFM CG Drones:
The vast majority of the existing national aeronautical frameworks for UAS do not define any specific frequency use for UAS. These documents often simply refer to the national regulatory framework for frequency use, and in particular to the possibilities for UAS operation inside of the existing provisions for generally authorised frequency use. 
Categorisation of UAS
· Question 10: Explain the categorisation of UAS (e.g. by concept of operation, range of operation, weight, visual line-of-sight/ non visual line of sight, safety aspects, user groups, etc.) in use in your country, including important technical requirements 
	 
	Please explain here and include link/documentation pertinent to your country, if possible 

	AESA (E)
	There are different types of drones depending on weight (more or less than 150 Kg, 25 Kg,…) 

	Airfilms Production (NED)
	Any other 
Weight and/or dimensions, visual line-of-sight / non visual line of sight 
http://www.ilent.nl/onderwerpen/transport/luchtvaart/dronevliegers/ 

	Austria
	http://www.austrocontrol.at/jart/prj3/austro_control/main.jart?rel=en&content-id=1380112440527 

	Belgian Civil Aviation Authority (BCAA)
	Belgian Civil Aviation Authority (BCAA) uses a risk based, operational centric approach. This means that BCAA doesn’t use a categorization of aircraft based on weight or dimensions apart from the 150kg limiting its competence in RPAS business. 
The national regulation tries to make clear requirements for different type of users like toys players, model aircraft users (non-professional use for recreation and sports) and professional use of aircraft. BCAA handles both visual and beyond visual line of sight operations. 

• Safety aspects : BCAA only accepts RPAS operations after approved safety analysis report looking into emergency scenarios and the preventive and corrective actions taken. 

• The minimal technical requirements are : 
Art. 46. §1. Every RPAS has to be equipped with : 
1° fail-safe system and/or other procedure to stop the flight safely, when needed 
2° a tracking system to find back the RPA after landing ; 
3° navigation lights ; 
4° navigation-instruments adapted to the type of flight and executed in compliance wiht the applicable legislation ; 
5° anti-collision lights when the RPAS operates in a zone where other aircraft operate at the same time. 

§2. A RPAS is developed so that : 
1° the circuits for command and control shall never be disturbed by interference or other problem coming from the payload circuit ; 
2° the execution of an emergency scenario shall never lead to an uncontrollable crash of the RPA ; 
3° if the case, the reaction time of the communication shall never jeopardize the safety of the operations. 


	Bundeskommission Modelflug (D)
	There is a primary categorization, the purpose of the mission. It is divided in commercial use and use for sports and recreation (aeromodelling). For both groups only VLOS-operation is permitted. There are no common technical requirements. Commercial use always needs a permission for operation while the aeromodelling area can operate without permission if the mass of the drone (or model) is below 5 kg. From 5 – 25 kg a permission is required but it is linked to the airfield, not to the model or person. Above 25 kg a certification of the model is required. In the area of aero-modelling drones are models like i.e. fixed wing models or helicopters. 

	Civil Aviation Agency (LVA)
	In the new UAS regulation there is foreseen categorization by 
weight: 
- up to 1.5 kg 
- more than 1.5. kg up to 25 kg 
- more than 25 kg 

	Civil Aviation Authority (CZE)
	Regulation can be downloaded here: 
https://www4.icao.int/rpas/Documents/Czech%20UAS%20regulatory%20framework%202013-05-30%20-%20ENGLISH.pdf 

All aspects are used: VLOS/BVLOS, area of operations (away from people, close to people, >5,5 km from aerodrome or closer), below 100 m AGL in CTR, below 300 m AGL elsewhere, MTOM of 0,91 kg, 7 kg, 20 kg and many other aspects. Kinetic energy is not used directly but is used "behind the scenes" during assessment of safety distances. 

	Croatia
	There are 3 different class of UAVs: up to 5 kg, from 5 to 25 kg, and to (including) 150kg 

	Dep. of Civil Aviation (CYP)
	Risk based categorisation 

	Switzerland
	Swiss FOCA follows a risk-based approach. Operation with low risk are proceeded with no or little regulation. Basically there are two categories: 
“Open” & “Specific” 
“Open” = max. 30 kg, 100m outside of crowds, VLOS (Visual line of sight). Open does not require an authorisation from Swiss FOCA. 
A crowd is defined as a minimum of 24 people standing close together, as on a bus station during rush hours or an open air concert. The rationale is that one cannot escape if surrounded by many people around. 
It is therefore possible in Switzerland to fly in cities, as long as the 100m distance from crowds is respected. 
“Specific” = everything else. 
An authorisation from FOCA is required. A Total Hazard and Risk Assessment is required to evaluate the safety conditions required for the intended operation. These safety requirements can be technical or operational. 
From the authorisation side there are specific category authorisations for: 
VLOS closer than 100m to crowds but not direct over the crowd (SIDE approval) 
VLOS direct over the crowd (OVER approval) 
VLOS tethered 
BLOS 

	DFS Deutsche Flugsicherung (D)
	See document attached 

	DGA (F)
	ANFR Registration is working on this affair. 
Control and non-payload communcations (CNPC) 
Both, frequencies must be different. Control UAV is only control UAV and mustn't be jamed by video frequency. 
Weight and/or dimensions 
In France we have "Arrête april 11th, 2012" 

micro < 2 kg ; mini 2 to 20 kg ; >20kg = class 1 
150 à 600 kg = class 2 
< 600 kg = class 3 

	EASA
	The current European regulation only foresees drones over 150 kg and below 150 kg. The proposed EASA concept of operations anticipates a risk-based approach based on operations. 

There would be 3 operational categories: 

• open category without involvement of aviation authorities for low risk operations. This category would have operational limitations: visual line of sight, maximum altitude, minimum distance for airport and sensitive zones. It is likely that this category will be defined by a maximum kinetic energy translated into simple parameters for straightforward interpretation (probably with weight and other factors). 

• Specific category with an approval from the national aviation authorities possibly supported by qualified entities and/or qualified operator for an increased risk. A safety risk assessment would be required. The operation would be approved on the basis of an operations manual. The airworthiness of the drone and the competence of the staff operating the drone would be based on the outcome of the risk assessment. 

• Certified category: this category is similar to manned aviation. The limit between “specific” and “certified” categorie and control could receive an independent approval from the certification of the drone. 

A summary of the current national categories can be accessed here: http://drones.newamerica.org 

	EuroUSC International (G)
	The CAA categorise operations by mass(

EuroUSC have their own internal categorisation system which they are happy to share which is based on the concept of operation and pilot competence. 'tablet' programmed, waypoint operated RPAS fit into a different class and carry different pilot skills to a manually operated RPAS. Mass also fits into the equation 

There are currently International standards in planning which may well create various classes of RPAS split by size and weight of RPAS and types of operation. Small systems tend to be flown at close ranges. Therefore, small hobby typr multi-rotor systems which rarely tend to operate in excess of 150 metres could easily operate on lower power output such as 2.4GHz @ 20mW. This measure may help to alleviate interference for operators of larger systems with higher frequency power outputs.

	Finavia
	- Weight >25 kg 
- Weight <25 kg 
- Controlled visually 
- Controlled non visually 

	Finland
	The most important division line is the one between VLOS and BVLOS operations. The type of the operating area (densely populated areas/open-air crowds of persons/vicinity of airports/other) is also very important, as well as the mass of the UA (max 7 kg over densely populated areas and open-air crowds of persons; max 25 kg generally). 

	France
	The administrative order « arrêté du 11 avril 2012 relatif à l’utilisation de l’espace aérien par les aéronefs qui circulent sans personne à bord » mentioned above describes a categorization of UAS in categories and operational scenarios according to the mass of the UAS as well as altitude and distance of flight, and population density in the area. 

http://www.legifrance.gouv.fr/affichTexte.do?cidTexte=JORFTEXT000025834986 

	Guardia Nacional Republicana (POR)
	There is no regulation available in Portugal for the operation of civil RPAS. The national regulatory initiative belongs to the ANAC (Portuguese National Civil Aviation Authority). ANAC held two events (seminars) in 2015 in order to promote national debate on the use of airspace and gather opinions from its stakeholders. Following these initiatives ANAC drafted a legislative proposal which included a chapter on communications and radio frequencies. This chapter of this project has been left to the care of Portuguese authority for communications. ANAC's legislative project for the use of airspace by RPAS was presented to the Portuguese Government and to date has not been approved. 
GNR, as the most important low-enforcement institution in Portugal, with public safety responsibility in over 94% of the national territory, and also as state aircraft user and major stakeholder, proposed to the Portuguese aeronautic authority to adopt the following categorization for civil RPAS legislation: 
Category|Civil Classification|MTOW (Kg)|Range (Km)*|Typical flight altitude (m) |Autonomy (Hours) 
Indicative Values 
I Micro < 5 < 10 < 250 < 1 
II Mini < 25 < 10 < 300 < 2 
III Medium < 150 < 70 ** < 3.000 > 3 
* The range can be limited by the communications capacity. 
** Distance limited by terrestrial communications. In case equipped with satellite communication system, range can be higher. 

	Hungary
	- Categorization of Maximum Take Off Weight (MTOW): 
MTOW < 0,5 kg 
MTOW = 0,5 < 7 kg 
MTOW = 7 < 25 Kg 
MTOW = 25 < 150 kg 

- Categorization of civil operation: 
HOBBY operation : only recreational flying 
PROFESSIONAL operation (by companies) 

	IPQ (POR)
	NIL 

	Kantonspolizei Bern (SUI)
	Nato classification is usually used: http://www.google.ch/url?sa=t&rct=j&q=&esrc=s&source=web&cd=2&ved=0CCkQFjABahUKEwjup8qR29rGAhXGoYAKHV0UBS4&url=http%3A%2F%2Fuvs-info.com%2Fphocadownload%2F05_3b_2010%2FP061-062_NATO_Dave-Ehredt.pdf&ei=gwylVa7aIsbDggTdqJTwAg&usg=AFQjCNEKrRp0VEao4Q8MdWMoToJN-LE2KA&bvm=bv.97653015,d.eXY 

http://www.bazl.admin.ch/dienstleistungen/02658/index.html?lang=en 

	Lithuania
	By weight: up to 300 g, 300 g – 25 kg, above 25 kg. 
By range of operation: normal use in visual line-of-sight (but in any case not further than 1000 m from the operator’s location). Individual authorizations for exceptional use above visual line-of-sight also determinate. 
Safety aspects: normal use - keeping the minimum distance not less than 50 m from vehicles, buildings and other persons. Individual authorizations for exceptional use also determinate. 

http://caa.lt/index.php?-1659137123 

	Montenegro
	Under study. 

	Norway
	The regulatory framework is being revised and will be finalized during the fall of 2015. But to give an example, the following (simplified) is what is suggested: 

RO 1 can have a starting total weight of up til 2.5 kg and a maximum velocity of 60 knots 
RO 2 can have a starting total weight of up til 25 kg and a maximum velocity of 80 knots 
RO 3 can have a starting total weight of 25 kg or more and a maximum velocity of 80 knots or more, or be driven by a turbine motor, in which will require an operator permit (of the sort RO 3, jf.§34). 

Operator permit (RO 3) is also mandatory for flying BVLOS. 

	Robonic (FI)
	Regulations are under development and to be finished, will be published during autumn 2015 by Finnish CAA (Trafi). They will be concentrated on VLOS operations. 

	Selex (I)
	According to ENAC Regulation RPAS which are under ENAC responsibility are distinguished in terms of MTOW and Operations as: 
• RPAS with MTOW below 0.3 kg 
• RPAS with MTOW between 0.3 kg and 2 kg 
• RPAS with MTOW between 2 kg and 25 kg 
• RPAS with MTOW between 25 kg and 150 kg 
Operations can be conducted in: 
• Visual Line of Sight (LOS) 
• Extended Visual Line of Sight (EVLOS) 
• Beyond Line of Sight (BLOS)

	Skeye (NED)
	All VLOS 

	Slovenia Control
	NO CATEGORISATION OF UAS IS SPECIFIED 

	Sweden
	http://www.transportstyrelsen.se/sv/luftfart/Luftfartyg-och-luftvardighet/Obemannade-luftfartyg-UAS/ 
Permission from the Transport Agency is required for unmanned aircraft used or designed for: 
• Testing and research 
• Commercial purposes, therefore any kind of activity in which remuneration is received for work performed 

• Mission flight and the like, which are not regarded as pleasure or recreation 

• Be flown out of sight of the pilot. 

All unmanned aerial vehicles, which falling within the above points is called by the Transport Agency as a UAS, and get a special registration mark. 
1.1 UAS divided into the following categories of permit 

1.1.1 Category 1A 
Unmanned aircraft with a maximum take off weight of less than or equal to 1.5 kg, which develops a maximum kinetic energy of 150 J and is flown only within sight of the pilot. Learn more about Category 1A UAS http://www.transportstyrelsen.se/sv/luftfart/Luftfartyg-och-luftvardighet/Obemannade-luftfartyg-UAS/Sok-tillstand-for-UAS/Kategori-1A/ and how to apply for permission. 

1.1.2 Category 1B 
Unmanned aircraft with a maximum takeoff weight of more than 1.5 kg but less than or equal to 7 kg, which develops a maximum kinetic energy of up to 1000 J and operated solely within view of the pilot. Read more Category 1B http://www.transportstyrelsen.se/sv/luftfart/Luftfartyg-och-luftvardighet/Obemannade-luftfartyg-UAS/Sok-tillstand-for-UAS/Kategori-1B/ UAS and how to apply for permission. 

1.1.3 Category 2 
Unmanned aircraft with a maximum takeoff weight of more than 7 kg which only operated within sight of the pilot. Learn more about Category 2 http://www.transportstyrelsen.se/sv/luftfart/Luftfartyg-och-luftvardighet/Obemannade-luftfartyg-UAS/Sok-tillstand-for-UAS/Kategori-2/ UAS and how to apply for permission. 

1.1.4 Category 3 
Unmanned aircraft certified to be flown and checked out of sight of the pilot. Learn more about Category 3 http://www.transportstyrelsen.se/sv/luftfart/Luftfartyg-och-luftvardighet/Obemannade-luftfartyg-UAS/Sok-tillstand-for-UAS/Kategori-3/ UAS and how to apply for permission. 

	Swiss Federation of Civil Drones
	By environment: 
- fix and temporary populated areas (cities, villages, events) 
- airfields and controlled airspace 
- any other 

By operation type: 
VLOS - Visual Line of Sight of the Pilot 
EVLOS - Enhanced VLOS (VLOS for Observer, FPV (First Person View) for Pilot) 
BVLOS - Beyond VLOS (FPV for Pilot only) 

EVLOS and BVLOS will be typically more than 500m from the control station. 

	Telespazio (I)
	According to our experience, UAS categorization depends mainly on: 
• RLOS /BRLOS Operations 
• MTOW (above or below 150 kg) 
• Area of operations overflown (depending on population density). 
As prime contractor for DeSIRE 2 project, our main interest is on large RPA Platforms employed in BRLOS Operations over low populated /maritime areas for specific institutional applications. The use of satcom link for CNPC data is key for BRLOS Operations and it is our main target in the project. 

	The Finnish Border Guard
	Aviation act and aviation regulations are most important framework for UAS regulation. National RPAS regulation is on draft phase and it is expected that it will be published during 2015. It is estimated that Drafted RPAS regulation is or will be one of the most liberal RPAS regulation in the Europe. 

Right now and in practice VLOS activities with less than 25 kg MTOW under 150 meters altitude are allowed without special permission. Using of more than 25 kg MTOW UAS is usually subjected to license. BVLOS activities are allowed only inside segregated airspace. 

The Finnish Border Guard has been planned to start VLOS and BVLOS test flights on state border and maritime areas with fixed wing UAS during next year and with heli-/multi-copter type UAS during next five years. 

	Trimble (BEL)
	They are divided in groups by concept of operation. 

	Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR)
	The category of UAV is Quadcopter type. Used in traffic control and masses of people.It can be used in cartography, searching for missing persons. 
The weight of the machines are 2 to 3 klg 

	United Kingdom
	See chapter 1 Section 2 of CAP722 but basically they are currently divided into 3 categories by weight 
Small UAS 0-20 kg responsibility of national aviation authority 
Light UAS 20-150 kg responsibility of national aviation authority 
UAS >150 kg responsibility of European Aviation Safety Agency

	VTO Technologies (G)
	European harmonisation of BVLOS (Beyond Visual Line of Sight) RPAS C2C frequencies, essential for BVLOS RPAS operations regulatory compliance. 
Not essential for BVLOS RPAS operations regulatory compliance. 
Control and non-payload communications (CNPC), payload (incl. video). 
Visual line-of-sight / non visual line of sight, range of operation. 
Range and distances involved. 
Long range RPAS frequencies require stronger signals and frequency bands. 



Assessment of WGFM CG Drones:
A number of different concepts for the categorisation of UAS exists:
1. No categorisation at all
2. Environmental based categorisation (metropolitan areas, villages, event-based);
3. By operation type (VLOS, EVLOS, FPV (First Person View) for Pilot), BVLOS - Beyond VLOS 
  (FPV for Pilot only);
4. Risk based categorisation (requires an analysis for each UAS type and its type of mission, may 
  differentiate according to the type of user (hobby or professional), operating distance and its conditions, 
  weight and dimensions of the UAS, safety-features (e.g. anti-collision features, safe modes). The risk 
  based categorisation approach can also include elements of the environmental-based and operating 
  type-based categorisation approach as outlined under 2 and 3.
Existing problems during the operation/test of UAS
· Question 11: Have there been any problems in respect to radio (e.g. Interferences, lost connections, fail safe features, etc.) during the operation and/or test of a UAS? 
	Aerodromo Municipal de Portimão (POR)
	No 

	AESA (E)
	No 

	Airfilms Production (NED)
	Yes 

	Austria
	No 

	Belgian Civil Aviation Authority (BCAA)
	Yes 

	Bosnia Herzegovina
	No 

	Bundeskommission Modelflug (D)
	No 

	Civil Aviation Agency (LVA)
	No 

	Civil Aviation Authority (CZE)
	Yes 

	Croatia
	No

	Dep. of Civil Aviation (CYP)
	No 

	DFS Deutsche Flugsicherung (D)
	Yes 

	DGA (F)
	Yes 

	SWITZERLAND
	Yes 

	EASA
	No 

	EuroUSC International (G)
	Yes 

	Federal Supervisory Authority for Air Navigation Services (D)
	No 

	Finavia
	No

	Finland
	No 

	Guardia Nacional Republicana (POR)
	Yes 

	Hungary
	No 

	IPQ (POR)
	No 

	Lithuania
	Yes 

	Montenegro
	No 

	Norway
	No 

	Robonic (FI)
	No 

	Selex (I)
	No

	Skeye (NED)
	No 

	Slovenia Control
	No 

	Swiss Federation of Civil Drones
	Yes 

	Telespazio (I)
	No 

	The Finnish Border Guard
	Yes 

	Trimble (BEL)
	No 

	Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR)
	No 

	United Kingdom
	Yes

	VTO Technologies (G)
	No 


 

Figure 14: Existing problems

· Question 11.1: Please explain the problem(s) 
	Belgian Civil Aviation Authority (BCAA)
	BCAA had some cases of loss of radio control link and also one case of trial to use illegal frequency band. 

	Civil Aviation Authority (CZE)
	C2 datalink fails time to time but it is not easy to determine the reason (might be hardware failure, software failure or interference or out of reach reasons). Several older types operated on 35 MHz were very vulnerable to interference, 2,4 GHz seems quite good, but is sensitive to unobstructed direct connection. 

	Switzerland
	Crash of an UAS behind the airfield due to adverse electromagnetic interference. The problems were not known before; the electromagnetic interference must have acted by the UAS as a similar opposite command that led to its destruction. There was only material loss. Electromagnetic fields in a city, a region or underground electric power supplies are very common, therefore this point has to be considered properly. In the meantime, the problem has been solved through software (frequencies used in this case were in the 2.4 GHz) 

	DFS Deutsche Flugsicherung (D)
	It has been observed that sometimes frequencies are used that are forbidden by national and international regulations (e.g. 1090 MHz). Also datalink loss will be occurring sometimes, causing unplanned use of the UA. 

	DGA (F)
	With medical operating and domestic application. 
In our country there are a lot of things who work with remote control 

	EuroUSC International (G)
	Range issues are frequently experienced when operating in areas of intense 2.4GHz transmissions. Operators often experience poor reception of camera images when using 5.8GHz at the legal transmission power prompting them to fit illegal, high power transmitter modules. Many users are unaware of the effects of solar flares on the reception of GPS reception and poor piloting skills often leads to situations where operators find themselves operating with a GPS capture failure and without sufficient skills to operate manually. EuroUSC test for this scenario as part of their flight operations examination. 

This should not cause interference with the command and control frequency and specific frequencies and power outputs be listed with an obvious route allowing an operator to operate worldwide without constant changing of transmitter modules.

Commercial operators should have their own protected frequencies requiring a licence which would only be available to registered commercial RPAS operators helping to prevent ‘cowboy’ hobby type inherently unsafe operators.

2.4GHz is widely used, especially in congested areas where wi-fi routers etc fill the spectrum. This causes high background interference reducing the operating range of commercial operations. Many hobby type aircraft and toys use a power output far in excess of requirements. A reduced power output and therefore range help to keep toys close to operators helping safety and helping to reduce interference. Perhaps a specific frequency such as 1.2GHz could be used for commercial RPAS operations. Many hobby ‘First Person View’ operators are illegally broadcasting far in excess of the legal limits without any fear of prosecution and often unaware of any legal requirements.

	Guardia Nacional Republicana (POR)
	For GNR, the possibility to open up segregated airspace to civil unmanned aircraft flight in Portugal creates a very complex security problem materialized through the possibility of civil RPAS flying over areas (Class A, C and D), assigned to airfields and airports, overflight people and urban spaces. 

For safety & security reasons it is desirable to interdict any possibility of flying civil RPAS on (less than 150 kg) in urban areas which makes the lack of national legislation a serious problem. The best solution is to only allow RPAS flights in “G Class” space, which represent also the need of law enforcement and compliance over the use of radio frequencies by unauthorized civilian’s users. 

	Lithuania
	Cases of lost connections (and lost equipment) are known. 

	Swiss Federation of Civil Drones
	If using legal power: lost connections 
Mostly: Use of illegal power to prevent connection loss 

	The Finnish Border Guard
	Due to low flying altitudes, forests and shape of ground the radio horizon is achieved quite fast. Sometimes it has been losses of command and control connections due to unsuitable antennas or placement of the antennas on the drone or on the ground. It has also been noticed that the manufactures do not want to make suitable transmitters for BVLOS activities due to possibilities to fly BVLOS separates a lot between different countries. It makes BVLOS suitable equipment more expensive than those really should be. 

In order to make economical BVLOS activities possible for security authorities, it is necessary to establish higher segregated areas for UAS activities and ensure releasing of suitable frequency windows and using of more powerful transmitters on security authorities duties. It is also worth to notice that many security authorities conducts their duties outside of mobile phone connection areas so command and control and payload information connections cannot be based on mobile phone nets. It is assumed that in the future security authorities need to establish link network or use satellite connections in order to fly long distance controlled BVLOS flights. 

	United Kingdom
	See the answer to question 4 of part 1



· Question 11.2: ’NO’ Remarks 
	Aerodromo Municipal de Portimão (POR)
	Non. 

	AESA (E)
	WE HAVE NO ANY INFORMATION 

	Austria
	Not yet official reported 

	Bosnia Herzegovina
	No reported use of UAS 

	Bundeskommission Modelflug (D)
	In the area of aeromodelling using 2.4 GHz equipment interference is very hard to identify and there are no proven events. Lost connections are quite normal due to exceeding the range of the R/C-equipment. For sophisticated drones above the toy-area this is covered by automatic means like a GPS-based return-to-home function. 

	Civil Aviation Agency (LVA)
	Not reported. 

	Croatia
	Not to our knowledge 

	Dep. Of Civil Aviation (CYP)
	No Info 

	EASA
	
EASA does not currently have occurrence reports from drones’ incidents and accidents. This is due to the fact that no drone has been certified by EASA so far. 

On the other hand, EASA follows the incidents/accidents which are reported by the military. 

Example: MQ-1B, T/N 00-3068, 27 June 2014, United States Air Force Aircraft Accident Investigation Board Report 

Another accident was recently reported: 

	Federal Supervisory Authority for Air Navigation Services (D)
	Non of such problems with civil UAS known. This question should also be directed to the federal states in there responsibility for civil UAS, the federal armed forces for military UAS and to DFS with reference to the ferry flight of the military UAS EuroHawk in 2011. 

	Finland
	No reported problems so far, but the regulation to be issued very soon contains reporting requirements. 

	Hungary
	There have not been any problems with the approved frequencies. 

	IPQ (POR)
	Not to my knowledge 

	Montenegro
	The more precise information will be provided when the test is completed. 

	Norway
	There have not been any official reports in respect to this. However, we have been informed of lost connections when using the license exempt frequencies for control. 

	Robonic (FI)
	There has not been any problems with Robonic’s test site flights 

	Selex (I)
	No interferences have been recorded by Selex ES during RPAS operations and flight tests, although these have been always conducted in segregated airspaces.

	Slovenia Control
	NO OPERATIONAL PROBLEMS ARE KNOWN 

	Telespazio (I)
	N/A to DeSIRE 2 project, as these aspects have not yet been addressed. 

	Trimble (BEL)
	No remarks 

	Unidade Especial de Polícia – Núcleo de Meios Técnicos e Audiovisoais (POR)
	Anything 



Assessment of WGFM CG Drones:
Reported problems include: 
1. Illegal use of frequencies;
2. Use of greater emission levels to enhance the operating distance or to make the drone s operation safer
  against interference and loss of the control link;
3. Problem that UAS dominantly use 2.4 GHz (or other ‘unlicensed’ bands), fully under ‘no protection’ 
  conditions and where interference is always a possibility; a fact which may not be understood by all UAS 
  users;
4. Lack of frequency harmonisation for:
  	a. Professional UAS’ with more mission-critical type of mission (the idea is to have a frequency opportunity which is more dedicated to UAS than a generally authorised ‘SRD-band;
 	b. BVLOS UAS (could be individually licensed).
Additional information
· Question 12: Any further relevant information? If so, please add here. 
	AESA (E)
	No 

	Airfilms Production (NED)
	The Netherlands is currently killing the RPAS market with the introduced regulations. The playfield for professional operators has become complicated, non-flexible and limited to a situation that results in a very small perspective. 

They made rules like exams for companies, aircrafts & pilots, but there a no certified / accredited companies (manufacturing and pilot schools). 

	Bundeskommission Modelflug (D)
	There is an information-flyer for customers under preparation by the DAeC (German Aero Club). The draft is attached. 
Also there are ongoing activities for the integration of drones into the air space. The complete A-NPA is available here: https://easa.europa.eu/system/files/dfu/A-NPA%202015-10.pdf 
An executive summary is available here: http://easa.europa.eu/document-library/notices-of-proposed-amendment/npa-2015-10 

	Switzerland
	Swiss FOCA has authorised several BLOS operations and VLOS tethered. 

	DFS Deutsche Flugsicherung (D)
	Operation of drones may cause possible radio-frequency interference with other services which may lead to misconduct of the drone or the other service, respectively. This aspect should be considered by the regulatory measures. 

	DGA (F)
	It's time for us in Europe to have a real frame work to control frequency and we will be happy to contribute of this registration by my knowledge and my experience. 

	EuroUSC International (G)
	It is strongly believed that an International, protected and licensed RPAS operating frequency is required. Transmissions from commercial and hobby RPAS should be periodically and randomly checked and illegal users should be prosecuted. 

This should be an enforced, encoded, channel hopping protocol as currently widely utilised by the hobby fraternity utilising 2.4GHz. The power output should be sufficient to ensure reception above and beyond the maximum permitted flight envelope range. A specific, protected frequency range should be made available for commercial RPAS. Perhaps with a licence requirement where only registered commercial operators can apply and obtain.

	Guardia Nacional Republicana (POR)
	Most European countries are still striving with problem of unauthorized civil RPAS use. Legislation left to the responsibility of national authorities is urgent. The GNR expectation is that the future European regulatory framework and its transposition into law will shape the adoption of more efficient security measures. 

	IPQ (POR)
	Very low knowledge of Rules of Air, and air navigation by the operators of UAV`s. 

	Norway
	New and updated regulatory framework is to be published soon (late fall 2015). 

	Swiss Federation of Civil Drones
	Transmission of an image is not only payload! If the image is used to give the pilot the in-air-view to observe the sky for traffic, this link will be part of the cockpit and be part of the control link. 

More from the practice: There exist solutions for digital image transmission. As the control of the UAS as well as the telemetry is not a huge data load, the same link will be used for control and telemetry as well. 

Loss of one (image, control or telemetry) results anyway in an emergency situation. So there is no need to split into several links (with a higher possibility of interferences). 
- If you have control and telemetry but no image, you cannot observe the sky for traffic --> emergency 
- If you have no control but telemetry and image, autopilot may continue, but you cannot tell him that there is traffic --> emergency 
- If you have control and image but no telemetry, you have no idea about the system status (power consumption, speed, position) --> emergency 

So, image transmission may also be part of the control link. It is "only" payload, if you have a spare sensor for ground observing (no matter if infrared or normal picture or any other sensor) 
------------- 
A special frequency to UAS is very welcome. But it must be powerful enough to fly BVLOS and to transmit an image quality of FullHD at least (lower resolution prevent of observing the sky for traffic) with a latency of less than 150ms (if lower, a pilot cannot control the UAS without the support of an autopilot). 

	Telespazio (I)
	The use of dual-link satcom concept is a key for BRLOS applications, and it is main target of the project to demonstrate its suitability for RPA CNPC Data for future integration of RPAS into non segregated, civil airspace. 

	Trimble (BEL)
	No further info 

	Unidade Especial de Polícia - Núcleo de Meios Técnicos e Audiovisoais (POR)
	Anything 



Assessment of WGFM CG Drones:
- When defining dedicated solutions for UAS frequency use, it needs to define which type of communications
 may use it (only control/telecommand or also telemetry which may include some images, or even a video 
 link or feedback for telecommand/control). In this regard, some scenarios may need to be described and to,
 e.g. in a second step, if necessary, study on possible frequencies for payload links (video and images);
- Some concern about interference from drones expressed (2.4 GHz, or 5.8 GHz);
- For BVLOS UAS: need to consider satcom concepts as well as terrestrial spectrum use;
- A harmonised spectrum use possibility for UAS should reduce the unauthorised frequency use.

[bookmark: _Toc506147303][bookmark: _Toc506372192]List of references
[bookmark: _Ref481570603][bookmark: _Ref321997834]Report ITU-R M.2171 (12/2009): Characteristics of unmanned aircraft systems and spectrum requirements to support their safe operation in non-segregated airspace
[bookmark: _Ref480359273]ERC Recommendation 25-10 on “Frequency Ranges for the Use of Terrestrial Audio and Video Programme Making and Special Events (PMSE) applications”
[bookmark: _Ref480359395][bookmark: _Ref480290060][bookmark: _Ref478631394]Report ITU-R M.2204 (11/2010): Characteristics and spectrum considerations for sense and avoid systems use on unmanned aircraft systems
[bookmark: _Ref481581208][bookmark: _Ref481581004][bookmark: _Ref480356747]ECC/DEC/(04)08 (07/2004): The harmonised use of the 5 GHz frequency bands for the  implementation of Wireless Access Systems including Radio Local Area Networks
[bookmark: _Ref481581299]ETSI EN 300 440 (2009-03): Short range devices; Radio equipment to be used in the 1 GHz to 40 GHz frequency range
[bookmark: _Ref478632026]Regulation (EC) No 216/2008 of the European Parliament and of the Council of 20 February 2008 on common rules in the field of civil aviation and establishing a European Aviation Safety Agency, and repealing Council Directive 91/670/EEC, Regulation (EC) No 1592/2002 and Directive 2004/36/EC
[bookmark: _Ref478632402]Riga Declaration on remotely piloted aircraft (drones) "Framing the future of aviation" Riga - 6 March 2015
[bookmark: _Ref478632660]Concept of Operations for Drones - A risk based approach to regulation of unmanned aircraft (05/2015)
[bookmark: _Ref478633038][bookmark: _Ref481581491]‘Prototype’ Commission Regulation on Unmanned Aircraft Operations 22 August 2016 Explanatory Note
[bookmark: _Ref480290695]Regulation 785/2004/EC of the European Parliament and of the Council of 21 April 2004 on insurance requirements for air carriers and aircraft operators
[bookmark: _Ref478636064]Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data 
[bookmark: _Ref478638043][bookmark: _Ref478636452]void
[bookmark: _Ref478638197]void
[bookmark: _Ref478638258]Communication from the Commission to the European Parliament and the Council:  A new era for aviation opening the aviation market to the civil use of remotely piloted aircraft systems in a safe and sustainable manner: COM(2014)207 final
[bookmark: _Ref478638748]REPORT25 September 2015 (A8-0261/2015) on safe use of remotely piloted aircraft systems (RPAS), commonly known as unmanned aerial vehicles (UAVs), in the field of civil aviation (2014/2243(INI))
[bookmark: _Ref478638885]Void
[bookmark: _Ref478639065]Regulation (EC) No 765/2008 of the European Parliament and of the Council of 9 July 2008 setting out the requirements for accreditation and market surveillance relating to the marketing of products and repealing Regulation (EEC) No 339/93
[bookmark: _Ref478639159]Decision No 768/2008/EC of the European Parliament and of the Council of 9 July 2008 on a common framework for the marketing of products, and repealing Council Decision 93/465/EEC
[bookmark: _Ref478639564]Drucksache 39/17 (18.01.17) Verordnung zur Regelung des Betriebs von unbemannten Fluggeräten
[bookmark: _Ref478639727][bookmark: _Ref481581532]Void 
[bookmark: _Ref481581847]ECC/DEC/(01)03 Annex 2: ECO Frequency Information System (EFIS) – Application terminology
[bookmark: _Ref505076944]Deutsche Telekom’s article on High-level cooperation, available at: https://www.telekom.com/en/media/media-information/archive/high-level-cooperation-443952
[bookmark: _Ref480362069]ERC Recommendation 70-03: Relating to the use of Short Range Devices (SRD)
[bookmark: _Ref481581910]FM(17)067 Annex 37: Explanatory paper related to RLAN equipment using the 5 GHz bands in vehicles, including the usage under the non-specific SRD regulation
[bookmark: _Ref481581386]European Parliament resolution of 29 October 2015 on safe use of remotely piloted aircraft systems (RPAS), commonly known as unmanned aerial vehicles (UAVs), in the field of civil aviation (2014/2243(INI))
[bookmark: _Ref482108096]European Aviation Safety Agency; Notice of Proposed Amendment 2017-05 (A); Introduction of a regulatory framework for the operation of drones Unmanned aircraft system operations in the open and specific category 
[bookmark: _Ref493447199]Proposal for a Regulation of the European Parliament and the Council on common rules in the field of civil aviation and establishing a European Union Aviation Safety Agency, and repealing Regulation (EC) No 216/2008 of the European Parliament and of the Council (COM/2015/0613 final - 2015/0277 (COD))
[bookmark: _Ref494354475]European Aviation Safety Agency; Notice of Proposed Amendment 2017-05 (B)- Introduction of a regulatory framework for the operation of  drones - Unmanned aircraft system operations in the open and specific category
[bookmark: _Ref506146608]ICAO RPAS manual 10019, chapter 10 - Detect-And-Avoid
[bookmark: _Ref504727626]Directive 2014/53/EU of the European Parliament and of the Council of 16 April 2014 on the harmonisation of the laws of the Member States relating to the making available on the market of radio equipment and repealing Directive 1999/5/EC
[bookmark: _Ref504727703]Directive 2014/30/EU of the European Parliament and of the Council of 26 February 2014 on the harmonisation of the laws of the Member States relating to electromagnetic compatibility
[bookmark: _Ref506147039]FM(18)059-Annex 37: Explanatory paper related to non-professional UAS use under general authorisations
[bookmark: _Ref505753623]European Aviation Safety Agency: Opinion No 01/2018 on the Introduction of a regulatory framework for the operation of unmanned aircraft systems in the ‘open’ and ‘specific’ categories
[bookmark: _GoBack]
Is there already a national regulatory framework (or reports available on civil UAS)? 	YES	NO	10	21	
Are there specific frequencies (incl. requirements) identified for UAS in your NTFA? 	Yes	No	10	18	Is there a requirement for harmonisation measures needed? 	YES	NO	15	11	Do you have / foresee different types of regulation for different radio applications? 	Any other	Payload	Non-payload and Control	20	11	11	Do you have / foresee different types of regulation for different concepts of operation?	any other	visiual LOS / non-LOS	safety aspects	user groups	range of operation	weight and/or dimensions	18	9	9	9	8	7	Are there existing problems such as interference cases or illegal spectrum use by UAS? 	YES	NO	7	18	Is there already a national regulatory framework or reports available on civil UAS? 	YES	NO	29	10	Are there specific frequencies mentioned within these regulations? 	YES	NO	8	29	Have there been any problems in respect to radio (e.g. Interferences, lost connections, fail safe features, etc.) during the operation and/or test of a UAS? 	YES	NO	11	24	


image3.png
Mission
type

Example description

Movie making. sports games. popular events like concerts.

Cargo planes with reduced man power (one-man-cockpit).

Inspections for industries. e.

oil fields. oil platforms. oil pipelines. power line. rail line.

Provision of airborne relays for cell phones in the future.

Commercial agricultural services like crop dusting.

@ @EEE®E

Earth science and geographic missions (e.g. mapping and surveying. aerial photography)
biological, environmental missions (e.g. animal monitoring, crop spraying. volcano
monitoring, biomass surveys. livestock monitoring. tree fertilization).

Coast line inspection. preventive border surveillance. drug control. anti-terrorism operations.
strike events, search and rescue of people in distress, and national security. Public interest
missions like remote weather monitoring. avalanche prediction and control. hurricane
monitoring, forest fires prevention surveillance. insurance claims during disasters and traffic
surveillance.

® @

Famine relief, medical support. aid delivery. Search and rescue activities.





image4.png




image5.png




image6.png




image7.png




image8.png




image9.png




image10.png
OPEN:
Low risk

No involvement of Aviation
Authority

Limitations (Visual line of sight,
Maximum Altitude, distance
from airport and sensitive
zones)

Flights over crowds not
permitted except for harmless
subcategory

SPECIFIC
Increased risk

Approval based on Specific
Operation Risk assessment
(SORA)

Approved by NAA possibly
supported by accredited QE
unless approved operator with
privilege

Manual of Operations
mandatory to obtain approval





image11.png
uas MTOM/ Maximum height | Remote-pilot | Ageofthe | Min technicsl uas s
UAS dlass Distance from people : ! requirements A | identification,
beats Joule ) of the mote pilot stati
subcategory joule (1) operation | competence | remote pil ety | regitration | et
privtely N No, if without
i Directive camera of
<250g <som Lesflet | Nolimitation | sopevagrec, | L Tmear No
@ nosharpedges, | audio sensor
m awareness leafiet
e Py overuninohed peopl ot over om et
people assemblies of people) <T0morupto Kinetic energy,
50mabove s layearsor | nosharpedges, required by
a | e igher obstacle, | LeaMetplus with Selectable height ;’"'V '“'r ‘the zone of
: nerequenat | oinetianing | il | el
theownerofthe | """? awareness leaflet
object
P— e
Fiyintentionally in proumity tobutata | 50maboves §
A2 500gto | safe distance from uninvolved people | higher obstacle, | (Te0retical | 18yearsor lostlink Operator and
Fydoseto | 2 qualfication) | with management, Yes
4kg | (>20mforrotarywing UASor>50m | at the request of A
people andexamin | supervisor | selectable height
for fixed-wing UAS) the owner of the
priooy an spproved limit,
centre awareness leafiet
Lostlink
Fiyin an area where it i reasonably management,
= expected that no uninvolved person will Selectable. height
be present <120morupto hmmleeﬁet
awareness
a3 h::.:: Z:";L Leafletplus | 16yearsor operstorand | Freauired by
Flyfar from <2skg et | oniinetraining | with Operational. pers the zone of
Ppeople o In addition o the above, kesp asafety | 3 w:‘r rihe | withatest | supervisor Instructions, operations
distance from the boundaries of gy awareness leaflet
congested areas of cities, towns or ¥
privately settiements, or aerodromes

buitt

N/





image12.png
Start Consultation Proposal to Adoptionby Decision
Termsof Noticeof Proposed. Commission Commission
Reference ‘Amendment opiion ImplementingRules "G

2.9

22.12.2016 452017 S.Lm 2018/Q4 2019/Q1




image13.png




image16.emf
4 Netherlands  Report.pdf


4 Netherlands Report.pdf


 


 
 


 


 


 


Mobiel in de Lucht  


 


  


  


 


 


 


Colofon 


Aan DO 


Van Projectgroep Mobiel in de lucht 


Nummer 1.0 


Datum 10 juni 2014 


Leden   


 


 


 


 


 


 


 


 


  


Copyright Agentschap Telecom ©2014 







Mobiel in de Lucht|10 juni 2014 


Pagina 2 van 34 


Inhoud 


Lijst met afkortingen 3 


Samenvatting 4 


Inleiding 8 


1 Onderzoeksgebied Mobiel in de lucht 11 


2 Definities, regelgeving en organisaties 12 


3 Huidige gebruik 17 
3.1 Modelvliegsport 17 
3.2 Professioneel gebruik besturing en payload 19 
3.3 Overheidsgebruik 19 
3.4 Vergund frequentiegebruik onbemande vliegtuigen 19 


4 Beschikbaar spectrum 21 


5 Internationale ontwikkelingen 25 


6 Toezicht op gebruik 27 
6.1 Modelvliegsport 27 
6.2 Professioneel gebruik 28 
6.3 Markttoezicht 28 


7 Dialoogsessies: Input van de gebruikers en producenten 29 
7.1 Uitkomsten dialoogsessie met marktpartijen 29 
7.2 Uitkomsten dialoogsessie met publieke sector 30 


8 Conclusies en aanbevelingen 32 
   







Mobiel in de Lucht|10 juni 2014 


Pagina 3 van 34 


Lijst met afkortingen 


AT Agentschap Telecom 


ATM Air Traffic Management 


BLOS Beyond Line Of Sight 


BOP Behoefte Onderbouwings Plan 


BvB Bewijs van Bevoegdheid 


CNPC Control and Non Payload Communication 


DSSS Direct Sequence Spread Spectrum 


EC Europese Commissie 


EESS Earth Exploration Satellite Service 


EIRP Equivalent Isotropic Radiated Power 


ENG/OB Electronic News Gathering/Outside Broadcasting 


ERP Effective Radiated Power 


EVLOS Extended Visual Line Of Sight 


FPV First Person View 


FHSS Frequency Hopping Spread Spectrum 


GPS Global Positioning System 


HAPS   High Altitude Platform systems 


ICAO International Civil Aviation Organisation 


ILT Inspectie Leefomgeving en Transport 


ISM Industrial Scientific and Medical 


JARUS  Joint Authorities for Rulemaking on Unmanned Systems 


KNVVL Koninklijke Nederlandse Vereniging Voor Luchtvaart 


NFP Nationaal Frequentie Plan 


RPAS Remotely Piloted Aircraft Systems 


SARPS Standards And Recommended Practices 


SESAR Single European Sky ATM Research 


SRD Short Range Devices 


TW Telecommunicatiewet 


UAS  Unmanned Aircraft Systems 


VLOS Visual Line Of Sight 


WAIC Wireless Avionics Intra-Communication 


WRC World Radio Conference 


  







Mobiel in de Lucht|10 juni 2014 


Pagina 4 van 34 


Samenvatting 


In het kader van de visie van Agentschap Telecom voor 2016 is een viertal sporen 


benoemd. Dit zijn: verbinding met de omgeving, kwaliteit van dienstverlening, 


leiderschap en flexibele organisatie. Ter invulling van deze sporen is vervolgens een 


zestal doorlopende lijnen bepaald, waarin diverse afdelingen en disciplines binnen 


het agentschap samenkomen om hieraan invulling te geven. Deze doorlopende 


lijnen onderzoeken (toekomstige) ontwikkelingen binnen het werkveld van het 


agentschap, welke relevant zijn voor de invulling van haar visie voor 2016. Een van 


deze doorlopende lijnen is “Mobiel in de lucht”. 


 


Maatschappelijke belang  


Het vliegen met onbemande vliegtuigen heeft vele jaren met name plaatsgevonden 


in de hobby sfeer, waar de zelfbouw van dergelijke toestellen en het feitelijk vliegen 


centraal stond. De afgelopen jaren is hier echter verandering in gekomen. Hiervoor 


zijn twee oorzaken aan te wijzen:  


1. Het (in de hobby sfeer) beschikbaar komen van kant en klare modelvliegtuigen. 


2. Het meenemen en nuttig gebruiken van payload, zoals camera systemen, is veel 


eenvoudiger geworden. 


 


Het eerste aspect gaat gepaard met een ook steeds lagere aanschafwaarde, en zal 


waarschijnlijk de drempel tot het gebruik verlagen, en daarmee mogelijk veel meer 


een consumenten artikel worden. 


 


Het tweede aspect heeft grote invloed op het maatschappelijk belang van het 


vliegen met onbemande vliegtuigen. Onbemande vliegtuigen kunnen nu ingezet 


worden voor een veelheid aan toepassingen, zoals: 


 Inspecties van dijken, landbouw en natuur gebieden, onroerend goed, technische 


installaties, e.d. 


 In kaart brengen van geografie t.b.v. bouwprojecten, natuurbeheer, e.d. 


 Wetenschappelijke toepassingen op gebied van aardobservatie, klimaat e.d. 


 Luchtfotografie voor reclame en ENG/OB. 


 Ondersteuning van overheidstaken bij het toezicht houden op mensenmenigten, 


kustwachtactiviteiten, e.d. 


 Inzet bij calamiteiten of rampen voor het verkrijgen van inzicht in bijvoorbeeld 


omvang van brandhaarden, overstromingsgebieden, verspreiding giftige stoffen, 


e.d. 


 


Het inzetten van onbemande vliegtuigen voor dergelijke toepassingen brengt niet 


alleen voordelen met zich mee, er zijn ook maatschappelijke vraagstukken en 


risico’s waarover nagedacht moet worden. Daarbij valt te denken aan: 


 Fysieke veiligheid van mensen op de grond. 


 Risico van schade aan gebouwen of ander objecten. 


 Veiligheid van andere vliegtuigen. 


 Privacy aspecten bijvoorbeeld t.a.v. opgenomen beelden. 


 


De (internationale) regelgeving, die hiervoor nodig is, is nog in ontwikkeling. Mede 


als gevolg hiervan is het (nog) niet mogelijk om met onbemande vliegtuigen alle 


maatschappelijke behoeften in te vullen. Met het verder gereed komen van de 


regelgeving en het verder professionaliseren van deze markt mag een grote groei 


van het gebruik van onbemande vliegtuigen verwacht worden. 
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Als gevolg van deze snelle ontwikkelingen op het gebied van onbemande vliegtuigen, 


de laagdrempelige beschikbaarheid en de mogelijkheid verschillende sensoren mee 


te nemen, neemt de vraag, zowel vanuit de particuliere als vanuit de publieke sector, 


naar deze systemen sterk toe. De doorlopende lijn Mobiel in de lucht tracht inzicht 


te verschaffen in het toenemende frequentiegebruik in de verticale richting die 


hiervan het gevolg is. 


 


De projectgroep Mobiel in de lucht heeft haar onderzoek in een aantal fases en 


deelgebieden opgedeeld. Dit zijn: 


 Deskresearch naar juridische kaders. 


 Deskresearch naar beschikbare frequentieruimte zowel nationaal als 


internationaal. 


 Veld en internet onderzoek naar beschikbare mobiele systemen en huidig vormen 


van gebruik. 


 Dialoogsessies, zowel met marktpartijen als met de publieke sector. 


 


Conclusies 


Zowel hobbymatig als professioneel wordt er in Nederland steeds vaker gevlogen 


met onbemande luchtvaartuigen.  


Deze onbemande luchtvaartuigen zijn grofweg als volgt in te delen: 


 


Recreatief 


Klasse 1 


Licht onbemand 


Klasse 1 


Licht onbemand 


Klasse 2 


Zwaar onbemand 


Klasse 2 


 


Volgens opgave van de geconsulteerde marktpartijen tijdens de dialoogsessie, wordt 


het aantal hobbyvliegers, anno 2014, geschat op 100.000. Het aantal professionele 


gebruikers bedraagt ca. 500. 


 


Klasse 1 gebruik van modelvliegtuigen vindt met name plaats in de vergunningsvrije 


banden. Tot op heden heeft het agentschap in deze banden nog geen signalen van 


congestie ontvangen als gevolg van dit gebruik. Voor deze categorie lijkt de huidige 


frequentie ruimte afdoende.  


 


Gelet op de beperkingen en de veiligheidseisen, die door ILT gesteld worden aan het 


gebruik van modelvliegtuigen en licht onbemande luchtvaartuigen klasse 1 vluchten, 


kan door deze klasse gebruik worden gemaakt van de vergunningsvrije 


radiotoepassingen. Voor het gebruik van de 2,4 GHz frequentie zal op basis van 


praktijkwaarnemingen nader onderzocht moeten worden welke voor en nadelen aan 


het gebruik zitten en of dit kan leiden tot onveilige situaties dan wel verstoring van 


de payload. Toezicht is gevraagd dit mee te nemen in haar onderzoek naar het 


gebruik van 2,4 GHz voor onbemande luchtvaartuigen. 


 


Het gebruik van onbemande luchtvaartuigen klasse 2 is van een heel ander kaliber. 


Dit blijkt onder meer uit de zwaardere eisen die ILT stelt aan bouw, onderhoud en 


bevoegd verklaringen van piloten. Het gebied waarin gevlogen mag worden reikt 


buiten de Visual Line of Sight en ook buiten de Radio Line of Sight. De 


vergunningsvrije radiotoepassingen zijn niet geschikt voor deze Beyond Line of 


Sight toepassingen. Agentschap Telecom kan het gebruik van de SRD banden niet 


verbieden, tegelijkertijd is het niet aannemelijk dat een vergunningsvrije 


radiotoepassing daadwerkelijk voor klasse 2 vluchten gebruikt zal worden. Dit 


omdat het niet in overeenstemming is met de eisen van ILT. Een 


uitzonderingspositie in de vergunningsvrije band, waarbij bijvoorbeeld meer 


vermogen gebruikt wordt, is niet wenselijk. Klasse 2 vluchten zullen daarmee onder 
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het vergunningen regime vallen. Voor die gevallen waarin ILT op basis van groot 


maatschappelijk belang een ontheffing verleent, kan er voorlopig op ad hoc basis 


een maatwerkvergunning worden aangevraagd. Op dit moment is er nog geen 


ontheffing verleend voor deze klasse door ILT. De verwachting van ILT is dat afgifte 


van vergunningen voor dit type in de eerste jaren sporadisch zal zijn mede omdat 


(Europese) regelgeving nog niet gereed is. Wanneer dit wel het geval is kan er 


schaarste aan frequentieruimte ontstaan. 


 


De 5 GHz band is speciaal voor de besturing onbemande vliegtuigen zwaarder dan 


150 kg klasse 2 tijdens de WRC-12 gealloceerd, hiermee loopt het voor op de 


regelgeving voor het vliegen met deze toestellen. Dat zal op mondiaal en Europees 


niveau moeten plaatsvinden. Het agentschap zal het nog op te stellen bandplan door 


ICAO hierbij hanteren, zeker in de wetenschap dat er in deze frequentieband zowel 


terrestrial als satelliet gebruik zal gaan plaatsvinden. Tot die tijd zullen alleen 


tijdelijke vergunningen in deze band afgegeven worden. 


 


Uit onder andere de dialoogsessie met marktpartijen is gebleken dat er veel 


onduidelijkheid bestaat t.a.v. de voorwaarden en de frequentiebanden die gebruikt 


mogen worden door onbemande vliegtuigen. Het is daarom wenselijk dat het 


agentschap hierover op haar website meer duidelijkheid geeft. In het kader van 


eenduidigheid van regelgeving is het ook wenselijk dat het agentschap de indeling 


naar type luchtvaartuig overneemt uit de Luchtvaartwet en haar website afstemt 


met ILT. 


 


De publieke sector gaf tijdens de dialoogsessie, een strenge uitleg van de Behoefte 


Onderbouwingsplannen. Dit lijkt voort te komen uit interne communicatieproblemen. 


De afzonderlijke, niet met elkaar afgestemde, aanvragen voor frequentiebehoefte, 


kunnen leiden tot frequentie schaarste als dit op exclusieve basis plaats zou vinden 


en tot gevolg kunnen hebben dat verzoeken niet gehonoreerd worden. Agentschap 


Telecom zal bij het toewijzen van frequentieruimte aan de verschillende ministeries 


daarom de mogelijkheid van het delen van frequentieruimte mee moeten nemen, 


ook al wordt dit mogelijk niet in de individuele BOP’s vermeld. Dit zal ook richting de 


ministeries I&M, Defensie en V&J gecommuniceerd moeten worden. Hierbij zou, 


naast de noodzaak van het delen van frequenties, ook het voordeel van het delen 


van middelen onder de aandacht gebracht kunnen worden. 


 


Aanbevelingen 


Op basis van haar onderzoek heeft de projectgroep “Mobiel in de lucht” de volgende 


aanbevelingen: 


 Onderhoudt in samenwerking met ILT contacten met branche organisaties, zoals 


DARPAS en haar leden. Zowel DARPAS als het KNVVL heeft aangeboden via hun 


site/magazine aandacht te willen schenken aan de regelgeving. Schakel hen in 


bij de informatie en instructies naar de gebruikers (en producenten) 


 Vernieuw in overleg met ILT de informatie op de website van AT en ILT. Gebruik 


daarbij dezelfde indeling naar categorieën als in de luchtvaartwet. 


 Blijf op de hoogte van ontwikkelingen in EU, ICAO en JURAS en werk daarbij 


samen met ILT. probeer de mogelijke noodzaak voor aanvullende 


frequentieruimte aan de orde te stellen. 


 Breidt de mogelijkheden voor ENG/OB gebruik voor niet omroeptoepassingen 


t.b.v. zakelijk gebruik van onbemande vliegtuigen uit. Voor de ENG/OB downlink 


wordt nu veelal de 7 GHz band gebruikt. (Bron: Dutchview) 


 Breng het frequentie gebruik voor de besturing van klasse 2 vluchten voorlopig, 


vooruitlopend op definitieve internationale toewijzing onder in de 5030 - 5091 


MHz band. Vergunning verlening zal in afwachting van een bandplan op tijdelijke 
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basis plaats moeten vinden. Onderzoek daarnaast de mogelijkheden naar het 


gebruik van andere frequentiebanden. 


 Stel in samenwerking met IL&T een regelgevend kader op voor het 


frequentiegebruik voor de besturing van onbemande vliegtuigen klasse 2 


vluchten. 


 Ga bij overheidsgebruik uit van het delen van frequentieruimte. Stem dit af met 


de desbetreffende ministeries en wijs daarbij op de mogelijkheden van 


samenwerking van zowel het frequentiegebruik als de inzet van middelen. 


 Vraag in internationale gremia, voor die frequentiebanden en onderzoeken 


waarvoor dat relevant is, aandacht voor de ontwikkelingen in de 3de dimensie 


aangezien de huidige uitgangspunten uitgaan van gebruik op de grond. Door het 


op grotere hoogte gebruiken van zenders en ontvangers dan waar bij 


sharingstudies oorspronkelijk rekening mee is gehouden, zullen in de praktijk de 


interferentiegebieden groter zijn.  


 Het toezicht op het feitelijk frequentiegebruik bij onbemande vluchten is niet 


goed mogelijk met de huidige werkwijze. Op dit moment lijkt het echter niet 


noodzakelijk, gezien het lage aantal storingsmeldingen, om hiervoor een 


toezichtsarrangement te ontwikkelen. 


 De groeiende spectrumbehoefte zal tot compatibiliteitstudies dienen te leiden om 


de risico’s van ongewenste interferentie in te kunnen schatten. Om te voorkomen 


dat Nederland hiervoor alles zelf zal moeten doen (en bekostigen), zal dit door 


Nederland via de CEPT geagendeerd worden.  


 De markt voor de producenten van en handel in onbemande toestellen is een 


internationale aangelegenheid. Veel producten die in Nederland op de markt 


zullen verschijnen, komen uit het buitenland. Om een latere toezichts-inzet te 


vergemakkelijken, wordt aan de voorkant van deze nieuwe ontwikkeling door 


Nederland via de ETSI de benodigde standaardisatie op de internationale agenda 


gezet. 


 Lever bijdragen aan het onderzoek van het Wetenschappelijk Onderzoek en 


Documentatie Centrum (WODC) naar de mogelijkheden en bedreigingen van het 


gebruik van onbemande vliegtuigen en beoordeel in hoeverre de uitkomsten van 


dit onderzoek gebruik kunnen worden voor verdere beleidsontwikkeling op dit 


gebied.  


 Geef bij vergunningverlening invulling aan de Wet samenhangende besluiten 


(artikelen 3:19-3:29 Awb) - wijs dus op noodzaak om ook ILT-vergunningen aan 


te vragen. Vraag ILT hetzelfde te doen m.b.t. onze vergunningen. 
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Inleiding 


In het kader van de visie van Agentschap Telecom voor 2016 is een viertal sporen 


benoemd. Dit zijn: verbinding met de omgeving, kwaliteit van dienstverlening, 


leiderschap en flexibele organisatie. Ter invulling van deze sporen is vervolgens een 


zestal doorlopende lijnen bepaald, waarin diverse afdelingen en disciplines binnen 


het agentschap samenkomen om hieraan invulling te geven. Deze doorlopende 


lijnen onderzoeken (toekomstige) ontwikkelingen binnen het werkveld van het 


agentschap, welke relevant zijn voor de invulling van haar visie voor 2016.  


 


Mobiel in de lucht als een Doorlopende lijn 


“Mobiel in de lucht” is de interne codenaam voor één van de “doorlopende lijnen” 


binnen AT, en wordt door medewerkers vanuit Toezicht, Juridische Zaken, 


Communicatie en Spectrummanagement ingevuld. Gelet op de vele aspecten die 


hierbij aan de orde komen is er voor gekozen het project in drie stappen onder te 


verdelen, nl: 


 


 Inventariseren 


 Analyseren 


 Conclusie 


 


Onder inventariseren wordt verstaan: wie zijn de stakeholders, wat is de inschatting 


van het gebruik, welke toepassingen zijn er. 


Maak inzichtelijk welke organisaties van toepassing zijn en welke regelgeving van 


toepassing is. 


Wat is de frequentiespectrumbehoefte, is er sprake van illegaal gebruik, wat is het 


huidige beschikbare spectrum, is er alternatief frequentiespectrum. 


 


Om de voorgaande vragen te kunnen beantwoorden is er gekozen om de informatie 


deels op basis van deskresearch te achterhalen. Daarnaast zijn zowel de publieke 


als de private sector benaderd door middel van dialoogsessies. 


 


Organisatorisch bestaat het projectteam uit een trekker, projectleider en 4 


subgroepen die verantwoordelijk zijn voor een aantal deelopdrachten. 


Ook is er een sponsor benoemd waarop een beroep gedaan kan worden in het geval 


van mogelijke voorkomende organisatorische problemen. 


 


Maatschappelijke belang “Mobiel in de lucht” 


Het vliegen met onbemande vliegtuigen heeft vele jaren met name plaatsgevonden 


in de hobby sfeer, waar de zelfbouw van dergelijke toestellen en het feitelijk vliegen 


centraal stonden. De afgelopen jaren is hier echter verandering in gekomen. 


Hiervoor zijn twee oorzaken aan te wijzen: 


1. Het (in de hobby sfeer) beschikbaar komen van kant en klare 


modelvliegtuigen. 


2. Het meenemen en nuttig gebruiken van payload, zoals camera systemen, is 


veel eenvoudiger geworden. 


 


Het eerste aspect gaat gepaard met een ook steeds lagere aanschafwaarde, en zal 


waarschijnlijk de drempel tot het gebruik verlagen, en daarmee mogelijk veel meer 


een consumenten artikel worden. 


 







Mobiel in de Lucht|10 juni 2014 


Pagina 9 van 34 


Het tweede aspect heeft grote invloed op het maatschappelijk belang van het 


vliegen met onbemande vliegtuigen. Onbemande vliegtuigen kunnen nu ingezet 


worden voor een veelheid aan toepassingen, zoals: 


 Inspecties van dijken, landbouw en natuur gebieden, onroerend goed, technische 


installaties, e.d. 


 In kaart brengen van geografie t.b.v. bouwprojecten, natuurbeheer, e.d. 


 Wetenschappelijke toepassingen op gebied van aardobservatie, klimaat e.d. 


 Luchtfotografie voor reclame en ENG/OB. 


 Ondersteuning van overheidstaken bij het toezicht houden op mensenmenigten, 


kustwachtactiviteiten, e.d. 


 Inzet bij calamiteiten of rampen voor het verkrijgen van inzicht in bijvoorbeeld 


omvang van brandhaarden, overstromingsgebieden, verspreiding giftige stoffen, 


e.d. 


 


Het inzetten van onbemande vliegtuigen voor dergelijke toepassingen brengt niet 


alleen voordelen met zich mee, er zijn ook maatschappelijke vraagstukken en 


risico’s waarover nagedacht moet worden. Daarbij valt te denken aan: 


 Fysieke veiligheid van mensen op de grond. 


 Risico van schade aan gebouwen of ander objecten. 


 Veiligheid van andere vliegtuigen. 


 Privacy aspecten bijvoorbeeld t.a.v. opgenomen beelden. 


 


De (internationale) regelgeving, die hiervoor nodig is, is nog in ontwikkeling. Mede 


als gevolg hiervan is het (nog) niet mogelijk om met onbemande vliegtuigen alle 


maatschappelijke behoeften in te vullen. Met het verder gereed komen van de 


regelgeving en het verder professionaliseren van deze markt mag een grote groei 


van het gebruik van onbemande vliegtuigen verwacht worden. 


 


Als gevolg van deze snelle ontwikkelingen op het gebied van onbemande vliegtuigen, 


de laagdrempelige beschikbaarheid en de mogelijkheid allerlei verschillende 


sensoren mee te nemen, neemt de vraag, zowel vanuit de particuliere als vanuit de 


publieke sector, naar deze systemen sterk toe. De doorlopende lijn Mobiel in de 


lucht tracht inzicht te verschaffen in het toenemende frequentiegebruik in de 


verticale richting die hiervan het gevolg is. 


 


De projectgroep Mobiel in de lucht heeft haar onderzoek in een aantal fases en 


deelgebieden opgedeeld. Dit zijn: 


 Deskresearch naar juridische kaders. 


 Deskresearch naar beschikbare frequentieruimte zowel nationaal als 


internationaal. 


 Veld en internet onderzoek naar beschikbare mobiele systemen en huidig vormen 


van gebruik. 


 Dialoogsessies, zowel met marktpartijen als met de publieke sector. 


 


Indeling van het rapport 


Het rapport begint in hoofdstuk 1 met de afbakening van het onderzoeksgebied van 


mobiel in de lucht. In hoofdstuk 2 wordt vervolgens de regelgeving voor het gebruik 


van onbemande vliegtuigen beschreven. Hoofdstuk 3 geeft een beschrijving van het 


huidige gebruik van onbemande vliegtuigen door zowel de private als de publieke 


sector. Hoofdstuk 4 beschrijft daarna welke frequentiebanden gebruikt kunnen 


worden voor de besturing van onbemande vliegtuigen en het verzenden van de 


payload signalen, bijvoorbeeld van camera’s of andere sensoren. Hoofdstuk 5 


beschrijft vervolgens de internationale ontwikkelingen t.a.v. onbemande vliegtuigen. 


Hoofdstuk 6 geeft een beschrijving van de toezichtsactiviteiten die er op dit gebied 
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zijn geweest en welke ontwikkelingen hier in gemaakt kunnen worden. In hoofdstuk 


7 worden vervolgens de resultaten van een tweetal dialoogsessies beschreven. 


Vanwege de verschillende behoeftes zijn er aparte sessies geweest met de private 


en de publieke sector. Tenslotte sluit het rapport in hoofdstuk 8 af met een aantal 


aanbevelingen.  







Mobiel in de Lucht|10 juni 2014 


Pagina 11 van 34 


1 Onderzoeksgebied Mobiel in de lucht 


De doorlopende lijn Mobiel in de lucht richt zich op de ontwikkelingen t.a.v. 


onbemande vliegtuigen en wat dit betekent voor de rol van het agentschap. Dit 


geldt zowel voor de besturing van dergelijke vliegtuigen als voor de signalen die 


door de payload (camera’s e.d.) verstuurd worden. 


 


 


De ontwikkelingen t.a.v. onbemande vliegtuigen zijn zo breed mogelijk onderzocht, 


daarbij is gekeken naar:  


 Bestaande en ontwikkelingen in regelgeving, ook welke buiten de bevoegdheden 


van het agentschap liggen. 


 Gebruik van onbemande vliegtuigen in hobby sfeer. 


 Professioneel gebruik van onbemande vliegtuigen. 


 Gebruik van onbemande vliegtuigen door de publieke sector. 


 Ontwikkelingen in handel en apparatuur. 


 Internationale ontwikkelingen. 


 


Naast het bovenstaande richt de doorlopende lijn Mobiel in de lucht zich alleen op de 


ontwikkelingen van onbemande vliegtuigen, welke relevant zijn voor Europa. De 


gevolgen voor Caribisch Nederland worden niet onderzocht. De redenen hiervoor 


zijn de afwijkende regelgeving en de afwijkende geografische situatie. 


  


We richten ons heel specifiek op de regelgeving en de praktijk van de lichte en 


unmanned aircrafts. Andere ontwikkelingen t.a.v. mobiel frequentiegebruik in de 


lucht (als vliegtuigen helikopters) worden niet door deze doorlopende lijn 


onderzocht. Deze zijn namelijk al ondergebracht in de respectievelijke regelgeving 


Voorbeelden hiervan zijn: 


 Gebruik van mobiele telefoons aan boord van passagiersvliegtuigen. 


 Air ground communicatie in luchtvaartbanden. 


 Luchtvaart navigatie systemen. 


 Communicatie systemen in HAPS (High Altitude Platform systems). 


 ENG/OB gebruik middels helikopters of vliegtuigen. 


 Draadloze communicatie in vliegtuigen (WAIC).  
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2 Definities, regelgeving en organisaties 


Dit hoofdstuk geeft een beschrijving van de huidige regelgeving voor onbemande 


vliegtuigen. Een aantal termen en definities wordt daarbij nader toegelicht. 


 


Regelgeving frequentiegebruik  


Er is slechts beperkte specifieke regelgeving voor het frequentiegebruik van 


onbemande vliegtuigen. Alleen de “Regeling frequentiegebruik zonder vergunning 


2008” regelt hier iets voor. Zij regelt daarbij alleen iets voor modelbesturing. Er 


wordt daarbij geen onderscheid gemaakt in type en toepassing. In tabel 8 van deze 


regeling zijn de volgende kanalen opgenomen, waarbij alleen de 34,995 – 35,225 


MHz band exclusief gereserveerd is voor modelbesturing.  


 


 Werkfrequentie Vermogen Kanaalbreedte Duty-


cycle 


A 
26,995, 27,045, 27,095, 


27,145, 27,195 


100 mW e.r.p. 10 kHz - 


B 
40,665, 40,675, 40,685, 


40,695 


100 mW e.r.p. 10 kHz - 


C 
30,085, 30,095, 30,105, 


30,115, 30,185, 30,195 


100 mW e.r.p. 10 kHz - 


D 


40,715, 40,725, 40,735, 


40,765, 40,775, 40,785, 


40,815, 40,825, 40,835, 


40,865, 40,875, 40,885, 


40,915, 40,925, 40,935, 


40,965, 40,975, 40,985 


100 mW e.r.p. 10 kHz - 


     


 Frequentieband Vermogen Kanaalraster Duty-


cycle 


A 34,995 – 35,225 MHz 100 mW e.r.p. 10 kHz - 


 


Naast deze frequentiebanden wordt met name de 2,4 GHz voor besturing voor deze 


modellen gebruikt. Dit vindt op basis van gedeeld gebruik plaats met andere 


toepassingen, zoals WiFi. Hiervoor is echter op het gebied van regelgeving niets 


specifieks geregeld. 


  


Op dit moment worden op case by case basis tijdelijke vergunningen afgegeven 


voor exclusief privaat frequentiegebruik voor onbemande vliegtuigen. Ook voor 


vitaal overheidsgebruik kunnen er ontheffingen verleend worden. Regulier vitaal 


gebruik van frequentiebanden, niet zijnde vergunningsvrije banden, voor 


onbemande vliegtuigen moet echter in het Behoefte Onderbouwingsplan (BOP) 


worden opgenomen. 


 


Het behoefte-onderbouwingsplan 


Op grond van de TW moeten in het NFP de frequentiebanden worden aangewezen, 


waarbinnen door de verantwoordelijke minister de publieke taken worden 


uitgevoerd. De ministeries die een BOP moeten aanleveren zijn aangewezen in de 


Regeling behoefte-onderbouwingsplan. De vaststelling van het NFP, en daarmee de 


aanwijzing van de frequentiebanden voor publieke taken, geschiedt door de Minister 


van EZ, na overleg met de verantwoordelijke ministers.  
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Hiervoor is het nodig dat de verantwoordelijke minister vooraf een BOP indient bij 


de Minister van EZ. In dit BOP moet de verantwoordelijke minister gemotiveerd 


onderbouwen welke frequentieruimte noodzakelijk is voor de uitvoering van de 


publieke taken die onder zijn verantwoordelijkheid vallen. De Minister van EZ voert 


vervolgens een beoordeling uit van het BOP om vast te stellen of de 


frequentieruimte, waarop het BOP betrekking heeft, noodzakelijk is voor de 


betrokken publieke taak. Bij een positieve beoordeling kan de aanwijzing van de 


frequentiebanden voor publieke taken in het NFP plaatsvinden en kan de Minister 


van EZ daarna frequentieruimte voor publieke taken toewijzen aan de 


verantwoordelijke minister. 


  


 


Voor onderliggende organisaties van een ministerie, zoals de Nationale Politie, 


betekent dit in de praktijk dat zij elke nieuwe frequentiebehoefte, voor uitvoering 


van de vitale taak, zoals het vliegen met onbemande vliegtuigen, via hun minister 


moeten laten opnemen in het BOP. De minister zal dan deze frequentiebehoefte, 


indien gewenst opnemen in zijn BOP.  


 


Luchtvaartregelgeving 


ILT heeft zich in de afgelopen periode ingezet om de regelgeving voor vliegen met 


onbemande luchtvaartuigen vast te leggen in de luchtvaartwet en de regeling 


modelvliegen. Medio 2013 is er een wijziging van de Regeling modelvliegen 


doorgevoerd, waarin onderscheid wordt gemaakt tussen het recreatief gebruik van 


modelluchtvaartuigen (modelvliegen) en beroepsmatig gebruik (RPAS / onbemande 


vliegtuigen) van onbemande luchtvaartuigen. De luchtvaartwet kent de volgende 


indeling naar type modelvliegtuig en gebruik:  


 Modelluchtvaartuig: onbemande vliegtuigen met een startmassa minder dan 25 


kg, alleen voor recreatief gebruik.  


 RPAS (Remotely Piloted Aircraft Systems) licht onbemande vliegtuigen, klasse 1 


vluchten: onbemande vliegtuigen met een massa tussen de 0 en 150 kg1, die 


langzamer vliegen dan 70 knopen en binnen VLOS vliegen op open terrein.  


 RPAS licht onbemande vliegtuigen, klasse 2 vluchten: zelfde als voorgaand punt 


en aanvullend BLOS en boven mensen en gebouwen en kunstwerken.  


 RPAS zware onbemande vliegtuigen: onbemande vliegtuigen boven 150 kg. 


Als er nader toekomstige regels opgesteld worden voor het frequentiegebruik van de 


besturing van onbemande vliegtuigen, dan kan daarbij deze indeling naar type 


gebruik volgens de luchtvaartwet gehanteerd worden. Dit bevordert de 


eenduidigheid bij de eindgebruiker.  


 


 


Overige regelgeving 


Naast de luchtvaartregelgeving is ook regelgeving t.a.v. luchtfotografie relevant. Het 


besluit luchtfotografie geldt echter niet meer, zodat een vergunning van het 


Ministerie van Defensie voor het fotograferen of filmen vanuit een luchtvaartuig niet 


meer is vereist. Wel geldt het Wetboek van Strafrecht. Artikel 139f zegt o.a. dat elk 


opzettelijk filmen of fotograferen van personen in woningen of op andere niet-


publieke plaatsen, dat wil zetten buiten de openbare weg, verboden en strafbaar is, 


tenzij dit vooraf duidelijk is aangekondigd. Ook het in het bezit hebben van 


dergelijke opnamen is strafbaar. 


 


                                                
1 De grens van 150 kg wordt o.a. genoemd in verordening nr. 216/2008 artikel 4, lid 4 sub i. 
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Begrippen en informatie 


Om te bepalen welke frequentieruimte geschikt is voor het besturen van onbemande 


luchtvaartuigen is inzicht in de diversiteit nodig. Hieronder is een aantal begrippen 


en omschrijvingen ontleent aan het “Informatiebulletin lichte onbemande 


luchtvaartuigen” van ILT. 


 Onbemande luchtvaartuigen; hieronder vallen alle categorieën: vliegtuigen, heli's, 


ballons etc. 


 Een modelvliegtuig / modelluchtvaartuig is een onbemand luchtvaartuig. Het 


Luchtverkeersreglement geeft in artikel 1a de volgende definitie: 


Modelluchtvaartuig, zijnde een luchtvaartuig van geringe afmeting, niet in staat 


een mens te dragen, waarvan de totale startmassa niet meer dan 25 kilogram 


bedraagt. Volgens de regeling modelvliegen is vliegen met een 


modelluchtvaartuig verboden, tenzij dit hobbymatig wordt gedaan2. In dat geval 


spreken we in dit rapport van de modelvliegsport. 


 Een licht onbemand luchtvaartuig wordt beroepsmatig gebruikt, daarbij is er 


geen onderscheid tussen commercieel en overheid gebruik. Dit uitgangspunt is 


per 1 juli 2013 formeel bevestigd in de wijziging van de Regeling modelvliegen 


en de daarbij behorende toelichting. Dit gebruik is verboden, tenzij ontheffing is 


verleend. Het Luchtvaartreglement geeft in artikel 1a de volgende definitie: Licht 


onbemand luchtvaartuig, niet zijnde een modelluchtvaartuig of onbemande vrije 


ballon, is een luchtvaartuig waarvan de totale startmassa niet meer dan 150 


kilogram bedraagt en de maximale snelheid lager is dan 129,64 km/u (70 


knopen), 


 UAS (Unmanned Aircraft Systems) / RPAS (Remotely Piloted Aircraft Systems, 


een definitie van ICAO) is een aanduiding voor beroepsmatig gebruik van 


onbemande luchtvaartuigen.  


 


Naast de lichte onbemande vliegtuigen zijn er de RPAS onbemande luchtvaartuigen, 


binnen Europa vallen hier alle onbemande luchtvaartuigen onder, die zwaarder zijn 


dan 150 kg. Hiertoe moeten we de huidige en toekomstige defensie systemen 


rekenen als ook de civiele toepassingen. Op dit moment wordt er door diverse 


defensies gevlogen met toestellen die een spanwijdte tot ongeveer 30 meter hebben. 


De Nederlandse defensie is in 2013 overgegaan tot de aanschaf van dergelijk grote 


toestellen. 


 


Onbemande vluchten worden onderverdeeld in klasse 1 en klasse 23. Afhankelijke 


van de klasse van de vlucht worden er eisen gesteld aan het onbemande 


luchtvaartuig. 


 klasse 1: gevlogen wordt in ongecontroleerd luchtruim binnen Visual Line of 


Sight (VLOS), niet hoger dan 120 m, niet verder dan 500m van de 


vlieger/gezagvoerder, minstens 150m (horizontaal) van mensenmenigte en 


bebouwing en binnen zichtvliegregels in daglichtperiode. Het team moet 


tenminste bestaan uit twee personen. De vlieger/gezagvoerder dient in het bezit 


te zijn van een Bewijs van Bevoegdheid (BvB) in deze klasse en het luchtvaartuig 


een Bewijs van Luchtwaardigheid. De afstand van 500m kan verlengd worden tot 


750m (EVLOS), met een gekwalificeerde waarnemer en geaccordeerde 


communicatieprocedures onderling, bijvoorbeeld met een portofoon of telefoon. 


                                                
2 Binnen Europa ligt deze beperking aan het gebruik vaak anders, namelijk commercieel en niet commercieel gebruik. 


Hier valt dan ook gebruik de organisaties onder voor eigen doeleinden, zoals boeren die hun land inspecteren, 


elektriciteitsbedrijven die windmolens inspecteren e.d. Dit is in Nederland dus niet het geval (zie http://uvs-


info.com/index.php?option=com_phocadownload&view=category&id=338&Itemid=837 pagina 12). ILT erkent dat 


deze verschillen binnen Europa bestaan. 
3 Het informatiebulletin Lichte onbemande luchtvaartuigen maakt deze indeling in klassen. Dit lijkt echter niet in 


verdere regelgeving vastgelegd te zijn. 



http://uvs-info.com/index.php?option=com_phocadownload&view=category&id=338&Itemid=837

http://uvs-info.com/index.php?option=com_phocadownload&view=category&id=338&Itemid=837
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 klasse 2: gebruik van onbemande vliegtuigen boven mensen, gebouwen, hoger 


dan 120m of verder dan 500m, in het donker en onder Instrument Flight Rules. 


De eisen die aan het toestel gesteld worden zijn hoger. Hierbij moet gedacht 


worden aan typecertificering volgens ICAO normering, gebouwd door een 


gekwalificeerde bouwer en onderhouden door een gekwalificeerde organisatie. 


Daarnaast gelden er zwaardere eisen aan de BvB voor deze klasse. 


 


Incidentele klasse 2 ontheffing is alleen mogelijk bij acceptabele risico’s in 


combinatie met groot maatschappelijk belang. Deze wordt op “case by case” basis 


afgegeven door ILT. Hierbij wordt het te gebruiken systeem en de ervaring van de 


operator gecontroleerd. 


 


Op grond van de regelgeving van ILT geldt dat bij klasse 1 en 2 vluchten het 


onbemande luchtvaartuig een registratie kenteken moeten hebben. Het voeren van 


een transponder is op basis hiervan mogelijk. Een van de belangrijkste 


veiligheidseisen is dat vanaf klasse 1 vluchten, het toestel moet beschikken over 


een verbroken communicatie procedure. Hierbij moet de vlieger voor iedere vlucht 


ten minste één veilige positie voor het onbemande luchtvaartuig vast stellen voor 


die gevallen waarbij de communicatie tussen het onbemande luchtvaartuig en het 


externe besturingsstation wordt verbroken. 


 


Onderstaande tabel geeft een overzicht van verschillende onbemande 


luchtvaartuigen en klassen, met daarbij een korte weergave van de 


vergunningsmogelijkheden voor besturingsfrequenties.  
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Wet samenhangende besluiten 


Sinds 2008 is in de Algemene wet bestuursrecht (Awb) de Wet samenhangende 


besluiten opgenomen (artikelen 3:19-3:29 Awb). Die wet bevat een 


coördinatieregeling voor situaties waarin voor een bepaalde activiteit (bijvoorbeeld 


het vliegen met onbemande luchtvaartuigen) verschillende overheidstoestemmingen 


nodig zijn. Er is een informatiebepaling op grond waarvan overheden informatie 


dienen te verstrekken over andere benodigde vergunningen of ontheffingen aan 


degene die een activiteit wil ondernemen en daarvoor een vergunning aanvraagt. 


Dit betekent dat, indien het agentschap een vergunningaanvraag ontvangt voor 


frequentiegebruik ten behoeve van onbemande luchtvaartuigen, de aanvrager 


geïnformeerd moet worden over andere vergunningen of ontheffingen die hij 


mogelijk bij het ministerie van I&M zal moeten aanvragen. Hetzelfde geldt voor I&M, 


als het gaat om vergunningen voor frequentiegebruik. 


 


Onderzoeken binnen de overheid 


Begin dit jaar is het Wetenschappelijk Onderzoek en Documentatie Centrum 


(WODC) begonnen met een onderzoek naar de mogelijkheden en bedreigingen van 


het gebruik van onbemande vliegtuigen4. Daarbij wordt tevens bekeken in hoeverre 


de huidige wettelijke kaders hiervoor ruimte bieden en bescherming geven tegen 


deze bedreigingen. Voor zover deze niet aanwezig zijn, wordt tenslotte bekeken 


welke wettelijke contouren nodig zijn om dit wel in te vullen. Het onderzoek zal in 


november 2014 afgerond worden.  


 


Dit onderzoek vertoont veel overlap met de doorlopende lijn Mobiel in de lucht. 


Agentschap Telecom is echter op dit moment nog niet betrokken bij dit onderzoek. 


Bekeken zal moeten worden of het agentschap bij kan dragen aan het onderzoek en 


of zij de resultaten kan gebruiken. 


  


                                                
4 Kamerbrief 30 806 nr. 21 Onbemande vliegtuigen (UAV) 
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3 Huidige gebruik  


Professioneel gebruik van onbemande vliegtuigen vindt nu nog maar op zeer 


beperkte schaal plaats. Hierdoor is er nauwelijks of geen professioneel gebruik van 


frequentieruimte voor onbemande vliegtuigen. Wel is er veel gebruik in de 


modelvliegsport. Het vliegen met radiografisch bestuurbare modelvliegtuigen 


voorzien van een of meerdere camera's maakt een enorme ontwikkeling door. Er is 


sprake van een ‘hype’. Niet alleen in de hobbysfeer, maar ook beroepsmatig, hoewel 


deze laatste categorie nu nog met name de mogelijkheden ziet, maar deze nog 


beperkt toepast. Doordat de technische mogelijkheden toenemen, kan er hoger en 


verder gevlogen dan formeel is toegestaan. Modelvliegers realiseren zich hier niet 


altijd de consequenties van.  


 


Dit hoofdstuk tracht een overzicht te geven van het huidige gebruik van onbemande 


vliegtuigen. Eerst zal er een beeld geschetst worden van het hobby matig gebruik 


van modelvliegtuigen, vervolgens zal het professionele gebruik van onbemande 


vliegtuigen worden belicht. 


 


3.1 Modelvliegsport  


 


Besturing  


Het vliegen met radiografisch bestuurbare modelvliegtuigen voorzien van een of 


meerdere camera's maakt een enorme ontwikkeling door. Er is sprake van een 


‘hype’. Binnen de modelvliegsport hebben er de afgelopen jaren daarnaast grote 


veranderingen van het frequentiegebruik plaatsgevonden. Waar van oudsher de 35 


MHz band exclusief werd gebruikt voor modelvliegtuigen, heeft er een grootschalige 


verschuiving naar de 2,4 GHz ISM band plaatsgevonden voor de besturing van 


modellen. De belangrijkste reden hiervoor is de geringere storingskans vergeleken 


met de 35 MHz band en het beschikbaar komen van apparatuur. Tijdens sommige 


clubevenementen is het inmiddels zelfs verboden om gebruik te maken van de 35 


MHz band gelet op het risico van storing. Dit risico is zo groot omdat elk kanaal, in 


deze band in de omgeving waar het gebruik plaatsvindt, slechts door één gebruiker 


(dus exclusief) tegelijkertijd gebruikt kan worden. Wordt er per abuis een tweede 


zender op hetzelfde kanaal ingeschakeld, dan is er direct sprake van interferentie, 


met dikwijls onbestuurbaarheid van het model en crash tot gevolg. In de 2,4 GHz 


band daarentegen worden moderne modulatietechnieken toegepast, zoals5: 


 Direct Sequence Spread Spectrum (DSSS): Bij DSSS wordt de informatie met 


pseudo random noise vermenigvuldigd en zo verspreid over een frequentieband 


verstuurd (spread spectrum). 


 Frequency Hopping Spread Spectrum (FHSS): Bij FHSS wordt de informatie 


verstuurde over verschillende continu snel wisselende kanalen (fast hopping). De 


spreading code bevat de volgorde van de gebruikte frequenties. 


 


Deze twee modulatietechnieken maken het mogelijk om een groot aantal zenders in 


dezelfde band actief te hebben zonder onderlinge interferentie. Er zijn experimenten 


bekend met 250 actieve zenders in de 2,4 GHz in een geografische omgeving van 


100 bij 100 meter zonder enige interferentie. Ook zijn deze modulatietechnieken in 


zekere mate immuun tegen het actief verstoren (‘jamming’) en is het 


onderscheppen (interceptie) van de transmissie complex. 


 


                                                
5 In de 35 MHz band is dit niet mogelijk vanwege de smalle kanaalbreedte van 10 kHz. 
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Payload 


Binnen de modelvliegsport bestond de payload met name uit camera’s, waarbij geen 


zender werd gebruikt. In de afgelopen twee jaar is hier een grote verandering 


ingekomen. De talrijke filmpjes op bv YouTube illustreren dit. Naast (smalbandige) 


telemetrieverbindingen worden er inmiddels breedbandige verbindingen gebruikt 


voor real time videostreaming. Op hoofdlijn kent de real time videostreaming twee 


richtingen: 


1. Overdracht van beelden terwijl er visueel zicht is naar het model; 


2. First Persons View (FPV). Hierbij bestuurt de piloot het model op basis van 


videobeelden die in een bril worden geprojecteerd. Hierbij kan het model tot 


kilometers afstand van de piloot worden bestuurd. De piloot heeft geen visueel 


zicht op het model6. 


 


Doordat technisch gezien het bij FPV niet noodzakelijk is visueel zicht op het model 


te hebben, kan de afstand tussen het model en de piloot groter worden. Dit vereist, 


voor kwalitatief voldoende videobeelden, redelijk wat zendvermogen. Bij voorkeur 


meer dan 0,5 Watt EIRP. Dikwijls wordt daarbij circulaire polarisatie toegepast om 


zo de kwaliteit van de verbinding te verbeteren. In de modelvliegsport is het echter 


niet toegestaan verder dan 500 meter te vliegen. Het modelvliegtuig moet binnen 


VLOS blijven. Gebruik van hogere vermogens voor dergelijke toepassingen is dan 


ook niet wenselijk. 


 


In de handel is veel zendapparatuur aanwezig. In de praktijk wordt onder meer 


apparatuur gebruikt in een band die mede voor zendamateurs is bestemd (1240-


1300 MHz), zonder dat de modelvlieger over een radiozendamateurregistratie 


beschikt.7  


 


Veel apparatuur is ‘software defined’ en daarmee zijn parameters (eenvoudig) 


instelbaar. Daarnaast worden er ook (op kleine schaal) richtantennes toegepast met 


automatische ‘tracking’ systemen om het model te volgen. De ontstane ERP 


vermogens zijn in veel gevallen als illegaal te classificeren. In onderstaande tabel is 


het frequentiegebruik en vermogen van een aantal telemetrie en videozenders 


weergegeven, die vrij op de markt te verkrijgen zijn. Een belangrijk deel van deze 


zenders kan, gelet op de gebruikte vermogens en frequenties, niet als 


vergunningsvrije toepassing worden gezien. 


 


 
 


Het Basis Veiligheidsreglement Modelvliegsport 2.0 van de KNVVL staat het gebruik 


van FPV toe zolang er binnen visueel zichtbereik van het model wordt gevlogen. Ook 


het autonoom vliegen op basis van waypoints (Missionplanner) met modellen 


voorzien van GPS is toegestaan zolang er visueel zicht is.8 Het niet hebben van 


visueel zicht vindt dan ook met name plaats door ‘wildvliegers’. 


                                                
6 Deze wijze van modelvliegtuigbesturing is echter vanwege de veiligheidsrisico’s verboden. 
7 Een zendamateur mag deze frequentiebanden overigens wel gebruiken t.b.v. de modelvliegsport. 
8 Beide punten zijn niet in overeenstemming met de Regeling modelvliegen. 


Band Fabrikaat type Functie MHz MHz P (Watt) Opmerking


433 MHz Telemetrie 433.05 434.79 * * diversen vermogens / duty cycles


868 MHz Telemetrie 863 870 * * diversen vermogens / duty cycles


900 MHz Video 900 1040 1.5 900, 910, 980, 1010, 1040 MHz


900 MHz Telemetrie 900 915 0.1


1.2 - 1.3GHz Video 0.8 1080, 1120, 1160, 1200,1280,1320,1360 MHz


2.4 GHz Lawmate Video 1 2370, 2390, 2410, 2430, 2450, 2470, 2490, 2510 MHz


5.8 GHz Boscam TS832 Video 5707 5880 0.6 5740, 5760, 5780, 5800, 5820, 5840, 5860 MHz


5.8 GHz Thunderbold Video 5645 5945 2 5733, 5752, 5771, 5790, 5809, 5828, 5847, 5866 MHz
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3.2 Professioneel gebruik besturing en payload 


Het aantal bedrijven dat actief is met onbemande vliegtuigen in de vorm van quads, 


octocopters etc. is de afgelopen jaren fors toegenomen. Het huidige gebruik vindt 


vooral plaats met apparatuur dat als modelvliegtuig op de markt wordt gebracht en 


die binnen de luchtvaartklasse 1 vliegt (voor zover legaal). 


Ook hier wordt voor de besturing overwegend de 2,4 GHz band gebruikt9. De 5,8 


GHz band wordt ondermeer gebruikt voor de payload. Naast video worden 


onbemande vliegtuigen ook veel gebruikt voor fotografie. Binnen AT zijn weinig 


gegevens bekend over het frequentiegebruik voor deze toepassing. 


 


3.3 Overheidsgebruik 


De toewijzing van frequentieruimte voor vitale overheid, kan plaatsvinden nadat 


deze is onderbouwd in een BOP. Diverse overheidsdiensten, waaronder de politie, 


brandweer en Defensie zijn hier mee bezig. Het huidige overheidsgebruik, afgezien 


van Defensie, van onbemande vliegtuigen is nog zeer beperkt. Dit komt door de nog 


beperkende regelgeving, noodzakelijk technische ontwikkelingen voor klasse 2 


vluchten en het nog beperkte kennisniveau van overheidsdiensten. De behoefte 


voor het gebruik van dergelijke systemen is echter erg groot. Er zijn bijvoorbeeld 


plannen om onbemande vliegtuigen in te zetten voor het observeren van mensen 


menigten, ondersteuning bij calamiteiten en rampen, search and rescue operaties, 


inspectie van dijken, e.d. De verschillende overheidsdiensten hebben aangegeven 


dat ze zullen onderzoeken op welke wijze ze samen kunnen werken. Daarbij zal ook 


de vraag beantwoord moeten worden in welke mate ze onbemande vliegtuigen in 


eigen beheer aanschaffen of als commerciële dienst inkopen. 
 


3.4 Vergund frequentiegebruik onbemande vliegtuigen 


De payload van onbemande vliegtuigen bestaat voornamelijk uit breedbandige 


communicatiesystemen. In de praktijk gaat het dan vaak om video. 


Frequentieruimte voor breedbandige systemen is schaars. Als alternatief voor eigen 


frequenties kunnen ook bestaande 3G en 4G mobiele netwerken gebruikt worden 


voor zowel de besturing als de payload. Deze mogelijkheid wordt op verschillende 


internetpagina’s beschreven. Het wordt daarbij gezien als een aanvulling op 


vergunningsvrije banden waarmee maar een korte afstand overbrugd kan worden. 


Door de projectgroep is, door gebrek aan nadere gegevens, niet onderzocht hoe 


groot dit gebruik is. Daarnaast zijn er in het NFP frequentiebanden voor zakelijk 


gebruik aangewezen waar vergunningverlening plaats vindt op volgorde van 


binnenkomst van de aanvraag. Bij zakelijk gebruik gaat het om het gebruik van 


frequenties voor economische activiteiten in de private sector, waarmee een 


bedrijfseconomisch belang is gemoeid. Daarnaast zijn er frequentiebanden 


aangewezen in het NFP voor vitale overheid op basis van voorrang. Een overzicht 


van deze frequentiebanden wordt in het volgende hoofdstuk weergegeven. 


 


Vergunningen zakelijk gebruik 


Voor het zakelijk gebruik kunnen er vergunningen voor video worden toegewezen 


onder de NFP-bestemmingen mobiele communicatie en ENG/OB. Dit laatste is echter 


alleen mogelijk als het om omroep gerelateerde uitzendingen gaat. In het 


vergunningenbestand is, buiten vergunningen voor ENG/OB, maar één 


vergunninghouder die een vergunning t.b.v. het gebruik van video in de lucht heeft 


ontvangen. Op jaarbasis worden er ongeveer 10 vergunningen voor ENG/OB 


verleend voor gebruik in de lucht vanuit helikopters. De vergunningen worden alleen 


                                                
9 Uit de dialoogsessie blijkt dat er een scheiding tussen de besturingsfrequenties en payload nodig is. Veelal is de 


besturing in de 2,4 GHz en de payload in de 5,8 GHz. 
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verleend tijdens evenementen. Het gaat hierbij steeds om dezelfde 


vergunninghouders. Deze vergunninghouders maken (meestal) gebruik van 


helikopters. De vergunningen schrijven echter niet voor dat er gebruik moet worden 


gemaakt van helikopters of onbemande vliegtuigen. 


 


ILT staat het professioneel gebruik van onbemande vliegtuigen beperkt toe. Daarom 


is er door het agentschap maar een beperkt aantal vergunningen uitgegeven voor 


het gebruik van frequentieruimte. Daarnaast is uit de dialoogsessie gebleken dat 


voor video verbindingen veelal de vergunningsvrije 5,8 GHz band gebruikt wordt. 


Voor relatief korte afstanden, wat bij visueel zicht het geval is, lijkt dit afdoende. Er 


zijn op dit moment nog geen bedrijven, die op grotere afstanden dan wat met 


visueel zicht mogelijk is, mogen vliegen met onbemande vliegtuigen.  


 


Als onbemande vliegtuigen worden toegestaan, die over grote afstanden mogen 


vliegen, zullen er waarschijnlijk meer aanvragen voor vergunningen komen. Voor 


dergelijke vluchten is een betrouwbare verbinding van groot belang. Hierdoor zullen 


vergunningsvrije banden voor besturing en telemetrie, waarschijnlijk niet voldoende 


zijn. Of het gebruik van 3G en 4G-netwerken kan voorzien in deze behoefte is niet 


onderzocht. Dit lijkt echter niet waarschijnlijk. 


 


Van de bedrijven die vanaf september 2013 ontheffing hebben gekregen van ILT, 


heeft in maart 2014 echter nog geen enkele partij een vergunning voor payload 


aangevraagd. De verleende ontheffingen zijn alleen voor VLOS vluchten op korte 


afstanden. 
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4 Beschikbaar spectrum 


In dit hoofdstuk wordt een overzicht gegeven van de frequentieruimte die 


beschikbaar is voor onbemande luchtvaartuigen. In het algemeen kan gesteld 


worden dat frequentiebanden, die in het NFP bestemd zijn voor mobiele diensten, 


gebruikt zouden kunnen worden voor onbemande luchtvaartuigen. Echter vanwege 


de gebruikshoogte, de gewenste bandbreedte, beschikbare apparatuur, bestaand 


gebruik etc., is het aantal mogelijke frequentiebanden beperkt. 


 


In onderstaande tabel zijn de frequentiebanden geïdentificeerd, die nu beschikbaar 


zijn voor de verschillende categorieën van gebruik van onbemande vliegtuigen. 


 


  Internationale vluchten 


Frequentie-


behoefte 


Civiel Militair 


Besturing / 


uplink 


ICAO en ITU frequenties. Nog 


prematuur maar in ieder geval 5 GHz 


en sat.banden. Verder de ICAO 


luchtvaartfrequenties voor veilige 


vluchtuitvoering zoals:  TCAS en 


ACAS frequenties, diverse 


radarbanden inclusief 76 - 77 GHz 


voor anti collision radar. GPS/Galileo 


Frequentiebehoefte claimen in het 


behoefte onderbouwingsplan, diverse 


Defensie banden komen in 


aanmerking. Verder ACAS en TCAS 


frequenties en diverse radarbanden. 


Ook 76-77 GHz voor anti collision 


radar. GPS en Galileo. 


Besturing / 


down-link 


ITU frequenties voor AM(R)S en 


mogelijk AM(OR)S op basis van ICAO 


SARPs voor besturing. 


Via BOP route, diverse Defensie 


banden komen in aanmerking 


Payload, 


ook 


besturing 


van 


camera of 


andere 


sensoren. 


Mogelijk satelliet link voor tracking 


and tracing van lading. (Ook in de 


bemande luchtvaart in gebruik) 


Diverse Defensiebanden, deels 


sharing met civiel gebruik voor bijv. 


camera's 


   


  Nationaal (binnen zichtafstand) 


Frequentie-


behoefte 


civiel 


  Hobby Commercieel 


Besturing / 


uplink 


Vergunningsvrij, 35 MHz, 2,4 GHz en 


5,8 GHz. GPS/Galileo 


Op dit moment beperkt toegestaan 


door Luchtvaart wetgeving. Vooral 


gebruik van 2,4 GHz voor besturing. 


GPS/Galileo. VHF-com kanalen. 


Besturing / 


down-link 


Idem, inclusief 2,4 GHz voor videobril Deels 863- 870 MHz 2,4 GHz en 5,8 


GHz. Twijfel over legaliteit 


vermogens.  


Payload, 


ook 


besturing 


van 


camera of 


andere 


sensoren. 


Video en foto downlink, in 


vergunningsvrij domein vooral 2,4 en 


5,8 GHz. Ook veel aanbod illegaal 


frequentiegebruik. Vooral 902- 928 


MHz en 1000 - 1200 MHz en aanbod 


hoog vermogen 2,4 en 5,8 GHz 


apparatuur. 


Vooral video en foto. IP 


videostreaming in 2,4 en 5,8 GHz. 


Mogelijk gebruik illegale apparatuur 


zie hobby gebruik. Mogelijkheid voor 


ENG/OB voor reportages. Beperkt 


vergunningverlening in de band 2300 


- 2500 MHz.  
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  Nationaal (binnen zichtafstand) 


Frequentie-


behoefte 


overheid 


  Veiligheid Wetenschap/remote sensing 


Besturing / 


uplink 


BOP route, ministerie Defensie en V&J 


hebben nauwe onderlinge 


samenwerking. GPS/Galileo 


Vergunningsvrij 35 MHz, 2,4 GHz en 


5,8 GHz. GPS/Galileo 


Besturing / 


down-link 


BOP route, ministerie Defensie en 


V&J, nauwe onderlinge samenwerking 


Deels 863- 870 MHz 2,4 GHz en 5,8 


GHz. Twijfel over legaliteit 


vermogens. 


Payload, 


ook 


besturing 


van 


camera of 


andere 


sensoren. 


Camera's, zowel zichtbaar licht als IR 


en radar. Downlink in diverse, vooral 


Defensie, banden 


Downlink camera's vooral in 2,4 en 


5,8 GHz. Voor Remote sensing 


gebruik van diverse EESS(P) banden. 


Mogelijk in de toekomst ook EESS(A) 


banden. 


   


  Nationaal (buiten zichtafstand) 


Frequentie-


behoefte 


civiel 


  Hobby Commercieel 


Besturing / 


uplink 


Geen frequentieruimte overwogen Op dit moment niet toegestaan door 


Luchtvaart wetgeving. Mogelijk 


gebruik van 35 MHz voor besturing. 


Frequenties boven 100 MHz liggen 


gezien de propagatie eigenschappen 


niet voor de hand. Verder gebruik van 


GPS/Galileo en VHF-com kanalen. 


Besturing / 


down-link 


  Onbekend hoeveel bandbreedte nodig 


geacht wordt voor gecontroleerd 


vliegen buiten zichtafstand. Gezien de 


propagatie eigenschappen van diverse 


banden lijken alleen relatief lage 


frequenties met smalle bandbreedte 


mogelijk. 


Payload, 


ook 


besturing 


van 


camera of 


andere 


sensoren. 


   Afhankelijk van de benodigde 


bandbreedte. LTE via de openbare 


netwerken is mogelijk een optie. Bij 


grote toestellen kan ook 


communicatie via een satelliet worden 


overwogen. Dit vraagt echter een 


grote capaciteit van de accu. 


 


In de tabel is schematisch weergegeven waarvoor frequentieruimte nodig is. Er is 


onderscheidt gemaakt in de frequentieruimte voor: 


1. Besturing uplink: de frequentieruimte voor besturingssignalen naar het 


luchtvaartuig toe. 


2. Besturing downlink: de frequentieruimte voor informatie van luchtvaartuig 


naar bestuurder. 


3. Payload: de frequentieruimte voor andere systemen dan besturing van het 


luchtvaartuig. Hierbij kan gedacht worden aan het overbrengen van het 


foto- en videomateriaal van luchtvaartuig naar de grond en besturing van de 


camera’s. 
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Daarnaast is er in de tabel een onderscheid gemaakt naar wat er internationaal en 


nationaal op frequentiegebied is geregeld. Binnen internationaal is weer een 


onderscheid gemaakt in civiel en militair gebruik. Het nationale gebruik in de tabel is 


onderverdeeld in privaat en overheid. Er is bewust gekozen voor overheid, omdat 


naast Defensie ook politie en brandweer gebruik maken van onbemande 


luchtvaartuigen. 


 


Ten behoeve van het civiele internationale gebruik van onbemande vliegtuigen zijn 


er tijdens de WRC 2012 allocaties toegewezen in de 5 GHz band (5030 – 5091 


MHz). Eveneens zijn er plannen om satelliet banden hiervoor te gaan gebruiken. 


Tijdens de WRC 2015 wordt hierover meer duidelijkheid verwacht. Naast het civiele 


gebruik van onbemande vliegtuigen, is er het militaire gebruik. Voor het militaire 


gebruik is in de bestaande militaire frequentiebanden ruimte beschikbaar. Sharing 


met civiel gebruik in de militaire banden is toelaatbaar, mits Defensie de 


mogelijkheid behoud te allen tijde de frequentiebanden voor eigen doeleinden te 


gebruiken. Sharing van frequentiebanden met civiel hobbymatig gebruik acht 


Defensie niet wenselijk. Indien noodzakelijk zal Defensie a la minute over 


storingsvrij frequentiespectrum willen beschikken. Het a la minute vrijmaken van 


het spectrum tijdelijk toegewezen aan hobbymatig gebruik, wordt als problematisch 


ervaren. 


 


Het gebruik van frequentieruimte voor onbemande luchtvaartuigen voor vitaal 


overheidsgebruik wordt via het BOP gereguleerd. Als de politie en brandweer 


behoefte hebben aan frequentieruimte voor de besturing van onbemande 


vliegtuigen en het overbrengen van payload signalen, dan behoren ze dat in hun 


BOP aan te geven en te onderbouwen. Dit is ook het geval als zij daarbij gebruik 


willen maken van frequentieruimte die aan Defensie is toegewezen. In een dergelijk 


geval kan een gedeelde toewijzing plaatsvinden. 


 


Het nationale civiele niet zijnde overheid gebruik is in de tabel onderverdeeld in 


hobbymatig en commercieel gebruik. In beide categorieën wordt voornamelijk de 


2,4 GHz band gebruikt voor besturing en video downlink en de 5,8 GHz band voor 


data overdracht. Tevens wordt er gebruik gemaakt van de band 863-865 MHz voor 


besturing. Overigens zien we steeds meer een combinatie van zowel de besturing 


als de payload downlink in een frequentiekanaal. Dit gebeurt door middel van 


breedbanddatasystemen zoals WiFi in 2,4 en 5 GHz banden. 


 


Als het gaat om het vliegen met onbemande vliegtuigen binnen zichtafstand en 


buiten bebouwde gebieden, is er vooralsnog voldoende spectrum beschikbaar om in 


de behoefte te voorzien. Voor het vliegen met onbemande vliegtuigen voorbij de 


directe zichtafstand (tot bijv. 30 km) en/of boven bebouwde gebieden, zullen deze 


frequentiebanden waarschijnlijk niet voldoen, gezien het lage zendvermogen en de 


beperkte betrouwbaarheid van een gedeelde frequentieband. Als de 


toepassingsmogelijkheden en het gebruik zich in deze richting gaan uitbreiden zal 


het daarom nodig zijn alternatieve frequentiebanden beschikbaar te stellen. Dit is 


natuurlijk ook afhankelijk van de internationale ontwikkelingen met betrekking tot 


de apparatuur. Het kan ook vanuit frequentietechnisch oogpunt10 nodig zijn om 


onderscheid te maken in commercieel en hobbymatig gebruik. Hierbij moet 


opgemerkt worden dat het onderscheid soms moeilijk te maken kan zijn.  


 


                                                
10 ILT maakt in haar regelgeving hier reeds onderscheid in. 
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Gebruik van vergunningsvrije frequentieruimte 


Er wordt veel gebruik gemaakt van vergunningsvrije frequentieruimte voor 


onbemande luchtvaartuigen. Op basis van de “Regeling gebruik van 


frequentieruimte zonder vergunning 2008” is het gebruik hiervan in onbemande 


luchtvaartuigen toegestaan zolang men voldoet aan de gestelde voorwaarden. Er 


zijn geen beperkingen voor waar men op Nederlands grondgebied de 


vergunningsvrije toepassing gebruikt. Dit kan op de grond, binnen de territoriale 


wateren, op het continentaal plat en in de lucht zijn. 


Een mogelijk probleem kan zijn dat alle compatibiliteitsstudies, ten aanzien van 


vergunningsvrij gebruik van frequentieruimte, uitgaan van gebruik op de grond. Er 


wordt bij de studies geen rekening gehouden met gebruik in de lucht. Het zenden en 


ontvangen op grote hoogte vergroot het interferentiegebied, wat sharing in deze 


banden moeilijker maakt. Gezien het beperkte gebruik van onbemande vliegtuigen 


en de relatieve korte duur van een vlucht, lijkt dit risico vooralsnog beperkt. 
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5 Internationale ontwikkelingen 


WRC-12 


Tijdens WRC-12 zijn er allocaties gemaakt voor onbemande luchtvaartuigen in de 


5030 – 5091 MHz band. Er is in deze band zowel een primaire terrestrial als een 


primaire satelliet allocatie gerealiseerd voor UAS/RPAS. Voor de nadere invulling van 


deze band, wordt er vanuit ICAO een bandplan opgesteld. Wanneer dit gereed zal 


zijn is nog niet duidelijk. Deze band is met name bedoeld voor professioneel gebruik, 


klasse 2, waarbij besturing van onbemande vliegtuigen over grote afstand mogelijk 


is. Om in de toekomst alle UAS verkeer op een goede manier te kunnen 


accommoderen, is het daarom noodzakelijk internationaal eenduidige afspraken te 


maken over de indeling van de 5030-5091 MHz band. Het at random toewijzen van 


frequentieruimte in deze band voor kleine types UAS/RPAS systemen in hobby sfeer 


of professioneel gebruik op korte afstand is daarom niet gewenst. Zeker niet als het 


bandplan gereed is en er internationale UAS vluchten plaatsvinden die hier gebruik 


van maken. 


 


Tijdens WRC-12 is er besloten te onderzoeken of de fixed satellite service gebruikt 


kan worden voor UAS. Uitsluitsel wordt tijdens de komende WRC-15 verwacht. 
 


JARUS (Joint Authorities for Rulemaking Unmanned Systems) 


ILT heeft een voortrekkersrol ingenomen voor de ontwikkeling van de regelgeving 


voor vliegen met onbemande luchtvaartuigen in Europa. Zij zijn lange tijd voorzitter 


geweest van JARUS. JARUS heeft als doel de harmonisatie van Europese regelgeving 


voor onbemande vliegtuigen. Het is daarbij de bedoeling dat de voorstellen tot 


regelgeving worden overgenomen door de diverse landen in Europa. Ook de 


Europese Commissie verwijst in haar beleidsdocumenten naar JARUS. De EU ging er 


in haar planning in september 2012 vanuit dat eind 2015 / begin 2016 Europese 


regelgeving gereed zou zijn. ILT gaat er op dit moment vanuit dat vertaling naar 


nationale regelgeving pas vanaf dan plaats zal gaan vinden en niet voor 2018 


afgerond zal zijn. Regelgeving voor het gebruik van frequentieruimte zal hier slechts 


in beperkte mate worden meegenomen, met name door verwijzingen naar ICAO en 


ITU regelgeving en standaarden. 


 


De voorstellen van JARUS kunnen er toe leiden dat de Nederlandse regelgeving op 


het gebied van onbemande vliegtuigen aangepast moet worden. Zo lijkt JARUS 


bijvoorbeeld in haar document JARUS AMC RPAS.1309 voor te stellen de indeling in 


type RPAS niet of minder op gewicht te doen, maar meer op basis van 


complexiteitsniveau, d.w.z. de mate waarin het onbemande vliegtuig in staat is 


zelfstandig te vliegen. Europese harmonisatie van regelgeving lijkt er op dit moment 


toe te leiden dat er tussentijds geen nadere nationale regelgeving meer wordt 


vastgesteld voor onbemande vliegtuigen klasse 2 vluchten.  


 


Europese Commissie EC 


De Europese commissie heeft o.a. naar aanleiding van de “vulcanic ash” in 2010 de 


ontwikkeling van RPAS binnen Europa eindelijk geagendeerd. Dit heeft geresulteerd 


in een Roadmap die in 2013 opgeleverd is. Voor een veilige integratie van civiele 


RPAS in het luchtruim, pleit de EC voor strenge normen voor het gebruik van RPAS. 


De EC ondersteunt de adviezen van JARUS en dringt aan op harmonisatie binnen 


Europa. Zij constateert dat er op dit moment een versnipperde markt is binnen 
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Europa en dat als gevolg hiervan de ontwikkelingen in andere delen van de wereld 


sneller gaan. De Commissie is van mening11 dat deze achterstand alleen kan worden 


ingehaald als er sprake is van een geharmoniseerde markt binnen Europa. Hiervoor 


moet de regelgeving in de verschillende landen geharmoniseerd worden.  


 


Als een van haar aanvullende acties zal de EC geïdentificeerde R&D behoeften voor 


het integreren van RPAS in het ATM Master Plan opnemen in het SESAR programma, 


de follow up van de uitkomst van de WRC 15 wordt daarbij genoemd. 


 


Branche organisatie 


Binnen Europa is de branche organisatie UVS International12 actief. Zij is als 


organisatie in Nederland ingeschreven en heeft zijn kantoor in Parijs. Bij deze 


branche organisatie zijn diverse nationale branche organisaties aangesloten, 


waaronder het Nederlandse DARPAS13, maar ook diverse bedrijven en overheden. 


UVS International heeft ook diverse leden buiten Europa. 


 


UVS International richt zich op: 


 Onderzoeken en oplossen van problemen in relatie tot RPAS, op het gebied van 


regelgeving, wetenschap, techniek en sociaal gebied. 


 Bevorderen van het uitwisselen van informatie. 


 Bijdragen aan en bevorderen van onderzoek, opleiding, regelgeving en promotie 


in relatie tot RPAS. 


 


Regels onbemande vliegtuigen in andere landen 


De vraag “Hoe doen ze het in het buitenland?” is aan diverse collega’s in het 


buitenland voorgelegd. Op deze manier is getracht een indruk te krijgen over hoe er 


in andere landen omgegaan wordt met de opkomende sector onbemande 


vliegtuigen en hoe men het frequentiegebruik heeft geregeld. Er is over dit 


onderwerp gesproken met collega’s uit België, Duitsland, Engeland, Japan, Letland, 


Noorwegen, Oostenrijk en Zwitserland. De indruk is dat de ontwikkelingen weliswaar 


gevolgd worden, maar op dit moment nog geen problemen worden voorzien. Dit 


geldt zowel voor het frequentiegebruik voor de aansturing als voor de payload. Het 


algemene antwoord op de vraag van het frequentiegebruik was “probably licence 


free basis”. 


 


Hoewel misschien niet geheel representatief, kan op basis van deze informele 


reacties wel geconcludeerd worden dat er in de omliggende landen momenteel geen 


of slechts beperkt sprake is van een samenhangend beleid op het gebied van 


onbemande luchtvaartuigen en dan met name t.a.v. het frequentiegebruik. 


 


 


  


                                                
11 Mededeling Europese luchtvaartmarkt voor het veilige en duurzame civiele gebruik van drones. 
12 UVS staat voor Unmanned Vehicle Systems 
13 DARPAS staat voor Dutch Association for Remotely Piloted Aircraft Systems 
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6 Toezicht op gebruik 


6.1 Modelvliegsport 


 


Monitoringgegevens 


Binnen AT zijn geen monitoring gegevens bekend die aantoonbaar een relatie 


hebben met onbemande vliegtuigen. Door de relatief kortdurende uitzendingen voor 


besturing en payload en het sharingsmodel met andere diensten in de 2,4 en 5,8 


GHz, is dit frequentiegebruik niet zo maar te filteren uit de monitoringinformatie. 


Hierdoor zijn er geen gegevens over het mogelijk illegaal gebruik, zoals te hoge 


zendvermogens, van deze frequentiebanden. Als het agentschap hier meer inzicht in 


wil krijgen, zal gericht gemonitord moeten worden zoals bijv. in de nabijheid van 


modelvliegvelden en demonstratie evenementen.  


 


Storingsmeldingen 


In de afgelopen 2 jaar zijn er geen storingsmeldingen geweest die een relatie met 


hebben met onbemande vliegtuigen. 


 


Van de modelvliegsport in de ‘klassieke’ VHF laag band (27 MHz, 30 MHz, 35 MHz en 


40 MHz) zijn nauwelijks gegevens bekend van illegaal frequentiegebruik. Wat 


bekend is, is dat er in het verleden onder meer speciale kristallen geslepen werden 


om zo afwijkende/aanvullende kanalen te realiseren. Ook is door het agentschap, 


binnen (met name) de groep wedstrijdvliegers, in het verleden het gebruik van de 


(Amerikaanse) 72 MHz band vastgesteld. De kleinere kans op storing en daarmee 


het voorkomen van crashes was de belangrijkste aanleiding. Dergelijke 


toepassingen zullen, door de beschikbaarheid van alternatieven, op dit moment 


waarschijnlijk niet meer plaatsvinden. 


 


De modelvliegsport, voor zowel de besturing als de payload, kent op dit moment 


mogelijk een grote mate van illegaal frequentiegebruik. Er is veel apparatuur op de 


markt beschikbaar. ERP vermogens worden op kleine schaal verhoogd door 


richtantennes en trackingsystemen te gebruiken. Doordat de videozenders in 


combinatie met het FPV vliegen op grote hoogte kunnen worden gebruikt kan er een 


risico ontstaan voor andere gebruikers van het spectrum. Zoals eerder aangegeven 


heeft dit echter nog niet geleid tot storingsmeldingen. 


 


Het gebruik van frequenties in modelvliegtuigen kan consequenties hebben voor het 


overige gebruik in de vergunningsvrije banden. Doordat er op grotere hoogte 


gezonden wordt dan normaal het geval is, worden de interferentiegebieden ook 


groter. Dit effect wordt tot op heden nog niet meegenomen in sharingsonderzoeken. 


Gezien het kortstondig gebruik van deze frequenties in de modelvliegsport, een 


vlucht duurt veelal maximaal 20 minuten, en het nog lage zakelijke gebruik van 


modelvliegtuigen, is de kans op interferentie op dit moment nog klein.  


 


Voor wat betreft de toekomst, gezien de verdere (technologische) ontwikkelingen, is 


het interferentiepotentieel op dit moment nog lastig in te schatten. Vanuit de Duitse 


administratie (BNetzA) is echter informatie ontvangen over verstoringen in de 


Galileo ontvangst (Galileo is het ‘Europese GPS systeem’). Dit als gevolg van het 


gebruik van de 1300 MHz band door zendamateurs met digitale televisierepeaters. 


De huidige expertmatige inschatting van BnetzA is dat dit gebruik in de toekomst 


geheel gestaakt dient te worden. Deze band wordt momenteel ook gebruikt voor 


videotransmissie in de modelvliegsport. Door de grote hoogte waarop 
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modelvliegtuigen zich kunnen bevinden, kunnen er voor Galileo grote 


interferentiegebieden ontstaan. De interferentie is, gelet op de vliegtijden, weliswaar 


van relatief kort duur, maar de opsporing van de (vliegende) interferentiebron is 


buitengewoon complex. 


 


6.2 Professioneel gebruik  


 


Monitoringgegevens 


Net als bij het gebruik voor modelvliegsport zijn er binnen AT geen gegevens 


beschikbaar die aantoonbaar een monitoringrelatie hebben met zakelijk gebruik van 


onbemande vliegtuigen. Wel is in 2012 door Toezicht een bedrijf bezocht dat 


handelt in onbemande vliegtuigen en daarbij is het illegaal gebruik van diverse 


frequenties vastgesteld (441,900 MHz, 2250 MHz, gebruik in de band 850 – 978 


MHz). 


 


Als het agentschap hier meer inzicht in wil krijgen, zal meer gericht gemonitord 


moeten worden, zoals tijdens evenementen of door het bezoeken van bedrijven die 


actief zijn in deze branche.  


 


Storingsmeldingen 


In de afgelopen 2 jaar zijn er geen storingsmeldingen geweest die een relatie met 


hebben met het zakelijke gebruik van onbemande vliegtuigen. 


 


6.3 Markttoezicht 


Onder markttoezicht valt het toezicht op de richtlijnen die afkomstig zijn uit Europa. 


In dit geval gaat het dan vooral om de EMC richtlijn en de R&TTE richtlijn. 


Markttoezicht richt zich op de handel in apparatuur, die vermoedt wordt te voldoen 


aan de eisen die voor die apparatuur gelden. 


 


 
Net als het gericht monitoren op het spectrumgebruik kan het gericht uitvoeren van 
Markttoezicht (een special) op de handel en het bezoeken van importeurs meer 
informatie en inzichten opleveren. In het kader van dit toezicht worden 
verschillende activiteiten ondernomen, zoals periodiek toezicht op de informele 
lokale markten zoals de Beverwijkse bazaar. Daarnaast vindt er gestructureerd 


toezicht plaats op de meer georganiseerde handel. 


 


In 2014 voert de afdeling Marktoezicht van Agentschap Telecom een onderzoek uit 


naar de conformiteit van onbemande vliegtuigen (bedoeld voor de professionele 


markten). In dit onderzoek wordt in eerste instantie gekeken naar de 


administratieve vereisten. Daarna worden apparaten ook technisch getoetst, waarbij 


frequentiegebruik en emissie van vooral het onbemande vliegtuig en payload 


worden onderzocht. Onder emissie wordt in dit verband de uitzending van 


onbedoelde radiosignalen verstaan. Een te hoge emissie op grote hoogte kan een 


negatief stooreffect hebben. 


De onderzoeken worden uitgevoerd aan de hand van de geharmoniseerde normen, 


die door de marktpartij zelf zijn gebruikt voor het vermoeden van overeenstemming 


met de essentiële eisen (niet storen, voldoende ongevoelig voor verstoring en 


veilig/gezond). 
Wanneer blijkt dat een apparaat niet voldoet aan de Europese eisen en Nederlandse 
wetgeving, wordt allereerst de marktpartij zelf in de gelegenheid gesteld de non-


conformiteit op te lossen. Wanneer dit onvoldoende resultaat oplevert kan met 
opgelegde corrigerende of punitieve maatregelen alsnog tot een oplossing worden 
gekomen. 
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7 Dialoogsessies: Input van de gebruikers en producenten 


Op donderdag 3 april 2014 heeft er op het kantoor  van Agentschap Telecom in 


Amersfoort een tweetal dialoogsessies plaatsgevonden. In de ochtend is er een 


sessie geweest met marktpartijen, in de middag één met de publieke sector.  


Omdat het publieke gebruik veelal een vertrouwelijk karakter heeft, is er gekozen 


voor een tweetal sessies. Als hierbij ook marktpartijen aanwezig zouden zijn, was de 


kans groot dat er vanuit de publieke partijen geen input zou komen. Tijdens de 


middag sessie werd dit door hen ook bevestigd. 


ILT is door ons van te voren speciaal benaderd vanwege hun bijzondere positie als 


mede-toezichthouder voor beide sectoren. Wij hebben hen gevraagd wel bij beide 


sessies aanwezig te zijn. Dit heeft goed uitgewerkt 


 


 


7.1 Uitkomsten dialoogsessie met marktpartijen 


Aan de dialoogsessie met marktpartijen deden de volgende partijen mee: 


***** (Dutchview) 


***** (DARPAS)   


***** (Blik van Boven) 


***** (namens Bird’s Eye View en KNVVL) 


***** (ATMOS UAV) 


***** (RFX Solutions) 


***** (Aerialtronics) 


***** (DelftDynamics) 


***** (ILT) 


 


De bedrijven, die actief zijn in deze sterk innovatieve markt, zijn over het algemeen 


start ups of bedrijven met slechts een paar man in dienst. Slechts een enkel bedrijf 


is al langer actief in deze markt. Aerialtronics heeft inmiddels zo’n 150 systemen 


geproduceerd en is actief in meerdere landen. De betrokkenheid van grote in 


Nederland actieve bedrijven op dit gebied is nog gering.  


 


Het gesprek met marktpartijen verliep ontspannen, waarbij iedere deelnemer de 


gelegenheid kreeg zijn verwachtingen t.a.v. onbemande vliegtuigen kenbaar te 


maken. Hierbij zijn de volgende punten en wensen naar voren gekomen. 


 Vliegen over grotere afstanden dan VLOS voor met name observatie doeleinden. 


Daarbij wordt gedacht aan afstanden van 10 tot 30 km. Dit stelt andere en 


hogere eisen aan de te gebruiken frequenties. Daarbij werd aangeven dat 


hiervoor bij voorkeur frequenties beneden de 1 GHz beschikbaar zouden moeten 


zijn. 


 Vliegen over bebouwde gebieden en mensenmassa’s, met name voor video of 


ENG/OB toepassingen. Hiervoor gelden hogere veiligheidseisen, ook voor wat 


betreft de robuustheid van de verbinding.  


 Uitbreiding beschikbaar (gescheiden) frequentiespectrum voor zowel de 


besturing en telemetrie als de payload, waarbij exclusiviteit en backup frequentie 


voor de aansturingsfrequenties wordt gewenst. 


 Mogelijkheid tot inzet hogere vermogens t.o.v. de huidige situatie. Dit in verband 


met de robuustheid van de systemen, langere afstanden en aan het vliegen 


verbonden veiligheidseisen. 


 Mogelijkheid tot gebruik van geavanceerde antennetechnieken in combinatie met 


variabele inzet vermogens. 
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 Verduidelijking van de huidige regelgeving en verbetering van de 


toegankelijkheid ervan, zowel voor wat betreft veiligheid (ILT) als t.a.v. 


frequenties en frequentie-eisen om grotere vliegafstanden en hoger te kunnen 


vliegen (AT). 


 Mogelijkheid voor het gebruik van IP technologie via 1 kanaal. Dus alle data voor 


zowel besturing, telemetrie als payload via dat kanaal.14  


 Er werd aangegeven dat er mogelijk in de toekomst behoefte is aan 


frequentieruimte voor nieuwe toepassingen, zoals ten behoeve van sensing 


(vliegen ten opzichte van elkaar) en netwerk (het onbemande vliegtuig als ‘base 


station’). 


 Bij voorlichting zouden brancheorganisaties meer ingezet kunnen worden.  


 Duidelijkheid over betrokken overheidsinstanties. 


 1 overheidsloket. 


 Het frequentiespectrum zou Europees geharmoniseerd moeten zijn om de 


productie en verkoop van UAV’s binnen Europa te vereenvoudigen. 


 Voor wat betreft het risico op interferentie is het wenselijk dat er een 


inventarisatie van al uitgevoerde (compatibiliteits)onderzoeken plaatsvindt. Het 


agentschap vraagt aan de deelnemers om eventueel beschikbaar materiaal aan 


te leveren in relatie tot hun eigen ervaringen met interferentie. 


 


De deelnemers gaven aan dat zij verwachten dat de markt van onbemande 


vliegtuigen en de inzet ervan razendsnel zal groeien. Met name in de hobby markt 


heeft er zich in de afgelopen jaren reeds een grote groei voorgedaan. Aangegeven 


werd dat er van een type modelvliegtuig (Phantom) het afgelopen jaar al 7.000 


exemplaren zijn verkocht. Het aantal hobby vliegers wordt op dit moment rond de 


100.000 geschat. 


 


7.2 Uitkomsten dialoogsessie met publieke sector 


Aan de dialoogsessie met de publieke sector deden de volgende partijen mee: 


***** (Min Defensie) 


***** (NLR) 


***** (Brandweer Twente) 


***** (ILT) 


***** (Kustwachtcentrum) 


***** (Nat. Politie) 


***** (Luchtverkeers Politie) 


 


Ook het gesprek met de publieke sector verliep ontspannen, waarbij iedere 


deelnemer de gelegenheid kreeg zijn verwachtingen t.a.v. onbemande vliegtuigen 


kenbaar te maken. Hierbij zijn de volgende punten en wensen naar voren gekomen. 


 Kernbegrippen, kenmerkend voor het gebruik van telecommunicatie zijn: 


betrouwbaarheid, dienstbaarheid, veiligheid en flexibiliteit. 


 Ongestoord kunnen werken (‘robuustheid’). Onbemande vluchten, zullen in veel 


gevallen boven bebouwde gebieden en mensenmenigten plaatsvinden. 


Voorbeelden hiervan zijn: crowd watching, monitoring van brandhaarden en 


gevaarlijke stoffen. Aangezien er in die situaties aanvullende eisen aan de 


onbemande vluchten worden gesteld, is het van belang dat er én vanwege de 


vliegveiligheid én vanwege ongestoorde data-overdracht gebruik gemaakt kan 


worden van exclusief frequentiespectrum in combinatie met hogere vermogens. 


Dit geldt zowel voor de aanstuurfrequenties als de payload frequenties. 


                                                
14 Dit is dit overigens niet verboden. 
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 Er is daarbij een wens voor exclusieve frequenties in “lage’’ frequentiebanden in 


combinatie met afwijkende vermogens voor afstandsvluchten tot bijvoorbeeld 30 


kilometer. 


 Naast exclusief gebruik is er ook behoefte aan de mogelijkheid om “undercover” 


te kunnen werken. Dit ter voorkoming van ongewenst opgemerkt te worden door 


bijvoorbeeld criminelen. Hiervoor kunnen het beste dezelfde frequentiebanden 


gebruikt worden, die ook voor hobbymatig of private toepassingen gebruikt 


worden. Het politie gebruik van deze banden wordt hierdoor gemaskeerd. 


 Aandacht werd gevraagd voor het feit dat er, om maximale robuustheid van de 


data-overdracht te garanderen, er veel frequentiespectrum nodig is. Bijvoorbeeld 


voor Defensie kan er sprake zijn van een behoefte aan zeer veel bandbreedte om 


een beperkt signaal zeer betrouwbaar over te kunnen brengen. 


 Aandacht wordt gevraagd voor het feit dat onbemande vliegtuigen ook kunnen 


worden gebruikt in de commandostructuur op de grond, er is daarmee sprake 


van integratie van zowel ‘verticale’ als ‘horizontale’ verbindingen. Het 


onbemande vliegtuig wordt hierbij als relay punt gebruikt in de communicatie 


tussen grond eenheden. 


 Voor (vlieg)instructies aan het eigen personeel is behoefte aan duidelijke en 


heldere regelgeving, bijvoorbeeld: “Boven welke hoogte wordt het vliegen 


Aeronautical?”. 


 Vanuit de overheid wordt meer samenwerking door de uitvoerende instanties 


gepropageerd. Daarvoor moet er meer helderheid komen op een aantal 


vraagpunten. Dit zijn o.a.:  


 In welke mate kan hierin de vermeende strenge uitleg van in de BOP 


toegekende gebruiksrechten de gewenste sharing belemmeren?  


 Drones inzetten via de markt of zelf eigen drones in beheer hebben? 


 Bij het ontwikkelen van nieuwe systemen voor overheidsdiensten wordt 


gebruikt gemaakt van aan die dienst toegewezen frequentiespectrum. Een 


systeem aanpassen voor vergelijkbare commerciële toepassing brengt hoge 


kosten met zich mee, vanwege het afwijkende frequentiegebruik. Het is nog 


niet duidelijk welke keuzes hierin gemaakt moeten worden.  


 Er ligt een plan van aanpak “Het gebruik van drones” van het WODC. Welke 


vormen van samenwerking en experimenten zijn mogelijk? 


 Tenslotte werd aangegeven dat de OOV-sector over eigen LTE-netwerkcapaciteit 


zou willen beschikken, die ook gebruikt zou kunnen worden voor drones. 
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8 Conclusies en aanbevelingen 


Conclusies 


Zowel hobbymatig als professioneel wordt er in Nederland steeds vaker gevlogen 


met onbemande luchtvaartuigen.  


Deze onbemande luchtvaartuigen zijn grofweg als volgt in te delen: 


 


Recreatief 


Klasse 1 


Licht onbemand 


Klasse 1 


Licht onbemand 


Klasse 2 


Zwaar onbemand 


Klasse 2 


 


Volgens opgave van de geconsulteerde marktpartijen tijdens de dialoogsessie, wordt 


het aantal hobbyvliegers, anno 2014, geschat op 100.000. Het aantal professionele 


gebruikers bedraagt ca. 500. 


 


Klasse 1 gebruik van modelvliegtuigen vindt met name plaats in de vergunningsvrije 


banden. Tot op heden heeft het agentschap in deze banden nog geen signalen van 


congestie ontvangen als gevolg van dit gebruik. Voor deze categorie lijkt de huidige 


frequentie ruimte afdoende.  


 


Gelet op de beperkingen en de veiligheidseisen, die door ILT gesteld worden aan het 


gebruik van modelvliegtuigen en licht onbemande luchtvaartuigen klasse 1 vluchten, 


kan door deze klasse gebruik worden gemaakt van de vergunningsvrije 


radiotoepassingen. Voor het gebruik van de 2,4 GHz frequentie zal op basis van 


praktijkwaarnemingen nader onderzocht moeten worden welke voor en nadelen aan 


het gebruik zitten en of dit kan leiden tot onveilige situaties dan wel verstoring van 


de payload. Toezicht is gevraagd dit mee te nemen in haar onderzoek naar het 


gebruik van 2,4 GHz voor onbemande luchtvaartuigen. 


 


Het gebruik van onbemande luchtvaartuigen klasse 2 is van een heel ander kaliber. 


Dit blijkt onder meer uit de zwaardere eisen die ILT stelt aan bouw, onderhoud en 


bevoegd verklaringen van piloten. Het gebied waarin gevlogen mag worden reikt 


buiten de Visual Line of Sight en ook buiten de Radio Line of Sight. De 


vergunningsvrije radiotoepassingen zijn niet geschikt voor deze Beyond Line of 


Sight toepassingen. Agentschap Telecom kan het gebruik van de SRD banden niet 


verbieden, tegelijkertijd is het niet aannemelijk dat een vergunningsvrije 


radiotoepassing daadwerkelijk voor klasse 2 vluchten gebruikt zal worden. Dit 


omdat het niet in overeenstemming is met de eisen van ILT. Een 


uitzonderingspositie in de vergunningsvrije band, waarbij bijvoorbeeld meer 


vermogen gebruikt wordt, is niet wenselijk. Klasse 2 vluchten zullen daarmee onder 


het vergunningen regime vallen. Voor die gevallen waarin ILT op basis van groot 


maatschappelijk belang een ontheffing verleent, kan er voorlopig op ad hoc basis 


een maatwerkvergunning worden aangevraagd. Op dit moment is er nog geen 


ontheffing verleend voor deze klasse door ILT. De verwachting van ILT is dat afgifte 


van vergunningen voor dit type in de eerste jaren sporadisch zal zijn mede omdat 


(Europese) regelgeving nog niet gereed is. Wanneer dit wel het geval is kan er 


schaarste aan frequentieruimte ontstaan. 


 


De 5 GHz band is speciaal voor de besturing onbemande vliegtuigen zwaarder dan 


150 kg klasse 2 tijdens de WRC-12 gealloceerd, hiermee loopt het voor op de 


regelgeving voor het vliegen met deze toestellen. Dat zal op mondiaal en Europees 


niveau moeten plaatsvinden. Het agentschap zal het nog op te stellen bandplan door 
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ICAO hierbij hanteren, zeker in de wetenschap dat er in deze frequentieband zowel 


terrestrial als satelliet gebruik zal gaan plaatsvinden. Tot die tijd zullen alleen 


tijdelijke vergunningen in deze band afgegeven worden. 


 


Uit onder andere de dialoogsessie met marktpartijen is gebleken dat er veel 


onduidelijkheid bestaat t.a.v. de voorwaarden en de frequentiebanden die gebruikt 


mogen worden door onbemande vliegtuiten. Het is daarom wenselijk dat het 


agentschap hierover op haar website meer duidelijkheid geeft. In het kader van 


eenduidigheid van regelgeving is het ook wenselijk dat het agentschap de indeling 


naar type luchtvaartuig overneemt uit de Luchtvaartwet en haar website afstemt 


met ILT. 


 


De publieke sector gaf tijdens de dialoogsessie, een strenge uitleg van de Behoefte 


Onderbouwingsplannen. Dit lijkt voort te komen uit interne communicatieproblemen. 


De afzonderlijke, niet met elkaar afgestemde, aanvragen voor frequentiebehoefte, 


kunnen leiden tot frequentie schaarste als dit op exclusieve basis plaats zou vinden 


en tot gevolg kunnen hebben dat verzoeken niet gehonoreerd worden. Agentschap 


Telecom zal bij het toewijzen van frequentieruimte aan de verschillende ministeries 


daarom de mogelijkheid van het delen van frequentieruimte mee moeten nemen, 


ook al wordt dit mogelijk niet in de individuele BOP’s vermeld. Dit zal ook richting de 


ministeries I&M, Defensie en V&J gecommuniceerd moeten worden. Hierbij zou, 


naast de noodzaak van het delen van frequenties, ook het voordeel van het delen 


van middelen onder de aandacht gebracht kunnen worden. 


 


Aanbevelingen 


Op basis van haar onderzoek heeft de projectgroep “Mobiel in de lucht” de volgende 


aanbevelingen: 


 Onderhoudt in samenwerking met ILT contacten met branche organisaties, zoals 


DARPAS en haar leden. Zowel DARPAS als het KNVVL heeft aangeboden via hun 


site/magazine aandacht te willen schenken aan de regelgeving. Schakel hen in 


bij de informatie en instructies naar de gebruikers (en producenten) 


 Vernieuw in overleg met ILT de informatie op de website van AT en ILT. Gebruik 


daarbij dezelfde indeling naar categorieën als in de luchtvaartwet. 


 Blijf op de hoogte van ontwikkelingen in EU, ICAO en JURAS en werk daarbij 


samen met ILT. probeer de mogelijke noodzaak voor aanvullende 


frequentieruimte aan de orde te stellen. 


 Breidt de mogelijkheden voor ENG/OB gebruik voor niet omroeptoepassingen 


t.b.v. zakelijk gebruik van onbemande vliegtuigen uit. Voor de ENG/OB downlink 


wordt nu veelal de 7 GHz band gebruikt. 


 Breng het frequentie gebruik voor de besturing van klasse 2 vluchten voorlopig, 


vooruitlopend op definitieve internationale toewijzing onder in de 5030 - 5091 


MHz band. Vergunning verlening zal in afwachting van een bandplan op tijdelijke 


basis plaats moeten vinden. Onderzoek daarnaast de mogelijkheden naar het 


gebruik van andere frequentiebanden. 


 Stel in samenwerking met IL&T een regelgevend kader op voor het 


frequentiegebruik voor de besturing van onbemande vliegtuigen klasse 2 


vluchten. 


 Ga bij overheidsgebruik uit van het delen van frequentieruimte. Stem dit af met 


de desbetreffende ministeries en wijs daarbij op de mogelijkheden van 


samenwerking van zowel het frequentiegebruik als de inzet van middelen. 


 Vraag in internationale gremia, voor die frequentiebanden en onderzoeken 


waarvoor dat relevant is, aandacht voor de ontwikkelingen in de 3de dimensie 


aangezien de huidige uitgangspunten uitgaan van gebruik op de grond. Door het 


op grotere hoogte gebruiken van zenders en ontvangers dan waar bij 
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sharingstudies oorspronkelijk rekening mee is gehouden, zullen in de praktijk de 


interferentiegebieden groter zijn.  


 Het toezicht op het feitelijk frequentiegebruik bij onbemande vluchten is niet 


goed mogelijk met de huidige werkwijze. Op dit moment lijkt het echter niet 


noodzakelijk, gezien het lage aantal storingsmeldingen, om hiervoor een 


toezichtsarrangement te ontwikkelen. 


 De groeiende spectrumbehoefte zal tot compatibiliteitstudies dienen te leiden om 


de risico’s van ongewenste interferentie in te kunnen schatten. Om te voorkomen 


dat Nederland hiervoor alles zelf zal moeten doen (en bekostigen), zal dit door 


Nederland via de CEPT geagendeerd worden.  


 De markt voor de producenten van en handel in onbemande toestellen is een 


internationale aangelegenheid. Veel producten die in Nederland op de markt 


zullen verschijnen, komen uit het buitenland. Om een latere toezichts-inzet te 


vergemakkelijken, wordt aan de voorkant van deze nieuwe ontwikkeling door 


Nederland via de ETSI de benodigde standaardisatie op de internationale agenda 


gezet. 


 Lever bijdragen aan het onderzoek van het Wetenschappelijk Onderzoek en 


Documentatie Centrum (WODC) naar de mogelijkheden en bedreigingen van het 


gebruik van onbemande vliegtuigen en beoordelen in hoeverre de uitkomsten 


van dit onderzoek gebruik kunnen worden voor verdere beleidsontwikkeling op 


dit gebied. 


 Geef bij vergunningverlening invulling aan de Wet samenhangende besluiten 


(artikelen 3:19-3:29 Awb) - wijs dus op noodzaak om ook ILT-vergunningen aan 


te vragen. Vraag ILT hetzelfde te doen m.b.t. onze vergunningen. 
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Foreword 


Recent years have seen massive development in drone technology, and the 


market for civil drones is showing exponential growth. The European 


Commission is forecasting the potential creation of 150,000 jobs with 
revenues of EUR 15 billion in Europe between now and 2050. 


As with all other significant new technologies, there are a number of 


challenges in fully realising the potential for growth that drones bring with 


them. For drones, these challenges relate particularly to personal safety, 
invasion of privacy and preventing terrorism and espionage.  


This report contains recommendations for an overall regulatory framework for 


civil drones that seeks to properly safeguard citizens against accidents and 


attack, so that drone technology may gain general acceptance in society. It 


also aims to create as clear and uncomplicated a regulatory framework as 
possible, allowing it to be used by companies and serve as guidance for them.    


The report has been produced by an inter-ministerial working group consisting 


of the Ministry of Justice (including the Danish Security and Intelligence 


Service (PET) and the Danish National Police), the Ministry of Business and 


Growth (represented by the Danish Business Authority), the Ministry of 


Defence (represented by the Danish Defence Intelligence Service and the 


Danish Defence Acquisition and Logistics Organisation) and the Ministry of 


Transport, with the Danish Transport Authority chairing the working group, cf. 
the terms of reference in Annex 1.  


The working group has concentrated on the question of regulation to the 


exclusion of other areas, such as research and development needs. Equally, 


the working group has also chosen not to address certain items open to 


regulation, e.g. noise, which are still being evaluated in order that they may 


be properly understood. In addition, the report does not deal with the 


regulatory needs of Greenland and the Faroe Islands, which are very different 


in terms of density of population. Finally, the report only addresses the 


scenario of drones flying below 150 metres, where the airspace is subject to 
national regulations. 


The working group has actively involved relevant interested parties in its 


work, including representatives of the drone industry, universities and 


academic institutions and international organisations. 


Following decisions regarding the recommendations to be taken further, as 


part of the ordinary legislative and regulatory process there will be a more 


detailed analysis of the corporate financial consequences of the individual 
initiatives. 


 











5 Future regulation of civil 


drones 


Contents 


 


Contents 


Working group recommendations 7 
Drones – an entirely new form of transport 7 


1 Civil drones – a growth market 13 
1.1 The market 13 
1.2 The benefit and use of drones 14 
1.3 Stable growth requires a clear framework 16 


2 A regulatory system that is appropriate for civil drones 18 
2.1 Legislation of the Ministry of Transport: Aviation legislation 18 
2.2 Legislation of the Ministry of Justice 21 
2.3 Legislation of the Ministry of Business and Growth 26 


3 Regulation in countries akin to Denmark and on an international 
level 29 
3.1 Sweden 29 
3.2 Norway 31 
3.3 The Netherlands 31 
3.4 The United Kingdom 32 
3.5 The United States 34 
3.6 Overall assessment: Similarities and differences 37 
3.7 International regulation 38 
3.8 Relevant international legislation in the field of human rights 41 


4 Classification and triviality threshold 42 
4.1 Type of operation 42 
4.2 Operators 43 
4.3 Civil drones classified by weight 45 
4.4 Overall assessment 48 


5 Liability and drone insurance 50 
5.1 The need for drone insurance 50 


6 Use of frequencies for remote control and identification of civil 
drones 53 
6.1 Civil drones and the use of frequencies 53 
6.2 27/35/40 MHz and the 433 MHz bands 54 
6.3 The 2.4, 5.150–5.350 and 5.470–5.875 GHz bands 55 
6.4 The aviation bands 55 
6.5 The 5030–5091 MHz band 56 
6.6 Land mobile VHF/UHF frequencies 57 
6.7 Frequencies for identification purposes 57 
6.8 Overall assessment 58 


7 Technical requirements relating to drones 59 
7.1 Identification of civil drones 59 
7.2 Logging of operations with civil drones 62 
7.3 Standardisation 62 


8 Requirements on the operator 64 
8.1 The need for a drone “driving licence” 64 
8.2 Framework conditions for training drone operators and recreational users 64 
8.3 Creation of a “drone register” 68 


9 Requirements on flying drones 69 
9.1 Current operational requirements 69 
9.2 Flight beyond the operator’s visual line of sight (BVLOS) 71 







6 Future regulation of civil 


drones 


Contents 


 


9.3 Flying drones indoors 73 


10 Airspace and infrastructure 75 
10.1 The need for airspace information 75 
10.2 The NOTAM system 76 


Annex 1 79 


The working group’s terms of reference 79 


 


 
 







7 Future regulation of civil drones Fejl! Ingen tekst med den anførte typografi i dokumentet. 


 


Working group recommendations 


Drones – an entirely new form of transport 


Drones are above us. Not as military machines, but in civilian guise. A 


completely new market is growing up, along with an entirely new “form of 
transport”: civil drones. Or, as we simply term them in this report: drones. 


From a legal point of view, drones are aircraft. No doubt this makes excellent 


sense for larger drones that use the same airspace as other aeroplanes, 


where they may correctly be described as “unmanned aircraft”.  Drones of 


this kind are increasingly appearing on an experimental basis in other 


countries. The developmental prospects are massive, but it will take a lot of 


time before everything needed to maintain the safety of other air navigation 


is properly under control. This is why plans (roadmaps) have been drawn up, 


by the European Commission, among others, for the use of this type of drone 


up to the end of the 2020s. International organisations are hard at work on 


the complex challenges involved in piloting these in mixed airspace. There is 


no doubt that future international requirements on big drones will match 


those of general air navigation, allowing the extremely high safety standards 
of the latter to be maintained. 


This report concentrates on the state of the market currently and in future 


years in regard to smaller drones (under 25 kg) that use the airspace below 


150 metres. The drones can currently be bought freely from retailers. They 


are a popular Christmas gift for children, and Danish companies and 
authorities are all using the new technology for a wide variety of purposes. 


It is an entirely new technology and a new form of transport, bringing great 


opportunities for growth and business development. In a rapidly expanding 


market, new companies can flourish and certain tasks can be performed in a 


more effective, as well as (typically) more environmentally friendly manner. If 


Denmark is to acquire a large share in this growth market, companies need to 


have framework conditions that are clear and not unnecessarily restrictive in 


relation to other EU Member States, and there will have to be broad 
acceptance of the new technology among the general populace. 


There is a risk of scepticism and uncertainty becoming increasingly 


widespread, as drones are challenging in many different ways. We have a 


society and an infrastructure that are generally based on the idea of 


movement in two dimensions: forwards and sideways. Hedges, walls and 


locked gates protect us from the unwanted gaze and intrusion of others. In 


our towns and cities, balconies are open, upper-floor windows can be opened 


without cause for concern, and overhead cables are suspended not far from 


street level. You can sit in your garden or walk on the pavement without 


being afraid of anything “from above”. In the event of an accident or some 


other hazard, the police can simply cordon off the street.  


All of this is challenged by drones. Existing regulations and standards will 


therefore not always “suit” drones. The question is what needs to be 


reworked, and to what extent smaller drones in particular need to be 
regulated.  


Smaller drones that use the airspace below 150 metres are strictly speaking 


also aircraft. However, the risk they represent is completely different – they 


are a lot closer to road vehicles in this respect than to general aviation. If it 
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crashes, a drone weighing a few kilos can cause severe damage and, in 


extreme cases, death. To this should be added the fact that drones represent 


a challenge to the protection of privacy and can act as a new tool for illegal 
activities (espionage, smuggling, terrorism, etc.).  


This report stipulates that regulation of smaller drones in the airspace below 


150 metres should match the type of risk they represent. We take a risk-


based approach, eschewing over-regulation, tailoring the requirements to the 


dangers in question. So, for instance, very small drones are not a hazard at 


all – they do not usually kill. But when fitted with a camera, they can spy on 


private citizens, thereby representing a threat to privacy, and the smaller they 


are, the easier it is for them to do this. Conversely, larger drones of 20 to 25 


kg can be dangerous, can fly long distances and can carry loads, both of a 


beneficial and illegal nature. They can also represent a serious risk to other 
aviation if they fly near airports etc. 


On the other hand, the requirements need to be simple and clear, so that 


they can be communicated, understood and observed by the general public. 


In this context, it may be useful to draw inspiration from the regulations 
governing road transport. 


The recommendations set out below (in Box 1) attempt to find a balance 


between a fully “tailored” risk approach on the one hand, and to create 


simple, easily understood regulations on the other. 


Drone technology is likely to continue to develop apace in future years. Many 


new enterprises will be set up and new challenges may arise. For these 


reasons, the recommended regulations will probably have to be revised within 


the next three-five years.  


Box 1: Working group recommendations 


 


a) Triviality threshold: Very small drones, including toy drones, do not 


pose a problem in terms of safety. Small drones should not therefore 


be subject to safety regulations. A triviality threshold (weight 


threshold) should be introduced for drones. Any drones below this 


threshold will not be subject to safety requirements governing their 


use, the operator, insurance, etc. The proposed weight threshold is 


250 g, with the option of waiving the threshold if the applicant can 


document that the drone is of such a design as not to be dangerous. 


The weight (triviality) threshold will not necessarily apply to security-


related requirements, which may result in requirements also being 


imposed on drones weighing less than 250 g on the basis of a specific 


evaluation. 


b) “Number plates”: A requirement should be introduced concerning 


electronic identification (“number plates”) for drones for professional 


use, starting with drones in a congested area. The requirement will 


apply both above and below the triviality threshold, in cases where 


drones are equipped with a camera or similar device. Given that this 


constitutes primarily an operational regulation, it does not accordingly 


involve a technical trade barrier under EU law. On policing grounds, 


consideration should also be given to bringing in this requirement for 


drones for professional use outside of a congested area, and, at a later 
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date, for recreational drones. The ID requirement is supplemented with 


a requirement for drones to carry lights so that their presence can be 


clearly identified. The purpose of drone “recognition” is to safeguard 


citizens against invasion of privacy and to allow the police greater 


scope in enforcing “traffic regulations” and other requirements. The 


specific technical solution will be developed in coordination with the 


industry and research institutions in 2015. It is recommended that the 


solution eventually be map-based, allowing identification of drones 


within a given area.  


c) “Driving licence”: Operator skills are currently approved on an 


individual basis. Our proposal is to formulate clear standard 


requirements for drone operators, based on the drone’s weight, type 


and the location of its use (town/country). We propose that a drone 


licence (“driving licence”) in category A, B, C and D be issued for 


professional users. Recreational users should just have a simple “drone 


permit” – a self-test of the most elementary drone regulations plus 


confirmation that they are in possession of liability insurance.  


d) Liability insurance: Currently only professional users are under an 


obligation to hold third-party liability insurance. General family 


insurance policies do not cover recreational users. It is recommended 


that all users of drones above the triviality threshold should hold 


liability insurance that covers third-party injury and material damage. 


The requirements should be phased in on the basis of a reasonable 


time schedule, in order that the insurance market can develop 


competitive policies that will not make insurance prohibitively 


expensive compared to purchasing a drone. Close consultation is 


therefore recommended with the insurance industry as to the 


formulation of the requirement. 


e) Drone register: A “vehicle register” (a register of “number plates” 


and owners) should be established, as well as a register of drone 


licences. These should be accessible by the authorities, in particular for 


enforcement purposes (the police and the Danish Transport Authority). 


Registration of drones will be implemented gradually, in the first 


instance for professional users, with a view to the later inclusion of all 


drones with “number plates”. 


f) “Traffic information”: Drone operators must be able to readily gain 


access to information about closed airspace and other restrictions, so 


as to prevent inadvertent drone use where it is not permitted. The 


most appropriate approach would be to link the design of this airspace 


information to the existing system for general aviation (known as the 


NOTAM system), where a lot of data can be reused. It is proposed that 


in 2015 Naviair draft a proposal for traffic information specifically 


designed for flying drones in a separate airspace. The proposal should 


include some indication of financing requirements and options. The 


long-term aim is that private app developers should have easy access 


to high-quality airspace data from Naviair, so that the market can 


develop user-friendly applications on its own. 


g) “Traffic regulations”: It is recommended that the current “traffic 


regulations” for drones (Regulations for Civil Aviation BL 9-4) be 
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largely retained. According to these, recreational use of drones may 


only occur away from urban areas, sensitive areas and buildings such 


as prisons, military installations and similar. Professional use may take 


place in urban areas, but with adequate measures for safeguarding 


pedestrians, home owners, etc. These regulations must be 


communicated on a large scale, including by requiring drone importers 


to enclose the regulations within the packaging. A clear set of 


regulations should be formulated for professional drone users. As and 


when drones can document airworthiness and safe emergency 


procedures, the traffic regulations for professional users can be 


gradually relaxed, first as exemptions, and then as relaxed regulations. 


The working group does not recommend permitting recreational use in 


urban areas for the foreseeable future. Drones below the triviality 


threshold are exempted from the requirement. In special cases, 


however, security considerations may mean that requirements have to 


be imposed on drones that weigh less than 250 g.   It is recommended 


that a clear legal basis be created for regulating the use of drones in 


indoor airspace to which the public is admitted (sports halls etc.) in 


order to ensure public safety. 


h) Tracking: A requirement should be imposed for GPS logging of all 


instances of professional drone use. This is intended to safeguard 


citizens and for use as documentation in connection with complaints, 


accidents, etc. 


i) Test areas, in particular for flying beyond visual line of sight: In 


the very near future, the market is expected to experience the need to 


test fly drones beyond visual line of sight. Here Denmark can support 


business development by promoting test areas, with due allowance 


made for safety. In the short term, it is recommended that time-


restricted closure of adjacent airspace be used for test flight purposes. 


The framework for test flights should be made clear so that applicants 


know what requirements they must meet. 


j) Frequencies: The widespread use of Wi-Fi communication with 


drones, together with the existing frequencies for remote control, will 


be sufficient in many situations, including for recreational use. For 


professional use there may however be some situations where access 


to frequencies that can offer some form of protection is required. There 


should therefore be individual frequencies dedicated for the use of 


remote control of drones in relevant geographical areas, along with the 


issue of licences for use of that frequency. It would appear that the 


land mobile VHF/UHF frequencies are best suited to this purpose. 


Denmark must also work at an international level towards harmonising 


frequencies for drone use. 


k) Drones for emergency response and police use of drones: 


Drones can carry out important tasks of benefit to the community, 


where life, health and property are at risk, such as fire fighting, search 


and rescue, special police tasks, transporting emergency medicine to 


islands, etc. It is recommended that a new category of drones be 


introduced: Drones for emergency response.  These are drones that 


are used in situations where people, animals or property have been 
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severely injured/damaged or are in urgent danger. In this context a 


slightly greater degree of risk is acceptable, since the purpose of the 


drones is to minimise the loss of life or property, by flying beyond 


visual line of sight around a fire, for instance. It is also recommended 


that an evaluation be made of the need for special regulations 


governing police use of drones in relation to the requisite compliance 


with the safety-related regulations for drone use. 


l) International standardisation and its impacts: There are currently 


no international technical standards of note for drones. Each country is 


therefore free to draw up its own requirements, or indeed to have 


opaque requirements, both of which act as a brake on trade and 


exports. The development of Danish standards can lead to Denmark 


becoming a pioneer country in this field, but it also runs the risk that 


the solutions in question will not readily become current in other 


countries. The working group is of the view that a Danish requirement 


on electronic ID will have every chance of being widely accepted, but, 


to ensure this, active efforts in international fora will be required.  


Denmark is generally in a good position to be active in the field of 


international product standardisation, particularly when it comes to 


smaller drones. In the technical development of smaller drones, it may 


well be a good idea to use general product standardisation, e.g. under 


the auspices of EUROCAE and JARUS in Europe and/or IEC. If Denmark 


is to make its mark in international work on standardisation, resources 


will be needed from both the industry itself and the authorities. The 


authorities will prioritise resources from within own budgets or 


earmarked resources must be found in some other way. 


 


Currently, drones have the legal status of a special case of general aviation. 


This will still be appropriate for larger drones in mixed airspace. However, the 


above recommendations contemplate a regulatory framework for smaller 


drones (flying below 150 metres) that is a lot more like that of road traffic, for 


which the risks involved are approximately comparable. It is therefore 


recommended that the framework for civil drones be given a clearer 


formulation within the Air Navigation Act. This should involve creating a legal 


basis that allows requirements to be imposed on drones on security grounds 


(to counter invasion of privacy and unlawful use), whereas the Air Navigation 
Act in its current form focuses primarily on safety.  


The proposals should be implemented in stages, with priority on implementing 


the most urgent proposals first. The package of proposals should therefore be 


followed up with a specific implementation plan. Some of the proposals will 


require significant developmental work and investments in “infrastructure”. It 


will be possible for a number of the measures to be user-financed, as is 
currently the case in road traffic and aviation. 


The overall regulatory framework recommended by us is outlined below in 


Table 1. 
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Table 1: Recommended framework for regulation of civil drones: 


 


 
 







13 Future regulation of civil drones Fejl! Ingen tekst med den anførte typografi i dokumentet. 


 


1 Civil drones – a growth market 


If the new technology is provided with the proper framework in 


which to evolve and operate, civil drones will in the future be 
able to benefit citizens, companies and the community in 


general. The market is expanding rapidly, and Denmark is well 


placed to be ahead of the field and thus generate growth and 
jobs. To achieve stable growth, civil drones will have to gain 


broad acceptance among the general public. There is therefore a 
need to ensure that they are safe in the air and to protect 


citizens from their unlawful use. 


 


1.1 The market 


Drone technology has been coming on apace in recent years, and the market 


for drones is showing strong growth. The European Commission compares the 


potential of drones to the significance of the Internet in the 1990s. It is 


therefore crucial that an effective European market be created for drones, as 


this will be essential for the aerospace industry of the future.1  


The Commission predicts that drones will account for 10% of the total aviation 


market within 10 years, which is to say that the market will amount to around 
EUR 15 billion a year. 


Currently the market is dominated by the USA and Israel – particularly for 


drones used for military purposes, produced in these two countries. In 


addition, it is anticipated that Brazil, Russia, India and China will become 
significant players in the global drone market.  


There are in total around 500 drone manufacturers globally, a third of which 


are located in Europe. Equally, there are more than 1,000 operators in 


Europe, and their number is growing rapidly. In France, for instance, there 


are around 500 operators, whereas Sweden and the UK have granted licences 
to more than 200 operators in recent years. 


Similarly, we in Denmark have experienced significant growth in the number 


of operators in 2014. At the start of the year there were just five approved 


drone operators in Denmark. During the course of the year this increased to 


over 50.  


In the light of the rapidly developing market, in the autumn of 2013 the 


Ministry of Higher Education and Science commissioned a technological 


evaluation of drones, which was carried out by the Danish Board of 


 


1 European Commission (2014): Press Release: European Commission calls for tough standards to 
regulate civil drones 
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Technology.2 This evaluation shed some light on aspects and perspectives 


particular to Denmark by means of an analysis of and in-depth discussions on 


drones with stakeholders and other interested parties. 


The Danish Board of Technology concludes that Denmark is well placed to be 


ahead of the field when it comes to drones. In terms of research, innovation 


and production in many of the areas linked to the development of drones, 


Denmark is in a strong position. These involve areas like robot technology and 


navigation, where Denmark is well placed to lead the way. The same is true of 


sensors and other technologies fitted to drones. Finally, here in Denmark we 


have excellent know-how when it comes to wind turbines, where it may be 


expected that expertise on wind and blades will find application in the 


development of drones, to ensure the latter can be used in poor weather 
conditions.  


The most realistic scenario for Danish companies is that they can become 
niche manufacturers or second-tier suppliers to the drone industry.3  


 


1.2 The benefit and use of drones 


In global terms, currently more than 1,700 different types of drone are 


produced by known manufacturers. A third of these are produced in Europe. 


The drone industry itself expects that it will create up to 150,000 new jobs in 


Europe by 2050.4 In Denmark, the industry organisation UAS Denmark 
estimates that by 2017 there will be 750 jobs created in the sector.5 


Like robots, drones will be able to take over work tasks that normally require 


relatively straightforward manpower. In this connection, reference is often 


made to “the three Ds”, that is to say, work that is “Dull”, “Dirty” and/or 


“Dangerous”. Similarly, it will be possible to use drones to streamline current 


tasks, as well as perform work that is currently not carried out. Inspections of 


natural and industrial areas could be systematised, for instance. Such 


functions will be able to render Danish companies more efficient and 
competitive, thereby leading to the creation of more jobs in Denmark. 


In particular, drones may well find extensive future use in agriculture. By 


fitting the correct technologies to drones, it will be possible to use them to 


make Danish agriculture even more efficient. Here we particularly have in 


 


2 The Ministry of Higher Education and Science was responding to a decision by the government 
and other parties to the political accord, as part of its allocation of the research reserve funds for 
2014, to commission a survey and technological evaluation of current and future use of drones in 
Denmark by civilian operators. 


3 The Danish Board of Technology (2014): Civil Drones (UAS) in Denmark – potential, challenges 
and recommendations 


4 European Commission (2014): Press Release: European Commission calls for tough standards to 
regulate civil drones 


5 The Danish Board of Technology (2014): Civil Drones (UAS) in Denmark – potential, challenges 
and recommendations 
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mind sensors that can analyse soil type and plant growth, as well as 
technologies that can be used to protect wildlife at harvest time.  


Equally, overview images can be created sufficiently frequently, and of such 


overall clarity and richness of detail, as to help make the use of pesticides and 
water more efficient.  


Another area that shows significant potential is the use of drones for 


emergency response, where they can help improve the coordination of 


emergency service callouts. In addition, in an emergency response context, 


drones can be used to provide updated map material of incident locations, 


minimise the risks involved in the operations and provide an overview of 
search and rescue missions. 


 


Example: Drones are used for emergency response 


The Copenhagen Fire Brigade uses drones to form a general picture of the 


incident location when called out to a fire or other incident, such as a chemical 
spill.  


The drone has a video camera fitted to it which transmits images directly to 


the operation managers and the Fire Brigade’s alarm centre. With these “eyes 


in the air”, planning of the callout operation at the incident location is 
enhanced, allowing the Brigade to engage more rapidly and more effectively.  


The images from the drone do not just improve the chances of saving lives 


and property. The drone can also be used to evaluate the danger at, for 


instance, a chemical spill or where there is a danger of building collapse or 


explosion, all of which helps increase the safety of the Fire Brigade’s crews. 


Finally, the video images from the drone provide important documentation for 


use in evaluating the intervention of the Fire Brigade. 


Source: Copenhagen Fire Brigade 


Mention may also be made of the general area of inspections, where there is 


great potential for drones to carry out several types of task. These might be 


inspections of roads, utilities, thermographic surveys or structural inspections 


of high buildings and bridges. A common denominator of the tasks is that the 


use of drones allows the tasks to be performed a lot more cheaply (and with 


less disruption to the environment) than is the case today. One reason for this 


is that there is a reduced demand for helicopters or aircraft to perform the 
task. 


A fourth area in which drones can be used in Denmark is the collection of 


geodata. This is relevant for land inspections, natural surveys and planning, 


agriculture, emergency response and engineering. Drones are for instance 


already in use for surveying coastal stretches and other surveying tasks. 


Equally drones can be used for monitoring nature and the environment. 


Drones have many potential uses in this field. By fitting them with sensors, 


accurate information can be obtained as to the natural and environmental 


conditions at otherwise inaccessible locations. 
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Example: Drones are used for environmental monitoring 


The Danish Nature Agency has used drones to map the occurrence of the so-


called Japanese Rose (rosa rugosa), which is so invasive as to pose a threat 
to the natural habitat of dune landscapes. 


The drones used are equipped with a camera that produces high-resolution 


digital images to identify areas where this invasive plant is growing. So far a 


22-kilometre stretch of coastline has been photographed. 


Using the images, it has been possible to control the invasiveness of the plant 
more effectively.   


Source: The Danish Nature Agency 


If this new technology is provided with the proper framework in which to 


develop and operate, drones will thus be able to benefit citizens, companies 


and the community in general in the future. 


 


1.3 Stable growth requires a clear framework 


If we in Denmark want to achieve acceptance by the population at large and 


fully utilise the great potential to be had in drones, including the commercial 


potential, there has to be a clear framework so that citizens and companies 


know what to expect in the years ahead. For smaller drones in particular (i.e. 


drones weighing less than 25 kg), a clear framework needs to be established 


for companies as soon as possible. 


Drone technology is however a matter of some complexity. On the one hand 


we must ensure the best possible opportunities for growth as far as drone 


companies are concerned. On the other hand, we also have to maintain 


aviation safety and protect our citizens from the unlawful use of drones, given 
that the use of drones may be open to potentially illegal activities.  


There is a risk of civil drones being used as weapons, of the navigation or 


communications system signals of drones being jammed, and that control 


towers on the ground might be hijacked. Equally, drones may be used by 


criminals for smuggling arms, mobile phones or drugs to prison inmates, for 


monitoring police operations, and, in terror-related contexts, as 


reconnaissance and observation platforms or as delivery vehicles for offensive 
weapons, for instance. 


There is moreover a completely separate challenge in terms of preventing 


invasion of privacy. There is a risk that the introduction of civil drones in 


Danish society may lead to a breach of basic constitutional rights, including 


upholding the right to privacy and a family life and the protection of personal 


data. The broad spectrum of potential uses of civil drones may include the 


collection of personal data. There are good grounds for misgivings when it 


comes to ethics, invasion of privacy and data protection. Furthermore, when 


drones are used for monitoring and the taking of photographs, safeguarding 


against invasion of privacy is a particular challenge.  


The following chapters reveal how Denmark can manage the positive and 


negative challenges resulting from the increasingly widespread use of civil 
drones: 
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- Chapter 2 examines whether integration of drones in Danish society 


can be dealt with using current legislation.  


- Chapter 3 turns the focus on other countries, to look at the regulatory 


systems of countries akin to Denmark, as well as the system at an 


international level, in organisations like the EU and ICAO.  


- Chapter 4 provides a classificatory outline of drones, with the 


recommendation of introducing what we call a triviality threshold, so 


that e.g. toys are distinguished from drones.  


- Chapter 5 deals with the liability and insurance aspects relevant to 


the use of drones.  


- Chapter 6 examines which frequencies may be used for the safe 


remote control of civil drones, as well as the electronic identification of 


drones. 


- Chapter 7 considers the minimum requirements from a technical point 


of view that might be imposed on drones in Denmark. The need for 


product standardisation is also dealt with. 


- Chapter 8 addresses the skills that will be required of individuals who 


pilot drones. 


- Chapter 9 consequently examines the kinds of operational 


requirements that ought to apply for piloting civil drones. It therefore 


looks at the issue of how drone traffic is to be controlled.  


- Chapter 10 provides an account of the integration of drones in Danish 


airspace, including the communication of air traffic information to 


drone operators. 
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2 A regulatory system that is appropriate 


for civil drones 


Common to the acts of parliament and regulations that govern 


drones is the fact that none or very few of them were formulated 
with drones in mind. This is particularly true of aviation 


legislation, where it is proposed that a clear framework for the 


regulation of drones be created. In this context, a separate set of 
regulations should be formulated for commercial use of drones 


up to 25 kg. Our view is that other relevant legislation can 
accommodate the integration of civil drones in Danish society. 


 


2.1 Legislation of the Ministry of Transport: Aviation legislation 


Drones are considered as aircraft. The general framework for air navigation is 


determined globally by the UN organisation ICAO. Within this framework, the 


EU legislates at a European level, and the Air Navigation Act6 generally 


governs all civilian aviation within Danish airspace or using Danish aircraft, in 
accordance with current EU regulations. 


The member states themselves regulate flights below 150 metres (with the 


exception of airports and aerodromes etc.), whereas airspace above 150 
metres is subject to international regulations. 


It is still the case that civil drones cannot be integrated in the airspace above 


150 metres. Firstly, there are no international harmonised regulations for 


drone airworthiness and therefore the safety of other airspace users or that of 


third parties and their property on the ground. Secondly, there is still no 


documented safe technology that meets the “converging flight rules” 
governing airspace (so-called “detect and avoid” technology). 


   


2.1.1 The Air Navigation Act 


The Air Navigation Act is an outline act of parliament that delegates a number 


of powers to the Minister of Transport in terms of laying down more detailed 


regulations. Its primary purpose is to uphold user safety. The detailed 


regulations, including regulations governing the implementation of Denmark’s 


international obligations under the Convention on International Civil Aviation 


(the Chicago Convention) and EU cooperation etc. are laid down by the 


Danish Transport Authority in the form of executive orders and the 
Regulations for Civil Aviation (BL).  


The provisions set out in the Air Navigation Act and the associated executive 


orders and Regulations for Civil Aviation relating to e.g. aircraft airworthiness, 


 


6 Cf. Consolidated Act No. 1036 of 28 August 2013 
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crewing, air traffic regulations and the investigation of air accidents, etc. also 
apply as a starting point for civil drones. 


Nevertheless, the Danish Air Navigation Act does contain the legal basis for a 


departure from that starting point in the form of Section 151(1): 


“Section 151. With due regard to aviation safety or public interests the 


Minister of Transport may, as regards aircraft without pilot or aircraft 


operating by means of other things than engines, or aircraft of special 


nature, exempt from the rules of the Act and make special provisions, 


however, not as regards regulations of civil law or criminal contents.” 


The powers under this provision have been delegated to the Danish Transport 


Authority, which, subject to the due regard as stated above, can both issue 


exemptions in specific cases from the provisions of the Air Navigation Act and 


set forth general administrative regulations that derogate from the provisions 


of the Act. 7   


 


2.1.2 General regulations governing unmanned aircraft 


The legal basis for laying down general provisions is only used for unmanned 


aircraft weighing a maximum of 25 kg, cf. Regulations for Civil Aviation BL 9-
4, 3rd edition of 9 January 2004. 


The Regulations for Civil Aviation originate from a time before drones were 


conceived of. It is moreover the case that the regulations were drawn up with 


recreational flying (model aircraft) in mind and not commercial piloting of civil 


drones. The regulations are accordingly inadequate in terms of technical 
requirements and training, as well as in operational and airspace matters. 


  


2.1.3 Exemption for unmanned aircraft 


Exemption may be made from the provisions of the Regulations for Civil 


Aviation BL 9-4 provided such an exemption is held to be consistent with the 


considerations on which the relevant provisions are based. In the light of the 


increased interest in recent years in the commercial use of civil drones, the 


Danish Transport Authority has published a guideline (AIC B 08/14) that sets 


out the instances where the Authority will be prepared to grant exemption 


from the Regulations for Civil Aviation BL 9-4, giving the more detailed terms 


governing such an exemption. In this connection, an exemption may be 


granted from the requirement that drones may only be flown outside 


congested areas.  


A “congested area” means an area that is primarily used for housing, industry 


or leisure activities. This includes areas that on the ICAO Aeronautical Chart 


are indicated as “built-up areas” with more than 200 inhabitants, as well as 


summer cottage areas, occupied camp sites, developed industrial and port 


areas and residential neighbourhoods. In addition, parks, beaches or other 


recreational areas that are located within, integrated with or are directly 


adjoining a densely congested (built-up) area, are also regarded as a 


 


7 This does not however apply to provisions of the Act that regulate in matters of civil or criminal 
law.   
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congested area. This is because parks etc. are typically not far away from 


heavily used roads and buildings. 


 


As of December 2014 the Danish Transport Authority had issued 51 
exemptions8.  


As regards aircraft weighing more than 25 kg, the flying of such aircraft must 


generally be in accordance with the Air Navigation Act. Nevertheless, as 


mentioned above, on the basis of Section 151(1) of the Act, specific 


exemption may be granted from the regulations of the Act provided this is 


done with due regard to the safety of air navigation or public interests in 


general. 


 


2.1.4 The need for new regulations 


The above review of the current Danish air navigation regulations for civil 


drones below 25 kg shows that the regulations are not commensurate with 


the needs of today. 


Up to now, it has been possible to address the need for commercial use of 


drones by means of a “tailored” exemption regime. As drone use increases, 


the number of applications for exemptions grows accordingly. The result is a 


need for a clearer framework and transparency in the way the authorities deal 


with the issue.  


In addition to specific exemption applications, there has been a significant 


increase in the number of cases referred to the Danish Transport Authority 


relating to drones (see Figure 2). It is anticipated that the increase will 
continue in coming years. 


Figure 2: Number of cases referred to the Danish Transport Authority 


each year relating to drones 


 
 


8 This figure is based on calculations as of 12 December 2014. 
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It is against this background that the working group recommends that clear 


national regulations be drawn up for drones weighing up to and including 25 


kg. It is this group of drones that will constitute by far the greater part of the 


market in the near future. A second area that may require regulation is the 


piloting of drones beyond the operator’s visual line of sight (BVLOS). No 


specific request in this respect has as yet been received from applicants, but 


significant growth is expected in this area over the next five years.  


As drone regulations grow in scope, we believe that this will also result in a 
need to provide a better legal basis within the Air Navigation Act itself.  


In those areas where the EU/EASA may not be expected in the foreseeable 


future to provide regulation of drones (see below), national (Danish) 


regulations will be needed. It would be expedient for such Danish regulations 


to be formulated with an eye to countries akin to Denmark and the 


considerations of international bodies (see Chapter 3 Regulation in countries 


akin to Denmark and on an international level for more information). This will 


increase the likelihood of Danish regulations having a longer shelf-life and 
being better targeted in relation to future international regulation. 


It may equally be relevant to introduce requirements for smaller drones 


where considerations of safety (the Air Navigation Act) are secondary to the 


protection of privacy etc. Such requirements should be introduced into the Air 


Navigation Act (see Chapter 7 Drone requirements for more information). 


Overall, the working group is of the view that the introduction of civil drones 


in Danish society will require that framework conditions for civil drones be 
incorporated in the Air Navigation Act.   


 


2.2 Legislation of the Ministry of Justice  


The question of invasion of privacy etc. may be relevant in the use of remote-


controlled civil drones equipped with a camera or similar device, allowing the 


drone to take photographs, make video recordings and transmit or in some 
other manner collect data. 


As regards these situations, the Act on Video Surveillance, the Act on 


Processing of Personal Data and the Criminal Code all contain regulations that 
may be relevant. 


In terms of the relationship between the Act on Video Surveillance and the Act 


on Processing of Personal Data, it should generally be noted that the Act on 


Video Surveillance governs the actual right to undertake video surveillance. If 


the video surveillance allowed under the Act on Video Surveillance involves 


the collection of personal data, such collection and the subsequent use of the 


recordings made must be in accordance with the Act on Processing of 


Personal Data.  


 


2.2.1 The Act on Video Surveillance 


Section 1(1) of the Act on Video Surveillance prohibits private persons from 


undertaking video surveillance of a street, road, square or similar area used 


for public traffic. Nevertheless, the Act on Video Surveillance contains a 
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number of specific exceptions allowed on crime-prevention grounds (cf. 
Sections 2 and 2a of the Act). 


The prohibition on private video surveillance of areas used for public traffic 


applies both to private individuals and private legal entities, including e.g. 
private companies and associations. 


Under Section 1(2) of the Act, “video surveillance” means continuous or 


regularly repeated personal surveillance with the aid of a remote-controlled or 
automatically operated video camera, still camera or similar camera.  


Regarding the term “video surveillance”, the drafting notes9 for the provision 


contain the statement that the Act is basically intended not just to cover cases 


where surveillance is associated with the recording of images on a video tape, 


film or similar medium, but also cases where the recording or taking of 


images in this manner does not take place and the surveillance in question 


therefore only involves direct observation on a monitor or similar device. 


The drafting notes also show that the expression “continuous or regularly 


repeated personal surveillance” entails that observation or recording must be 


for the purposes of carrying out checks on individuals and their behaviour. 


Cameras that are set up to carry out checks using e.g. a mechanical function 


or for observing or recording the behaviour of animals in the wild do not 
accordingly come within the scope of the Act.  


The requirement of “continuous or regularly repeated” surveillance also 


entails that recording or observation of some duration must be involved, and 


which is not limited to given events or sequences of events. The requirement 


will for instance be met by the use of cameras that only start operating at 
fixed intervals or specific times, or when people enter the field of vision. 


The gist of the drafting notes is that the requirement should be taken to mean 


that photography and observation of a more casual and one-off nature does 


not come under the Act10. In this connection, reference may be made to 


criminal case TfK-2012-367, where the Eastern High Court pronounced that 


an instance of recording for approximately three hours did not come under 


the prohibition of Section 1(1) of the Act on Video Surveillance, as the 


recording did not meet the condition of being “continuous and regular”. 


Finally, the camera must be “remote controlled or automatically operated”, 


which means that the use of cameras that are controlled in-situ, such as 


those for general film recordings and snapshots, are outside the scope of the 
Act. 


A drone is a remote-controlled device that will usually be in constant motion, 


so that it does not in principle record at a specific location. The Ministry of 


 


9 Government Bill no. L 151, The Folketing Hansard 1981–82 (Collection 2), Supplement A, p. 
3832 ff. 


10 A tourist who uses remote control to make video recordings on the “Strøget” (main shopping 
street) in Copenhagen will thus not be in breach of the Act on Video Surveillance, cf. Tv-
overvågning, Peter Blume, 2008, page 39.  
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Justice does not know of any legal precedent where application of the Act on 


Video Surveillance has had to be considered in cases of this kind, where a 


camera is mounted on a remote-controlled object that is in constant motion. 


The issue is whether the condition enshrined in Section 1(2) of the Act on 


Video Surveillance relating to “continuous and regularly repeated personal 


surveillance” can be deemed to be met in such cases. Whether, in a specific 


case, a drone has been used in connection with continuous and regularly 


repeated personal surveillance in the sense of the provision must depend on 


an evaluation of the overall circumstances relating to the 
observation/recording.  


It may nevertheless be assumed that civil drones equipped with a camera, 


and used as part of more systematic observation/surveillance that is not 


limited to specific events, will come under the prohibition expressed in the Act 
on Video Surveillance under certain circumstances. 


The general prohibition in Section 1 of the Act on Video Surveillance applies, 
as stated, only for video surveillance undertaken by private persons.  


The Act on Video Surveillance does not accordingly regulate the right of public 


authorities to carry out video surveillance, including police surveillance of 


streets, roads, squares or similar areas. However, public authorities are 


subject to the general rules governing the handling of cases and standards of 


good administrative practice set out in administrative law. These include the 


duty to always be objective in the exercise of authority. In addition, public 


authorities are subject to a general principle of proportionality. Furthermore, 


the regulations of the Act on Processing of Personal Data also apply in relation 
to public authorities (see below). 


 


2.2.2. The Act on Processing of Personal Data 


2.2.2.1 The scope of the Act on Processing of Personal Data 


The Act on Processing of Personal Data contains general provisions of Danish 
law on the processing of personal data. 


Under Section 1(1) of the Act, the Act on Processing of Personal Data applies 


to “the processing of personal data wholly or partly by automatic means, and 


to the processing otherwise than by automatic means of personal data which 


form part of a filing system or are intended to form part of a filing system”.  


Under Section 3, no. 1 of the Act, “personal data” means any information 
relating to an identified or identifiable natural person (“data subject”).   


According to Section 3, no. 2 of the Act, “processing” means any operation or 


set of operations which is performed upon personal data, whether or not by 


automatic means. The term “processing” is to be understood in a very broad 


sense, to include collection, recording, systematisation, storage, adaptation or 


modification, selection, searches, use, disclosure by transmission, 
communication or any other form of handover, etc.11 


 


11 Lov om behandling af personoplysninger med kommentarer af Kristian Korfits Nielsen m.fl., 
2008, page 104. 
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Under Section 1(8) of the Act, it applies to any processing of personal data in 


connection with video surveillance. This provision only covers video 


surveillance covered by the Act on Video Surveillance.12 


The following is set out in Item 3.2.1 of the drafting notes on the legal 
position prior to insertion of the provision contained in Section 1(8): 


“Section 1(1) of the Act on Processing of Personal Data entails that video 


surveillance by private individuals and public authorities using digital 


equipment (i.e. video surveillance using equipment which involves processing 


by automatic means) is covered by the Act on Processing of Personal Data if 


personal data relating to an identified or identifiable natural person is 


processed. This applies regardless of whether the video surveillance is 


performed with or without the recording of images. The practice of the Danish 


Data Protection Agency has been to regard images of e.g. personnel, 


customers and other persons present as being personal data covered by the 
Act.  


It is the practice of the Danish Data Protection Agency not to regard video 


surveillance using analogue equipment as being covered by Section 1(1) of 


the Act. The reason cited by the Agency for this is that this form of video 


surveillance does not involve processing by automatic means. This means that 


video surveillance by public authorities using analogue equipment is outside 


the scope of the Act, whereas video surveillance by private persons using 


analogue equipment is covered by Section 1(2) of the Act on Processing of 


Personal Data if the video surveillance is associated with the recording of 
images and these recordings are stored in systematic fashion.” 


The provision contained in Section 1(8) entails that processing by private 


persons and public authorities of personal data in connection with video 


surveillance is covered by the Act on Processing of Personal Data, regardless 


of whether data processing is by automatic means and regardless of whether 


personal data obtained via video surveillance is to form part of a filing system 
or be the subject of other non-automatic processing.13 


Apart from the cases mentioned in Section 1(8) of the Act (i.e. in cases that 


do not involve video surveillance in the meaning of the Act on Video 


Surveillance), recording of images with a camera may (depending on the 


specific circumstances) still constitute processing of personal data under the 
general scope of the Act. 


The Act covers all processing of personal data, regardless of the identity of 
the intended beneficiary of the processing.  


Under Section 2(3) of the Act on Processing of Personal Data, the Act does 


not apply to the processing of data undertaken by a natural person with a 


view to the exercise of purely personal activities.  


 


 


12 Government Bill no. L 162, The Folketing Hansard 2006–2007 (Collection 1), Item 7.1.2. 


13 Government Bill no. L 162, The Folketing Hansard 2006–2007 (Collection 1), Item 7.1.2. 
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2.2.2.2 The rules on processing of data of the Act on Processing of Personal 


Data 


Section 5 of the Act on Processing of Personal Data contains a number of 


fundamental principles for the processing of data by the data controller, 


including rules for its collection, updating and storage, etc. Processing of data 


must be in accordance with good practices for the processing of data. This 


means that the processing must be appropriate and lawful. Collection of data 


may also only be made for specified, explicit and legitimate purposes and 
further processing must not be incompatible with these purposes. 


Sections 6–8 of the Act on Processing of Personal Data contain a series of 


provisions governing when collection, recording and disclosure of personal 


data may take place. The Act on Processing of Personal Data is structured so 


that processing of personal data may only take place if the rules on 


processing of data set out in Sections 6–8 provide a legal basis for this. 


Nevertheless, the Act contains special rules on the processing of personal data 
for certain areas specified in more detail. 


2.2.1.3 The Act on Processing of Personal Data and the processing of personal 


data that originates from a drone 


Provided that recordings made using civil drones equipped with a camera are 


covered by the Act on Video Surveillance, the Act on Processing of Personal 


Data will apply (cf. Section 1(8) of the Act on Processing of Personal Data). 


Such recordings will likewise be covered by Chapter 6a of the Act on 


Processing of Personal Data, which contains a number of special provisions 


relating to the processing of personal data in connection with video 
surveillance for criminal prevention purposes. 


In other cases, recordings with a camera mounted on a drone that comprise 


data about persons will, as stated, be covered by the Act on Processing of 


Personal Data under certain circumstances. 


Recording will accordingly only take place if the fundamental principles of the 


Act on Processing of Personal Data and the aforementioned conditions set out 


in Sections 6–8 of the Act are met. The same applies in relation to the 


subsequent use of the recordings, including the making public and disclosure 


of images and videos that contain recognisable persons. 


 


2.2.3 The Criminal Code 


The Criminal Code contains provisions that may under certain circumstances 
be relevant to the use of civil drones. 


Under Section 264a of the Criminal Code, any person who unlawfully 


photographs persons who are not in a place open to the public shall be liable 


to a fine or to imprisonment for a term not exceeding six months. The same 


shall apply to any person who, with the aid of a telescope or other equipment, 


unlawfully watches such persons. The provision covers the recording of both 


still images and film, as well as observation using an item of equipment, 


including in cases where the images are not stored. The prohibition set out in 


Section 264a of the Criminal Code is of importance for private households and 


private gardens. Photography or observation by means of an item of 


equipment of persons who are not in a place open to the public will generally 


be unwarranted unless consent has been given by the person photographed 


or observed or by the person who owns or is in charge of the location in 
question. 
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Under Section 110a(1), no. 1 of the Criminal Code, any person who, 


intentionally or through negligence, without being duly authorised to do so, 


takes photographs of Danish military defence installations, depots, units, 


arms, material, etc., which are not accessible to the public, or who duplicates 


or publishes such photographs, shall be liable to a fine or imprisonment for a 


term not exceeding three years. It is a condition that the person was or ought 


to have been aware that the item in question was an installation etc. not 


accessible to the public. Under (2) of the same section, any person who, 


intentionally or through negligence, without being duly authorised to do so, 


takes photographs from aircraft over territory of the Danish state or publishes 
such unlawfully taken photographs, shall be liable to a fine. 


Under Section 263(1), no. 3 of the Criminal Code, Any person who unlawfully, 


with the aid of equipment, secretly listens to or records statements made in 


private, telephone conversations or other conversations between others or 


negotiations in a closed meeting in which he is not himself taking part or to 


which he has unlawfully obtained access, shall be liable to a fine or to 


imprisonment for a term not exceeding six months. Section 263(1), no. 3 


applies irrespective of the location, i.e. both in a private house and in places 


accessible to the public. Section 263(1), no. 3 entails that it will normally be 


prohibited to listen to or record statements or conversations with the aid of 


equipment, unless such listening or recording takes place with the consent of 


at least one of the participants in the conversation that is being listened to or 
recorded. 


 


2.3 Legislation of the Ministry of Business and Growth  


2.3.1. Export controls legislation 


The rules governing export controls for dual-use items (i.e. items which can 


be used for both lawful civilian and military purposes and for development and 


manufacture of weapons of mass destruction) are based on EU regulations set 


out in Council Regulation (EC) No 428/2009, as amended by Council 


Regulation (EC) No 388/2012. The regulations in question are therefore 


common to the EU and find direct application within all member states. 


Equivalent regulations have also been issued by a number of countries outside 


the EU.  


The purpose of the export control regulations is to prevent the sale of critical 


dual-use items to markets and customers if there is particular risk that they 
may be used to endanger international peace and security.  


In connection with Council Regulation (EC) No. 428/2009 with later 


amendments, the EU has set out a so-called control list for dual-use items 


that require an export licence.  


As regards drones (UAVs) with autonomous flight control and navigation 


capability or a capability of controlled-flight out of direct visual line of sight 


involving a human operator, these are listed in the EU’s control list under 


category number 9A012.a.2. This means that companies wishing to export 


such drones to a country outside the EU must always apply for an export 


licence in advance from the responsible export control authority. Danish 


companies must therefore apply for an export licence from the Danish 


Business Authority, which is the export control authority in Denmark for dual-
use items. 
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Export controls apply to the export of dual-use items outside of the EU 


customs area, and therefore also for export to Greenland and the Faroe 


Islands. A licence is therefore required in order to send a controlled drone 
from Denmark to Greenland, for instance. 


In most cases, licences are granted for the export of drones. However, as of 


the time of writing, there has been one case where an application for export 


licence for a drone has been turned down: the intended recipient was a 


military end-user in the Middle East. 


 


2.3.2 Frequency legislation 
The Act on Radio Frequencies14 regulates the use of frequencies in Denmark.  


The starting point is that permission is required from the Danish Business 


Authority to use frequencies, unless certain defined frequencies are involved 


that are specifically exempted from the requirement.  


The purpose of the Act on Radio Frequencies is to ensure that essential public 


interest considerations relating to the frequency spectrum are addressed, that 


competition on the frequency spectrum and therefore the telecommunications 
market is promoted and that efficient use of frequencies is ensured.  


The Minister of Business and Growth lays down binding guidelines for the 


general prioritisation of the use of frequencies by the Danish Business 


Authority and the latter’s administration of the Act on Radio Frequencies. 


Within the framework of these guidelines, the Danish Business Authority lays 


down a frequency plan containing an overview of the framework for using and 
inter-prioritising all radio frequencies.  


The Act on Radio Frequencies also contains provisions governing issue by the 


Danish Business Authority of frequency licences, including after auctions or a 


public tender process, as well as supervision of licence holders and user 


compliance with the Act and regulations issued under the Act.  


The Danish Business Authority carries out supervision duties in respect of 


detecting specific interference caused by frequency use or other 


electromagnetic phenomena. In this connection, the Danish Business 


Authority may issue an improvement notice to owners or users of radio 


equipment, telecommunications terminal equipment or electrical or electronic 


apparatus, and in certain cases may disconnect such equipment. Prohibited 


use of frequencies or failure to comply with an improvement notice etc. issued 
by the Danish Business Authority is punishable by fine.  


Under the terms of the Act on Radio Frequencies, a number of executive 


orders have been issued that regulate various aspects of the frequency 
spectrum in greater detail. 


 


14 Act no. 475 of 12 June 2009 on radio frequencies as amended by Section 23 of Act no. 1231 of 
18 December 2012 
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2.3.3 The Product Safety Act  


Neither the Act on Product Safety (the Product Safety Act) nor the Executive 


Order on safety requirements for toy products (the Toy Regulation) lay down 
standards for the sale and use of drones in Denmark. 


The Toy Regulation applies specifically to products that are exclusively or 


partly designed or intended for use by children under the age of 14. That is to 


say, the product must be marketed with the intention of selling it to children 


under the age of 14. If the product is marketed in a hobby shop or in a 


department for older children in a toy store, it is not covered by the 


Regulation.  


Nor are there any standards in the Toy Regulation that cover drones or any 


criteria that may be applied in specifying a potential triviality threshold. 


As far as the Product Safety Act is concerned, this too is devoid of standards 


for products. The Act simply lays down that products must be safe, that is to 


say, that products should involve no risk, or only a limited and acceptable 


risk, in terms of posing a safety or health hazard to consumers when the 


product is used under general or foreseeable circumstances and within the 


expected lifetime of the product. The manufacturer must provide consumers 


with the necessary information allowing them to assess the risks. The Act 


does not extend to protection of third parties.  


 


2.3.4 The Marketing Practices Act 


There is nothing in the Marketing Practices Act that prevents sellers of drones 


in Denmark from being required to insert a leaflet with details of Danish 


aviation legislation in the area. 


On the contrary, certain provisions of Sections 3 and 7 of the Act require 


traders not to use misleading or improper statements or omit material 


information if this is likely to materially distort consumers’ or other traders’ 


economic behaviour in the market and that “when an offer is made, on entry 


into an agreement or (depending on the circumstances) at the time of 


delivery, appropriate guidance shall be given in accordance with the nature of 


the product or service, where this is of importance for the assessment of the 


character or properties of the product or service, including in particular its 
functional properties, durability, hazardous nature and maintainability”. 


For the online purchase of goods from a supplier outside of Denmark, this 


option is clearly not available. In this case, the information must be provided 


in some other manner. 
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3 Regulation in countries akin to Denmark 


and on an international level 


Common to all the countries surveyed is that the aviation 


authorities’ regulatory process for drone matters is not as yet 
particularly advanced. On the other hand, the basic conditions 


governing the flying of civil drones are highly uniform across 


national borders in terms of regulating their actual operation and 
flight. The comparison with the other countries leads the working 


group to recommend considering an increase in the maximum 
height at which civil drones may be flown to 120 metres in urban 


areas. 


International aviation organisations are very active in preparing 
regulations and product standards, in particular for large drones 


that operate in mixed airspace together with general aviation. 
The working group recommends that, if Denmark wishes to have 


a major influence in international fora, resources should be set 


aside for this purpose. 


 


3.1 Sweden 


Sweden is one of the few countries to have drawn up dedicated drone 


regulations. The regulations15, which came into force on 1 December 2007, 
were revised in April 2013.16  


 


3.1.1 Operational regulations 


Swedish legislation ensures that all drone operators must as a matter of 


principle have a licence from the Swedish authorities if they are to be able to 


operate commercially in Sweden. A licence is required if drones are to be used 


or are designed for: 


1. Test flights or research 


2. Commercial purposes 


3. Contract flights or similar which cannot be considered as for pleasure 


or recreation 


4. Flights undertaken outside of the visual line of sight (VLOS)  


When an operation involving drones is designated as VLOS, this means that at 


any given time the drone is within the visual line of sight of the operator. The 


 


15 The Swedish regulations may be accessed via the following link: TSFS 2009:88 


16 The revised regulations may be accessed via the following link: TSFS 2013:27 



http://www.transportstyrelsen.se/tsfs/TSFS_2009_88.pdf

http://www.transportstyrelsen.se/tsfs/TSFS%202013_27.pdf
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requirement under normal circumstances is that the drone cannot be more 
than 500 metres away from the operator. 


Other activity involving civil drones is designated as model flying, including for 


competition, sport, hobby and recreational purposes. The Swedish authorities 


recommend adhering to the regulations of the Swedish Model Flying 
Federation for these types of flight.  


Drones are moreover categorised by weight. The weight categories are the 


same as in Denmark: 


- Category 1A: Civil drones weighing less than 1.5 kg 


- Category 1B: Civil drones weighing between 1.5 kg and 7.0 kg 


- Category 2: Civil drones weighing more than 7.0 kg 


Where Category 1A drones are flown, it is up to the operator to stipulate a 


safe distance from people, buildings and animals. 


Category 1B drones must maintain a safety distance of 50 metres from 
people, buildings and animals.  


Where Category 2 drones are flown, the safety distance is increased 
commensurate with increases in drone weight.  


For all three categories of civil drone, the maximum height at which they are 


flown must be 120 metres. In addition, drones may only be flown above 


people who are involved in controlling the flight of the drone or who have 
given their consent. 


 
3.1.2 Training 


Training is required for the flying of all categories of civil drone in Sweden. 


The aviation authorities are responsible for assessing the skills of the 


operator. 


For Categories 1A and 1B, the training is based on independent study by the 


person involved, but to acquire a licence to fly a Category 2 drone, training is 


required on the relevant drone type with a subsequent flying test supervised 


by the authorities. A distinction is made between three types of drone: fixed-


wing, helicopter and multi-rotor.  


If the operator does not have a private pilot’s licence (PPL), they must also 


take a theory test consisting of five questions, of which at least three must be 
answered correctly. 


 


3.1.3 Differences compared to the Danish regulations 


In Sweden, operators must have a general licence to fly drones commercially. 


The operator must also have produced an operations manual for flying civil 


drones weighing more than 7 kg (Category 2). In addition, there is 


differentiation of safety distances based on the weight of the drone, whereas 


in Denmark it is the same fixed safety distance for all drones. We should 


consider introducing this differentiation in future Danish regulations.   
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3.2 Norway 


3.2.1 Legislation 


Norway has not as yet produced any specific regulations for flying civil 


drones, and applications are therefore dealt with on an individual basis as in 


Denmark. Norwegian authorities have consequently issued guidance that 
includes guidelines and conditions for drone operation.17  


Anyone using a drone on a commercial basis must be in possession of the 
appropriate licence from the Norwegian aviation authorities. 


Civil drones are not subdivided into categories as in other countries. The 


Norwegian approach is simple: the bigger the drone, the more stringent the 
requirements imposed in the approval process.  


Furthermore, operators must have produced an operations manual containing 


a description of the operational procedures. In particular, there must be an 
account of how the risk to third parties is minimised.  


The safety distance from people and buildings must be proportional to the 


height at which the drone is flown. For instance, flying at a height of 40 


metres will require a safety distance of 40 metres, etc. There is however a 
minimum safety distance of 20 metres. 


The safety distance requirement only applies to multi-rotor drones and not 


fixed-wing types. This is because, whereas an engine/motor fault on a multi-


rotor craft will simply cause it to crash, a fixed-wing drone will continue 


gliding after the engine/motor cuts out, and this has to be allowed for in 
specifying the safety distance. 


 


3.2.2 Training 


Like Denmark, Norway has no training requirement. Nevertheless, the 


operator must be able to demonstrate that the person in question has an 
adequate level of skill to allow them to perform the operations safely. 


3.2.3 Differences compared to the Danish regulations 


Unlike Denmark, Norway has subdivided the aircraft into categories based on 


weight. In addition, the Norwegian regulations differ from the Danish ones in 


that in Norway shorter minimum distances from public roads and congested 


areas are used. In Norway the minimum distance is 20 metres, whereas in 
Denmark it is 150 metres. 


3.3 The Netherlands 


3.3.1 Legislation 


Unless exemption is granted, flying of civil drones is prohibited in the 


Netherlands. Exemptions are granted exclusively for commercial or public use 


of drones. In order to obtain an exemption, the drone must have a certificate 


of registration, a certificate of airworthiness and be insured. Finally, the 


operator must be able to document that the person in question is in 
possession of the necessary skills to fly the drone safely.  


 


17 The Norwegian guidance is available from this link: AIC 



http://luftfartstilsynet.no/regelverk/aic-n/article10861.ece
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If exemption is granted, flights must be undertaken in accordance with the 


following guidelines: 


 The drone must be within the visual line of sight of the operator; 


 The maximum height at which a drone may be flown is 120 metres; 


 The drone must be flown in accordance with Visual Flight Rules (VFR) 


(i.e. rules for flying private aircraft that do not use instruments); 


 Operation of a drone may only take place between sunrise and sunset; 


 A civil drone must not fly further than 500 metres from its operator; 


 In principle, drones must be flown at least 150 metres away from 


people and buildings. This distance may however be reduced based on 


the characteristics of the drone, the skill of the operator, a risk 


assessment and an assessment of whether there is some public 


interest associated with the operation. 


 
3.3.2 Training 


The Dutch authorities make it a requirement that the operator be trained. The 


operator must accordingly have completed a manufacturer’s course or other 


documented form of training, including a theory course with associated 


examination. There are however no approved organisations in the 


Netherlands that can supervise the training. Instead, approval is given to 


training that is approved by the UK aviation authorities. 


3.3.3 Differences compared to the Danish regulations 


The Dutch authorities make it a requirement that the operator should have 


completed training; this is not the case in Denmark. In addition, the Dutch 


regulations differ from the Danish ones in that, for commercial drone use, 


every instance of drone operation must be approved. Finally, unlike in 


Denmark, recreational use of drones is not permitted in the Netherlands. 


3.4 The United Kingdom 


3.4.1 Legislation 


The UK aviation authorities, in the form of the Civil Aviation Authority (CAA 


UK), have not yet drawn up specific regulations for the use of drones weighing 


less than 150 kg. CAA UK has however issued guidance materials with the 


intention of guiding those involved with drones to develop their own safety 
requirements and standards for civil drones.18 


Civil drones weighing more than 20 kg are subject to the requirements 


governing UK airspace (The Air Navigation Order). If a civil drone cannot meet 
the requirements, an exemption may however be granted.  


For instances where civil drones are flown outside reserved airspace, CAA UK 


has proposed a number of operational restrictions. Flying is accordingly 
prohibited: 


 


18 The UK guidance material is available from this link: CAP 722 Unmanned Aircraft System 
Operations in UK – Airspace Guidance  



http://www.caa.co.uk/docs/33/cap722.pdf

http://www.caa.co.uk/docs/33/cap722.pdf
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- in controlled airspace, except with the permission of the appropriate 


ATC (Air Traffic Control) unit; 


- in any aerodrome traffic zone except with the permission of either the 


appropriate ATC unit or the person in charge of the aerodrome; 


- at a height exceeding 400 feet (120 metres) above the surface; 


- at a distance beyond the visual range of the Remote Pilot/RPA 


observer of the said aircraft, or a maximum range of 500 metres, 


whichever is less; 


- over or within 150 metres of any congested area of a city, town or 


settlement; 


- within 50 metres of any person, vessel, vehicle or structure not under 


the control of the Remote Pilot; during take-off or landing, however, 


- the aircraft must not be flown within 30 metres of any person, unless 


that person is under the control of the Remote Pilot. 


However, exemption may be granted from the above requirements in the case 
of commercial use.  


Finally, anyone wishing to operate drones on a commercial basis must be in 


possession of the appropriate permission from CAA UK. The requirements for 


obtaining permission for commercial operation are set out in the table below. 


Aircraft 
Mass 


Airworthiness 
Approval? 


Registration? Operating 
Permission? 


Pilot 
qualification? 


20 kg and 
less 


No No Yes19 Yes20, BNUC-S or 
equivalent21 


More than 20 
kg, up to and 
including 150 
kg 


Yes22  Yes Yes23 Yes, BNUC or 
equivalent24 


More than 
150 kg 


EASA Permit to Fly 
or UK Permit to Fly 
in accordance with 
“B conditions”25 


Yes Yes Yes, BNUC, CPL(A) 
or equivalent26 


 


19 Applicable for civil drones used for commercial purposes (“Aerial Work purposes”) if flown 
within a congested area or close to people or property. 


20 Applicable for civil drones used for commercial purposes (“Aerial Work purposes”) if flown 
within a congested area or close to people or property. 


21“Equivalent pilot experience will be considered on a case-by-case basis during application for an 
operating permission.” 


22“It may be possible to obtain certain exemptions from the airworthiness and registration 
requirements.” 


23“It may be possible to obtain certain exemptions from the airworthiness and registration 
requirements.” 


24“Equivalent pilot experience will be considered on a case-by-case basis during application for an 
operating permission.” 


25“It may be possible to obtain certain exemptions from the airworthiness and registration 
requirements.” 
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Operation within a congested area is only permitted if, in its operations 


manual the operator (“the Remote Pilot”) states “minimum separation 


distances from persons, vessels, vehicles and structures” and other structures 
based on a risk assessment. 


It is also a requirement of CAA UK that all operators should have produced an 
operations manual. 


 
3.4.2 Training 


CAA UK requires that drone operators be able to demonstrate that they are in 


possession of the necessary skills. CAA UK has not however as yet defined 


any specific training requirements for flying civil drones. Nevertheless, CAA 


UK accepts the skills operators have achieved from a training programme 


drawn up by EuroUSC, which has devised a drone training course specifically 


designed for civil drones weighing less than 20 kg.  


 
3.4.3 Differences compared to the Danish regulations 


In the UK anyone using a drone in a commercial context must have 


permission to do so from CAA UK. In Denmark things are different, in that 


commercial operation is possible without permission, provided such operation 
is within the framework of Regulations for Civil Aviation BL 9-4. 


3.5 The United States 


3.5.1 Legislation 


In 2013 the US aviation authorities, the Federal Aviation Agency (FAA) issued 
a roadmap for the integration of civil drones in US airspace.  


It is made clear in the roadmap that no separate airspace will be created 


solely for the use of civil drones. Civil drones are thus to be integrated in the 
currently existing airspace.27 


In this connection, the FAA has proposed a number of basic conditions that 


civil drones must meet in order to ensure their integration in US airspace: 


- “UAS (civil drones) must operate safely, efficiently, and compatibly 


with service providers and other users of the NAS (national airspace) 


so that overall safety is not degraded; 


- UAS will have access to the NAS, provided they have appropriate 


equipage and the ability to meet the requirements for flying in various 


classes of airspace; 


 


26“Equivalent pilot experience will be considered on a case-by-case basis during application for an 
operating permission.” 


27 The so-called European RPAS Steering Group, set up by the European Commission to 
determine how civil drones can be integrated in European airspace, is also of the opinion that civil 
drones must be adapted to the current actors in European airspace (Source: Roadmap for the 
integration of civil Remotely-Piloted Aircraft Systems into the European Aviation System, Final 
report from the European RPAS Steering Group). 
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- UAS will comply with ATC instructions, clearances, and procedures 


when receiving air traffic services; 


- Except for some special cases, such as small UAS (sUAS) with very 


limited operational range, all UAS will require design and airworthiness 


certification to fly civil operations in the NAS.” 


The FAA is working in tandem with other relevant US authorities and 
stakeholder organisations on the integration of civil drones in the airspace. 


Four categories of unmanned aircraft systems (UAS) are distinguished in the 


US: 


1) Model aircraft 


2) Civil UAS 


3) Public UAS 


4) Small unmanned aircraft below 25 kg in weight  


Operation of the first category (model aircraft), must be in accordance with a 
guidance document (an Advisory Circular)28.  


For operations with the second category (civil UAS), operators can obtain a 


special experimental certificate of airworthiness (“Experimental Category”) by 


demonstrating that the civil drone can operate safely within an allocated test 


area without causing damage or injury to a third party or their property.29 An 


experimental certificate of airworthiness is generally valid for up to a year and 
will typically be issued to commercial operators. 


To obtain permission, operators must be able to describe the design, structure 


and manufacture of their civil drones, including the relevant technical 


processes, development of software and control, configuration management 
and quality assurance procedures.  


If the FAA is of the opinion that the drone does not constitute an 


unreasonable safety risk, the special certificate of airworthiness in the 


experimental category is issued, with the operational restrictions that apply to 


the specific drone. 


 


Box 3.1: Issue of certificate of airworthiness in the experimental 


category 


In 2013, the US aviation authorities selected six test centres where research 


and testing will be carried out using civil drones. In addition to using the 


centres for research and testing, it is the FAA’s ambition to delegate the issue 


of certificates of airworthiness in the experimental category to the test 


centres. Once the delegation becomes effective, the centres will be subject to 


an annual inspection designed to ensure they are fully able to address the 


task of issuing certificates of airworthiness in a reliable manner.  


 


28 The US guidance for model aircraft is available from this link: 
http://rgl.faa.gov/Regulatory_and_Guidance_Library/rgAdvisoryCircular.nsf/0/1acfc3f689769a56
862569e70077c9cc/$FILE/ATTBJMAC/ac91-57.pdf  


29 The US guidance for civil drones (civil UAS) is available from this link: Interim Operational 
Approval Guidance 08-01 



http://rgl.faa.gov/Regulatory_and_Guidance_Library/rgAdvisoryCircular.nsf/0/1acfc3f689769a56862569e70077c9cc/$FILE/ATTBJMAC/ac91-57.pdf

http://rgl.faa.gov/Regulatory_and_Guidance_Library/rgAdvisoryCircular.nsf/0/1acfc3f689769a56862569e70077c9cc/$FILE/ATTBJMAC/ac91-57.pdf

http://www.faa.gov/about/office_org/headquarters_offices/ato/service_units/systemops/aaim/organizations/uas/coa/faq/media/uas_guidance08-01.pdf

http://www.faa.gov/about/office_org/headquarters_offices/ato/service_units/systemops/aaim/organizations/uas/coa/faq/media/uas_guidance08-01.pdf
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The third category (public UAS) are civil drones that public authorities used 


for public (governmental) purposes. When public authorities wish to use a 


public UAS, the FAA issues permission for this (Certificate of Waiver or 


Authorization (COA)). With a COA, public authorities can use a drone for 
specific purposes in a defined area.  


The FAA is currently working on developing the conditions that are to apply to 


operations with public UAS. This is to ensure that public UAS will not 


endanger the safety of other aviation. The aim of their work is to develop a 


certificate of airworthiness with terms and conditions attached that ensures a 
level of safety equivalent to that governing manned aircraft.  


This will presumably mean that public UAS must not fly in populated areas, 


and that a person in a manned aircraft (“chase plane”) or a person on the 


ground must be able to observe the UAS. 


In 2012 the FAA was granted the possibility of permitting public authorities to 


operate drones weighing 2 kg or less, with the following restrictions: 


- The drone must be flown within the operator’s visual line of sight 


(VLOS) 


- The maximum height at which a drone may be flown is 120 metres 


- It may only be flown between sunrise and sunset  


- It may only be flown in uncontrolled airspace (Class G airspace) 


- It must be flown at least 8 km from any airport or other locations with 


aviation activities. 


The final category (small unmanned aircraft) covers unmanned aircraft below 


25 kg in weight. For this category of unmanned aircraft, FAA policy is that 
individual permission must in principle be sought for each operation.  


The FAA has commissioned a safety assessment of these small unmanned 


aircraft. In this connection, an investigation is underway to determine 


whether there are aircraft within this category which fly at such low speeds 


that any potential injury to people or damage to property will be limited in 


nature. On the basis of this safety assessment, the FAA will in the imminent 


future produce a new circular focusing on operations that cannot be described 
as recreational activities. 


 
3.5.2 Training 


The US aviation authorities require drone operators to be able to control a 


civil drone to the same level as is required for a manned aircraft. This means 


that an operator must either have a private pilot’s licence or the military 


equivalent within the aircraft category they wish to operate in unmanned 


form. In addition to the requirement of a private pilot’s licence, additional 


training is required, linked specifically to piloting drones. 


Unless drones are flown within VLOS in daylight hours, outside of a congested 


area, five nautical miles from an airport, below 400 feet or with a maximum 


distance of one nautical mile between the operator and drone, the operator 
must be in possession of an FAA pilot’s licence. 


3.5.3 Differences compared to the Danish regulations 


Unlike the Danish authorities, those in the US use a dedicated category of civil 


drones operated by authorities for public (governmental) purposes (public 
UAS). 
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In addition, the US authorities require operators to hold a pilot’s licence and in 


many cases to also have completed other training specifically linked to 


piloting unmanned aircraft. 


3.6 Overall assessment: Similarities and differences 


The review of regulations for flying civil drones in each of Sweden, Norway, 


the UK, the Netherlands and the USA showed that the regulations mainly 


focus on the actual process of flying.  


 


These “traffic regulations” do not differ greatly between the countries. It is 


also a common denominator of the countries in question that case 


management within the field is characterised by a tailored case-by-case 


approach on the part of the aviation authorities. The reason for this is the lack 


of detailed international regulations and standards.   


 


There is just one point where Denmark differs from the countries surveyed: 


we have a lower maximum height at which drones may be flown than they do 


(cf. Table 3.6 below). 


 
Table 3.6: Maximum height at which civil drones may be flown in selected 
countries 


Country Maximum height 


Denmark 100 m 


Sweden 120 m 


Norway 120 m 


The United Kingdom 120 m 


The Netherlands 120 m 


The USA 120 m 


  


The current maximum height of 100 metres for flying drones is down to the 


fact that Defence Command Denmark routinely trains and exercises its crews 


in flying below 150 metres throughout the entire country, except over a 


congested area.  


Bearing this in mind, we cannot recommend a general increase in the Danish 


maximum height for flying drones. At times, the Danish military flies as low as 


30 metres above ground. Nevertheless consideration should be given to 


increasing the maximum height to that of other countries (120 metres) for 


professional actors flying in a congested zone.30 It is primarily in and around 


towns that drones may need to be flown at a greater height.  


When flying in close proximity to high obstacles (wind turbines etc.) drones 


may be seen as a part of the obstacle.  


 


30 Before the maximum height can be increased, a risk assessment should be performed of the 
potential consequences for other airspace users of such an adjustment.  
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3.7 International regulation 


At the time of writing there is no international legislation that regulates the 


flying of civil drones, but various initiatives are on the way, both at a global 


and a European level. 


 


3.7.1 International Civil Aviation Organization (ICAO) 


The UN’s ICAO agency is the global focal point for the development of 


common regulations for flying civil drones. In the first instance, ICAO focuses 


on ensuring a common terminology and set of definitions for the area.  


As a consequence of the above, the ICAO established the so-called UAS Study 


Group (UASSG) in 2007, consisting of experts appointed by the ICAO’s 


member states. Its task was to help the ICAO secretariat in developing the 


necessary standards, recommendations, procedures and guidance material 


needed to ensure safe and effective integration of civil drones in non-
segregated airspace. 


In November 2014, the UASSG was replaced by the RPAS Panel. Whereas a 


‘study group’ occupies the lowest rung in the ICAO system, the ICAO’s panels 


have a lot of influence on the policies adopted. In other words, the 


replacement of the UASSG by the RPAS Panel shows that the drone agenda is 
gaining increasingly in importance for the ICAO. 


The ICAO focuses particularly on international operations and the measures 


that should be taken to ensure global interoperability. In this connection, 
priority is being given to the following areas. 


1) Terminology 


2) Airworthiness and certification 


3) Licences 


4) Frequency use 


5) Communication requirements 


6) “Detect and avoid” technology  


The general view is that the ICAO should issue a manual to the member 


states that will contain general recommendations on the flying of civil drones 


– in principle for all weight classes and all purposes.  


The manual must form the basis for producing dedicated international 


regulations for the flying of civil drones. The manual will take as its starting 


point the current standards for manned aircraft. It will address certification, 


airworthiness, technical requirements, requirements governing operator 


health and skills, as well as initial regulations for air navigation services.   


The ICAO’s objective is to have the regulations for civil drones produced and 
ready for implementation in 2028. 


3.7.2 The EU 


In 2013 the European Commission set up a Roadmap for the integration of 
civil Remotely-Piloted Aircraft Systems into the European Aviation System.  


The roadmap is divided into four time frames: 


 2013 


 2014–2018 


 2019–2023 
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 2024–2028 


The starting point in 2013 is based on national regulations in the individual 


member states, where operations in VLOS are normally permitted outside of 


congested urban areas and areas where many people are present. 


Commercial operations are also permitted in certain member states for 


approved drone operators. 


From 2014 to 2018, the intention is to gradually harmonise the national 


provisions, and it is anticipated that full harmonisation will be achieved at the 


end of the period. Test flying of drones under IFR (instrument flight rules) will 


also begin in airspace Classes A to C. Similarly, tests involving BVLOS 


operations will be commenced at very low heights in areas of low population 
density and over stretches of water.   


From 2019 to 2023, the aim is to allow certified personnel at approved drone 


operators to operate in all classes of airspace. The European Aviation Safety 


Agency (EASA) is to draw up common, proportional provisions for civil drones 


that cover all weight classes. Some classes of airspace will however still be 
closed to drone operations. 


From 2024 to 2028 it is anticipated, based on technical and operational 


development, that drones will be able to operate in almost all airspace classes 


and non-segregated airspace together with manned aircraft in line with other 


aviation.  


The main objective is that it should be possible to fly civil drones across 
national borders within the EU.  


On 8 April 2014, the Commission issued a communication entitled A new era 


for aviation – Opening the aviation market to the civil use of remotely piloted 


aircraft systems in a safe and sustainable manner. The aim of the 


Commission’s strategy in the area is to create a common market for civil 


drones in order to reap the societal benefits of this innovative technology and 
at the same time address citizens’ interests and concerns. 


At a meeting of the working group on horizontal transport matters on 7 


January 2015, the member states and the Commission discussed the future 


aviation package, which will include a revision of Regulation (EC) No 


216/2008. The Commission stated that the package has not been finalised, 


but that it would probably contain a communication about the level of 


competition in European aviation as well as a proposal on drones. It is 


anticipated that the Commission will present its case in the third quarter of 
2015, but that this set of regulations will mainly relate to large drones. 


3.7.3 JARUS 


Joint Authorities for Rulemaking on Unmanned Systems (JARUS) is a group of 


experts from the National Aviation Authorities (NAAs) and the European 
Aviation Safety Agency (EASA).  


The purpose of the group is “to recommend a single set of technical, safety 


and operational requirements for the certification and safe integration of 
Unmanned Aircraft Systems (UAS) into airspace and at aerodromes”.  


The work is carried out by a number of working groups (WGs). The following 


groups have been set up: 


WG-1, Operational and Personnel Requirements Group 
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WG-2, Organizations’ Approvals Group 


WG-3, Airworthiness Group 


WG-4, Detect and Avoid Group 


WG-5, Command, Control and Communication Group 


WG-6, UAS System Safety Group 


JARUS reviews the existing national regulations and international standards, 


as well as other material applicable to manned aircraft. On this basis, it drafts 


specific guidance material to cover the unique features of civil drones.  


The working groups consist of persons with the relevant background from the 
aviation authorities of those countries that wish to participate in the work. 


The primary output of JARUS will be recommended certification specifications 


and operational provisions, which can be used by national authorities to 


approve civil drones, operators or training organisations and which are 


recognised bilaterally throughout the JARUS member states.  


The strategy of JARUS is to facilitate coordination of the frameworks a group 


develops for civil drones within existing organisational structures for aviation. 


This is achieved by basing the developmental work in existing work processes 
for manned aviation. 


The work does not comprise drawing up legislation or mandatory standards. 


Each state or regional organisation will have to decide how the 
recommendations devised by JARUS are to be implemented.  


It is expected that the EU will draw on JARUS’ recommendations when the 
EASA begins drawing up regulations for the area. 


So far, JARUS has submitted a set of certification provisions for Light 


Unmanned Rotorcraft Systems (CS-LURS). This document states technical 


standards for the design of rotorcraft. In the preparation of the document, the 
same methods were used as are applied for small manned helicopters. 


JARUS has also prepared a presentation on the establishment of approved 


training companies involving requirements that are completely on a par with 
those that apply to training companies for ordinary aircraft.  


According to the presentation, for all drone categories, drone operators must 


take a medical examination as well as undertake theoretical and practical 


training. The basic idea is that the bigger the drone, the more stringent the 
requirements on the skills of the drone operator.31 


3.7.4 Overall assessment of the work of the international organisations 


We may conclude that there is a lot of activity on the international front as 


regards devising regulations and standards for civil drones, both at European 


and global level. Already from 2015, therefore, we may expect to see the first 


guidance material from the ICAO, whereas a dedicated regulatory framework 


designed to ensure full integration of civil drones in non-segregated airspace 


will not be implemented before 2028.  


 


31 The draft is available on the JARUS website (www.jarus-rpas.org) 
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The individual countries and organisations can already play a role in the 


regulatory process, if they wish to affect the manner in which integration of 


civil drones is to proceed. If Denmark wishes to be proactive in international 
fora, resources should be set aside for this purpose. 


At a European level, it is anticipated that measures aimed at regulating 


drones (most likely large drones) will be deployed in connection with the 
Commission’s aviation package.  


In connection with the work of the Commission and of the member states, 


JARUS is expected to assist with recommendations (also primarily relating to 
large drones). 


In the immediate future there will therefore be a need for national regulations 
as far as small drones are concerned. 


In light of the European Commission’s Roadmap for the 


integration of civil RPAS into the European Aviation System, which contains a 


gradual harmonisation of the national provisions, Danish regulation should be 


evaluated after three-five years in order to ensure that the requirements are 


working as intended and that they have not become unnecessary obstacles to 
using drones and exploiting the commercial potential in the drone industry.  


3.8 Relevant international legislation in the field of human 
rights 


2.2.4.1 The European Convention on Human Rights (ECHR) 


Under Article 8(1) of the ECHR, “everyone has the right to respect for his 


private and family life, his home and his correspondence”. Case law of the 


European Court of Human Rights indicates that Article 8 of the Convention 


also involves to some degree protection of the individual’s personal 


relationships with others and society at large. In publically accessible places 


therefore, certain requirements can be imposed relating to the need to 


respect the privacy of the individual. In this connection, importance is 


attached to determining what reasonable expectations an individual may have 
as regards their privacy. 


An equivalent provision is to be found in Article 7 of the EU’s Charter of 


Fundamental Rights. Moreover, Article 8 of the Charter contains a provision 


on the right to protection of personal data. 


Any new attempt to regulate the use of drones by civil authorities or private 


individuals will by its very nature have to be formulated in accordance with 
the ECHR or the EU’s Charter of Fundamental Rights.   
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4 Classification and triviality threshold 


Drones should be classified according to their risk profile, and 


the requirements must be tailored to match. Several criteria may 
be used for classifying civil drones. The working group 


recommends introducing an emergency response category for 


drones where a greater degree of risk will be acceptable in 
practice than would be the case for commercial or recreational 


drones. In addition, the introduction of a triviality threshold of 
250 g is recommended, below which no safety requirements will 


be imposed on drones. This will avoid having to regulate toys, for 
instance. 


 


4.1 Type of operation 


Drones can be classified on the basis of several different criteria. The working 


group is addressing the three most widespread criteria for classification: 


1) Type of operation 


2) Operator 


3) Weight 


The first criterion is type of operation, that is to say, the specific manner in 
which the drone is flown.  


The European RPAS Steering Group, which, on behalf of the European 


Commission, has devised a roadmap32 for the integration of civil drones in 


European airspace, splits operations involving civil drones into two main 
categories: 


1) Very low level (VLL): VLL operations with civil drones take place 


below the normal minimum altitude for manned aviation of 150 m. 


This main group contains three sub-groups of operations: 


a. Visual Line of Sight (VLOS): Operations where at any given 


time the drone is within the visual line of sight of the operator. 


The requirement under normal circumstances is that the drone 


cannot be more than 500 metres away from the operator. 


 


32Roadmap for the integration of civil Remotely-Piloted Aircraft Systems into the European 
Aviation System – Final report from the European RPAS Steering Group, June 2013 (the report 
can be downloaded from the website of the European Commission: 
http://ec.europa.eu/enterprise/sectors/aerospace/uas/) 
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b. Extended Visual Line of Sight (E-VLOS): Operations where 


the operator is supported by one or more observers, where the 


group overall has the drone within their visual line of sight.33 


c. Beyond VLOS (BVLOS): Operations below the minimum 


altitude for manned aviation, but out of the operator’s visual 


line of sight, meaning that the operator is dependent on 


technical aids to fly the drone. 


 


2) VFR (Visual Flight Rules: for flying without the use of instruments) or 


IFR (Instrument Flight Rules: for flying with the use of instruments): 


Operations in airspaces above the normal minimum altitude for 


manned aviation. That is to say, the operations take place in the 


airspace used by manned aircraft. These operations are subdivided 


into two sub-groups: 


a. IFR/VFR in radio line of sight (RLOS): Operations in normal 


airspace where there is radio contact with the drone. 


b. IFR/VFR beyond RLOS (BRLOS): Operations in normal 


airspace where there are periods during flight where there is no 


contact with the drone, meaning that long-range 


communication equipment, such as satellites, is used during 


operations. 


It may be expected that it will be several years before the VFR or IFR 


operations of item 2) will be carried out in Denmark above the normal 


minimum altitude for manned aviation. Furthermore, it is the view of the 


working group, in line with that of the US aviation authorities and the 


European RPAS Steering Group, that if civil drones are to operate within VFR 


or IFR in an airspace where manned aircraft are present, the drones must 


meet the same requirements for airworthiness etc. as apply to manned 


aircraft. This is currently not the case. Therefore, in terms of the classification 


of civil drones in Denmark, only the VLL categories are of interest at the 
present moment.  


Up until now it has only been possibly to fly within the operator’s visual line of 


sight (VLOS), but according to statements from the industry, there will very 


soon be a need to fly drones beyond the operator’s visual line of sight 
(BVLOS).  


4.2 Operators 


In most countries a distinction is drawn between the operators when permits 


to fly are issued for civil drones. However the operator categories vary from 
country to country. 


 


33 In Denmark there has not proved to be much interest in E-VLOS operations, where the 
operator is supported by one or more observers. This report does not therefore address this type 
of operation. 
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In the Nordic countries (Denmark, Sweden and Norway), a distinction is made 


between commercial operators and recreational users. In Denmark, operators 


who use drones for commercial purposes and various tests fall into the 
commercial category. 


In the USA also, commercial operators are distinguished from recreational 
users. The US authorities also have a third category, public UAS.   


This latter category covers operators that handle tasks that are of public 


benefit (emergency response operations, border controls, etc.). These 


operators enjoy a number of advantages over others. One such advantage is 
that applications for permits to fly are fast-tracked.  


In the Netherlands a distinction is also made between commercial operators 


and public operators, whereas the Dutch aviation authorities do not permit 
recreational use of drones. 


The working group is of the opinion that the current division between 


commercial operators and recreational users is reasonable and appropriate. 


Drones are already very widespread among private individuals and are readily 
available in the retail trade and over the Internet.  


There is also a separate objective of making new technology widely 


accessible. Instead, therefore, of prohibiting the use of drones by recreational 


users, we should focus on skill requirements and traffic regulations so as to 


prevent personal injury and material damage when drones are flown 


recreationally. Finally, the working group is of the opinion that recreational 


users must always keep their drones within their visual line of sight when 
flying them. 


 


4.2.1 Emergency response regulations for drones in Denmark 


The working group takes the view that in addition to splitting operators into a 


commercial and a recreational category, it will be expedient to introduce a 


category of drone operations in Denmark where these are used for the 


purposes of benefitting the general public, and in particular the saving of lives 


and property. For this group of operators, the authorities can countenance 


accepting a higher degree of risk than for the first two categories, as the 
operations they perform are for the benefit of the general public.  


It is nevertheless not appropriate to accept a higher degree of risk for a 


general public category, along the lines, for instance, of the US model. For 


example, if authorities use civil drones for a specific surveillance operation, it 


is not immediately clear that one should countenance accepting a higher 


degree of risk. Rather, such drone operations should initially be seen as 


belonging to the commercial category and thereby meet the safety 
requirements set for this type of operation.  


On the other hand, for emergency response missions, where life or property is 


in urgent danger, it will be appropriate to accept an increased level of risk. 


This may for instance involve flying closer to or, in special situations, above 


crowds of people. 


It should accordingly be possible to allow drones that are used for fire, rescue 


or particular police-related tasks, where lives and property are potentially at 


risk, to come under the emergency response category. Here we are thinking 
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for instance of tasks relating to terrorist activities, dangerous crowd situations 
(music festivals etc.), traffic accidents, flooding and similar scenarios.  


The decision as to whether a given situation is one where the use of drones 


for police or emergency response tasks may lead to the acceptance of an 


increased level of risk is one that should be taken by the actual leader of the 


operation in question. This is parallel to situations where operations of the 


police and emergency services generally involve accepting a higher level of 


risk; an example might be a vehicle response to an emergency call.  


In the light of the above, the working group proposes that special regulations 


be drawn up for emergency response operations with drones, but that the 


Police themselves should lay down further instructions for the police use of 
drones. 


4.3 Civil drones classified by weight 


In addition to distinguishing between operators and/or type of operation, civil 


drones are often categorised by weight. The reason for this is that weight is a 


crucial factor in determining the safety risk of a civil drone. Furthermore, 


weight limits are easy criteria to communicate. Several countries therefore 
have already brought weight limits into operational application.  


Examples are Denmark and Sweden, which operate with three weight classes: 


1) Civil drones weighing less than 1.5 kg 


2) Civil drones weighing between 1.5 kg and 7.0 kg 


3) Civil drones weighing more than 7.0 kg and up to 25.0 kg  


All aircraft weighing more than 25 kg are subject to the Air Navigation Act in 
Denmark. 


In the UK the following weight categories are used: 


1) 20 kg and less 


2) More than 20 kg, up to and including 150 kg 


3) More than 150 kg 


The UK categories are not however believed to be ultimately tenable, as it is 


expected that civil drones weighing more than 25 kg will be regulated by 


Europe-wide legislation in the future. It is therefore not thought expedient to 


begin drawing up national regulations for heavier drones. 


At European level it would appear that the EASA is on the point of ceasing to 


use weight as a criterion for classification. Instead, they are working with a 


“hazard criterion”. This hazard criterion has not however been defined as yet. 


In addition, European legislation will probably only cover larger drones, 


whereas national regulations will continue to apply to the small ones.  


In view of this, the working group recommends that weight categories should 


still be used for civil drones below 25 kg.  A classification based on weight is 


also easy to communicate – a factor that promotes compliance with the 


regulations. The working group recommends that the current weight 


categories be retained.  


The weight thresholds are based on rotor systems. It may however be 


necessary to introduce a “weight supplement” for certain types of fixed-wing 
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drones. This would mean that a fixed-wing drone of 1.2 kg may for example 


be treated on a par with a rotor drone in the 1.5 kg to 7.0 kg category. As a 


consequence, the treatment of applications for operations with fixed-wing 


drones may be rather more individually tailored than would be the case for 


rotor drones.  


 


4.3.1 Introduction of a triviality threshold 


Currently all drones are subject to aviation legislation, but because it must be 


expected that civil drones will become very widespread in the future, drones 


need to be distinguished from toys, to ensure that toys are not governed by 


aviation legislation. This is also the view of the European Commission. 


The European Commission is producing new legislation for the use of civil 


drones. In this connection the European Aviation Safety Agency (EASA) has 
devised a definition of toy aircraft. The EASA draft definition runs as follows: 


“ ‘Toy aircraft’ means a product designed or intended, whether or not 


exclusively, for use in play by children under 14 years of age and falling 


under the definition of aircraft.”34  


The definition is based on the definition of “toy” in the “Toy Regulation”, which 
implements EU Directive 2009/48/EC on the safety of toys in Denmark.  


The Toy Regulation applies specifically to products that are exclusively or 


partly designed or intended for use by children under the age of 14. That is to 


say, the product must be marketed with the intention of selling it to children 


under the age of 14. If the product is marketed in a hobby shop or in a 


department for older children in a toy store, it is not covered by the 
Regulation. 


According to the Danish Safety Technology Authority, there are no standards 


in the Toy Regulation that can be used to set a triviality threshold for civil 


drones (cf. Chapter 2 A regulatory system that is appropriate for civil drones). 


So far no specific standards for products have been defined in the Product 


Safety Act. The Act simply states that a product must be “safe”. This means 


that, when the product is used under general or foreseeable circumstances 


and within the expected lifetime of the product, the product should involve no 


risk, or only a limited and acceptable risk, in terms of posing a safety or 
health hazard to consumers.  


It is the duty of the manufacturer to provide consumers with the information 


they need to be able to assess the risks. The Act does not deal with the 


protection of third parties, i.e. where a product causes injury to a party other 


than the consumer.  


The lack of a legal basis in the Toy Regulation, the EASA’s vague definition 


and the lack of requirements governing third-party protection in the Product 


Safety Act have led the working group to recommend that a triviality 


threshold be introduced for civil drones, so that drones which do not represent 


a safety risk are distinguished from other civil drones and are not made 
subject to aviation legislation.  


 


34 NPA 2014-09, p. 14 
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It is the view of the working group that there should not be training 


requirements or other safety requirements for the operation of civil drones 


below the triviality threshold. On the other hand, it may be appropriate for an 


identification requirement to also apply to very small drones (that can carry a 


camera or other equipment for the collection of data), out of consideration for 
the need to counter invasion of privacy (see Chapter 7 Drone requirements). 


The introduction of a triviality threshold will also mean that operating 


requirements will not be imposed on drones below the threshold (for instance 


the need to maintain a safety distance from buildings). Given that anyone 


may fly drones that fall below the triviality threshold wherever they choose, it 


does not make any sense to impose requirements on commercial users who 
operate drones below this threshold.  


4.3.1.1 Setting the triviality threshold 


In connection with the setting of the triviality threshold, the working group 


has obtained the assistance of what is known as the “Working Group – 


Regulation” of UAS Denmark, which is made up of representatives from 
industry and university researchers.35  


The Working Group – Regulation has proposed a triviality threshold based on 


three parameters (a drone’s weight, speed and kinetic energy) on condition 


five assumptions are met: 


1) Indirect injury: The likelihood of injury is based solely on physical 


contact with the drone. No allowance is therefore made for injuries 


that are due to inattentiveness when watching a drone. 


2) Attentiveness: It is assumed that people are not particularly aware of 


the drone. This means that people who are hit do not try to avoid the 


drone, duck, etc. 


3) Injuries to several people: It is assumed that only one person is hit by 


the drone. 


4) Unprotected: It is assumed that people are unprotected and that 


physical contact with the drone is via the bare head of a person. 


5) Pain: No consideration is given to the pain experienced, but rather 


whether people are liable to sustain life-threatening injuries. 


Based on extensive analysis, the Working Group – Regulation has arrived at a 


threshold of 250 g. The Group notes however that there are drones that 


weigh more than 250 g which, due to their design and/or top speed, do not 
represent a hazard to people on the ground. 


On this basis, the working group recommends that a triviality threshold of 250 


g be introduced for drones, below which threshold safety requirements for 


flying, operators, insurance, etc. will not be imposed. There should also be the 


option available of classifying heavier drones as being below the triviality 


threshold in specific cases and based on a recognised risk assessment, if the 


drone in question is not deemed to represent a hazard to people on the 
ground.   


 


35 UAS Denmark’s Working Group – Regulation counts among its members representatives of 
Aalborg University, who have been able to contribute scientific evidence supporting setting the 
triviality threshold as proposed. 
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In connection with the risk assessment, a decision must also be taken as to 


whether there are security aspects that entail that drones should not be 


classified as falling below the triviality threshold. In special cases, security 


considerations may also mean that requirements have to be imposed on 
drones that weigh less than 250 g.  


We need to be always open to new findings in this field that might result in 
adjustments to the triviality threshold. 


 


4.4 Overall assessment 


Overall, the prime criterion for classifying civil drones is the type of operation. 


The working group proposes the following distinction be made: 


1) Visual Line of Sight (VLOS): Operations below the minimum altitude 


for manned aviation where at any given time the drone is within the 


visual line of sight of the operator. The requirement under normal 


circumstances is that the drone cannot be more than 500 metres away 


from the operator. 
 


2) Beyond VLOS (BVLOS): Operations below the minimum altitude for 


manned aviation, but out of the operator’s visual line of sight, meaning 


that the operator is dependent on technical aids to fly the drone. 


The working group recommends that recreational flying should only take place 


in the form of VLOS operations, as the risks associated with allowing 


recreational users to operate civil drones beyond their visual line of sight are 
too great. 


A further determining factor is the distinction drawn between operators. The 


following operators should be distinguished: 


1) Emergency response drones: Civil drones where the operator is a 


professional and handles tasks that are of public benefit, where life or 


property are in danger. This category also includes special police and 


emergency response tasks where life and property are liable to be in 


danger. 


2) Commercial drones: Civil drones where the operator is a 


professional. This category also includes civil drones used to support 


police work, research and various tests. 


3) Recreational drones: Civil drones operated by amateurs for the 


purposes of enjoyment. 


 


Finally, civil drones should be differentiated by weight. The working group 


recommends introducing a triviality threshold for recreational users, but to 


otherwise retain the present categories. That is to say, the following: 


 


1) Civil drones weighing from 0.250 kg to 1.5 kg  


2) Civil drones weighing between 1.5 kg and 7.0 kg 


3) Civil drones weighing from 7.0 kg to 25.0 kg 


4) Civil drones weighing more than 25.0 kg  


The combined classification is illustrated on the next page in Table 4.4. 
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Table 4.4: Classification categories for civil drones 


Recreational VLOS BVLOS 


0.25 kg to 1.5 kg   


1.5 kg to 7.0 kg   


7.0 kg to 25.0 kg   


More than 25.0 kg   


Commercial VLOS BVLOS 


0.25 kg to 1.5 kg   


1.5 kg to 7.0 kg   


7.0 kg to 25.0 kg   


More than 25.0 kg   


Emergency 


response 


VLOS BVLOS 


0.25 kg to 1.5 kg   


1.5 kg to 7.0 kg   


7.0 kg to 25.0 kg   


More than 25.0 kg   
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5 Liability and drone insurance 


Recreational flying of drones below 7 kg is not currently covered 


by general family insurance policies. Commercial operators need 
to be covered by liability insurance. The lack of liability insurance 


can result in claims involving large amounts of compensation in 


the event of death/accident. 


The working group recommends a mandatory requirement on 
recreational drones that they be insured. The requirement should 


be phased in on the basis of a reasonable time schedule, in order 
that the insurance market can develop competitive policies that 


will not make insurance prohibitively expensive compared to 
purchasing a drone. Close consultation is therefore 


recommended with the insurance industry as to the formulation 
of the requirement. 


5.1 The need for drone insurance 


Under the Air Navigation Act36, the owner of an aircraft (including drones) is 


in principle obliged by law to compensate for any damage or injury caused to 


a third party or their property by the aircraft.37 This applies regardless of the 
size of the aircraft. 


For the flying of civil drones that weigh 7–25 kg, as well as for unmanned 


aircraft that use (a) jet turbine engine(s), liability insurance must be taken 


out (cf. Regulations for Civil Aviation BL 9-4).  


In terms of insurance, the same applies to flying commercial drones weighing 


up to 7 kg if these are operated under a licence/exemption issued by the 


Danish Transport Authority. Here the insurance requirement is part of the 


licence itself.38  


There is on the other hand no requirement for recreational users to take out 


liability insurance if the drone weighs less than 7 kg. The Danish Model Flying 


Association39 has however opted to take out liability insurance for drones 
belonging to its members. 


 


36 Cf. Section 127 


37 The owner of the aircraft is however exempt from this requirement where the injured person 
“himself has caused the damage intentionally or by gross negligence”. 


38 For the amount of the insurance involved, see the provisions of Regulation (EC) No 785/2004 
of the European Parliament and of the Council of 21 April 2004. 


39 The Danish Model Flying Association (Modelflyvning Danmark [MDK]) is an association for 
Danish aficionados of model aircraft flying and their flying clubs. It represents around 3,600 
individuals who pursue organised model aircraft flying as a sport or hobby in approximately 100 
model flying clubs distributed throughout the country. 
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Currently ordinary family, liability or home insurance does not normally cover 


damage or injury that a drone might cause to a third party. There is therefore 


no cover for potential injury to a third party or damage to their property due 


to a drone below 7 kg in weight being flown recreationally if the recreational 
user is not a member of the Danish Model Flying Association.  


In this connection it should be borne in mind that even small drones can 


cause significant injury or damage. This is at a time when an increasing 


number of people are gaining access to drones. The working group therefore 


recommends that all users of drones above the triviality threshold must hold 
liability insurance that covers third-party injury and material damage.  


It is however crucial that such insurance should not become so expensive that 
in reality it precludes ordinary citizens from flying drones. 


One option for avoiding inordinately expensive insurance might be to make 


the insurance premium part of the fee for obtaining a drone permit. A 


corresponding scheme is linked to the issue of a hunting permit. However, the 


working group feels that this approach is not appropriate. A market-based 


scheme is recommended, as the number of drone operators will probably be 


significantly greater than the number of hunters. Moreover, drone operators 
do not require monitoring in the same way that hunters do.   


Instead, compulsory insurance should be introduced with reasonable advance 


notice, for instance one year, in order to allow the development of suitable 


requirements for the insurance in question and so that the insurance industry 
can develop competitive products. 


The working group therefore recommends that compulsory insurance should 


be phased in on the basis of a reasonable time scale (e.g. one year’s advance 


notice), in order that the insurance market can develop competitive policies 


that will not make insurance prohibitively expensive compared to purchasing a 


drone. Close consultation is therefore recommended between authorities and 
the insurance industry as to the formulation of the requirement. 


It is further recommended that the insurance companies allow flying of civil 


drones below a triviality threshold of e.g. 250 g to be covered by already 


existing insurance products, such as family, liability or home insurance 


policies, possibly against a small surcharge, as these drones are often used by 


children. Due to their low weight and speed, these drones do not represent a 


significant risk to third parties. 


The European Commission will in the very near future identify obstacles 


relating to insuring civil drones. In this connection the European Commission 


will assess the current liability scheme and liability insurance requirements, 


and then take suitable steps to ensure that the area is regulated in the 


appropriate manner. 


It is thought that the Commission will in the first instance concentrate on 


larger drones and that it will in any case be some considerable time before EU 


regulations are adopted and effective. There would accordingly be no point 


waiting for Europe-wide regulation before implementing a Danish insurance 


requirement for smaller drones. 


In a Danish context the question of compulsory insurance for smaller drones 


has been discussed with representatives of the insurance industry and the 


Danish Insurance Association (DIA) – the trade association of Danish 
insurance companies and industry-wide pension funds.  
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The Danish Insurance Association (DIA) points out in this connection that 


consideration should be given to whether there should be compensation for a 


loss and to whom this compensation should be paid if the person responsible 
for the loss has not taken out an insurance policy or cannot be identified. 


The working group is in agreement that a scheme should be produced in line 


with that existing within the road traffic field, ensuring that an injured party 
can obtain compensation for damage or injury caused by a drone being flown.  
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6 Use of frequencies for remote control and 


identification of civil drones 


The working group recommends that it be possible in Denmark 


to dedicate individual frequencies within the land mobile 
frequency band to be used in the remote control of civil drones 


that operate below the minimum altitude for manned aviation. It 


also recommends that frequencies be reserved for use in the 
identifying of drones. Finally, the working group recommends 


that Denmark pursue a policy at international level of having a 
frequency spectrum reserved across national borders for the 


remote control of the larger civil drones that operate in combined 
airspace with manned aircraft. 


 


6.1 Civil drones and the use of frequencies 


An important parameter for the spread of civil drones is the frequencies used 


to control them remotely. 


Particularly in relation to operations that take place beyond the operator’s 


visual line of sight (BVLOS), it is crucial that remote control of civil drones is 


reliable. This means among other things that control should not be subject to 


interference from other frequency users, and that the data link between 


operator and drone does not get hijacked by unauthorised persons. 


The surest way of preventing interference from other frequency users will be 


to dedicate a frequency band to remote control of civil drones. The question 
therefore is which frequency band will be most suitable for drones to use. 


For drones below 25 kg in weight there are several frequency spectra that can 


be used for remote control. These spectra can be split into frequencies that 


require permission and frequencies that can be used without permission. More 


specifically, the spectra in question are: 


- Without permission: 


o 27/35/40 MHz  


o 433 MHz 


o 2.4 GHz (the Wi-Fi band) 


o 5 GHz (the Wi-Fi bands) 


 


- With permission: 


o The aviation bands40 


 


40  The aviation bands are internationally protected frequencies extending across the following 
bands: 255 to 526.5 KHz, 328.6–335.4 MHz, 108–117.975 MHz, 960–1215 MHz and 5030–5150 
MHz for navigational use, and 118–136.975 MHz for use when communicating between aircraft. 
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o 5.030–5.091 MHz 


o Land mobile VHF or UHF bands  


In Chapter 7 Drone requirements, the option of electronic identification of 


drones is looked at. Reliable frequencies also need to be made available for 
this purpose. 


Studies have shown that the following frequency spectra are suitable for use 


in drone identification:  


- 865–868 MHz 


- 1880–1900 MHz 


- 2446–2454 MHz 


In what follows we look at the advantages and disadvantages of using the 


aforementioned frequency spectra. First we deal with the frequencies that 


may be used for remote control of civil drones. Then we take a look at 
frequencies that can be used for electronic identification purposes. 


6.2 27/35/40 MHz and the 433 MHz bands  


In Europe the 27/35/40 MHz bands and 433 MHz are used for remote control 


of mobile phones, model boats, model aircraft, etc. The result is that these 


frequency spectra have many users, both amateur and professional. The 35 


MHz frequencies, however, may only be used in radio installations for the 


remote control of model aircraft. These frequency bands may be used without 


individual permission from the Danish Business Authority. This means that the 


Danish Business Authority does not know where the frequencies are used or 


the number of users. 


27/35/40 MHz relate to frequency bands at the lower end of the frequency 


spectrum with a limited transmitting power of 100 mW effective radiated 


power. This means that these frequency bands are restricted to short range 


use, but that in some situations the frequency bands are usable for BVLOS 


operations. 


The frequencies around 433 MHz may be used with transmitting power of up 


to 500 mW, but their range will not be much greater than for the low 
frequencies in the 27/35/40 MHz band. 


Because use of the 27/35/40 MHz and 433 MHz bands does not require 


permission, there is the disadvantage of the significant risk of potential 


interference between users. Indeed, when it comes to the remote control of 


drones that are high above the ground, interference can occur over distances 


of several kilometres. In addition, analogue hijacking of the signal is possible, 


and there is no form of check on the received signal. The potential problems 


are multiplied where the bands have many users. 


Overall we must draw the conclusion that the 27/35/40 MHz and 433 MHz 


bands are only suitable for drones for recreational use and are not suited to 


the remote control of civil drones for professional use, as there is a 


disproportionate risk of interference.  
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6.3 The 2.4, 5.150–5.350 and 5.470–5.875 GHz bands 


Currently the 2.4, 5.140–5.350 and 5.470–5.875 GHz bands are used for a 


number of purposes such as Wi-Fi networks and other low power applications, 


including consumer electronics. The frequency bands therefore have many 


users. It is particularly in densely populated areas that the bands become 
“saturated”.   


The frequencies may be used without individual permission from the Danish 


Business Authority, which means that the Danish Business Authority does not 


know where the frequencies are used or the number of users. 


The frequencies must be used with limited transmitting power, which will 


typically be up to 100 mW. The result is that these frequencies have limited 
range. 


When a drone is controlled remotely, the signal is transmitted digitally along 


with an ID check code. This means that the receiver used must recognise its 


“transmitter” before responding to the received signal. In other words, the 


transmitter and receiver must be paired up (synchronised) before the signal 


can “get through”. The result is that it is almost impossible to hijack control of 


the drone. 


Mention should however be made of several disadvantages to the use of the 


2.4 GHz, 5.150–5.350 and 5.470–5.875 GHz bands in the remote control of 


civil drones. Firstly, they involve comparatively high frequency bands, which is 


why the signal has a limited range. Secondly, high frequencies suffer from the 


drawback that the signal is attenuated due to building penetration. For this 


reason, these frequency bands can only be used for flying within the visual 
line of sight. 


A further disadvantage is that the frequency bands are used for Wi-Fi 


networks and other low-power applications. The result is a significant risk of 


interference in congested areas and some risk of interference in the signal 


between operator and drone. The upshot of this is that these frequency bands 
are not suitable for operations in congested areas. 


Overall, therefore, we have to conclude that the 2.4 GHz and 5.150–5.875 


GHz frequency bands are only suitable for operations that occur in visual line 


of sight in non-congested areas.  


6.4 The aviation bands 


In its ITU Radio Regulations, the International Telecommunication Union 


(ITU), which is the UN’s agency for information and telecommunications 


technology, has allocated a number of frequency bands for air navigation use. 
In what follows, these frequency ranges are called “the aviation bands”. 


The aviation bands are used for communication between the control towers 


and aircraft in the air and on the ground, communication between aeroplanes 
and airline companies, and communication between aircraft in the air. 


It would be an obvious choice for frequencies in the aviation bands to be used 


for the remote control of civil drones, but there are a number of problems 
associated with this solution. 
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Firstly there is a risk that the remote control of civil drones will impact on 


other communication in the bands. Secondly the amount of space in the 


aviation bands is very limited. This is particularly the case in Central Europe, 
as Figure 6.4 illustrates. 


 
Figure 6.4: Illustration of free space in the aviation bands in Europe. In the black areas, 
the bands are now completely full in real terms.41 


 


 


Overall, therefore it is felt that it is not feasible to use the aviation bands for 


remote control of civil drones. 


6.5 The 5030–5091 MHz band 


Every three years, the ITU holds what is known as the World 


Radiocommunication Conference (WRC), where the member states revise the 
international treaty that regulates the use of radio frequencies at global level.  


At the 2012 WRC, the member states decided to reserve space on the 5030–


5091 MHz frequency band for the use of internationally standardised 


aeronautical systems (including civil drones), used in the same airspace as 


manned aircraft. This use is termed aeronautical R (route) service. The 


frequency band cannot therefore be used for smaller civil drones that do not 
share airspace with manned aircraft.  


 


41 Source: EUROCONTROL 
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The frequency range has not so far been used for the remote control of large 


civil drones, as regulations and a frequency plan have not yet been devised 


for the frequency range. 


This frequency range will not therefore be relevant in terms of smaller drones. 


The basic idea of reserving a frequency range for the larger civil drones is 
however a useful solution.  


In the light of this, it is proposed that Denmark support work on devising a 


frequency plan for the 5030–5091 MHz frequency band. In this connection it 


should be mentioned that the Danish Transport Authority has a place on the 


forum created by Eurocontrol and the ICAO for drawing up regulations and 
frequency plans. 


6.6 Land mobile VHF/UHF frequencies 


Whereas it is not feasible to use the 5030–5091 MHz frequency band for small 


drones, individual frequencies/frequency pairs within the 146–174 MHz and 


410–470 MHz frequency bands may work well for use in the remote control of 


smaller drones in limited geographical areas.  


Use of land mobile frequency bands will however require possession of a 


licence to use them, thereby allowing some form of protection of such use. In 


addition, VHF/UHF use is not restricted to visual line of sight operations, and 


transmitting power significantly higher than in the case of the other frequency 


bands will typically be possible (typically up to 25 W). 


It must however be borne in mind that the frequencies have been earmarked 


for land mobile communication. Where drones are flown at high altitudes, 


therefore, interference may occur from other land mobile services using the 


same frequencies in Denmark and our neighbour countries. 


Operators will have to pay an annual fee for the frequency licence, which is 


DKK 652 per annum for a 25 kHz channel (2014).  


6.7 Frequencies for identification purposes 


In connection with the identification of drones at a distance, studies have 


shown that frequencies used for DECT ((Digital European/Enhanced Cordless 


Telecommunications) in the 1880–1900 MHz frequency band may be used. In 


this band a drone can actively transmit an assigned identification code that 


can be intercepted by the authorities. 


In the 865–868 MHz and 2446–2454 MHz RFID bands (identification via radio 


signals), there is the possibility of fitting passive devices with identification 


that can be read at a distance via radio signals. The transmitting power for 


RFID in the 2446–2454 MHz band, used outdoors, is restricted to 500 mW, 


which limits the range. In the 865–868 MHz band there is the possibility of 


using transmitting power of 2 W. In the course of 2015 the 915–921 MHz 
band will also be opened up for RFID use. 
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6.8 Overall assessment 


Our review of the frequency bands indicates that one solution for the smaller 


(commercial) drones would be to use the land mobile VHF/UHF frequencies 


and issue a licence for frequency use.  


For less critical use, frequencies in the 27/35/40 MHz and 433 MHz as well as 


the 2400 MHz and 5.150–5.875 GHz bands could be used without any 


requirement for permission/a licence from the Danish Business Authority. On 


the other hand, quality of service cannot be guaranteed. These bands are 


therefore only suitable for operations that occur in visual line of sight in non-
congested areas. 


It is not feasible to use the aviation bands for the remote control of civil 
drones, as these bands are already saturated. 


Finally, the basic idea of reserving a frequency range for the larger civil 


drones is a useful solution. For this reason we would recommend that 


Denmark support the work on devising a frequency plan for the 5030–5091 
MHz frequency band. 
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7 Technical requirements relating to drones 


Due regard for the protection of privacy and the general 


safeguarding of the population means that there is a need to be 
able to identify civil drones in the air. There also needs to be a 


requirement that professional operations be logged via GPS 


technology, in order to ensure documentation in the event of 
complaints and accidents, so that liability for the flight in 


question can be determined. 


The working group recommends that, in the first instance, 
professional operators be required to use electronic identification 


(“number plates”) and ensure lights are carried if they are to be 
permitted to operate within a congested area. Once the 


technological solution has been fully tested, the requirement can 
also be extended, on policing grounds, to cover the use of 


professional drones outside of congested areas, as well as the 


use of recreational drones.  


7.1 Identification of civil drones 


Current practice is that civil drones weighing up to 25 kg that are used for 


commercial purposes can obtain an exemption to operate within a congested 
area. 


To obtain such permission, the Danish Transport Authority requires that civil 


drones must have a means of identification and that the operations can be 


logged. In accordance with the above, it is a condition for obtaining 


exemption that the civil drone is marked with a registration number assigned 
by the Danish Transport Authority.  


The background to the requirement is that citizens and authorities must be 
able to trace the owner in the event that the civil drone inadvertently crashes.  


Registration of the drone also allows the Danish Transport Authority to retain 


an overview of the drones operating in Danish airspace. 


The registration number is however difficult to see with the naked eye when 


the drone is airborne. This means that the police cannot in actual fact identify 


airborne drones, making it extremely difficult to enforce the regulations in the 
event of illegal or suspicious use. 


In this context, the working group recommends the introduction of an 


electronic identification requirement (“number plates”) for commercial and 


emergency response drones that are equipped with GPS coordinate 


programming and control, a camera or other electronic equipment that 
provides documentation, and which operate within a congested area. 


On policing grounds, we are also recommending that the electronic 


identification requirement be gradually extended in step with technological 


developments to also cover professional drones operating outside congested 
areas and drones for recreational use that are above the triviality threshold. 
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Similarly, the working group recommends that the electronic identification 


requirement be supplemented with a requirement for drones to carry lights so 


that they can be clearly seen with the naked eye. The purpose of drone 


“recognition” is to safeguard citizens against invasion of privacy and to 
minimise the risk of unlawful use. 


Regardless of whether recreational drones are to be required to have 


electronic identification and carry lights, it will be a good idea to have phased 


implementation, where professional operators will be the first to have to meet 


the requirement. The working group is of the opinion that professional 


operators should have one year’s advance notice. The working group also 


takes the view that Denmark should work towards introducing this kind of 


requirement for ID and lights in Europe-wide product standards, to apply, as a 
minimum, to all commercial drones. 


 


7.1.1 Legal considerations relating to the introduction of a national 


electronic identification requirement for civil drones 


Ideally, the identification requirement should be introduced at European level 


(in product standards), but with toys definitely excluded in their entirety. If 


this is only likely in the longer term, consideration may be given to 


introducing a Danish identification requirement. This would not be for the 


products per se, but for the flying of them, including that of very small drones 
in a congested area. 


The introduction of a national electronic identification requirement for all 


professional and/or recreational drones may be construed to be a technical 


regulation or standard that creates a barrier to trade. In such cases an EU 


information procedure must be initiated42 which ensures that the member 


states and the Commission are informed and their views heard before the 


technical regulations are finally implemented in the national provision. Three 
months must be set aside for this procedure.  


The working group recommends against the introduction, in the first instance, 


of a requirement that covers all drones. Our recommendation is to introduce 


an operational requirement that only initially covers the use of professional 


drones in a congested area. The flying of any other drones is already 


precluded if the drone weighs more than the amount stipulated for the 
triviality threshold. 


Once the technical solution has been fully tested, work can start on extending 


the requirement, on policing grounds, to also cover the use of professional 


drones outside of congested areas, as well as the use of recreational drones.  


The EU information procedure will have to be followed in the event of a 
national regulation of this kind. 


Gradual introduction of the ID requirement in Denmark will also serve to 


strengthen Danish influence when it comes to drawing up EU regulations for 


smaller drones generally, as is expected. 


 


42 Cf. Directive 98/34/EC of the European Parliament and of the Council of 22 June 1998 laying 
down a procedure for the provision of information in the field of technical standards and 
regulations and of rules on Information Society services 
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7.1.2 Technical solutions 


There are several different technical solutions that would allow the 


identification of civil drones.  


One solution is to install hardware on the civil drones that transmits a beacon-


like signal, for instance on the 2.4 GHz band (Wi-Fi network). This will allow 
the identification signal to be read as on a Wi-Fi network.  


The advantage of this solution is that the frequency used is not subject to any 


licence requirement, and it will be possible to read the identification signal on 


any media using Wi-Fi – smartphones, tablets etc. The Danish Business 


Authority has however informed us that the range involved in such a solution 


is somewhere between 500 and 1000 metres and that the use of precisely 2.4 
GHz may be problematic in that this band is already “saturated”. 


Another solution is so-called DECT technology. DECT stands for Digital 


Enhanced Cordless Telecommunications and is a European standard for data 


and telecommunications. The equipment is licensed, but royalty-free, which is 


to say that it can be used free of charge. However, the equipment must be 


approved in terms of radiation requirements etc. The price of the equipment 


is on the low side, but it is not clear exactly what the range of the signal will 
be. 


A third solution might be to use RFID, which is an abbreviation for Radio 
Frequency Identification.  


As the name implies, the main strength of RFID technology resides in its 


capability of identifying different objects. RFID is also therefore popularly 


described as the electronic barcode or barcode of the future, as the 
technology shares some of the characteristics of the conventional barcode.  


The advantage of this solution is that it is cheap and the technology is 


mature. There is nevertheless a drawback in that the signal range is very 


short – only up to 100 metres. 


UAS Denmark has informed the working group that the drone industry, in 


conjunction with researchers, will carry out tests on the various technical 
solutions in the first half of 2015.  


It is recommended (not least for police-related reasons) that, as technological 


development gathers pace, an attempt should be made to interlink electronic 


identification with a map-based positioning model. This will enable the 


identification of active drones covered by this report within a more detailed 
geographical area. 


The context for the recommendation of electronic identification and a map-


based positioning model involves considerations of both safety and security. 


In terms of safety, it is the opportunity to be able to implement future use of 


emergency response drones in a “safe airspace” without posing a risk to third 


parties as well as being able to implement preventive intervention using these 


drones. In terms of security, it is to allow the police, in the execution of their 


operational duties, the possibility of using electronic search and identification 


of drone activity to identify any unlawful/criminal use of one or more drones 
and to take suitable counter measures. 
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7.2 Logging of operations with civil drones  


Currently the Danish Transport Authority makes it a condition of exemption 


that commercial operators document in a logbook or equivalent operations 


they have carried out.  


The logbook must contain the following details:  


- Date 


- Name of the operator 


- Type of aircraft 


- Take-off and landing location 


- Flying time 


- Type of task 


- Any deviations, if applicable 


The purpose of logging, seen from an air navigation perspective, is to ensure 


the availability of documentation in connection with complaints or appeals. 


Logging is also of use in relation to accidents, with a view to accident 


investigation and apportionment of blame. 


To make it easier for the relevant authorities to carry out accident 


investigation and apportion blame, as well as to safeguard the population at 


large, the working group recommends that the logging requirements should 


not just apply to the operator, but that data from the drone should also be 
logged.  


The requirement must apply to professional operators, and logging should as 
a minimum include the following data: 


- Position, indicated by coordinates (WGS-84) 


- Height above the ground or above sea level 


- Speed indicated in m/s 


- Battery status 


- Date with time indication in hours, minutes and seconds for the whole 


route of the flight at a maximum of five-second intervals 


Data must be submitted to the Danish Transport Authority and other relevant 
authorities on demand.  


When data is submitted, it must be in one of the following file formats: XLSX, 


XLS or CSV. The logging requirement applies to the entire flight and must be 


saved by the operator for three months.  


7.3 Standardisation 


There are currently no international standards of note for drones. Each 


country therefore draws up its own requirements – to the detriment of the 
development of the drone business.  


Thus the IEC (International Electrotechnical Commission) – the global 


standardisation organisation for the electrotechnical field – is currently not 


working on drone-related standardisation. Many of the IEC’s standards are 
developed jointly with ISO. 
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As is often the case with new products that utilise known technologies in new 


ways, the various items of standardisation that concern drones are spread 


over a number of other different standardisation categories.  


Drones are “compound products” containing, inter alia, cameras, rotating 


equipment, batteries, etc. These are all areas involving the extensive use of 


dedicated technical standards, but which are therefore not specifically 
developed with drones in mind. 


The lack of any ongoing work so far on the development of official 


international standards for drones represents a potential opportunity for 


Danish developers (and authorities) to put their stamp on development 
globally.  


Denmark can press for increased product standardisation, particularly when it 


comes to smaller drones. Whereas large drones in combined airspace may be 


perceived as aircraft, involving the stringent safety requirements relating to 


airworthiness etc. associated with that concept, the development of smaller 
drones can benefit from general product standardisation. 


In setting out a strategy for work on standardisation, Denmark may choose to 


look at standardisation bodies other than the IEC. An example might be 


EUROCAE, the standardisation body that focuses exclusively on the aviation 


field. Unlike IEC, EUROCAE has a working group that deals specifically with 
civil drones.  


If Denmark wishes to make her mark in standardisation work of this kind, 


resources from both the industry and the authorities will be required. 
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8 Requirements on the operator 


Currently operators are approved on an individual basis by the 


Danish Transport Authority to fly drones. This is not appropriate 
in view of the strong growth in the market.  


The working group recommends the introduction of standardised 
drone training courses for all commercial and emergency 


response operators. Recreational users should be subject to the 
requirement that they have an elementary understanding of how 


to fly drones. In addition, the working group recommends that a 
register be created of those persons who fly drones in Danish 


airspace. 


 


8.1 The need for a drone “driving licence” 


There is broad agreement that drones will become very widespread in the 


future. This means that it is inappropriate to retain the current situation 


where drone operators obtain permission to fly drones from the Danish 
Transport Authority on the basis of a case-by-case approach to applications. 


If we are to successfully manage the challenges that the widespread use of 


drones creates, it is useful to employ the analogy of cars. In consequence we 


may say that a “driving licence” should be required if a person is to fly a 


drone. This would be a driving licence acquired on the basis of a theoretical 


and practical test, of the type we are familiar with from road transport. 


8.2 Framework conditions for training drone operators and 


recreational users 


In connection with the work of the working group, the Danish Transport 


Authority has outlined a framework for drawing up requirements relating to 
training and skills for persons wishing to fly drones.  


The basic idea behind the system is that the requirements relating to an 


operator’s skill level (and therefore their training) will increase 


commensurately with an increase in the risk associated with the operation.  


Risk assessments must therefore be produced for third parties or their 


property based on the following criteria: 


 Drone weight  


 Drone type 


 Location of the flight 
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8.2.1 Five skill levels 


Based on the above three criteria and thanks to the assistance of the UAS 


Denmark industry organisation, we can propose five skill levels with the 


associated training requirements.  


Two skill levels are proposed for recreational users and four for commercial 
and emergency response operators. 


 


8.2.1.1 Recreational users  


The plan is that the current regulations for recreational users, set out in 


Regulations for Civil Aviation BL 9-4, should be retained in future (see 


Chapter 9 Requirements on flying drones). This entails, inter alia, that 


recreational users may only fly to a maximum height of 100 metres away 


from public highways and congested areas. That is to say that the drone must 


be flown at least 150 metres away from public highways and congested 
areas.43   


If a recreational user flies a drone that is above the triviality threshold, the 


working group takes the view that the person in question should have a basic 


understanding of flying, as well as of the significance of wind conditions and 
similar factors.  


Further to this, the working group recommends the introduction of a so-called 


drone permit (the idea being taken from the hunting and fishing scene). 


Recreational users should be in possession of a drone permit when flying 


drones classified above the triviality threshold.  


The drone permit is obtained by passing a limited multiple-choice test and 
documenting that an insurance policy has been taken out for the drone. 


The working group recommends the introduction of a suitable lower age limit 


(for instance, 16) for gaining a drone permit and therefore also liability 


insurance. This age limit should vary with requirements relating to flying other 


drone types. In this context, consideration should be given to differentiating 
the age limit based on drone weight. 


 


8.1.1.2 Commercial and emergency response operators 


Where drones are flown for commercial and emergency response purposes 


and the drones weigh less than 7 kg and are flown near public highways and 


congested areas, some skills will be required in the form of the ability to 


control the drone in wind etc., as well as avoid it crashing or other hazardous 


situations. 


 


43A “congested area” means an area that is primarily used for housing, industry or leisure 
activities. This includes areas that on the ICAO Aeronautical Chart are indicated as “built-up 
areas” with more than 200 inhabitants, as well as summer cottage areas, occupied camp sites, 
developed industrial and port areas. In addition, parks, beaches or other recreational areas that 
are located within, integrated with or are directly adjoining a densely congested (built-up) area, 
are also regarded as a congested area. 
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Commercial and emergency response operators should therefore be able to 


document that they possess these skills. This is achieved by being in 


possession of a so-called drone licence, which, like a road vehicle driving 


licence, can be obtained in various categories, depending on the type of drone 
and the type of operation desired. 


The working group recommends the introduction of a lower age limit of 18 for 
gaining a drone licence. 


Furthermore, the working group recommends setting up four categories of 


drone licence:  


- Drone licence A: For drones weighing from 0.250 kg to 1.5 kg 


involving operations performed within the operator’s visual line of sight 


(VLOS) 


- Drone licence B: For drones weighing from 1.5 kg to 7.0 kg involving 


operations performed within the operator’s visual line of sight (VLOS) 


- Drone licence C: For drones weighing from 7.0 kg to 25.0 kg 


involving operations performed within the operator’s visual line of sight 


(VLOS) 


- Drone licence D: For drones weighing up to 25.0 kg involving 


operations performed beyond the operator’s visual line of sight 


(BVLOS) 


For drone licence A and drone licence B, the licence can be obtained by 


undertaking and passing a theoretical training course and a practical test for 
the class in question (e.g. fixed-wing, helicopter or multi-rotor). 


If the drone weighs from 7 kg up to 25 kg inclusive, the operator must have a 


drone licence C. To obtain a drone licence C, in addition to having the basic 


licence, the operator will have to pass a test with the specific drone model 


they wish to fly. The same requirements apply if an operator wants to obtain 
permission to fly a drone up to and including 25 kg BVLOS. 


If an operator wants to fly drones weighing more than 25 kg, permission for 


this from the Danish Transport Authority must in the first instance depend on 


an individual evaluation of the skills of the operator in question. Once 


sufficient experience has been gained of this area, the area should also be 
made subject to clear regulations. 


The various skill levels have been outlined on the next page in Table 8.1 for 
recreational users and Table 8.2 for professional operators.  
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Table 8.1: Required skills from recreational users 


  


RECREATIONAL USERS 


SKILL LEVEL TRAINING TEST 


Up to 
250 g 


None None None 


0.250 kg 
to 1.5 
kg 


Drone permit Optional 
Limited 
Multiple  
Choice 


1.5 kg 


to 7.0 
kg 


Drone permit Optional 
Limited 
Multiple  
Choice 


7.0 kg 
to 25 kg 


 


Table 8.2: Required skills from professional operators 


 COMMERCIAL AND EMERGENCY RESPONSE 


 
SKILL LEVEL TRAINING TEST 


Up to 
1.5 kg 


Drone licence A 


Theory course 


Full 


Multiple  
Choice  


+ 
Practical Test 


1.5 kg to 
7.0 kg 


Drone licence B 


7.0 kg to 
25 kg 


Drone licence C 
Theory course 


+ 
Practical course 


Full 
Multiple  
Choice  


+ 
Practical Test 


+ 


Model-specific test 


Up to 25 
kg 


(BVLOS) 


Drone licence D 
Individual 


assessment 


Full 
Multiple  
Choice  


+ 


Practical Test 
+ 


Model-specific test 


Over 25 
kg 


Individual  
assessment 


Individual 
assessment 


Individual 
assessment 
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The working group recommends that, in line with other areas within air 


navigation, a situation should be created where interested parties can offer 


courses, conduct tests etc. for persons who wish to fly drones that are subject 


to training requirements. The training locations must always be audited by the 


Danish Transport Authority in order to ensure the training courses are of the 


appropriate quality.  
 


8.3 Creation of a “drone register” 


Analogous to the working group’s recommendation to set up a register of 


“number plates” for drones using Danish airspace (see Chapter 7), the 


working group also recommends the introduction of a requirement for a 


register of drone licences, which can be accessed by the Danish Transport 
Authority, the police and other relevant authorities. 


The information can then be used by relevant authorities to clarify the 


circumstances relating to accidents etc. (“safety”) as well as cases of unlawful 
use of drones (“security”). 


Consideration may also eventually be given to combining the drone licence 


register and number plate register in a single drone register and thereby 


providing a better overview for the authorities. 


 


Registration of drones must be implemented gradually. It should be brought 


in first for professionals, with the aim of being extended at a later date to 


recreational users who fly drones that are subject to the electronic 


identification requirement. 
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9 Requirements on flying drones 


 


The starting point for evolving operational regulations for civil 


drones is that they should be flown in such a manner as not to 
endanger the lives or property of others. To achieve this aim 


there need to be “traffic regulations” for civil drones of which 
operators are generally aware.  


The working group recommends that the current regulations for 


recreational use of drones should also in future be covered by 


Regulations for Civil Aviation BL 9-4, and that the current 
guidance for commercial drones should constitute the core of the 


future dedicated provisions for commercial and emergency 
response operators. 


 


9.1 Current operational requirements 


The current practice is that the flying of civil drones is governed by 


Regulations for Civil Aviation BL 9-4: Regulations on unmanned aircraft not 
weighing more than 25 kg.  


The regulations state that drones must be flown at a distance from congested 


areas (“built-up area” in the Regulation)44, major public highways45 and 
aerodromes that ensures that “no other persons or property are endangered”.  


The working group recommends that the current requirements relating to 


recreational users be retained, but that provisions governing required 
distances from particular areas and buildings be added. 


Specifically, the working group recommends that the distance from properties 


of the crown estate, police stations, prisons and detention centres, military 


installations and ministerial buildings should, for security reasons, be the 


same as the distance from a congested area (“built-up area”) and a public 
highway that already applies in Regulations for Civil Aviation BL 9-4.  


 


44A “congested area” means an area that is primarily used for housing, industry or leisure 
activities. This includes areas that on the ICAO Aeronautical Chart are indicated as “built-up 
areas” with more than 200 inhabitants, as well as summer cottage areas, occupied camp sites, 
developed industrial and port areas. In addition, parks, beaches or other recreational areas that 
are located within, integrated with or are directly adjoining a densely congested (built-up) area, 
are also regarded as a congested area. 
 
45 Whether a road falls under the category of “major public highway” depends on a specific 
assessment from either the police or the Danish Transport Authority based on the amount of 
traffic the road in question carries. 
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The requirements of Regulations for Civil Aviation BL 9-4 are not however 


suitable for the regulation of commercial drone use, as has been made clear 


in Chapter 2 A regulatory system that is appropriate for civil drones. For this 


reason, commercial operators have been able to gain exemption from the 


regulations if they have satisfied the conditions contained in the guidance 
issued by the Danish Transport Authority via AIC B 08/14. 


The guidance requires operators to describe in their operations manual how 


they organise and restrict the flight to a so-called “flying and safety area” 


(“flyve- og sikkerhedsområde”). “Flying and safety area” (“flyve- og 


sikkerhedsområde”) means a demarcated area where the operator in question 


must fly their drone. The area is established for that specific operation and is 
intended to ensure that any third-party risk is minimised. 


If a person other than the operator is in the flying and safety area, there is a 


requirement that the drone can be controlled and landed in the event that at 


least one motor/engine is lost. The principle is therefore that commercial 


drones must not generally fly over a third party unless it can be documented 


that the drone has a given level of airworthiness and/or safe emergency 
procedures. 


The operator is also responsible for ensuring the necessary permissions have 


been obtained for the flight from owners of properties within the flying and 


safety area. 


Table 9.1 on the next page outlines the difference between using a drone 


within the general provisions (Regulations for Civil Aviation BL 9-4) and using 
it within the terms of the exemption granted to commercial operators. 
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Table 9.1: Comparison of current requirements for recreational and 
commercial flying, respectively, of drones 


Weight class 


Regulations for Civil 
Aviation BL 9-4 
Distance requirements 


General 


AIC B08/14 
Distance requirements 


Commercial use 


0–1.5 kg 


150 metres from major public 
highways and congested 
areas. 


Distance from military 
aerodromes: 8 km 


Distance from public 
aerodromes: 5 km 


The flying/safety area must be 
equivalent to a radius of 2 x the 


height at which the drone is flown 
for the entire route, but never less 
than 15 metres or more than 50 
metres. 


Distance from military aerodromes: 
8 km 


Distance from public aerodromes: 2 
km, if the flight takes place at a 
height of no more than 45 metres 
above the ground. 


1.5–7 kg 


150 metres from major public 
highways and congested 
areas. 


Distance from military 
aerodromes: 8 km 


Distance from public 
aerodromes: 5 km 


The flying/safety area must be 
equivalent to a radius of 2 x the 


height at which the drone is flown 
for the entire route, but never less 
than 15 metres or more than 50 
metres. 


Distance from military aerodromes: 
8 km 


Distance from public aerodromes: 2 
km, if the flight takes place at a 
height of no more than 45 metres 
above the ground. 


7–25 kg 


150 metres from major public 
highways and congested 
areas. The drone must only 
be used within an approved 
model flying site. 


Distance from military 
aerodromes: 8 km 


Distance from public 
aerodromes: 5 km 


The flying/safety area must be a 
minimum of 50 metres in radius and 


must be adapted to the type of 
aircraft, speed and operation. 


Distance from military aerodromes: 
8 km 


Distance from public aerodromes: 2 


km, if the flight takes place at a 
height of no more than 45 metres 
above the ground. 


 


9.2 Flight beyond the operator’s visual line of sight (BVLOS) 


Currently in Denmark drones may only be flown if the operator has the drone 


within their visual line of sight (these operations being called visual line-of-


sight or VLOS operations). It is therefore not possible to pre-program a drone 


to inspect large areas of “its own accord” (these operations being called 


beyond visual-line-of-sight or BVLOS operations).  
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Flying an unmanned aircraft below 150 metres and at a distance where the 


operator is not able to observe the position of the craft or the direction of 


flight without a telescope or other aid, as well as where the aircraft cannot be 


controlled without delay in such a way as to avoid collision with other aircraft 


in the air and persons and property on the ground may be classified as a 
BVLOS operation.  


If an operator wishes to fly BVLOS, they must be able to ensure that the 


connection between them and the drone is maintained for the entire flight. If 


the connection is interrupted, the drone must be capable of autonomously 


performing manoeuvres that ensure that the drone does not expose third 


parties and other air navigation to unnecessary risk. 


A drone that flies BVLOS must in principle meet the same certification 


requirements as a manned aircraft, if it is used in airspace above a height of 
150 metres. 


The Danish Transport Authority may grant an exemption if the drone is used 


for test purposes below 150 metres in a closed airspace, or if other airspace 


users have been warned of this activity.  


Given that in the airspace up to 150 metres there is a possibility of other 


manned air traffic being present, it is important that drone flights are kept 
separate from those of other airspace users. 


The following are some of the other users of airspace up to 150 metres: 


- Paragliders/hang gliders 


- Gliders performing field landings 


- Hot air balloons  


- Take off and landing of aircraft under 5700 kg in weight at unprepared 


sites 


- Flights of Defence Command Denmark 


- Air ambulances 


- Other commercial flying of civil helicopters 


- Parachutists 


If BVLOS operations have to be performed outside of closed airspace or 


without advance warning to other air traffic, the drone must be equipped with 


certified “detect and avoid” technology, so that the drone can independently 


avoid obstructions and other air traffic. 


“Detect and avoid” technology allows the drone to autonomously: 


- Detect and avoid other traffic 


- Detect and avoid all airborne objects, including gliders, hang gliders, 


paragliders, UL aeroplanes, balloons, parachutists, etc. 


- Avoid dangerous cables 


- Detect and avoid terrain and other obstacles 







73 Future regulation of civil drones Fejl! Ingen tekst med den anførte typografi i dokumentet. 


 


Detect and avoid technology is still at an early stage of development and it 
will be some years before we can expect to see it on the market.46 


The lack of possibilities to fly BVLOS will limit the profitability and feasibility of 


drone operations. Profitability is very much dependent on the autonomy 


allowed to drones in future years. There is therefore in the first instance a 


need to identify the “safety case” for BVLOS operations below 100 metres so 


that wider use of this type of operation may be permitted. The safety case 


should as a minimum identify how the necessary “detect and avoid” 


technology can be procured or how the risks of collision with obstacles or 
other air traffic can be addressed. 


Denmark should therefore work towards achieving cross-border harmonisation 
of the regulations for BVLOS operations between the EASA member states.47 


  


9.3 Flying drones indoors 


Drones are the first aircraft that can be used indoors. At the moment 


therefore there is no clear provision for flying indoors in Danish aviation 


legislation. The Danish Transport Authority currently applies the same 
requirements for flying drones indoors as for outdoor flights.  


In this connection, considerations relating to the protection of third parties 


(corresponding to those that come under the scope of the Road Traffic Act – 


where the Road traffic Act applies, unless provision is made otherwise, for 


traffic on roads used for public traffic of one or more traffic types) may apply 


analogously. Case law under the Road Traffic Act has largely extended the 


scope of that Act to also include private areas to which there is public access 


involving one or more types of traffic. 


In accordance with the provisions of Regulations for Civil Aviation BL 9-4, 


aircraft must be flown in such a manner as not to endanger the lives or 


property of others, not closer than 150 metres to a congested area and not 


above areas where a significant number of people are assembled in the open 


air.  


The provision thus represents a contradiction in terms when it comes to flying 


drones indoors. The scope of the Act is also unclear, and, in the final analysis, 


there has been no clarification of case law in this field. For this reason, the 


working group is of the opinion that a clear legal basis should be provided for 


ensuring that the provisions relating to the flying of drones based on 


considerations relating to the protection of third parties should also apply to 


the flying of drones indoors in areas where there is public access. Here the 


working group specifically has in mind sports events, theatre productions, 


 


46 The European RPAS Steering Group’s roadmap for the integration of civil drones in European 
airspace makes it clear that requirements for equipment used for BVLOS operations will not be 
established before 2018 at the earliest. In addition, the objective is for it to be possible to use 
BVLOS operations on a wide scale in the period from 2019 to 2023.  


47 The EASA member states are the EU countries plus Norway, Switzerland, Liechtenstein and 
Iceland. 
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railway stations, airport terminals and similar locations. The legal basis must 


only cover the flying of drones that are categorised above the triviality 


threshold.  


The flying of drones in private houses or in halls used by private groups, such 
as drone clubs, warehouses etc. should not be affected by the new provisions.  
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10 Airspace and infrastructure 


There is a need for traffic information to be communicated to the 


drone operators, as the airspace may occasionally have to be 
closed and there will be a risk of inadvertently flying a drone into 


such areas. The most plausible way of providing traffic 


information is to adjust the so-called NOTAM system, which is 
currently used by the other airspace users to obtain traffic 


information.  


The working group recommends that Naviair draw up a proposal 
as to how drone operators in airspace below 150 metres can 


receive relevant airspace information. As part of this, Naviair 
should also submit a proposal for the financing of such a 


scheme. The working group further recommends that isolated 
airspace be designated for testing civil drones, including testing 


BVLOS flights. Finally the working group recommends the 


maximum height for flying civil drones in towns and cities be 
increased. 


 


10.1 The need for airspace information 


Users of the airspace must allow for many considerations even when flying at 


low heights. In connection with e.g. a state visit, certain areas may be 


cordoned off on the ground by means of physical barriers, but the airspace 


above clearly cannot be physically cordoned off. For this reason, airspace 


users must be kept informed on an ongoing basis of restrictions in the 
airspace. 


Information on the airspace and the air navigation infrastructure is generally 


published in the Aeronautical Information Publication (AIP). However, the AIP 


is only updated every 28 days, and it can take up to 94 days to update 


specific elements of the publication. This is why a NOTAM (Notice to Airmen) 


is issued, as and when needed, with information about temporary changes in 


airspace or to air navigation obstacles.  


For changes in airspace and to air navigation obstacles, information is 


currently only issued in connection with changes that have consequences for 


air navigation at and around aerodromes and at heights above 100 metres. 


Drone operators, however, also need to be informed of various activities 


below 100 metres.  


Examples might be in connection with inspections of masts, wind turbines, 


chimneys and other obstacles. Here the recommendation of the working 
group is that the drone should be seen as part of the existing obstacle.  


Furthermore, in the case of BVLOS operations, other drone operators or pilots 


of low-flying aircraft must be aware of the BVLOS flight hazard, so that they 


might avoid it. For instance, Defence Command Denmark sometimes flies at 


very low altitudes, often just above the treetops, which requires very precise 
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knowledge of other activities that are in progress in the area below 100 
metres.  


In the light of this, the working group recommends that it be possible to use 


time-restricted closure of adjacent airspace for test flight purposes. The 


framework for test flights should be made clear so that applicants know what 
requirements they must meet. 


 


10.1.1 Testing drones part of the Defence Agreement for 2013–2017 


The parties to the Defence Agreement for 2013–2017 have agreed to 


strengthen cooperation between Danish companies and Defence Command 


Denmark in respect of civil drones, so that Danish companies may benefit 
from Defence Command Denmark’s knowledge etc. of drones.  


This has been implemented in practice in that a memorandum of 


understanding has been signed in which possible future areas of cooperation 


have been identified. These are: 


- Dialogue on the development of UAS Test Center Denmark (UAS TCD) 


- Sharing knowledge relating to technological development in relation to 


drones 


- Exchanging experience in relation to the planning and implementation 


of drone flights 


- Production of a regulatory system for drones, including application 


procedures, standards, certification, classification of drones, control 


measures and inspections, as well as regulations for BVLOS operations. 


In addition to the above, it has been decided that Defence Command 


Denmark is in a position to support the establishment of a Danish test centre 


for civil drones. This has already been implemented, in that Defence 


Command Denmark has supported the test centre with advice, personnel 


during demonstrations and the cascading of information from international 


drone fora. 


The test centre is an example of a stakeholder that will be able to benefit 


from a clear framework for test flying drones in Denmark.   


 


10.2 The NOTAM system 


The NOTAM system has been developed to address a need among airspace 


users to receive information about changes in airspace conditions as well as 


air navigation infrastructure that require immediate publication. Operators 


and other airspace users are obliged to keep themselves informed of current 
NOTAMs that might be relevant to their operations. 


The operational requirements for NOTAM, including syntax, layout etc. are 


specified by the UN’s aviation agency, the ICAO, and are described in Annex 
15 to the Chicago Convention.  


In Denmark, NOTAMs are issued by Naviair on behalf of the Danish state. 


NOTAMs can be obtained free of charge from Naviair, or by contacting 


Naviair’s NOTAM office, or by visiting the website of the NOTAM office. 
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NOTAMs obtained from the website are not however for operational use, as 
Naviair cannot guarantee the accuracy of the information displayed. 


 


10.2.1 Short-term development of the NOTAM system 


The sheer number of NOTAMs issued on a daily basis means that an individual 


NOTAM must be as short and precise as possible. This means that operators 


who fly commercially can quickly form a picture of the potential dangers they 


might expect during flight. In addition, short and precise NOTAMs ensure that 


information is not overlooked by the operator. 


This avowed aim to keep NOTAMs short and precise has the result that the 


use of language is at times incomprehensible to those not in the know, 


making them difficult to understand for readers who do not have an 


operational understanding of aviation. The possibilities of effecting a change 


here are however highly limited. 


One possibility for making the current NOTAM system more user-friendly 


would be to add a cartographic representation of the airspace data contained 


in a NOTAM. In this way, readers will be able to see a map extract that 


presents in visual terms the appearance of a given change in airspace, e.g. if 


the police close the airspace over a given area. 


The above model (known as “digital NOTAM”) is currently in preparation as 


part of an international cooperative venture between the Europe-wide aviation 


organisation EUROCONTROL and the US aviation authorities (FAA). It does 


however require that databases with airspace, air navigation obstacles and 


terrain contain the necessary data and that the data is of adequate quality. 
Currently there can be no guarantee that this is the case. 


Since, as of the time of writing, no requirements have been specified at an 


international level, digital NOTAM will also require that the Danish Transport 


Authority, in its role as authority, specify criteria and requirements for Naviair 


for the development and operation of a graphic presentation of NOTAM.   


At all events, digital NOTAM will probably be implemented before 2020. This 


will partly be in the light of changes to ICAO Annex 15 and partly on the basis 


of Commission Regulation (EU) No 73/2010 laying down requirements on the 


quality of aeronautical data and aeronautical information for the single 


European sky (the Aeronautical Data Quality (ADQ) Regulation – of which 


more below). If Naviair is required to develop a system for digital NOTAM 


independently of investments in connection with the ADQ Regulation, 


financing will have to be found for this.  


Financing the operation of such a system can be allocated to the en-route cost 


base if the task can also be said to be to the benefit of commercial airspace 


users, e.g. by avoiding collisions with drones. Alternatively or additionally, 


financing of operation must be in the form of user payment, e.g. a fixed 


annual fee for drone owners (similar to the ownership charge for cars). 


Whether these sources can finance development of the system will have to be 
examined in greater detail. 


In the meantime, the option of Naviair carrying out minor adjustments to 


their “Briefing site” (the website where NOTAMs can be accessed) is being 


looked at. This may possibly be achieved by distinguishing between NOTAMs 


that are of general interest (i.e. above 150 metres, as well as aerodromes) 
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and NOTAMs that specifically comprise changes to airspace below 150 metres, 
which will only be of interest to drone operators. 


Regardless of whether Naviair’s Briefing site is adjusted, or Naviair is required 


to develop digital NOTAM at the present time, drone operators will in the short 


term have to be trained in reading NOTAMs and the importance the various 


NOTAMs have for the operators (for more on the skills required of operators, 
see Chapter 8 Requirements on the operator). 


 


10.2.2 Long-term options for developing airspace information 


The Danish Transport Authority and Naviair are cooperating on digitising the 


Aeronautical Information Service (AIS), including data for use in digital 


NOTAM. The intention is that this should allow Naviair to create a quality-


assured database containing all data that might be of interest to air 


navigation. The database is to be produced as part of Denmark’s compliance 


with Commission Regulation (EU) No 73/2010 laying down requirements on 


the quality of aeronautical data and aeronautical information for the single 
European sky (the Aeronautical Data Quality (ADQ) Regulation). 


In addition to creating a database, the intention is that the entire execution of 


Naviair’s air navigation information should be transferred to a digital platform 


where airspace users will have far better options for compiling information 


specific to their use, including with various types of graphic representation 
and digital NOTAM. 


In addition, data will be accessible to other users, including app developers 


and drone operators, in a “raw” format. It will thus be possible to develop a 


wide range of applications that can make use of this data. Depending on how 


the new applications are designed, the need for training of drone operators in 
reading NOTAMs will be reduced, and indeed possibly eliminated entirely.
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Annex 1 


The working group’s terms of reference 


Terms of reference for the inter-ministerial working group on 


civil unmanned aircraft (drones) 
 


In recent years, the development and operation of civil unmanned aircraft (or 


drones or Unmanned Airborne Vehicles (UAVs))48 has been undergoing rapid 


change. At the same time, it is clear that the market price of these aircraft 


has become low enough for any citizen to purchase one from the retail trade 


or over the Internet. Even small drones can carry extremely advanced 


cameras capable of transmitting live video images or photos of high quality 


directly to the operator/owner. 


 


This presents a whole range of opportunities and challenges. On the one 


hand, drones give rise to new commercial perspectives, and they can 


effectively handle a number of important tasks in the fields of inspection and 


surveying in agriculture, the property market, infrastructure, emergency 


response, exploration, etc. On the other hand, drones represent challenges in 


terms of, inter alia, aviation safety and the protection of privacy. 


  


The challenge confronting the regulation and control of drones is therefore 


double-edged. They have to ensure that commercial opportunities and 


opportunities for use can be exploited by professional actors to the greatest 


possible extent, and that there is also appropriate room for amateur-based 


recreational flying. On the other hand, regulation and control must ensure the 


safety and privacy of citizens.  


 


Civil drones are not currently subject to any specific controls or standards, 


either in Denmark or the EU, with the exception of export control regulations 


and the regulations governing the use of radio frequencies. They can be sold 


and bought freely on the market simply on the basis of the manufacturer’s 


general product liability obligations. In operational terms, on the other hand, 


drones are subject to a number of restrictions in aviation legislation 


(minimum distance from a congested area, maximum heights at which they 


may be flown, etc.), from which however professional operators may be 


exempted if they have taken measures to address the increased risks.  


 


In the light of the above, an inter-ministerial working group is being set up to 


look at the legal, aviation safety, privacy and marketing aspects, at the same 


time as duly considering the commercial and use-related perspectives of civil 


drones.  


 


48 In most cases, for its operation a UAV requires a ground station that transmits control signals 
and sensor information between the ground station and the aircraft via a data link. The UAV, 
ground station and data link are together called an Unmanned Aircraft System or UAS, and it 
often makes more sense to talk of the combined system, UAS, rather than the UAV on its own. 
Moreover, UAVs that are used by the military are often called drones.  
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Central issues are:  


 


 Requirements governing the training and certification of operators  


 Technical approval (certification) of drones, ground stations and the 


data link between ground station and drone, including the need to 


specify triviality thresholds  


 Security of the data link – so that the drone cannot be hijacked by a 


party other than the original operator  


 Radio spectrum – space on a frequency band so that drones and other 


frequency users do not interfere with each other  


The working group is also free to look at other issues it deems relevant. 


 


The working group includes representatives from the following authorities:  


 


 The Ministry of Transport (the Danish Transport Authority), chair  


 The Ministry of Defence  


 The Ministry of Justice  


 The Ministry of Business and Growth (the Danish Business Authority)  


 


In its work, the working group is to draw on experience from relevant 


countries akin to Denmark as well as from the EU/EASA. During the work, the 


working group will engage in dialogue with relevant users and commercial 


actors.  


 


The working group is to conclude its work in the form of a report with 


recommendations to the Ministry of Transport/the government to be 
submitted no later than the end of 2014.







 


 


 


 







 


 


 


Recent years have seen massive development in drone 
technology. The European Commission is forecasting the 


potential creation of 150,000 jobs with revenue/sales of EUR 15 
billion in Europe between now and 2050. This report contains 


recommendations for an overall regulatory framework for civil 
drones that seeks to properly safeguard citizens against 


accidents and attack, so that drone technology may gain 
general acceptance in society. It also aims to create as clear 


and uncomplicated a regulatory framework as possible, allowing 
it to be used by companies and serve as guidance for them.    
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RPAS - Legal grounds / conditions in Germany 


1.1 According to Regulation (EC) No 216/2008 of the European Parliament and of the Council the 
European Aviation Safety Agency (EASA) is responsible for the admission of unmanned aircraft with 
a maximum certificated take-off mass of more than 150 kg.  Below this weight limit unmanned 
aircraft are within the competence of the Member States (so-called Annex II). Within the Federal 
Government the responsibility for integration into the civil aviation is the Federal Ministry of 
Transport (BMVI). 


1.2 In Germany, the civil operation of Remotely Piloted Aircraft Systems (RPAS) in principle 
requires permission of the authorities according to the German Aviation Regulation's provisions on 
RPAS published in January 2010 (German Aviation Regulation (LuftVO) Article 15a, 16 and 16a) and 
is regulated as follows: 


a) RPAS may be operated in Germany if the maximum weight does not exceed 25kg and the RPAS 
is operated in the visual line of sight of the operator. To qualify as the visual line of sight, the 
operator must have an unaided view of the unmanned aircraft. Optical instruments (e.g. 
binoculars) are not allowed. The individual civil aviation authorities of the German Federal States 
are responsible for granting permission for the operation of RPAS in the visual line of sight. It is 
the responsibility of these authorities to define additional requirements (e.g. not flying over 
populated areas) for the permission to operate.1 


b) Additionally, RPAS weighing more than 25kg, or those operated outside the visual line of sight 
may be operated in segregated airspace and in an aerodrome traffic circuit if the following 
requirements are met. These flights require an additional permit from the responsible Federal State 
authorities. Additionally, permission must be granted by the aerodrome operators and/or the 
authority responsible for the segregated airspace (e.g. military authorities). As RPAS flights are 
generally prohibited in Germany, it has not yet been necessary to develop regulations for 
certification and type design. The Ministry of Transport in Germany and the individual Federal 
States will coordinate further procedures with the aim to assure that common rules for operating 
RPAS apply throughout German airspace. 


1.3 At the beginning of 2012, the German Aviation Act (LuftVG) was amended to include 
Remotely Piloted Aircraft Systems as aircraft in Article 12 giving RPAS a legal status as one class of 
airspace user. The German law defines RPAS as unmanned aircraft, which are not operated for the 
purpose of sport or recreational activity, meaning, in particular, that their use is connected to other 
civilian –especially commercial – purposes (see Article 1, paragraph 2, sentence 3LuftVG).  


This change opens the door for further activities to be started so that RPAS have the same rights and 
obligations as manned aircraft. Based on this change of the aviation act, subsidiary laws and 
regulations could be adapted to provide the legal background for the future integration of RPAS into 
national airspace and for certification and type design issues. However, to allow the medium or long 
term adaptation of laws and regulations, the experience with the operation of RPAS is not yet large 
enough in order for them to include the requirements for their safe operation. On the other hand: Rules 
and regulations for the safe operation of unmanned aviation systems must match three levels: 
ICAO, EU and Member State. 


                                            
1 The Federal Ministry of Transport (BMVI) coordinated the 16 civil aviation authorities of the German Federal 
States to harmonize and define a framework of the administrative action for granting civil operation of 
unmanned aviation systems. This is published as “Principles for granting permission to fly unmanned aerial 
systems in accordance with Section 16(1)(7) of the Air Traffic Regulations (NfL I 281/13)”. For example there 
are two types of permissions: a) General permission to fly unmanned aerial systems without an internal 
combustion engine and with a total mass not exceeding 5 kg. This permission shall be granted for a maximum 
period of two years. b) Granting specific permission to fly unmanned aerial systems: on a case-by-case basis 
limited to time and place. 
2 Unmanned aerial systems are defined as unmanned aircraft, including their control station, that are not operated 
for sporting or recreational purposes (cf. the third sentence of Section 1(2) of the Civil Aviation Act). 
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NfL I 281/13 
 
NfL I 161/12 is hereby repealed. 
 
Joint Federal Government/federal state principles for granting permission to fly unmanned 
aerial systems in accordance with Section 16(1)(7) of the Air Traffic Regulations (LuftVO) 
 


1. Applicability 
These principles apply to the granting of permission to fly unmanned aerial systems1 that:  


• are operated within the controller’s range of vision; 


• are not operated exclusively for sporting or recreational purposes; 


• do not fly at an altitude of more than 100 metres above ground level; 


• have a total mass not exceeding 25 kg. 


 


A differentiation, necessary on a case-by-case basis, between unmanned aerial systems and flying 


models referred to in Section 1(2)(9) of the Civil Aviation Act shall be made exclusively on the 


basis of their purpose: if the device is used for sporting or recreational purposes, the rules 


governing flying models shall apply. If, on the other hand, operation of the device involves another, 


especially commercial, purpose (e.g. taking photographs with the aim of selling them), the device 


shall be deemed to be an unmanned aerial system, the operation of which requires permission 


under Section 16(1)(7) of the Air Traffic Regulations, irrespective of its weight.  
 


The following information is designed to provide practical guidance to the competent authorities 


referred to in Section 31(2)(16) of the Civil Aviation Act and to define the framework of action for 


the granting of permission in accordance with Section 16(1)(7) of the Air Traffic Regulations. 


 


2. Procedure for granting permission 


2.1 Granting general permission to fly unmanned aerial systems 


 


2.1.1 General 


General permission to fly unmanned aerial systems without an internal combustion engine and with 


a total mass not exceeding 5 kg can be granted if the system is not operated over:  
• people or gatherings of people; 


                                            
1 Explanation: Unmanned aerial system shall be deemed to mean any unmanned aircraft including its control 
station which is not operated exclusively for sporting or recreational purposes (see the third sentence of 
section 1(2) of the Civil Aviation Act (LuftVG)). 
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• scenes of accidents, disaster areas and other sites where the police or other security 


authorities and organizations are deployed;  
• prisons, military installations, industrial plants, power stations and energy generation and 


distribution plants unless these bodies have given their explicit consent; 


• prohibited areas and areas with flight restrictions (Section 11 of the Air Traffic Regulations). 


 


 


 


2.1.2 Application 


Applications for the granting of permission must contain the following information: 


• In the case of natural persons: name, place and date of birth and address of the applicant.  


• In the case of legal persons and commercial enterprises: company headquarters plus 


name, address and date and place of birth of the legal agent and of all the members of staff 


authorized by him who are to avail themselves of the permission as controllers. If 


requested, an extract from the register of associations, register of companies or register of 


cooperatives shall be submitted as proof of the power to represent the company if this is 


necessary, in any given case, for considering the granting of permission in accordance with 


Section 16 of the Air Traffic Regulations. 


• Purpose of the operation of the unmanned aerial system. 


• Proof of adequate third party insurance cover for personal injury and damage to property, 


as required by Sections 37(1a) and 43 of the Civil Aviation Act. 


 


If an unmanned aerial system is to be operated on the limited scale described in 2.1.1, it shall not, 


as a rule, be necessary to test the controller's aptitude or the technical and operational 


requirements to be met by the system used. 
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2.1.3 Granting general permission 


General permission to fly unmanned aerial systems shall be granted by the competent federal 


state aviation authority. To ensure equal treatment, the standard form at Annex 1 shall be used to 


give notification of permission. On the basis of what is currently known, it can be assumed that the 


requirements and constraints stipulated therein are necessary, appropriate and sufficient to ensure 


that the use of airspace on the limited scale described in 2.1.1 cannot result in any risk to aviation 


safety or to public security or order.  
 


Differing or additional rules may be included in the notification of permission if special local 


conditions in the area of responsibility of the authority granting permission or rules under federal 


state law so require. 


 


2.1.4 Time limit and extension 


Permission shall be granted for a maximum period of two years. It shall not be extended if the 


person to whom the permission has been granted has, in the course of the period for which it was 


granted, continually or seriously failed to comply with the requirements stipulated in the permission 


or if there is evidence suggesting that the permission has been improperly used. 
 


2.1.5 Scope 


The geographic scope of the general permission shall normally be restricted to the area of 


responsibility of the granting authority. 


 


However, general permission granted in accordance with these principles shall be recognized by 


the aviation authorities of the other federal states (with the exception of Baden-Württemberg, 


Berlin, Bremen, Hamburg and Rhineland-Palatinate) for their area of responsibility if the controller 


of an unmanned aerial system, when submitting his application, presents a general permit issued 


by another aviation authority. Differing or additional rules may be included in the recognition if 


special or local conditions in the area of responsibility of the authority recognizing the permission or 


rules under federal state law so require. 
 


In the case of such recognition, the authority recognizing the permission shall be responsible for 


oversight in accordance with Section 31(2)(17) of the Civil Aviation Act.  
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2.2 Granting specific permission to fly unmanned aerial systems 


 


Permission to fly an unmanned aerial system with an internal combustion engine or a total mass 


exceeding 5 kg or involving a significantly higher potential risk shall be granted by the competent 


federal state authority in accordance with Section 16(4) of the Air Traffic Regulations on a case-by-


case basis only. 


 


2.2.1 Flying unmanned aerial systems with a total mass not exceeding 25 kg 


Specific permission to fly unmanned aerial systems with a total mass not exceeding 25 kg can be 


granted if the device is not operated over:  
• people or gatherings of people; 


• scenes of accidents, disaster areas and other sites where the police or other security 


authorities and organizations are deployed, prisons, military installations, industrial plants, 


power stations and energy generation and distribution plants unless these bodies have 


given their explicit consent; 


• prohibited areas and areas with flight restrictions (Section 11 of the Air Traffic Regulations). 


 


 
2.2.2 Application 


Applications for the granting of permission must contain the following information: 


• In the case of natural persons: name, place and date of birth and address of the applicant.  


• In the case of legal persons and commercial enterprises: company headquarters plus 


name, address and date and place of birth of the legal agent and of all the members of staff 


authorized by him who are to avail themselves of the permission as controllers. If 


requested, an extract from the register of associations, register of companies or register of 


cooperatives shall be submitted as proof of the power to represent the company if this is 


necessary, in any given case, for considering the granting of permission in accordance with 


Section 16 of the Air Traffic Regulations. 
• Purpose of the operation of the unmanned aerial system. 


• Proof of adequate third party insurance cover for personal injury and damage to property, 


as required by Sections 37(1a) and 43 of the Civil Aviation Act. 


• Location plan with information as to the place from where the system is to be operated 


(including district, parcel and plot name or location, house number and street) and the 


airspace in which it is to be flown. 
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• Consent by the property owner or any other person entitled to access the place where the 


aerial system is to be operated (Section 25 of the Civil Aviation Act and Section 16(5) of the 


Air Traffic Regulations). 


• Detailed information on the period (date and time) and, if applicable, the frequency and 


duration of the operations. 


• Details concerning the unmanned aerial system (technical data sheet or type of aircraft, 


dimensions, propulsion type, total mass, control type and radio control failure safety device 


as well as payload). 


• Information on experience and knowledge or certificate of the controller. 


• Privacy statement. 


• Unless provided by the authority that grants permission: 


- Certificate of conformity of the competent law enforcement agency/police station. 


- Within nature conservation areas: permission or certificate of conformity of the 


competent nature conservation authority. 
 
The competent authority shall decide at its own discretion whether to test the controller's aptitude 


and verify technical and operational requirements to be met by the unmanned aerial system or 


grant exceptions with regard to the above mentioned application documents. 


 
 
2.2.3 Granting specific permission  


Specific permission to fly unmanned aerial systems shall be granted by the competent federal state 


aviation authority. Each permission must contain information on the place of operation and the 


period of validity. To ensure equal treatment, the standard form at Annex 2 shall be used to give 


notification of permission. On the basis of what is currently known, it can be assumed that the 


requirements and constraints stipulated therein are necessary, appropriate and sufficient to ensure 


that the use of airspace on the limited scale described in 2.1.1 cannot result in any risk to aviation 


safety or to public security or order.  


 


Differing or additional rules may be included in the notification of permission if special local 


conditions in the area of responsibility of the authority granting permission or rules under federal 


state law so require. 


 


Holders of a permit shall not have their permission renewed if they continually or seriously failed to 


comply with the requirements stipulated in the permission or if there is evidence suggesting that 


the permission has been improperly used. 







PAGE 6 OF 18 


 
 
2.3. Consideration of data privacy aspects 
 
The first sentence of Section 16(4) of the Air Traffic Regulations states that compliance with data 


privacy requirements must be verified when granting general or specific permission. 


 


The new version of the first sentence of Section 16(4) of the Air Traffic Regulations reads: 


 


“Permission shall be granted if the intended uses cannot result in any risk to aviation safety 


or to public security or order and, especially in the case of subsection 1(7), do not 
infringe the provisions governing data privacy.” 


 


This means that if, when the application is being considered, it is ascertained that the intended 


use(s) infringe data privacy provisions, permission will be refused.  
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Annex 1 


 


Standard notification form used by the federal states 
for granting general permission to fly unmanned aerial systems with a total mass not 
exceeding 5 kg 
 


General permission to fly unmanned aerial systems in [federal state] 


 


Application of [date] 


 


In accordance with Section 16(1)(7) and Section 16(4) of the Air Traffic Regulations, [name of the 


aviation authority] grants the following general permission to fly unmanned aerial systems. 


 


General permission 


I. 


Controller [Name(s), date of birth, address] 


 


 


  
Scope of permission: Operation of an unmanned aerial system with a total mass not 


exceeding 5 kg and without an internal combustion engine up to a 


maximum altitude of 100 m above ground level (AGL) 


 


Operation of the unmanned aerial system over people or 


gatherings of people, scenes of accidents, disaster areas and 


other sites where the police or other security authorities and 


organizations are deployed or in prohibited areas and areas with 


flight restrictions (Section 11 of the Air Traffic Regulations) is not 


permitted. This also applies to operation over prisons, industrial 


plants, energy generation and distribution plants and military 


installations unless these bodies have given their explicit consent. 
  
Purpose: [Precisely defined purpose]  
  
Unmanned aerial 


system 
[Device and payload details] 


  
Scope: [Area of responsibility of the authority granting permission] 
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Operating hours: Daily from sunrise to sunset (SR to SS) 
  
Period of validity: The permission is valid until [date] 


 


II.  


Right of revocation and right to give other instructions 
 


1. Permission is granted subject to the proviso that it can be revoked at any time (paragraph (1) of 


the first sentence of Section 49(2) of the Administrative Procedures Act). 


 


Revocation shall be considered in the following cases, in particular: 


- facts subsequently become known which, if they had been known at the time, would have 


resulted in permission not being granted; 


- changes in law or in fact subsequently occur that result in facts on the basis of which the 


authority would not have granted permission if they had existed at the time the permission 


was granted; 


- operation of the system is resulting in disruption or impairment of public security or order 


and this cannot be prevented by means of appropriate ancillary provisions; 


- there is repeated or serious non-compliance with the requirements of this permission or 


other rules and regulations. 


 


2. The ancillary provisions issued with the notification shall be complied with. The right is reserved 


to stipulate further ancillary provisions or constraints in the interests of aviation safety or to 


maintain public security or order. 
 


III. 


Ancillary provisions 
 


1. Take-offs and landings may only be performed with the consent of the property owner or 


rightholder in any given case. 


 


2. Within built-up areas, the competent law enforcement agency/police station shall be informed 


in advance. Within nature conservation areas, use may only be made of this permission if 


operation of the unmanned aerial system is not prohibited by the Conservation Area 


Regulations or is not subject to a ban with permit reservation. In all cases, the competent 


nature conservation authority shall be informed in a timely manner before the operation.  
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3. The unmanned aerial system may be controlled only by the person named as the “controller” 


in the permit.  
4. The unmanned aerial system shall be operated in such a manner that public security and 


order, especially persons, livestock and property, are neither endangered nor disturbed. 


Persons must neither not be approached nor overflown. 
 


5. The take-off and landing site shall be cordoned off to prevent any risk to third parties.  
 


6. Unmanned aerial systems may be operated only under the conditions and within the limits set 


out in the manufacturer's operating instructions or user manual and only within the 


controller’s2 range of vision. Automatic/autonomous operation (e. g. using GPS waypoint 


navigation) is only permitted within the controller’s range of vision and if, at any time, the 


controller can intervene manually and in real time using the radio remote control. 
 


7. When the unmanned aerial system is being operated, an adequate safety distance must be 


maintained from third parties and livestock as well as from public transport infrastructure, 


high-tension power lines and other obstacles. When estimating an adequate distance, the 


controller shall ensure that any impairment and risk is ruled out.  
 


8. When preparing for operation, the controller shall obtain all the essential information on the 


local circumstances, the meteorological conditions and airspace conditions 


(uncontrolled/controlled airspace, distance from airports/airfields/glider sites, air traffic control 


installations, et al.) prevailing at the time of the flight and determine an emergency procedure, 


adapted to the operation, to be followed in the event of a radio communications failure.  
 


To appraise aviation-specific aspects, the latest aeronautical charts and manuals published 


by the air traffic control organizations and the most recent VFR bulletin shall be used. 


 


9. When unmanned aerial systems are being operated, a lookout shall be kept for other air 


traffic. An unmanned aerial system shall always give way to manned aircraft. Operation is not 


permitted, or shall be immediately discontinued, in areas where federal police, federal state 


police or emergency service aircraft are operating. The commencement or resumption of the 


                                            
2 Explanation: If specific optical devices are required to see the aircraft or if, without the use of such devices, 
the aircraft is no longer clearly recognisable, it is considered to be operated beyond the controller’s range of 
vision (see the second sentence of section 15a(3) of the Air Traffic Regulations). 
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operation of unmanned aerial systems within 1.5 km of such a location shall only be allowed 


with the approval of the on-scene commander. 
 


10. Only radio equipment (telemetry equipment) that complies with the provisions governing such 


equipment may be used. The provisions and orders issued by the Federal Network Agency 


governing this equipment shall be observed. In case of sustained or repeated (radio) 


interferences, the Federal Network Agency and the aeronautical authorities are to be 


informed. 
 


11. At the first sign of radio interference, operation shall be immediately discontinued and/or the 


predetermined emergency procedure shall be initiated. Operation shall only be continued 


after the source has been identified clearly and has been switched off. 
 


12. Holders of a permit to operate an unmanned aerial system shall keep a record of flights (log 


book of operations) containing the following information: 


- name of the controller; 


- date and time; 


- place of flight (with precise details); 


- duration of the flight; 


- designation of the device; 


- number of take-offs and landings; 


- total flying time; 


- events, incidents, operational irregularities. 


The records shall be saved for two years and presented to the issuing authority if requested 


to do so.  
 


13. Accidents involving injury to persons or serious damage to property, as well as other 


disruption – whether minor or not – associated with the exercise of this permission shall be 


reported without delay to the authority that granted permission. 


 


14. For the settlement of claims resulting from personal injury or damage to property, third party 


insurance cover must be taken out in accordance with the provisions of Sections 37(1a) and 


43 of the Civil Aviation Act in conjunction with Section 101 ff of the Regulations on 


Certification and Licensing in Aviation. 


 


15. Controllers shall carry the general permit, or a certified copy thereof, with them when 


operating the unmanned aerial system and produce it if requested to do so by 
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representatives of the aeronautical authorities, the police, the agency for public order at a 


local level or another body concerned. 


 


16. The operation of unmanned aerial systems within 1.5 kilometres from the perimeter of 


aerodromes (with the exception of airports, see III(17)) and on aerodromes shall require the 


consent of the aviation supervision office or the aerodrome flight information service.  
 


17. Before unmanned aerial systems are operated inside controlled airspace, air traffic control 


clearance shall be obtained from the competent air traffic control unit in accordance with 


Section 16 of the Air Traffic Regulations. 
 


IV. 


Notes 


 


1. The unmanned aerial system must not be used to invade the spatial/physical sphere of the life 


of third parties (e.g. right to privacy, copyright). 


 


2. The permission shall not be a substitute for other public or private law approvals, authorizations 


or licences required by other statutory provisions, unless this is provided for by law, and shall 


not provide an exemption from compliance with the requirements and other provisions that 


have to be observed by parties engaged in air traffic. 


 


3. Infringements of the ancillary provisions of this notification may be dealt with as an 


administrative offence unless they carry a penalty under other provisions. 


 


4. The authority that granted permission is entitled to check whether the conditions that were met 


when the permission was granted still exist and whether flights are being operated properly. To 


this end, it may demand the necessary information, carry out inspections and, if appropriate, 


stipulate further ancillary provisions. 
 


5. If, for the operation of the unmanned aerial system, there is to be a deviation from this 


permission, an application for a separate permit shall be submitted to the issuing authority in a 


timely manner. 


 


Reasons 


I. 
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Situation 


II. 


 


Legal justification 


Costs 


[….] 


 


Legal remedies available 


 


Yours sincerely, 


Annexes 
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Annex 2 


 


Standard notification form used by the federal states 
for granting specific permission to fly unmanned aerial systems with a total mass not 
exceeding 25 kg 
 


Specific permission to fly unmanned aerial systems in [federal state] 


 


Application of [date] 


 


In accordance with Section 16(1)(7) and Section 16(4) of the Air Traffic Regulations, [name of the 


aviation authority] grants the following specific permission to fly unmanned aerial systems. 


 


Specific permission 


I. 


Controller [Name(s)], date of birth, address]  


  
Scope of permission: Operation of an unmanned aerial system with a total mass of 


[indicate weight] kg up to a maximum altitude of [indicate 


height] m above ground level 


 


Operation of the unmanned aerial system over people or 


gatherings of people, scenes of accidents, disaster areas and 


other sites where the police or other security authorities and 


organizations are deployed or in prohibited areas and areas with 


flight restrictions (Section 11 of the Air Traffic Regulations) is not 


permitted. 
  
Purpose: [Precisely defined purpose]  
  


Unmanned aerial 


system 
[Device and payload details] 


  


Scope: [District, address or the area specified in the location plan of the 


annex] 
  
Period of operation: [Period and, if necessary, frequency and duration of operation] 
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II.  


Right of revocation and right to give other instructions 
 


1. Permission is granted subject to the proviso that it can be revoked at any time (paragraph (1) of 


the first sentence of Section 49(2) of the Administrative Procedures Act). 


 


Revocation shall be considered in the following cases, in particular: 


- facts subsequently become known which, if they had been known at the time, would have 


resulted in permission not being granted; 


- changes in law or in fact subsequently occur that result in facts on the basis of which the 


authority would not have granted permission if they had existed at the time the permission 


was granted; 


- operation of the system is resulting in disruption or impairment of public security or order 


and this cannot be prevented by means of appropriate ancillary provisions; 


- there is repeated or serious non-compliance with the requirements of this permission or 


other rules and regulations. 


 


2. The ancillary provisions issued with the notification shall be complied with. The right is reserved 


to stipulate further ancillary provisions or constraints in the interests of aviation safety or to 


maintain public security or order. 
 


III. 


Ancillary provisions 
 


 


1. Take-offs and landings may only be performed with the consent of the property owner or 


rightholder in any given case.  
 


2. The unmanned aerial system may only be controlled by the person named as the “controller” 


in the permit. 


 


3. The unmanned aerial system shall be operated in such a manner that public security and 


order, especially persons, livestock and property, are neither endangered nor disturbed. 


Persons must neither not be approached nor overflown. 
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4. The take-off and landing site shall be cordoned off to prevent any risk to third parties.  
 


5. Unmanned aerial systems may be operated only under the conditions and within the limits set 


out in the manufacturer's operating instructions or user manual and only within the 


controller’s3 range of vision. Automatic/autonomous operation (e. g. using GPS waypoint 


navigation) is only permitted within the controller’s range of vision and if, at any time, the 


controller can intervene manually and in real time using the radio remote control. 
 


6. When the unmanned aerial system is being operated, an adequate safety distance must be 


maintained from third parties and livestock as well as from public transport infrastructure, 


high-tension power lines and other obstacles. When estimating an adequate distance, the 


controller shall ensure that any impairment and risk is ruled out.  
 


7. When preparing for operation, the controller shall obtain all the essential information on the 


local circumstances, the meteorological conditions and airspace conditions 


(uncontrolled/controlled airspace, distance from airports/airfields/glider sites, air traffic control 


installations, et al.) prevailing at the time of the flight and determine an emergency procedure, 


adapted to the operation, to be followed in the event of a radio communications failure.  
 


To appraise aviation-specific aspects, the latest aeronautical charts and manuals published 


by the air traffic control organizations and the most recent VFR bulletin shall be used. 


 


8. When unmanned aerial systems are being operated, a lookout shall be kept for other air 


traffic. An unmanned aerial system shall always give way to manned aircraft. Operation is not 


permitted, or shall be immediately discontinued, in areas where federal police, federal state 


police or emergency service aircraft are operating. The commencement or resumption of the 


operation of unmanned aerial systems within 1.5 km of such a location shall only be allowed 


with the approval of the on-scene commander. 
 


9. Only radio equipment (telemetry equipment) that complies with the provisions governing such 


equipment may be used. The provisions and orders issued by the Federal Network Agency 


governing this equipment shall be observed. 


                                            
3 If specific optical devices are required to see the aircraft or if, without the use of such devices, the aircraft is 
no longer clearly recognisable, it is considered to be operated beyond the controller’s range of vision (see 
the second sentence of section 15a(3) of the Air Traffic Regulations). 
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10. At the first sign of radio interference, operation shall be immediately discontinued and/or the 


predetermined emergency procedure shall be initiated. Operation shall only be continued 


after the source has been identified clearly and has been switched off. In case of sustained or 


repeated (radio) interferences, the Federal Network Agency and the aeronautical authorities 


are to be informed. 
 


11. Holders of a permit to operate an unmanned aerial system shall keep a record of flights (log 


book of operations) containing the following information: 


- name of the controller; 


- date and time; 


- place of flight (with precise details); 


- designation of the device; 


- duration of the flight; 


- number of take-offs and landings; 


- total flying time; 


- events, incidents, operational irregularities. 


The records shall be saved for two years and presented to the issuing authority if requested 


to do so.  
 


12. Accidents involving injury to persons or serious damage to property, as well as other 


disruption – whether minor or not – associated with the exercise of this permission shall be 


reported without delay to the authority that granted permission. A potential notification 


obligation under § 5 of the Air Traffic Regulations shall remain unaffected by this. 
 


13. For the settlement of claims resulting from personal injury or damage to property, third party 


insurance cover must be taken out in accordance with the provisions of Sections 37(1a) and 


43 of the Civil Aviation Act in conjunction with Section 101 ff of the Regulations on 


Certification and Licensing in Aviation. 


 


14. The controller shall carry the specific permit, or a certified copy thereof, with him when 


operating the unmanned aerial system and produce it if requested to do so by 


representatives of the aeronautical authorities, the police, the agency for public order at a 


local level or another body with sovereign tasks concerned. 
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15. Prior to the initiation of operations, the controller shall obtain approval from the aviation 


supervision office/aerodrome flight information service/special-purpose airfield/glider site 


[name, telephone number]. During the operation of the unmanned aerial system, the aviation 


supervision office/aerodrome flight information service controller must be able to contact the 


controller at any time (i. e. via mobile phone), and the controller must suspend operations 


immediately if so requested by the aviation supervision office/aerodrome flight information 


service controller.4  
 


16. Before unmanned aerial systems are operated inside controlled airspace, air traffic control 


clearance shall be obtained from the competent air traffic control unit in accordance with 


Section 16a of the Air Traffic Regulations.5 
 


17. Conditions subsequent6 


 


IV. 


Notes 


 


1. The unmanned aerial system must not be used to invade the spatial/physical sphere of the 


life of third parties (e.g. right to privacy, copyright). 


 


2. The permission shall not be a substitute for other public or private law approvals, 


authorizations or licences required by other statutory provisions, unless this is provided for by 


law, and shall not provide an exemption from compliance with the requirements and other 


provisions that have to be observed by parties engaged in air traffic. 


 


3. Infringements of the ancillary provisions of this notification may be dealt with as an 


administrative offence unless they carry a penalty under other provisions. 


 


4. The authority that granted permission is entitled to check whether the conditions that were 


met when the permission was granted still exist and whether flights are being operated 


properly. To this end, it may demand the necessary information, carry out inspections and 


                                            
4 This condition is only required if the distance between the approved place of operation of the aerial system 
and the perimeter of an aerodrome is less than 1.5 kilometres. 
5 This condition is only required if the permission also applies to the controlled airspace (place of operation is 
within the class D airspace or approved operational altitude also extends into the class E airspace. 
6 If necessary. 
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stipulate further ancillary provisions. Reference is made to the provisions concerning the right 


of revocation and the right to give other instructions in number II. 
 


5. If, for the operation of the unmanned aerial system, there is to be a deviation from this 


permission, an application for a separate permit shall be submitted to the issuing authority in 


a timely manner. 


 


Reasons 


I. 


 


Situation 


II. 


 


Legal justification 


Costs 


[….] 


 


Legal remedies available 


 


Yours sincerely, 


Annexes 
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WGFM QUESTIONNAIRE TO CEPT ADMINISTRATIONS AND STAKEHOLDERS ON SPECTRUM AND AERONAUTICAL REGULATION FOR UAS
 (Unmanned Aircraft Systems)

Information to be provided in the questionnaire cover page

		Responding organisation

		DFS Deutsche Flugsicherung GmbH



		Country

		Germany



		Address / e-mail address

		andreas.udovic@dfs.de



		Contact name

		Andreas Udovic





CEPT Administrations and stakeholders are kindly requested to return the completed questionnaire


before 30 September 2015 to the European Communications Office (ECO)

		To

		

		This questionnaire will use the electronic questionnaire tool on the ECC webpage: Questionnaire Link. In case of difficulties, please contact Thomas Weber, thomas.weber@eco.cept.org 





Introduction


Recent years have seen massive development in UAS technology and the market for civil UAS is showing exponential growth and as with all other significant new technologies, there are a number of challenges in fully realising the potential for growth that UAS bring with them. One of these challenges are the spectrum requirements for drones. Frequencies are used for remote control and identification of drones and also for payload transmissions (e.g. onboard cameras sending information to the ground).


The focus of the present questionnaire is on the civil use of UAS pilotless aircrafts.

The purpose of this questionnaire is to collect available information from CEPT administrations.

Other activities in this field include ADCO (Group of Administrative Co-operation under the R&TTE Directive) who is having a campaign on remotely piloted aircraft systems (RPAS). Several ECC administrations confirmed interest for such a campaign. 

CEPT Administrations are invited to provide information using the questionnaire below.


The questionnaire will also be made available to Organisations which have an MOU/LOU with the ECC including ICAO, EASA and other competent organisations.

Information provided by means of links/documents in reponses can also be provided in the national language.


In order to get proper information the questionnaire is split into 2 parts:

· Part 1: Spectrum regulation part: this part is focusing on current and planned spectrum regulation as well as existing problems and interference cases and is intended to be filled out by CEPT administrations.


· Part 2: Aeronautical regulation part: this part is focusing on the aeronautical definitions, regulations, requirements and operational scenarios of such UAS and is intended to be filled out by stakeholders including air traffic management organisations, users, industry, etc.


Part 1: Spectrum regulation part:


Question 1: Existing national regulatory framework

		a. Is there already a national regulatory framework (or reports available on civil UAS? If so, have you identified any challenges within the existing national regulatory framework?

		(inform/explain here, if possible include links/documents available)



		b. Are there specific frequencies (incl. requirements) identified for UAS in your NTFA?

		(please indicate)





Question 2: Spectrum harmonisation measures

		a. Is there a requirement for harmonisation measures needed? If no, please indicate the reasons. If yes, please indicate which ECC deliverable



		(please explain)





Question 3: Spectrum use (categorisation, differentiation)

		Do you have / foresee different types of regulation for different radio applications? Please explain. 

· control and non-payload communications (CNPC)

· payload (incl. video)

· any other 

		(please explain)



		Do you have / foresee different types of regulation for different concepts of operation? Please explain.

· weight and/or dimensions 


· visual line-of-sight / non visual line of sight

· safety aspects


· user groups 


· range of operation


· any other 

		(please explain)





Question 4: Existing problems such as interference

		Are there existing problems such as interference cases or illegal spectrum use by UAS?

		(please explain the problem(s), if any)





Question 5: Additional information

		Any further relevant information?

		(add here)





Part 2: Aeronautical regulation part:

Question A1: Existing regulatory framework


		a. Is there already a national regulatory framework or reports available on civil UAS? If so, have you identified any challenges within the existing national regulatory framework?

		National regulation is available for UAS below 25kg. The national regulations can found in the attached documents:


· Legal conditions in Germany _UAV.pdf


· NfL I 281 13 Translation EN.pdf


· 1-437-15_DFS_Drohnen_CTR.pdf






		b. Are there specific frequencies mentioned within these regulations? 

		Only radio equipment (telemetry equipment) that complies with the provisions governing such equipment may be used. The provisions and orders issued by the Federal Network Agency governing this equipment shall be observed. In case of sustained or repeated (radio) interferences, the Federal Network Agency and the aeronautical authorities are to be informed. 








Question A2: Categorisation of UAS

		Explain the categorisation of UAS (e.g. by concept of operation, range of operation, weight, visual line-of-sight/ non visual line of sight, safety aspects, user groups, etc.) in use in your country, including important technical requirements.

		See documents above. 





Question A3: Existing problems during the operation/test of UAS 

		Have there been any problems in respect to radio (e.g. Interferences, lost connections, fail safe features, etc.) during the operation and/or test of a UAS? 

		It has been observed that sometimes frequencies are used that are forbidden by national and international regulations (e.g. 1090 MHz). Also datalink loss will be occurring sometimes, causing unplanned behaviour of the UA.





Question A4: Additional information

		Any further relevant information? 

		Operation of drones may cause possible radio-frequency interference with other services which may lead to misconduct of the drone or the other service, respectively. This aspect should be considered by the regulatory measures.







� In this questionnaire UAS covers all kind of drones, Remotely Piloted Aircraft Systems (RPAS), autonomous aircraft and flying models (incl. toys)
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748.941

 SET Standd " (Stand am 1. August 2014)"  (Stand am 1. August 2014)

Nicht löschen bitte " " !!


748.941

DETEC Ordinance 
on Special Category Aircraft

(OSCA)


of 24 November 1994 (Status as of 1 August 2014)

The Federal Department of the Environment, Transport, 
Energy and Communications
 (DETEC),


on the basis of Article 57 paragraphs 1 and 2 of the Civil Aviation Act of 
21 December 1948
 (CAA) 
and of Articles 2a paragraph 3, 21, 24 paragraph 1 and 125 paragraph 2 
of the Civil Aviation Ordinance of 14 November 1973
,


ordains:

Section 1: Scope of application

Art. 1

This Ordinance applies to hang gliders, kites, paragliders, tethered balloons, parachutes and unmanned aircraft.


Section 2: Common Provisions

Art. 2
Swiss Aircraft Registry and airworthiness

1 Aircraft under Article 1 are not recorded in the Swiss Aircraft Registry.


2 Their airworthiness is not tested.


3 No noise certificates are issued for them.


Art. 3
Place of take-off and landing

1 Aircraft under Article 1 are under no obligation to take off or land at an aerodrome.


2 The rights of persons entitled to the property concerned to prevent trespassing and to compensation for any damage caused are in every case reserved.


Art. 4
Public air shows

No authorisation is required from the Federal Office of Civil Aviation (FOCA)
 for public air shows that exclusively involve the use of aircraft under Article 1.


Art. 5
Commercial flights

No authorisation is required from FOCA for commercial flights using aircraft under Article 1.


Section 3: Hang Gliders

Art. 6
Definition

Hang gliders are all aircraft that may be foot-launched, in particular hang gliders and paragliders, provided that immediately after take-off they are used for gliding or parachuting.


Art. 7
Minimum age, licences and tests

1 The minimum age for training flights is 15; the minimum age for acquiring the official licence is 16.


2 Any person who wishes to fly a hang glider must hold the relevant official Swiss licence. For occasional flights, a foreign licence that is recognised as equivalent under paragraph 7 is sufficient.


3 Training flights may only be carried out under the direct supervision of a person holding the relevant official instructor’s licence.


4 Any person who wishes to fly a hang glider with a passenger must hold the relevant official Swiss licence. For occasional, non-commercial flights, a foreign licence that is recognised as equivalent under paragraph 7 is sufficient.


5 Licences must be carried when flying a hand glider.


6 The tests required to obtain the licences shall be conducted by a FOCA-recognised expert in accordance with FOCA-approved directives.


7  FOCA shall designate an agency that is responsible for certifying the equivalence of foreign licences. The agency shall recognise the foreign licences in accordance with guidelines issued by FOCA.


Art. 8
Traffic and operating regulations

1 Taking off and landing on public roads and ski pistes are prohibited.


2 When flying, pilots must maintain an adequate distance from or avoid groups of people in the open air, buildings, public roads, ski pistes, public transport infrastructure such as railway lines, cableways and ski lifts, overhead electrical cables and other cables.


3 Flights over national and customs borders are permitted provided no goods are being carried; the pilot must carry the documents required to cross the border. Foreign legal provisions are reserved.


4 Flying hang gliders on public waters is subject to the federal legislation on the inland navigation and the relevant cantonal regulations.


5 The towing of hang gliders using winches, vehicles or ships to an altitude exceeding 150 m above the ground is subject to authorisation from FOCA.


6 In addition, the provisions of the DETEC Ordinance of 4 May 1981
 on the Traffic Regulations for Aircraft that apply to gliders, with the exception of the regulations on the minimum flight altitudes, apply mutatis mutandis.


Art. 9
Flight restrictions

1 The use of hang gliders is prohibited:


a.
within a distance of 5 km from the runways of any civil aerodrome intended for use by aircraft;


b.
within a distance of 5 km from the runways of any military aerodrome intended for use by aircraft during military flight duty times;


c.
within a distance of 2.5 km from helipads.


2 The aerodrome manager or the air traffic control unit may authorise exceptions to these restrictions.


Art. 10
Third party liability insurance

1 Third party liability claims made by third parties on the ground must be covered by the hang glider proprietor in a third party liability insurance policy with guaranteed cover of at least one million francs.


2 If the proprietor is resident abroad, a foreign third party liability insurance policy in his or her name with the same guaranteed cover is sufficient for flights in Switzerland, provided this policy also covers third party claims made in Switzerland.


3 The pilot must carry the third party liability insurance certificate when flying the hang glider.


Section 4: Kites, Paragliders and Tethered Balloons

Art. 11

1 Kites
, paragliders and tethered balloons may only be flown with authorisation from FOCA. FOCA shall specify the requirements for authorisation and the operating conditions on a case-by-case basis.


2 Third party liability claims made by third parties on the ground must be covered by the aircraft proprietor in a third party liability insurance policy with guaranteed cover of at least one million francs.


Section 5: Parachutes

Art. 12
Traffic regulations

Parachute jumps are subject to the regulations contained in Article 3 paragraph 2 and Article 12 of the DETEC Ordinance of 4 May 1981
 on the Traffic Regulations for Aircraft.


Art. 13
Third party liability insurance

1 Third party liability claims made by third parties on the ground must be covered by the parachute proprietor in a third party liability insurance policy with guaranteed cover of at least one million francs.


2 For the case of an emergency jump, the policy for the aircraft that guarantees third party liability claims made by the third parties on the ground must also cover the use of the parachute.


3 The third party liability insurance certificate must be carried when jumping.


Section 6: Unmanned Aircraft weighing over 30 kg

Art. 14
Categories

1 Unmanned aircraft, in particular kites, paragliders, tethered balloons, free-flying balloons and model aircraft that weigh more than 30 kg may only be flown with authorisation from FOCA. The FOCA shall specify the requirements for authorisation and the operating conditions on a case-by-case basis.


2 Third party liability claims made by third parties on the ground must be covered by the aircraft proprietor in a third party liability insurance policy with guaranteed cover of at least one million francs.


Section 7: Unmanned aircraft bis 30 kg weight

Art. 15
Restrictions on kites, paragliders and
tethered balloons

It is prohibited to fly kites, paragliders and tethered balloons:


a.
higher than 60 m above the ground;


b.
within a distance of 3 km from the runways of any civil or military aerodrome.


Art. 16
Restrictions on free-flying balloons

It is prohibited to fly free-flying balloons:


a.
carrying a load exceeding 2 kg or of a volume exceeding 30 m3;


b.
carrying a load of a volume exceeding 1 m3 within a distance of 5 km from the runways of any civil or military aerodrome.


Art. 17

Restrictions on model aircraft

1 Any person who flies a model aircraft weighing up to 30 kg must always maintain direct eye contact with the aircraft.


2 Flying model aircraft weighing between 0.5 and 30 kg is prohibited:

a.
within a distance of 5 km from the runways of any civil or military aerodrome;


b.
in control zones (CTR) if the aircraft may exceed an altitude of 150 m above the ground;

c.

within a radius of 100 metres from groups of people in the open, unless the flight takes place at a public air show under Article 4.


Art. 18

Exceptions to the restrictions

1 Exceptions to the following restrictions may be authorised as follows:


a.
restrictions under Articles 15 letter b, 16 letter b and 17 paragraph 2: by the air traffic control unit or the aerodrome manager;


b.

restrictions under Articles 15 letter a, 16 letter a and 17 paragraphs 1 and 2 letter c: by FOCA. 

2 Such exceptions may only be authorised if the other users of the airspace and third parties on the ground are not endangered.


3 The authorisation may be made subject to conditions.


Art. 19
Cantonal regulations

The cantons may issue regulations for unmanned aircraft that weigh less than 30 kg on the reduction of environmental pollution and on the risk to persons and property on the ground (Art. 51 para. 3 CAA).


Art. 20
Third party liability insurance

1 Third party liability claims made by third parties on the ground must be covered by the proprietor in a third party liability insurance policy with guaranteed cover of at least one million francs.


2 Cover for third party liability claims is not required for:


a.
kites and paragliders that weigh less than 1.0 kg and that have a maximum climbing height of less than 60 m;


b.
tethered balloons with a load capacity of less than 0.5 kg, a load volume of less than 30 m3 and a maximum climbing height of less than 60 m;


c.
free-flying balloon with a load capacity of less than 0.5 kg and load volume of less than 30 m3;


d.
model aircraft that weigh less than 0.5 kg.


3 The third party liability insurance certificate must be carried when the aircraft are in operation.


7a. Section:
 Criminal Law Provision

Art. 20a


Any person who fails to comply with an obligation under Article 10 is liable to the penalties set out in Article 91 paragraph 1 letter i CAA.


Section 8: Final Provisions

Art. 21
Repeal of current legislation

The following are repealed:


a.
the Hang Glider Ordinance of 14 March 1988
;


b.
the Ordinance of 14 March 1988
 on Restrictions on Certain Aircraft and Projectiles.


Art. 22
Amendment of Current Legislation

…


Art. 23
Transitional commission

Insurance cover for third party liability claims must comply with Articles 11 paragraph 2 and 20 paragraph 1 within six months at the latest after this Ordinance comes into force.


Art. 24
Commencement

This Ordinance comes into force on 1 January 1995.


 AS 1994 3076



�	Amended by No I of the DETEC Ordinance of 16 Oct. 2009, in force since 1 Dec. 2009 �(AS 2009 5399).



�	Name in accordance with unpublished Federal Council Decree of 19 Dec. 1977.



�	SR 748.0



�	SR 748.01



�	Amended by No I 8 of the DETEC Ordinance of 4 March 2011, in force since 1 April 2011 (AS 2011 1155).



�	Term in accordance with No I of the DETEC Ordinance of 16 Oct. 2009, in force since 1 Dec. 2009 (AS 2009 5399). This amendment has been made throughout the text.



�	Amended by No I of the DETEC Ordinance of 1 May 2001, in force since 1 June 2001 �(AS 2001 1392).



�	Amended by No I of the DETEC Ordinance of 16 Jan. 2013, in force since 1 Feb. 2013 �(AS 2013 313).



�	Amended by No I of the DETEC Ordinance of 16 Jan. 2013, in force since 1 Feb. 2013 �(AS 2013 313).



�	Amended by No I of the DETEC Ordinance of 16 Jan. 2013, in force since 1 Feb. 2013 �(AS 2013 313).



�	SR 748.121.11



�	SR 748.121.11



�	Amended by No I of the DETEC Ordinance of 16 Oct. 2009, in force since 1 Dec. 2009 �(AS 2009 5399).



�	Inserted by No I of the DETEC Ordinance of 30 June 2014, in force since 1 Aug. 2014�(AS 2014 2315).



�	Amended by No I of the DETEC Ordinance of 16 Oct. 2009, in force since 1 Dec. 2009 �(AS 2009 5399).



�	Amended by No I of the DETEC Ordinance of 30 June 2014, in force since 1 Aug. 2014�(AS 2014 2315).



�	Inserted by No I 8 of the DETEC Ordinance of 4 March 2011, in force since 1 April 2011 (AS 2011 1155).



�	[AS 1988 549]



�	[AS 1988 554, 1992 548 No II 2]



�	The amendments may be consulted under AS 1994 3076.







�May need to define this aircraft more precisely in English, as a kite is generally understood as a child’s toy and certainly not as an aircraft that can carry a person. Do you mean a “manned kite”?
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Articles from UAS VISION
MQ-1 Predator Crash in Southeastern Iraq
2015-06-24 07:06:34   The Editor


An Air Force MQ-1 Predator Remotely Piloted Aircraf t  crashed in Iraq at
approximately 8:30 a.m. local t ime, June 22, 2015.


The aircraf t  was f lying a combat  mission support ing ant i-ISIS operat ions when
posit ive cont rol of  the aircraf t  was lost . There are no reports of  civilian injuries
or damage to civilian property at  the crash site.


The RPA crash was not  due to enemy f ire and a board will convene to
determine the specif ic cause of  the crash.


Source: US Air Force



http://www.uasvision.com

http://www.uasvision.com/2015/06/24/mq-1-predator-crash-in-southeastern-iraq/

http://www.afcent.af.mil/News/ArticleDisplay/tabid/136/Article/601232/news-release-predator-crashes-in-southeastern-iraq.aspx

http://www.addtoany.com/add_to/twitter?linkurl=http%3A%2F%2Fwww.uasvision.com%2F2015%2F06%2F24%2Fmq-1-predator-crash-in-southeastern-iraq%2F&linkname=MQ-1 Predator Crash in Southeastern Iraq

http://www.addtoany.com/add_to/facebook?linkurl=http%3A%2F%2Fwww.uasvision.com%2F2015%2F06%2F24%2Fmq-1-predator-crash-in-southeastern-iraq%2F&linkname=MQ-1 Predator Crash in Southeastern Iraq

http://www.addtoany.com/add_to/google_plus?linkurl=http%3A%2F%2Fwww.uasvision.com%2F2015%2F06%2F24%2Fmq-1-predator-crash-in-southeastern-iraq%2F&linkname=MQ-1 Predator Crash in Southeastern Iraq

http://www.addtoany.com/add_to/email?linkurl=http%3A%2F%2Fwww.uasvision.com%2F2015%2F06%2F24%2Fmq-1-predator-crash-in-southeastern-iraq%2F&linkname=MQ-1 Predator Crash in Southeastern Iraq
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